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Foreword

This Technical Specification (TS) has been produnethe Open IPTV Forum.

This specification provides multiple options fons® features. The Open IPTV Forum Profiling speatfan will
complement the Release 1 specifications by defitiiegOpen IPTV Forum implementation and deploynpeaofiles.
Any implementation based on Open IPTV Forum spegtifons that does not follow the Profiling spedfions cannot
claim Open IPTV Forum compliance.

This document is Volume 4 in the 7 Volume set afcfications that define the Open IPTV Forum Redeh$Solution.
Other Volumes in the set are:

¢ Volume 1 - Overview

e Volume 2 - Media Formats

¢ Volume 3 - Content Metadata

* Volume 5 - Declarative Application Environment
e Volume 6 - Procedural Application Environment

*« Volume 7 — Authentication, Content Protection aedvi&e Protection
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Introduction

This document specifies the protocols over thefihg reference point interfaces defined in the ©OBETV Forum
Release 1 Architecture specification [ARCH]

» The UNI interfaces, between the network or serpimvider domains and the consumer domain
» The HNI interfaces, between the functional entitrethe consumer network domain
» The NPI interfaces, between the functional entitiethe network and service provider domains
» Interfaces to external systems, which include
0 DLNA networks in the consumer domain
The requirements for these interfaces are derinad the following sources:-
e Open IPTV Forum Service and Platform RequiremenRiglease 1 [REQS]
e Open IPTV Forum Functional Architecture for Relead&RCH]

e Other Open IPTV Forum specifications [DAE], [CSPMIETA] and [AVC]

1. References

1.1 Normative References

1.1.1 Standard References

[TISPAN] ETSI, ES 283 003, “Telecommunications dntérnet converged Services and Protocols for Adgdn
Networking (TISPAN); IP Multimedia Call Control Riaxol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP) Stage 3tfEsement of 3GPP TS 24.229 Release 7]

[UMTS-SH] ETSI, TS 129 329, “Digital cellular telemmunications system (Phase 2+); Universal Mobile
Telecommunications System (UMTS); Sh interface dasethe Diameter protocol; Protocol details”
(3GPP TS 29.329 version 7.4.0 Release 7)

[CHNG] ETSI, ES 282 010, “Telecommunications antitnet converged Services and Protocols for Adwénge
Networking (TISPAN); Charging”

[DIAM] ETSI, TS 183 033, “Telecommunications anddmet converged Services and Protocols for Advénge
Networking (TISPAN);IP Multimedia; Diameter baseamcol for the interfaces between the Call
Session Control Function and the User Profile Sefumction/Subscription Locator Function;

Signalling flows and protocol details” [3GPP TS22B V6.8.0 and 3GPP TS 29.229 V6.6.0, modified]

[AFSPDF] ETSI, TS 183 017, “Telecommunications émeérnet Converged Services and Protocols for Adgedn
Networking (TISPAN);Resource and Admission ContBIAMETER protocol for session based
policy set-up information exchange between the Bagion Function (AF) and the Service Policy
Decision Function (SPDF);Protocol specification”

[RACS-RE] ETSI, TS 183 060. “Telecommunications &mernet converged Services and Protocols for Aded
Networking (TISPAN); Resource and Admission ConBabsystem (RACS); Re interface based on
the DIAMETER protocol”

[NASS-E4] ETSI, ES 283 034, “Telecommunications éwtérnet converged Services and Protocols for Aded
Networking (TISPAN);Network Attachment Sub-SystelASS);e4 interface based on the
DIAMETER protocol”
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[HTTP] IETF, RFC 2616, “Hypertext Transfer ProtoeoHTTP/1.1”

[SIP] IETF, RFC 3261, “SIP: Session Initiation Rrcdl”

[BCG] ETSI, TS 102 539, “Digital Video BroadcastifigVB);Carriage of Broadband Content Guide (BCG
information over Internet Protocol (IP)”

[TRO69] Broadband Forum, TR-069 Amendment 2, “CPEN\Management Protocol v1.1”

[SIP-PRES] IETF, RFC 3856, “A Presence Event PagKagthe Session Initiation Protocol (SIP)”

[TS183019] ETSI, TS 183 019, “Network Attachmensdd-Network protocol Interface Definitions”

[SIP-EVNT] IETF, RFC 3265, “Session Initiation Poobl (SIP)-Specific Event Notification”

[TS183063] ETSI, TS 183 063, “Telecommunicationd &rternet converged Services and Protocols foraéided
Networking (TISPAN);IMS-based IPTV stage 3 speeifion”

[TS102034] ETSI, TS 102 034, “Digital Video Broadtiag (DVB);Transport of MPEG-2 TS Based DVB Seedc
over IP Based Networks”

[XCAP] IETF, RFC 4825, “The Extensible Markup Large (XML) Configuration Access Protocol (XCAP)’

[DVB-CPCM] ETSI, TS 102 825, “Digital Video Broadsting (DVB);Content Protection and Copy Management
(DVB-CPCM)”

[RFC3840] IETF, RFC 3840, “Indicating User Agentp@ailities in the Session Initiation Protocol (SIP)

[RFC3455] IETF, RFC 3455, “Private Header (P-Hea@atensions to the Session Initiation. ProtocdPjSor
the 3rd-Generation Partnership Project (3GPP)”

[SIP-IM] IETF, RFC 3428, “Session Initiation Protd¢SIP) Extension for Instant Messaging”

[RTP] IETF, RFC 3550, “RTP: A Transport Protocot feeal-Time Applications”

[TVA] ETSI, TS 102 822-4, “Broadcast and On-liner8ees: Search, select, and rightful use of content
personal storage systems (“TV-Anytime”); Part 4agd 1 - Content referencing”

[SDP-TCP] IETF, RFC 4145, “TCP-Based Media Transpothe Session Description Protocol (SDP)”

[SIP-REG] IETF, RFC 3680, “A Session Initiation Rycol (SIP) Event Package for Registrations”

[RFC3803] IETF, RFC 3803, “Content Duration MIME &tker Definition”

[RFC3841] IETF, RFC 3841, “Caller Preferences fa Eession Initiation Protocol (SIP)”

[SMPL-IM] OMA, Draft OMA-TS-SIMPLE_IM-V1_0-2008082D, “Instant Messaging using SIMPLE”

[SMPL-PRES]

OMA, OMA-ERP-Presence_SIMPLE-V1_1-20680-A, “Presence SIMPLE Specification”

[RTSP] IETF, RFC 2326, “Real Time Streaming Protd& SP)”

[RTSP2-AN] IETF, draft-stiemerling-rtsp-announce-0RTSP 2.0 Asynchronous Notification”

[IGMP3] IETF, RFC 3376, “Internet Group ManagemPnbtocol, Version 3”

[DLNA] DLNA, “Networked Device Interoperability Gdielines”, October 2006

[GAA] 3GPP, 33.220, “Generic Authentication Arclitare (GAA); Generic bootstrapping architecture”

[UB-UA] 3GPP, 24.109, “Bootstrapping interface (Ub)d network application function interface (Uajptecol
details”

[ADDR] IETF, RFC 1918, “Address Allocation for Pate Internets”

[3G-SEC] 3GPP, TS 33.203, “3G security; Access s8gcior IP-based services”

[XCAP-EVT] IETF, draft-ietf-sip-xcapevent-04, “Anxensible Markup Language (XML) Configuration Acses
Protocol (XCAP) Diff Event Package”

[XCAP-DFF] IETF, draft-ietf-simple-xcap-diff-09, “A Extensible Markup Language (XML) Document Forfioat
Indicating A Change in XML Configuration Access Rrool (XCAP) Resources”

[CEA2014] CEA, CEA-2014-A, “Web-based Protocol ardmework for Remote User Interface on UPnP

Networks and the Internet (Web4CE)”, (including fhisgust 2008 Errata).
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[CLSLESS] IETF, RFC 3442, “The Classless Static tRedDption for Dynamic Host Configuration Protocol
(DHCP) version 4”
[DHCP-OPT] IETF, RFC 2132, “DHCP Options and BOOVé&hdor Extensions”
[DHCP-VND] IETF, RFC 3925, “Vendor-ldentifying Vend Options for Dynamic Host Configuration Protocol
version 4 (DHCPv4)”
[DOM-NAME] | IETF, RFC 1035, “Domain Names - Implentation And Specification”
[SDP-RTCP] IETF, RFC 3556, “Session Descriptiont®col (SDP) Bandwidth Modifiers for RTP Control Ryool
(RTCP) Bandwidth”
[SES-TIMR] IETF, RFC 4028, “Session Timers in thesSion Initiation Protocol”
[UPNP] UPNP Forum, “UPnP Device Architecture”
[TS102472] ETSI, TS 102 472 v1.2.1, “DVB IP Datdtas
[RTCP-XR] IETF, RFC 3611, “RTP Control Protocol Ertled Reports (RTCP XR)”
[PSS] 3GPP, TS 26.234v750, “Transparent end topamket switched streaming service (PSS) — Protocols
and Codecs”
[FEC] IETF, RFC 4756, “Forward Error Correction @ping Semantics in Session Description Protocol”
[SIP-CFG] IETF draft-ietf-sipping-config-framewob — “A Framework for Session Initiation Protoccadéy
Agent Profile Delivery”
[RFC3994] IETF, RFC 3994, “Indication of Messagen@msition for Instant Messaging”
[DVB-IPTV] ETSI, TS 102 542 v131, “DVB -IPTV 1.4"
[RFC3551] IETF, RFC 3551, “RTP Profile for Audiodaideo Conferences with Minimal Control”
[TR135] Broadband Forum, TR-135, “Data Model forR-069 Enabled STB”
[TR106] Broadband Forum, TR-106, “Data Model Tenplmr TR-069 Enabled Devices”
[TR098] Broadband Forum, TR-098, “Internet Gateimyice Data Model for TR-069”
[TR104] Broadband Forum, TR-104, “DSLHome™ Prouisig Parameters for VolP CPE”
1.1.2 Open IPTV Forum References
[ARCH] Open IPTV Forum, “Functional ArchitectureVersion 1.2”, January 2009.
[REQS] Open IPTV Forum, “Service and Platform Regunients - Version 1.0”, September 14, 2007.
[CSP] Open IPTV Forum, “Release 1 Specification|ivite 7 - Authentication, Content Protection and
Service Protection”, V1.0, January 2009.
[DAE] Open IPTV Forum, “Release 1 Specificatiomgli¥me 5 - Declarative Application Environment”, 01.
January 2009.
[AVC] Open IPTV Forum, “Release 1 Specificatiomplime 2 - Audio-Video Media and Transport Formatg
V1.0, January 20009.
[META] Open IPTV Forum, “Release 1 Specificatidfglume 3 - Content Metadata”, V1.0, January 2009.
1.2 Informative References
[KEYWORD] | IETF, RFC 2119, “Keywords for use in RF@sIndicate Requirement Levels”
[ABNF] IETF, RFC 4234, “Augmented BNF for Syntaxefjifications: ABNF”
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2. Conventions and Terminology

2.1 Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD", “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in RFC2119
[KEYWORD]. All Sections and Annexes, except “Intrgdion”, are normative, unless they are expliditigficated to be
informative.
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Release 1 Interfaces

3.1 Consumer Network to Provider Network Interfaces (UNI)
o= mm mm mm mm Em e mm e = e Em e Em Em Em e e = e N
t HNI-INI* | HNI-INI
OITF 7=="""==772===°=- = -
: MDTF : : UNITLS
________________ ) I___-___-___------_-_-_-_- ’
| User Profile ManagementI i AG : UNIP-4
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Performance Monitor C||entI i it UNIT-18
Stream Session ManagemenI ! LL UNIS-11
and Control [! i i : UNIS-13, UNIS-14
| Downlogde_d g
| Stream Receiver I ] Java Applications : : UNIT-17
' | UNIS-12
Procedural —
| Codecs H Delcrypt | : Application ol
| | 1 : Environment pod UNIS-CSP-T
CSP | i : (PAE) :
| | UNIS-6
| DAE | : RUI Server :
| IPTV Service Discovery I i I UNIS 1S, UNIS 19
i 1
| Metadata CG Client | | : 1 UNIS-7
g —— ==
oI Embedded Applcatn HNAGG HNEAGH |
—] & bNA 11 conent || HNICSP fcsp 1 | UNIS-CSP-G
) Functions 1 1 Download : ﬁ Gateway 1 ‘%
Rt Lespe) | |16 [ 1comFsener | [HNFAMNI
' Internal Storage | I m
1
ool System . HNIFIGI | Network Discovery | UNIS 8, UNIS'9
Auth/Session Man. UNI-RMS
TCP/P | Client/Server
| RMS2 |
WAN Gateway
(WG) Tt i UNI-RMS
' RMS3 !
| UNIT-16
QoS | | Attachment |
uc/mMC LAN/WAN
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Figure 1: Consumer Network High Level Architecture

Figure 1 depicts the functional entities, functiamsl reference points defined by the Open IPTV fdfunctional
Architecture [ARCH] in the Consumer Network.
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Table 1: UNI Reference Points and Protocols

Reference Description Protocols
Point
UNIP-1 Reference point for user initiated IPTV service feofnanagement. HTTP, XCAP
UNIS-6 Reference point for user interaction with lgggtion logic for transfer of user requests and HTTP, FLUTE
interactive feedback of user responses (providecip GUI). HTTP and FLUTE is used to
interface between the DAE and the IPTV Applicattamction in both the managed and unmanaged
models.
UNIS-7 Requests for transport and encoding of cargeitde metadata. The reference point includes the| HTTP, DVBSTP
metadata and the protocols used to deliver thedattaand SHALL be based on DVB-IP BCG.
UNIS-8 Authentication and session management foragad network model. IMS SIP
UNIS-9 Authentication for GBA Single-Sign on S&SP] HTTP
UNIS-11 Reference point for control of real timeesiming (e.g. control for pause, rewind, skip foyaihe | RTSP
reference point includes content delivery sessanpsin case of unmanaged.
UNIS-12 Reference point between the AG and the gdemgpecific application functional entity. HTTP, ALUTE
UNIS-13 User Stream control for multicast of réald content and data for the managed network model.| IGMP
UNIS-14 Reference point used for authorization o¥ise access for the unmanaged network model. See| HTTP
[CSP]
UNIS-15 Reference point to the IPTV Service DiscgveE to obtain information about IPTV services HTTP, DVBSTP
offered by an IPTV Service Provider.
UNIT-16 Reference point used for Network Attachment. DHCP
UNIT-17 Content stream including content; conterdrgption (for protected services) and content eirapd | RTP, HTTP, UDP
This reference point MAY be used for both multicaistl unicast (UNIT-17M and UNIT-17U,
respectively).
UNIT-18 Performance monitoring interface for retopay the performance monitoring results. RTCP, RTSP
UNIS-19 Reference point to the IPTV Service Providescovery functional entity to obtain the list of HTTP
Service Providers, and related information.
UNI-RMS Remote Management using DSL Forum TR-06&éwork [TRO69] HTTP/TR-069
UNIS-CSP-T Rights management for protected contémtlading key management and rights expression. SgeHTTP/MARLIN

[CSP]

Table 2: Other interfaces

WAN gateway

LAN
Interfaces

Interface between OITF/IG and AG and the WAN Gatewa

DHCP, IGMP
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Provider Network Reference Points Description
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Figure 2: Provider Network High Level Architecture

Figure 2 shows the Functional Entities and Referguaints in the service provider network defineffARCH]

Table 3: NPI Reference Points and Protocols

Reference | Description Protocols

Point

NPI-1 Reference point between the Service Acceshehuication FE and the User Database. Not Specified

NPI-2 An OPTIONAL reference point allowing interiwt between IPTV applications and the IPTWot Specified
Control Point.

NPI-3 The reference point between Authenticatiers®hn Management and Person-to-Person | ISC interface
Communication Enablers. [TISPAN]

NPI-4 Reference point for routing of IPTV servicéated messages to the IPTV Control Point. ISC interfa

[TISPAN]

NPI-6 This reference point allows the IPTV Conftralint to retrieve the subscriber’s IPTV-related Not Specified
service data when a user registers in the IMS mitwo

NPI-7 This reference point allows person-to-perapplication enablers to retrieve the subscriber{sSh Interface

IMS data from the user database.

[UMTS-SH]
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NPI-9 This reference point allows the IPTV ControlrR to retrieve the subscriber’'s IMS-specific| Sh Interface
data from the user database. [UMTS-SH]

NPI-10 A reference point for the allocation/de-aiion and control of content for a unicast sessignRTSP

NPI-11 A reference point for sending events andgihg information. Rf and Ro [CHNG]

NPI-12 This reference point allows the Authentioatand Session Management FE to retrieve the Cx [DIAM]
subscriber’s IMS data from the User Database astaopthe user’'s IMS registration.

NPI-14 A reference point from Charging FE and Autitation and Session Management FE. Rf [CHNG]

NPI-15 This reference point controls the Resouroelsfamission Control. Gq’' [AFSPDF]

NPI-16 Reference point between the Transport Proggssainction and Resource and Admission | Re [RACS-RE]
Control.

NPI-17 Reference point between the IPTV Applicatiand the IPTV Service Profile. Not Specified

NPI-18 Reference point between the Service Accedshathentication FE and the IPTV Not Specified
Applications. This SHALL only be used in the unmged network model.

NPI-19 This reference point SHALL be used for usicsession setup control between the SIP/SDP
Authentication and Session Management and the @obivery Network Controller.

NPI-20 This OPTIONAL reference point allows therimtal of CG data. Not Specified

NPI-21 This reference point allows the GBA Singlgron functional entity to validate user Not Specified
credentials.

NPI-25 This reference point allows forwarding usiceontrol messages to the appropriate Content SIP/SDP
Delivery Network Controller FE.

NPI-26 The reference point allows the Content Dejivdetwork Controller to delegate the handling SIP/SDP
of a unicast session to a specific Cluster Controller

NPI-27 The reference point between the Authenticairoxy and the GBA Single Sign-on node | Not Specified
allows the proxy to retrieve a user key for autheation purposes.

NPI-28 This reference point SHALL be used to pushuser access capabilities to the Network e4 [NASS-E4]
Attachment and the RAC.

NPI-30 This reference point supports the IPTV SerRrovider Discovery step of the service ISC interface
discovery procedure for managed model. [TISPAN]

3.3 Interfaces to External Systems

3.3.1 Consumer Network

Table 4: External Interfaces from the Consumer Netw  ork
DLNA Interface between the OITF and DLNA devices infibene. DLNA
Function

Copyright 2009 © Members of the Open IPTV Forum




Page 21 (176)

4, Structure of the document

Each section of this specification identified beldafines the procedures that use a specific prbtoco
Section 5: HTTP

Section 6: SIP and SIP/SDP

Section 7: RTSP

Section 8: IGMP and Multicast protocols

Section 9: RTP/RTCP

Section 10: UPnP

Section 11: DLNA

Section 12: DHCP

Section 13: UDP

The annexes cover the following topics:

Annex A: Document Change History

Annex B: Example IPV Protocol Sequences (Inforuegti

Annex C: Example Messages (Informative)

Annex D: User profile Description (Informative)

Annex E: Mapping attributes for Scheduled Cont&ldr(ative)
Annex F: Definition of <Protocol> names (Normative)

Annex G: System Infrastructure Mechanisms for trenkbed Model (Normative)
Annex H: System Infrastructure Mechanisms (Infoinggt

Annex I: Presence XML Schema

Annex J: The structure of the protocol proceduretiBes (Informative)
Annex K: TR-135/TR-106 Object Model

Annex L: New Event Package for SIP Subscribe

Annex M: Protocol Features with Options to be del@dy profiles
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5. HTTP

5.1 HTTP Reference points

This Section defines the protocol for the use offRTover the following reference points:

. HNI-IGI
. UNIP-1
. UNIS-6
. UNIS-7
. UNIS-9
. UNIS-15
. UNIT-17
. UNIS-19
5.2 Protocol for IPTV Service Functions

521 Scheduled Content

52.1.1 Protocol over HNI-IGI

When the OITF initiates, modifies or terminatesca&luled Content service, the OITF sends HNI-IG$sages
containing the appropriate method, mapped to HNld§&described in Section 5.5.1, OITF-IG interféddll-1Gl).

The SIP-specific information in the related messagealescribed in Section 6.2.1. The SIP-spedaifiermation are
mapped to the HNI-IGI protocol, as described int®ec5.5.1. In particular, the OITF creates HTTRudhers for an
HNI-IGI message by adding “X-OITF-" in front of theecessary SIP header names. In addition, optpgaraimeters
may be included as defined in [TISPAN]

52111 Session Initiation

The OITF SHALL follow the following procedure foession initiation:

Step 1:  The OITF SHALL send an HTTP POST requetitedG over the HNI-IGI interface, as describe®ib.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headers>Tage 5
b) HTTP Request Body: SDP offer containing the following elements (amfing to [TS183063]):

- The m-line(s) SHALL be set to the Scheduled Consentice which the OITF intends to join first,
according to the mapping defined in E.1 Mapping SftRbutes from DVB SD&S information.

- The c-line(s) SHALL be set to the Scheduled Consentice which the OITF intends to join first,
according to the mapping defined in E.1 Mapping StRbutes from DVB SD&S information.
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Step 2:

Step 3:

Step 4.

Step 5:

c)

d)

An a=bc_service: BCServiceld line SHALL indicate tAhcheduled Content service that the OITF
intends to join (according to the mapping defiire&.1 Mapping SDP attributes from DVB SD&S
information).

Optionally one or more a=bc_service_package: <B&&gaeld> as defined in E.2 Service Package SDP
attributes. The initial offer shall not contain muist and bc_tv_service_id_list parameter. If the
initiation is the result of a previously deniedtiaiion, the OITF may restrict the Scheduled Conten
services by including mult_list attributes.

If the OITF has knowledge of the bandwidth of tlieh&luled Content service with the highest
bandwidth requirement included in the sessionptlise SHALL be included and set to this valuethié
OITF supports FEC and the Scheduled Content sengisd~EC enabled, then the OITF SHALL include
the additional bandwidth in the value set in théire= If the OITF does not support FEC and the
Scheduled Content service includes FEC that ugesaime multicast group address then the FEC
bandwidth needs to be included.

An a=recvonly line

In order for the OITF to connect to the FEC stremsociated with the original multicast stream, tholokl
parameters SHALL be included in the SDP offer dig¥es:

An m-line for the FEC stream, as indicated by thevise Discovery or Metadata Control FE. The m-line
SHALL be set according to the mapping defined imé&xE.1 Mapping SDP attributes from DVB
SD&S information.

A c-line according to the mapping defined in Aniteg

The IG SHALL validate that the request includdgla mandatory SIP headers for the process atgige
5. The IG SHALL send a SIP INVITE to the networkrégjuest the initiation of the scheduled content
session, and SHALL wait for the response to theesty The IG SHALL reject a request that is migsiny
mandatory SIP headers with a non-200 OK HTTP respdncluding the reason for rejection.

On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortépe response to the initiation request. Thpoase
SHALL include a list of SIP headers as per Tabie &ddition to the normal HTTP headers as per
RFC 2616 [HTTP], and the same SDP answer bodyihatreceived by the IG in the SIP message.

When the OITF receives the response to the INVITEHALL examine the media parameters in the
received SDP. The OITF SHALL restrict the Sched@edtent services that it joins according to the
parameter (the a=bc_service_package attributedivet from the IPTV Control FE. However, if the KT
retrieved the IPTV user profile prior to sessiotiation, then it MAY ignore the=bc_service_package
attribute.

If the OITF receives an error code with an Insuidfint Bandwidth indication in the response from lBethe
OITF MAY perform a new INVITE with a reduced maximwandwidth for the Scheduled Content service.
This procedure MAY be repeated. If no agreementbeareached, the OITF MAY display a failure message
to the user.

Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP PENDING _IG to acknowledge the
final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header: Including the following:

<list of HTTP headers> - as per RFC 2616 [HTTP]

<list of SIP headers encoded as HTTP headersperatable 7

HTTP Request Body: Empty
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Table 5: Supported HTTP extension headers in the HN

I-IGI INVITE Request message for Scheduled

Content session setup (OITF -2I1G)

X-OITF HTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The Request-URI in the INVITE request SHALL be thdlwe
known PSI (Public Service Identifier) of the SchieduContent
Service: IPTV_SC_Service@<domain name>.

The domain part SHALL be the IPTV Service Providemain
name obtained via Service Provider discovery.

RFC 3261 [SIP]
INVITE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter MUST be included, and MUST matbhtvis
returned in the Contact header included in the respto the
registration process.

The IG includes all other mandatory parametersahafbsent.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP] (application/sdp)

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Supported

RFC 3261 [SIP] set to timer

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

Table 6: Supported HTTP extension headers in the re

sponse message to an HNI-IGI INVITE request

message for Scheduled Content session setup (IG  >OITF)

X-OITEHTTP Headers

Sour ce of Infor mation for Coding pur poses

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 7: Supported HTTP extension headers in the HN

I-IGI ACK message for a successful Scheduled

Content session setup (OITF ->IG)

X-OITE HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the ACK request SHALL be the cantac
included in the response to the INVITE message

RFC 3261 [SIP]
ACK <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITE-Call-ID

RFC 3261 [SIP]
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X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

The URI parameter MUST be included, and MUST mathatw
has been inserted in the INVITE message. The |@Gdies all
other mandatory parameters that are absent.

5.2.1.1.2 Session Modification

To join a service outside the set of channels riaggat at session initiation, or to perform a bartlvimodification, the
OITF SHALL send a request to the IG for session ification. The OITF SHALL generate a re-INVITE rezgi, as
defined in Table 5.

The OITF SHALL include an SDP offer in the sesswodification request. The format of this request®&H be the
same as for a session initiation.

5.2.1.1.3 Session Termination

To terminate a scheduled content session, the GHALL use the following procedure:

Step1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

e) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 8
f)  HTTP Request Body: Empty

Step 2:  The IG SHALL validate that the request includdgta mandatory SIP headers needed for the message
per Table 8. The IG SHALL reject a request thahissing any mandatory SIP headers with a non-200 OK
HTTP response, including the reason for rejecfidre |G SHALL send a SIP BYE to the network, to
request the termination of the scheduled contesstiee, and shall wait for the response.

Step 3: The IG SHALL then return a 200 OK HTTP responseofber appropriate responses) to the OITF to tepor
the response to the Termination request. The rsgp8HALL include, in addition to the normal HTTP
headers as per RFC 2616 [HTTP], a list of SIP hesaale per Table 9.

Table 8: Supported HTTP extension headers in HNI-IG | BYE Request for teardown of a Scheduled
Content session (OITF 2>IG)

X-OITFHTTP Headers Sour ce of Information for Coding purposes

X-OITF-Request- Line RFC 3261 [SIP]

Note: The request URI MUST be set to the contactrmen the BYE <Request URI> SIP/2.0
200 OK for the invite.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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Table 9: Supported HTTP extension headers in the re  sponse to an HNI-IGI BYE Request for teardown
of a Scheduled Content session (IG >OITF)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

52114 Session Refresh

It is the responsibility of the OITF applicationr@fresh the Scheduled Content session beforeet®on expires. The
IG SHALL consider a session terminated if it is refreshed.

5.2.2 CoD
5221 Protocol for session management for managed model over HNI-IGI
5.2.2.1.1 Retrieval of Session Parameters

If the OITF does not have all the necessary pararsieéd form the SDP offer it SHALL retrieve missiB8®P
parameters using the following procedure:

Step1:  The OITF SHALL send an HTTP POST request to @eh the HNI-IGI interface, as described in Section
5.5.1 OITF-IG Interface (HNI-IGI). The contentthie HTTP Request SHALL be as follows:

a) HTTP Request Header: Includes the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 10
b) HTTP Request Body: Empty

Step 2: The IG SHALL validate that the request includshee mandatory SIP headers required for the daggo
message as per Table 10. The IG SHALL reject aggidhat is missing any mandatory SIP headersawith
non-200 OK HTTP response that includes the reasorefection.

Step 3: The IG SHALL send a SIP OPTIONS message to thear&f to retrieve missing SDP parameters and
SHALL wait for the response to the request. TheSKEALL then return a 200 OK HTTP response (or other
appropriate responses) to the OITF to report taparse to the request for missing SDP parametdrs.
response includes a list of SIP headers as peeTdhlin addition to the normal HTTP headers as per
RFC 2616 [HTTP], as well as an SDP body contaitirgmissing SDP parameters according to Section
6.2.2.1.2
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Table 10: Supported HTTP extension headers in HNI-I
parameters (O

Gl OPTION Request for CoD session setup
ITF 21G)

X-OITFHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI SHALL be set to the PSI (RuBkrvice

Identifier) of the CoD Services as follows:
IPTV_CoD_Service_*@<domain name>

Where:

- The wild card part (*) is a content instance itifesr,

constructed according to clause 4.2.4.1 in [METApw CoD

content identifiers are delivered via the Conteatd®. For

DAE applications signalling CoD, the wild card pirt

constructed according to clause 8.1.2 in [DAE].

The domain part (<domain hame>) is the IPTV SerRrovider

domain name, obtained from the IPTV Service Pravide

discovery function.

RFC 3261 [SIP]
OPTIONS <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

SHALL be set to the value of the request URI in the
“X-OITF-Request-Line OPTIONS” header

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Accept

Set to application/sdp as per RFC 3261 [SIP]

Table 11: Supported HTTP extension headers in the r

esponse to an HNI-IGI OPTION Request for CoD

session setup parameters

X-OITFEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

52212 Session Initiation

The OITF SHALL initiate the request for a Contenti@emand session using the following procedure.

t to them@he HNI-IGI interface, as described in 5.5.1
HP Request SHALL be as follows:

Step 1:  The OITF SHALL send an HTTP POST reques
OITF-IG Interface (HNI-IGI). The content of the
a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 12
b) HTTP Request Body: The request body includes the SDP offer geneflayetie OITF. The SDP offer

SHALL include a media description for the RTSP

emtcontrol channel and the media descriptionHer t

content delivery channel. SDP shall be used asf@gzko [TISPAN].
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SDP Parametersfor the RTSP control channel

The RTSP content control media description SHALLchgied by TCP and follow [SDP-TCP]. Hence, the
SDP parameters for the RTSP content control cha®iHélLL be set as follows:-

- An m-line for an RTSP stream of format: m=<medigort> <transport> <fmt>

- The <media> field SHALL have a value of “applicatio

- The <port> field SHALL be set according to [SDP-T|CPhe “a=setup” attribute SHALL be
set to ‘active’, and port field SHALL be set to alwe of “9”, which is the discard port.

- The <transport> field SHALL be set to “TCP” or “TAR.S”. The former SHALL be used
when RTSP runs directly on top of TCP and the i&@tdALL be used when RTSP runs on top
of TLS, which in turn runs on top of TCP.

- The <fmt> parameter SHALL be included and set pav'i rtsp”

(ex.m=application 9 tcp iptv_rtsp )
- An “a=setup” attribute SHALL be present and seftactive” as defined in [SDP-TCP]
(ex.a=setup:active )

- An “a= connection” attribute SHALL be present ard as “new” as defined in [SDP-TCP]
(ex.a=connection:new )

- A c-line SHALL include the network type with thelua set to “IN”, the address type set to “IP4” dRd
address of the RTSP content control stream.
(ex.c=IN IP4 <IP_ADDRESS>)

- One or more a=fmtp lines representing RTSP spegifidutes set as follows:

= The RTSP Version MAY be specified in a “fmtp:iptisp version” parameter.

SDP Parametersfor the content delivery channels

For each media stream controlled by the RTSP contamrol channel the SDP offer SHALL include a
content delivery channel media description, sébbsws:

- The m-line indicates the type of the media (“videdte transport protocol and the port of the exlat
content delivery channel as follows: m=<media> ¢paiproto> <fmt>

= <fmt> settings:

=  When MPEG2-Transport Stream [MPEG2-TS] is used,t=f8HALL be “33" as specificed
in RFC 3551 [RFC3551]

= When optional Timestamped-TS defined by [DLNA] &d, the RTP/AVP dynamic
payload type SHALL be used and <encoding name>asftbmap” line SHALL be
“vnd.dIna.mpeg-tts” as specified in [DLNA], e.g.

m=video 49232 RTP/AVP 98
a=rtpmap:98 vnd.dIna.mpeg-tts/27000000

L] <proto> settings:

= <proto> SHALL be set according to information ob&d by the OITF either by OPTIONS
or in the service access stage. If streaming is, Rpfoto> SHALL be set to RTP/AVP. If
streaming is direct over UDP, <proto> SHALL be teetMP2T/H2221/UDP” or
“RAW/RAW/UDP”

- The “c- line” SHALL include the network type withe value set to “IN”, the address type set to “IP4”
followed by the address of the OITF.
(e.g,c=IN IP4 <IP_ADDRESS>)

- The “b-line” SHALL contain the proposed bandwidthtained by the OITF either by OPTIONS or

during the service access phase. If the mediarsti@&EC protected and the OITF wishes to use one o
more FEC streams, the bandwidth SHALL be the suthe@fmedia stream bandwidth and the
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Step 2:

Step 3:

Step 4:

a)

b)

bandwidths of all the FEC stream to be used byotid-. If the OITF cannot obtain the bandwidth, the
b= attribute SHALL be set to a pre-configured value
(e.g,.b=AS:15000 )

- An “a=" line with a “recvonly”
(e.g,a=recvonly )

If a media stream is FEC protected, the OITF MA¥lude the following for each FEC protected stream:

- One or more m-line for the FEC streams indicatethénresponse to the OPTIONS request. The m-lines
shall be set according to the returned response.

In case there are multiple media streams to be ffiBtected, or a single media stream protected Hyipteu
FEC streams, grouping line(s) SHALL be includedtfe purpose of associating FEC stream(s) with anedi
stream(s), one for each media stream m-line thadgsciated to a FEC stream. The grouping line thges
“FEC” semantic as defined in RFC 4756 [FEC]:

- a=group:FEC:<original stream id> <base FEC strafr<ienhancement FEC stream id>

The original stream id SHALL reflect the value hélgthe media description of media stream in thmid=
attribute. This implies that, when a grouping liséncluded, there SHALL be an additional media
identification attribute within the m-line of theiginal media stream that is within the groupinggli The
format for that attribute is:

- a=mid:<original stream id>

The base FEC stream id SHALL reflect the value Ibgidhe media description of the FEC stream (aasedi
to the original stream) in the a=mid attribute.

Only base FEC stream SHALL be supported in OpetVIP@rum Release 1.

The IG SHALL validate that the request includdgta mandatory SIP headers needed for the outgoing
message, as per Table 12. The IG SHALL reject aasithat is missing any mandatory SIP headersawith
non-200 OK HTTP response, including the reasomdjaction.

The IG SHALL send a SIP INVITE to the network ramuest the initiation of a unicast session, anélSH
wait for the response to the request. The IG SH&1dn return a 200 OK HTTP response (or other
appropriate responses) to the OITF to report thpaese to the initiation request. The respondades a
list of SIP headers as per Table 13, in additiothéonormal HTTP headers as per RFC 2616 [HTTR], an
the same SDP answer body received by the IG, asided in 6.2.2.2.5 Protocol over NPI-26.

Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP Pending Request to acknowledge the
final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header : Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 14
HTTP Request Body: Empty
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Table 12: Supported HTTP extension headers in HNI-I Gl INVITE Request for CoD session setup
(CITF2IG)

X-OITFHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI MUST be set to the PSI (Pubditvice

Identifier) of the CoD Services as follows:

IPTV_CoD_Service_*@<domain name>

Where:

- The wild card part (*) is a content instance itifesr,
constructed according to clause 4.2.4.1 in [METApw CoD
content identifiers are delivered via the Contenid@uFor DAE
applications signalling CoD, the wild card partenstructed
according to clause 8.1.2 in [DAE].

- The domain part (<domain name>) is the IPTV SmrRrovider
domain name, obtained from the IPTV Service Pravide
discovery function.

RFC 3261 [SIP]
INVITE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE” header

RFC 3261 [SIP]

X-OITF-Contact
Notes:

URI parameter SHALL be included and SHALL match wisat
returned in the contact header included in theaesp to the
registration process.

Expires parameter SHOULD be included.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Supported

RFC 3261 [SIP] set to timer

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

Table 13: Supported HTTP extension headers in the r

esponse to an HNI-IGI INVITE Request for CoD

session setup (IG >OITF)

X-OITF HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITE-CSeq RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]
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Table 14: Supported HTTP extension headers in HNI-I Gl ACK Request for successful CoD session
teardown (OITF 2I1G)

X-OITFHTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the ACK request SHALL be the cdntac | ACK <Request URI> SIP/2.0
included in the response to the INVITE message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

The URI parameter SHALL be included, and SHALL matdtat
as been inserted in the INVITE message. The IGudes all other
mandatory parameters that are absent.

5.2.2.1.3 Session Termination
The OITF SHALL send the request for a Content omBed session termination using the following prared

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperagable 15
b) HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgte mandatory SIP headers required for the ontgoi
message, as per Table 15. The IG SHALL reject aggithat is missing any mandatory SIP headersawith
non-200 OK HTTP response, including the reasomdjaction.

Step3: The IG SHALL send a SIP BYE to the network, touest the termination of a unicast session, and shal
wait for the response. The IG SHALL then retur208 OK HTTP response (or other appropriate resg)nse
to the OITF to report the response to the termimatequest. The response includes a list of SHéldrs as
per Table 16 in addition to the normal HTTP headarper RFC 2616 [HTTP].

Table 15: Supported HTTP extension headers in HNI-I Gl BYE Request for CoD session teardown

(CITF2I1G)
X-OITFHTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]
BYE <Request URI> SIP/2.0
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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Table 16: Supported HTTP extension headers inther esponse to an HNI-IGI BYE Request for CoD
session teardown (IG >OITF)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

52214 Session Refresh

It is the responsibility of the OITF applicationrefresh the CoD session before the session exfihesiG SHALL
consider a session terminated if it is not refrdshe

5.2.2.2 Protocol for streaming for unmanaged model over UNIT-17
The use of the HTTP protocol on this reference p8HALL comply with [HTTP]

The Content Delivery Function SHALL support the BatTTP header in a GET request from the OITF duce
unnecessary network usage by allowing partialeresiifor use in cases such as trick play. The QMY pre-buffer
the content in order to sustain play-out even wherHTTP transfer is stalled.

5.2.3 Content Download

Content Download is a service where IPTV contenibiwnloaded to the optional Internal Storage Systethe OITF.
The OITF may play-out the content while downloadifigck play MAY be performed within the downloadedntent
depending on the content rights.

5231 Protocol over UNIT-17
The use of the HTTP protocol on this reference (pBHALL comply with [HTTP]

The Content Delivery Function SHALL support the BamTTP header in a GET request from the OITF duce
unnecessary network usage by allowing partialeesii

5.3 Protocol for Service Access and Control Functions

5.3.1 Service Provider Discovery

5.3.1.1 Protocol over HNI-IGI for the Managed Model

5.3.1.11 Retrieval of Service Provider Discovery Information
The OITF SHALL follow the following procedure totreve Service Provider Discovery Information:

Step 1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in
Section 5.5.1  OITF-IG Interface (HNI-IGI). The ¢ent of the HTTP Request SHALL be as follows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 17
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b) HTTP Request Body: Empty or optionally, the OITF MAY include a bodgsciated with the appid
“urn:oipf:application:iptv-SP-discovery”.

The optionamessage body sent to the Service Provider Discd¥erHALL include the capabilities of the
OITF. The Content-Type of the message body SHALIsdteto “application/vnd.oipf-iptvueprofile+xml”,
which refers to the MIME type of the schema defimedinnex D.2. See Table 17 for X-OITF-Content-Type
header.

Step2: The IG SHALL validate that the request includdgla mandatory SIP headers required for the ontgoi
message as per Table 17. The IG SHALL reject ag®hat is missing any mandatory SIP headersawith
non-200 OK HTTP response, including the reasomdjaction.

Step3: The IG SHALL send a SIP SUBSCRIBE to the netwéoksubscribe to the “ua-profile” event, and SHALL
wait for the response to the subscription requésie IG SHALL then return a 200 OK HTTP response (0
other appropriate responses) to the OITF to repertesponse to the subscription request. Thenssp
includes a list of SIP headers as per Table 18lditian to the normal HTTP headers as per RFC 2616
[HTTP].

Step4:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngpt (refer to section 5.5.1.1), and SHALL
wait for any incoming messages.

Step 5:  When a SIP NOTIFY is received by the IG for a-fuafile” event, the IG SHALL return a HTTP 200 OK
response to the OITF. The response includes aflStP headers as per Table 19 in addition to trenal
HTTP headers as per RFC 2616 [HTTP]. The body@HM®TP response SHALL be the SIP body received
in the incoming NOTIFY message. The content ofHi@ P Response SHALL be as follows:

a) HTTP Response Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 19
b) HTTP Response Body: Body of the incoming NOTIFY

The OITF SHALL parse the XML document in the bodyensure that it complies with the schema defined i
Section 3.2.1 of [META].

When parsing the list of parameters, the OITF SHAdlke the following action:

. If the Service Provider Discovery Information foBarvice Provider is already present in the OITé&: (for
which the OITF already has an entry), and

- If the “@Version” attribute does not have the sarakeie as that received in the NOTIFY message, then
the OITF SHALL perform the following actions:

= The OITF SHALL update its parameters with the negs sent by the Service Provider
Discovery FEAIlso if the Segment@ID or Segment@Version has chanped)tTF SHALL
update the service discovery information with tieeteived from the Service Discovery FE.

- If the “@Version” attribute has the same valuehad teceived in the NOTIFY message, the OITF
SHALL NOT update the stored Service Provider Disgunformation.

. If the Service Provider Discovery Information foBarvice Provider is not known to the OITF (i.be DITF
does not have an entry for the Service Providec®iery Information)

- The OITF SHALL create a new entry for the new Segwrovider with all the parameters received in
the NOTIFY message.

The IPTV Service Provider Discovery Informationideted via this protocol SHALL conform to ETSI T82.034
[TS102034] Section 5.2.5, with the extended eldrdefined in the Metadata Specification [META].

Step 6: Once the OITF accepts the HTTP message contaihenmpcoming SIP NOTIFY, it SHALL send an HTTP
HNI-IGI PENDING_IG request to the IG. The contefithe HTTP Request SHALL be as follows:

a) HTTP Request Header: Including the following:
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- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 20
b) HTTP Request Body: Empty

Step 7:  The IG SHALL send the SIP 200 OK response to #tevark and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

5.3.1.1.2 Procedure for Cancellation of the Subscription
This procedure MAY be invoked at any time.
The procedure for de-registering the IPTV end MEST be preceded with a cancellation of subscriptio

The procedure is the same as the procedure fating a subscription to the “ua-profile”, excepat the
X-OITF-Expires header in Table 17 SHALL be setto 0

Table 17: Supported HTTP extension headers in HNI-I Gl SUBSCRIBE Request for SP Discovery

X-OITFHTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line Note: RFC 3261 [SIP]

The request URI MUST be set to the well known P8idated by | SUBSCRIBE <Request URI> SIP/2.0
the DHCP configuration (see Section 12.1.1.1)

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063

Extend the existing “ua—profile” event package $tiP [TS183063] Section 5.1.2.2.1
SUBSCRIBE request

The Event header SHALL be set to the “ua-profileért package.
The Event parameters SHALL be set as follows:
- The “profile-type” parameter SHALL be set to “digption”.

- The “appids” parameter SHALL be set to
“urn:oipf:application:iptv-SP-discovery”.

X-OITF-Contact RFC 3261 [SIP]
Notes:

1. URI parameter MUST be included, and MUST matehvddue
that is returned in the Contact header in the resptmthe
registration process.

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included
The IG includes all other mandatory parametersdahagbsent.

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Expires RFC 3261 [SIP]

Note: If absent a default value according to RFC13&P]
SHALL be assumed by the IG

To cancel the subscription, the X-OITF-Expires SHAile set to
0

X-OITF-Accept RFC 3261 [SIP]
Set to “application/oipf-iptvspdiscovery+xml”
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X-OITF-Content-Type RFC 3261 [SIP]

Included, optionally, when signalling OITF capadtiels according
schema defined in Annex D.2. It SHALL be set to
“application/vnd.oipf-iptvueprofile+xml”

Table 18: Supported HTTP extension headers inther  esponse to an HNI-IGI SUBSCRIBE Request for
SP Discovery

X-OITFHTTP Headers Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Expires RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

Table 19: Supported HTTP extension headers inthe N OTIFY request to the SUBSCRIBE to SP

discovery
X-OITFHTTP Headers Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP], RFC 3265 [SIP-EVNT] and
Note: The Request URI MUST match the contact URI metin | draft-ietf-sipping-config-framework-15 [SIP-CFG]
the contact field of the SIP SUBSCRIBE NOTIFY <Request URI> SIP/2.0
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.2.2.2

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-Subscription-State RFC 3265 [SIP-EVNT] and RFC 3856 [SIP-PRES]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3261 [SIP]

Set to “application/oipf-iptvspdiscovery+xml”

X-OITF-Content-Length RFC 3261 [SIP]

Table 20: Supported HTTP extension headers inther esponse to a NOTIFY request to the
SUBSCRIBE to SP discovery

XOITF HTTP Headers Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

Note: Cancellation of subscription is not requirechié tX-OITF-Expires header was set to 0 in the ihBldBSCRIBE
request.
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53.1.1.3 Refreshing the Subscription
The procedure for refreshing a subscription issdume as the procedure for initiating a subscription

The application initiating the subscription proceelSHALL refresh the subscription based on theesgfrsubscription
timer information received in the response to thiessription. Refreshing a subscription SHOULD beqgened before
the expiry of the refresh timer. A subscriptionttisanot refreshed will be terminated.

The IG SHALL consider a subscription terminatetsinot refreshed

5.3.1.2 Protocol over UNIS-19 for Unmanaged Model

Service Provider Discovery information can be d=iad as Service Discovery and Selection (SD&S)rd=scor as web
pages.

When SD&S records are used, the HTTP protocol ganifig to ETSI TS 102 034 [TS102034] Section 53EPALL
be used for the transport of IPTV Service Providecovery Information. The data delivered SHALL &mm to
ETSI TS 102 034 [TS102034] Section 5.2.5, witheéRktension defined in [META].

When web pages are used, the HTTP protocol andaatats SHALL conform to Section 5.2.2.0pen IPTofEN
Solution Specification Volume 5 - Declarative Amgaltion Environment [DAE].

The Service Platform Provider SHALL provide eitl#&S records or web page or both for Service Pravid
Discovery.

5.3.2 Service Discovery

5321 Protocol over UNIS-6

The protocol on UNIS-6 SHALL be HTTP as definedOrAE] for DAE application based service discovefis
protocol is used for the unicast transport of HTRICMAScript documents between the OITF DAE functéom the
IPTV Application Functional Entity.

5322 Protocol over UNIS-15

The protocol used on UNIS-15 for the transport IP3&fvice Discovery information SHALL be HTTP confong to
ETSI TS 102 034 [TS102034] Section 5.4.2.

The IPTV Service Discovery information deliverea this protocol SHALL conform to ETSI TS 102 0345[102034]
Section 5.2.6 with the extension defined in [META]

5.3.3 Service Access

5331 Protocol over UNIS-6

UNIS-6 MAY be used for the unicast transport of HTRCMAScript documents between the OITF DAE funetand
the IPTV Application functional entity for DAE appation based service access.

See [DAE] for the details of the document formdhwaeed via this protocol.

5.33.2 Protocol over UNIS-7

The use of the HTTP protocol on this reference pSHALL comply with Section 4.1.2.2.2 (containeisbd delivery)
or Section 4.2 (query mechanism) of the DVB-IP Bitmend Content Guide specification [BCG].

The Content Guide metadata delivered via this pat8HALL conform to ETSI TS 102 539 [BCG] with the
extension defined in [META]

The OITF MAY request user specific information frane Metadata Control FE based on the IPTV Subtsonip
Profile. (See section 5.3.4)
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5.34 Subscription profile management and usage

534.1 Protocols on UNIP-1

The OITF SHALL be able to obtain a user’s IPTV Sufigtion Profile. See Annex B.2.4. The format of iiPTV
Subscription Profile SHALL conform to Annex D.1, TH IPTV Subscription Profile. The IPTV SubscriptiBnofile
MAY be used for filtering the Broadband Content Gumetadata, i.e. for the provision of a persoedliontent guide.

The IPTV Service Profile Functional Entity SHALL pose XCAP Server behaviour (HTTP Server 1.1, XMtspg
and data repository) as defined in [XCAP].

UNIP-1 SHALL comply with XCAP as defined in RFC 4BPXCAP]

5.34.1.1 XCAP Application Usage for IPTV Service
Profile M anagement

The XML Configuration Access Protocol (XCAP) defihim RFC 4825 [XCAP] is used for manipulating dst@red in
the IPTV Service Profile Functional Entity. XCAHal's a client to read, write and modify applicatmmfiguration
data, stored in XML format, on a server. XCAP mXp4L document sub-trees and element attributes tad PIURIs,
so that these components can be directly accegsdd BP. XCAP uses the HTTP methods PUT, GET, antdl[BHE=
to operate on documents stored in the ServicelPrefinctional Entity.

The data stored in the IPTV Service Profile FurradicEntity relates to the operation of the IPT\Wass. This
specification defines a new Application Usage towala client to manipulate data related to IPT\Wassgs.

XCAP requires the definition of XML documents tlaie compliant with the XML schema and constraimtingd for
a particular XCAP application usage. The applicatisage defines the XML schema for the data usdteby
application, along with other key pieces of infotina.

Central to XCAP is the construction of the HTTP UR4t points to a particular document or certaimponents of it.
A component in an XML document can be an XML eletnattribute, or the value of it.

XCAP application usage

XCAP requires application usages to fulfil a numbgesteps in the definition of such applicationgesarhe reminder
of this Section specifies the required definitiofishe IPTV services XCAP Application Usage.

Application Unique ID (AUID): Each XCAP application usage is associated withigue name called the
Application Unique ID (AUID). The AUID defined byis application usage falls into the vendor-prajairig
namespace of XCAP AUID, where Open IPTV Forum issidered a vendor.

The proposed AUID to be allocated to the Open IFFDvum IPTV services application usage SHALL be
org.openiptvforum.iptv

XML schema: Implementations in compliance with this specificatSHALL implement the XML schema defined in
Annex D.

Default namespace: XCAP requires application usages to declaredéfault namespace. The default namespace of the
IPTV services XCAP application usage SHALL be

urn:oipf: params. xml:ns.iptv
MIME Type: The MIME type of IPTV service XML document SHALke
application/vnd.openiptvforum.iptvprofile+xml
Validation constraints: This specification does not specify any additi@mmstraints beyond those defined by XCAP.

Data Semantics: The XML schema does not accept URIs that couldXpressed as a relative URI reference causing a
resolution problem. However, each of the suppleargrgervices should consider if relative URIs dienaed in the
subdocument tree, and in that case, they shouidatedhow to resolve relative URI references. lndbsence of

further indications, relative URI references shawmtdresolved using the document URI as the baeeatlative URI
reference.
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Naming conventions: By default, IPTV Service Profile XML documentsastored in the IPTV Service Profile
Functional Entity. In order to facilitate the mauligtion of an IPTV Service Profile XML documentettefault XML
file name SHALL be:

iptvprofilexml

Resour ce inter dependencies: This specification does not specify additional tgse interdependency beyond those
specified in the XML schema.

Authorization policies: The authorization policy for access and manipatatf an IPTV Service Profile document
SHALL be defined by the Service Provider.
5.34.2 Protocols over HNI-IGI

534.21 Subscription to notification of changes in the IPTV Service Profile

The procedure for subscription to notification bhages in the IPTV service profile SHALL be invoKeaim either a
DAE application or an embedded application in th&F The procedures SHALL be as follows:

Step1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in 5.5.1
OITF - IG Interface (HNI-IGI). The content of theTHP Request SHALL be as follows:

a) HTTP Request Header: includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 21.

b) HTTP Request Body: The body contains the list of the requested URociated with the XCAP resources
for which the subscription is issued. The MIME Tygfehe document inserted in the body will be slgthby
the Content-Type header, set to “application/vndmptvforum.iptvprofile+xml”.

Step2: The IG SHALL validate that the request includdgta mandatory SIP headers needed for the outgoing
subscription message, as per Table 21. The IG SH#&j|dct a request that is missing any mandatory SIP
headers with a non-200 OK HTTP response, incluthiegeason for rejection.

Step 3:  The IG SHALL send a SIP SUBSCRIBE to the netwéoksubscribe to the “xcap-diff’ event package, and
shall wait for the response to the subscriptioruesty The IG SHALL return a HTTP 200 OK response to
the OITF to report the response to the subscripguest. The response SHALL include a list of SIP
Headers as per Table 22 in addition to the nornfallMheaders as per RFC 2616 [HTTP].

Step4: The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngept (refer to section 5.5.1.1), and SHALL
wait for any incoming messages.

Step 5: When a SIP NOTIFY is received by the IG, the IGARH return a HTTP 200 OK response to the OITF
that includes the information carried in the incogdANOTIFY. The response SHALL include a list of SIP
headers as per Table 23 in addition to the nornidiMheaders as per RFC 2616 [HTTP]. The body of the
HTTP response SHALL include the “xcap-diff+xml” dgoent carried in the NOTIFY body. This document
contains the changes in the XCAP document(s) ifledtin the subscription request in Step 1(b).

Step 6: When the OITF accepts the incoming SIP NOTIFGHALL send an HTTP POST PENDING_IG request
to the 1G to acknowledge the receipt of notificati@he content of the HTTP request SHALL be afod:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 24.
b) HTTP Request Body: Empty

Step 7 The IG SHALL send the SIP 200 OK response to thevoik and then SHALL return to Step 5 to handle
any subsequent NOTIFY messages that may be recimadhe network.
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Table 21: Supported HTTP extension headers in HNI-I Gl SUBSCRIBE Request for receiving
notification of changes in the IPTV Service Profile

X-OITFHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI MUST be set to the well kn®@i of the
IPTV Service Profile FE

RFC 3261 [SIP], RFC 3265 [SIP-EVNT] and
draft-ietf-sip-xcapevent-03 [XCAP-EVT]

SUBSCRIBE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valofthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Event
The Event header SHALL be set to the “xcap-differt/package.

RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.1

X-OITF-Accept

The Accept header shall include the value
“application/xcap-diff+xml”. This header indicatds body
formats allowed in subsequent NOTIFY requests

RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.1.

X-OITF-Content-type

SHALL be set to “application/vnd.openiptvforum.iptofile+xml”
as the MIME Type of IPTV Subscription Profile scheem

RFC 3265 [SIP-EVNT]

X-OITF-Contact
Notes:

The URI parameter SHALL be included and SHALL matdfat
is returned in the contact header included in #sponse to the
registration process

The Expires parameter SHOULD be included

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Expires
Notes: If absent a default value shall be assungatel G

RFC 3261 [SIP]

Table 22: Supported HTTP extension headers in the r

esponse to an HNI-IGI SUBSCRIBE Request

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

REC 2261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 23: Supported HTTP extension headers in the N

OTIFY request containing changes in the IPTV

Service Profile

X-OITF HTTP Header

Sour ce of Coding Infor mation

X-OITF-Request-Line

Notes: The Request URI MUST match the contact URLished in
the contact field of the SIP SUBSCRIBE

RFC 3261 [SIP]
NOTIFY <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]
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X-OITF-To

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.2

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-Subscription-State RFC 3265 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type
The content-type header SHALL be set to

RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.2

“application/xcap-diff+xml”.

Table 24: Supported HTTP extension headers inther esponse to a NOTIFY request

X-OITE HTTP Header Sour ce of Coding I nfor mation

X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITE-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

5.3.4.2.2 Refreshing the Subscription

It is the responsibility of the application initilag) the subscription procedure to refresh the siytitsan according to the
“refresh subscription timer” parameter receivethi@ response to the subscription request. Refrgghie subscription
SHOULD be performed before the expiry of the rdirgémer. A subscription that is not refreshed SHAbd
terminated after the expiration of the timer.

The IG SHALL consider a subscription terminatetsifot refreshed

5.3.4.23 Procedure for Cancellation of a Subscription
This procedure MAY be invoked at any time.

The procedure for de-registering the IPTV end @&¢ALL be preceded by the cancellation of any stpson for
notification of changes in the user’s IPTV Servefile.

The procedure for cancellation of the subscriptiothhe same as the procedure for initiating a sigtsen to the ua-
profile event package, except that the X-OITF-Eapineader in Table 21 SHALL be set to 0.

5.3.5 Remote Management

5.35.1 General Procedures on UNI-RMS

The remote management functions required for mahegeices are specified in the general framewodudent
TRO069 [TRO69] by the Broadband Forum. The framewdw&ument is associated with a number of Techiiteglorts
that define the€WM P data models that are specific for each device function.

5.35.1.1 UNI-RMS for IG, AG and WAN Gateway

In addition to TR-069, the following specificatioB$1ALL apply:
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. TR-098 [TR098] that defines the data model for‘ih&ernet gateway device” SHALL apply to the WAN
Gateway FE (see RMS3 functional block of the “Offgfiv Forum — Functional Architecture” document
[ARCH].

. TR-106 [TR106] that defines the data model forgeaeric CWMP-managed device SHALL apply to the IG,
AG and WAN-Gateway FEs.

. TR-104 [TR104] that defines the data model for‘®Bd> end-point” SHALL apply to the IG (see RMS2
functional block of the “Open IPTV Forum — Funct&@mrchitecture” document [ARCH]);
5.3.5.1.2 UNI-RMS for OITF
In addition to TR-069, the following specificati@HALL apply:
. TR-135 [TR135] that defines the data model for'tRIV end-point” SHALL apply to the OITF,
. TR-106 [TR106] that defines the data model forgeaeric CWMP-managed device SHALL apply to the
OITF.
5.3.5.1.3 Configuration of the IG via Configuration File

CPE WAN Management protocol based on Broadbandrrdiie-069 [TR069] SHALL be used to configure the \PT
application in the 1G. An IPTV configuration fieHALL be used to populate the IG with the list gkts with their
IMPU, Alias and Passwords and also configure wiraiker authentication is to be performed by theT file is
downloaded to the I1G during the IG power up procedu

The configuration data SHALL be defined in XML asigall include the XML schema to be enforced agahmest
configuration data.

5.3.5.1.3.1 Call Flow

There are 2 cases to be considered; the firstisagiegen the remote server requests the 1G to dawdnibe
configuration file at power up of the IG. This ré@s the IG to contact the remote server. The doadrequest is
subsequently used by the server to request the tléwnload the configuration file. Alternativelythe server is
configured (by some means) with the address of@hé can request the IG to contact it using ttmection Request
Notification mechanism, if the remote server supptitis mechanism.

The second case is when the process is initiatedeblG if it detects a corrupted file or if forree reason it lost the
file due to a reboot or an internal error.

Figure 3 is a call flow depicting the configuratiprocedure.
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Remote
IG Server

1. Open Connection

< 2. SSL Connection >

3. HTTP POST (Inform Request)

\4

v

4. HTTP response (inform response)

A

5. HTTP POST

\ A

6. HTTP response (Download Request)

A

7. Download the file from the indicated location

8. HTTP POST (TransferComplete Request)

v

9. HTTP response

A

Figure 3: Sequence for the Configuration of an IG
The following is a brief description of the flow:
Steps 1-4: Normal steps as per TR-069.
Step5: The IG sends an HTTP POST request with no HTTRydmbdy to the remote server.

Step 6:  The server returns an HTTP response that includ@ssnload request in the HTTP entity body. The
arguments are set as follows:

CommandKey: Mandatory — set by remote server.

FileType: Mandatory — set to 3: Vendor Configuratkile. The vendor in this case is Open IPTV
Forum

URI: Mandatory— set by remote server

Username: Optional — If used, must be configuretthénlG and remote server

Password: Optional — If used, must be configureithénlG and remote server

TargetFileName: Mandatory — IPTV-ConfigurationPagsens

DelaySeconds: Mandatory — set to no delay

Successful URI: Not provided

Failure URI: Not provided

Step 7:  Following that, the IG proceeds to download thefiguration file.

Step 8-9:  Once the download is complete, the IG sends asfesBiomplete request to the remote server. The
arguments in the request are set as follows:
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CommandKey: Mandatory - Set to the value receivetthé Download request.
FaultStruct: Mandatory in case of failure accordimg@ R-069

StartTime: Mandatory — Set according to TR-069

FinishTime: Mandatory — Set according to TR-069

Note that the above sequence is an example areldheother valid sequences that can achieve the sssult.

5.3.5.1.3.2 Syntax of the IPTV-Configuration file
The following XML document is an example of a sclaefor an IPTV-Configuration file

Note that other configurations files with other estas may also apply to the I1G and this is only>ample.

<?xml version ="1.0" encoding ="UTF-8" ?>

<schema targetNamespace ="http://www.example.org/IGconfig"
xmins:tns  =http://www.example.org/IGconfig
xmins:enum="urn:ietf:params:xml:ns:enum-token-1.0"

xmins ="http://www.w3.0rg/2001/XMLSchema" >

<import  namespace ="http://www.w3.0rg/XML/1998/namespace"

schemalocation ="xml.xsd" 1>

<element name="IGconfiguration" type ="tns:IGconfigurationType" 1>
<complexType name="IGconfigurationType" >

<sequence >
<element name="AuthenticationTriplet"

type ="tns:AuthenticationTripletType" maxOccurs ="unbounded” />
<element name="GatewayAuthentication" type ="boolean"

minOccurs ="0" />

<any namespace ="##other" processContents  ="skip"

minOccurs ="0" maxOccurs ="unbounded" />
</ sequence >
</ complexType >

<complexType name="AuthenticationTripletType" >
<sequence >
<element name="ldentifier" type ="tns:IMSPublicldType" />
<element name="Password" type ="string" />
<element name="Alias" type ="string" />
</ sequence >
</ complexType >

<l-e ================== Definition for IMSPublicldT ype ===========ooooooosslo>
<complexType name="IMSPublicldType" >
<choice >
<element name="el64Number" type ="enum:el64NumberType" />
<element name="SIPURI" type ="SIPURIType" />
</ choice >
</ complexType >

<simpleType name="SIPURIType" >
<annotation >
<documentation >
SIP URI pattern is defined based on the SIP URI
description provided in RFC 3261 (Section 2)
</ documentation >
</ annotation >

<restriction base ="string" >
<pattern
value ="[sS][il][pP1[sS12:(//([MN?#]*)?(["?#]*)(\2([#]*) )?2(#(*)?" />
</ restriction >
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</ simpleType >
</ schema>

The schema establishes a binding between an IM&cRdéntity (IMPU), a user alias and a password.
The schema also supports a mechanism to instred@tlif user authentication is mandatory in the €oner Network.
The schema is extensible.

An example of a configuration file that conformghe above schema is as follows:

<IGconfiguration>
<AuthenticationTriplet>
<ldentifier>sip://operator.example.com/MickJ</I| dentifier>
<Password>RollingStones</Password>
<Alias>Mick Jagger</Alias>
</AuthenticationTriplet>
<AuthenticationTriplet>
<ldentifier>sip://operator.example.com/BruceS</ Identifier>
<Password>TheBoss</Password>
<Alias>BruceSpringstein</Alias>
</AuthenticationTriplet>
<GatewayAuthentication>Yes</GatewayAuthentication >
</IGconfiguration>

5.3.5.2 Remote Management using DAE APIs

See DAE Specification [DAE] Section 7.11.5.
5.3.6 User Registration and Network Authentication

5.3.6.1 Procedure for User Registration and Authentication in the Managed Model on
the HNI-IGI Interface
5.3.6.1.1 User Registration
This procedure SHALL be invoked in following cases:
a) When the OITF is turned on.
b) When an IPTV end user explicitly logs on using diag\or IMPU other than default IMPU or Alias.

The IG SHALL NOT perform IMS registration when tidPU is already registered; however, the IG SHALRintain
a binding between the Alias/IMPU and the new cargadress (OITF IP address).

Step1:  The OITF SHALL send an HTTP POST request to themGhe HNI-IGI interface, as described in Section
5.5.1 OITF-IG Interface (HNI-IGI). The contentttie HTTP Request SHALL be as follows:

a) HTTP Request Header: Including the following:

- <List of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 25
b) HTTP Request Body: Empty

Step2: The IG SHALL validate that the request includdgsted mandatory SIP headers needed for the outgoing
registration message, as per Table 25. The IG s#jelit a request that is missing any mandatory SIP
headers with a non-200 OK HTTP response, incluthiegeason for the rejection.

Step 3:  Once the IG completes the IMS registration proceslG SHALL return a HTTP 200 OK response (or
other appropriate responses) to the OITF. TheorespSHALL includes a list of SIP headers as péielra
26 in additional to the normal HTP headers as et R616 [HTTP].
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5.3.6.1.2 User De-registration
This procedure is invoked in the following cases:
a) The OITF is turned off.
b) AnIPTV end user, who has registered with his oMU, deregisters from an OITF

Note that if the de-registered identity is the déifaentity for the subscription, and if there atber OITFs in the
consumer network that are still turned on, the FAEL NOT perform the IMS de-registration proceduRather, the
IG SHALL remove the binding between the subscriptiefault identity and the OITF’s contact address.

The IG SHALL NOT perform IMS deregistration when IafPU is already registered on multiple OITFs, the IG
SHALL remove the binding between the IMPU and th&FIP address from which the user has deregistered

Step 1:  The OITF SHALL send to the IG an HTTP POST requesttaining an X-OITF-Request-Line header on
the HNI-IGI interface, as described in Section 5.&ITF-IG Interface (HNI-IGI). The content of th&I TP
Request SHALL be as follows:

a) HTTP Request Header including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 25
b) HTTP Request Body: Empty
Step 2: The IG SHALL validate that the request includdgta mandatory SIP headers needed for the outgleng

registration message as per Table 25. The IG SH&jdct any request that is missing any mandattty S
headers with a non-200 OK HTTP response, incluthiegeason for the rejection.

Step 3:  Once the IG completes the IMS de-registration @secthe 1G SHALL return a HTTP 200 OK response (or
other appropriate responses) to the OITF. TheorespSHALL include a list of SIP headers as peldab
in addition to the normal HTTP headers as per REGGIHTTP].

Table 25: List of mandatory HTTP extension headers  for User Registration/De-Registration (OITF  2>1G)

X-OITF HTTP Header Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]
The Request-URI is that of the P-CSCF, and is fetclyetido REGISTER <Request URI> SIP/2.0

OITF as per section 7.1.1 of ETSI TS 183 019 Nekwor
Attachment: User-Network protocol Interface Defimits
[TS183019]. The IG SHALL be responsible for resontythe
domain name.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP] and RFC 3840 [RFC3840]
Notes:

1. Contact MUST include Feature Tags parameter.
2. URI parameter MUST be included.

3. Expires parameter SHOULD be included

4. Priority parameter SHOULD be included

IG adds all the other mandatory parameters thadlasent in the
X-OITF-Contact. Default values are assigned by @¢d optional
parameters that are not provided in the X-OITF-Canta

X-OITE-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]
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Table 26: List of HTTP extension headers for User R egistration/De-Registration Response (IG  >OITF)

X-OITF SIP Header Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>
X-OITF-From SIP header field prefixed with X-OITF
X-OITF-To SIP header field prefixed with X-OITF
X-OITF-Expires SIP header field prefixed with X-OITF
X-OITF-Contact SIP header field prefixed with X-OITF
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
5.3.6.1.3 Procedure for Refreshing a Registration

This procedure MAY be initiated by the OITF at dimge before the expiry of the registration refréister.

The procedure is the same as the procedure fateeigig a user. A registration SHALL be terminaifatlis not
refreshed before the expiry of the registrationagi timer.

The IG SHALL consider a registration terminated i§ not refreshed.

5.3.6.1.4 Procedure for Subscription to the Registration Event Package

This procedure SHALL be invoked immediately aftee successful registration of an IMPU (including trefault
identity) or an IPTV end-user identity.

Step 1:  The OITF SHALL send an HTTP POST request to them@he HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 27
b) HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgted mandatory SIP headers for the outgoing
subscription request message, as per Table 2AGB&ALL reject a request that is missing any maoda
SIP headers with a non-200 OK HTTP response, inuduthe reason for the rejection.

Step 3:  The IG SHALL send a SIP SUBSCRIBE to the netwtoksubscribe to the Registration event, and shall
wait for the response to the subscription requé&sie IG SHALL return a HTTP 200 OK response (oreoth
appropriate responses) to the OITF to report thpaese to the subscription request. The respdAsd.lS
include a list of SIP headers as per Table 28 ditad to the normal HTTP headers as per RFC 2616
[HTTP].

Step 4:  Following that, the OITF SHALL send an HTTP HNHIBENDING_IG request (refer to section 5.5.1.1),
and shall wait for any response.

Step 5:  When a SIP NOTIFY is received by the IG, the IBARL return a HTTP 200 OK response to the OITF.
The response SHALL include the list of SIP headsrper Table 29 in addition to the normal HTTP lkeesd
as per RFC 2616 [HTTP]. The body of the HTTP respdBHALL include the SIP body received in the
incoming NOTIFY (See also 6.3.2.2 Procedure foelRegistration and Authentication in a Managed
Model on UNIS-8.)

Step 6: Once the OITF accepts the incoming SIP NOTIFBHIALL send an HTTP POST PENDING_IG request
to the I1G. The content of the HTTP Request SHALLabdollows:

a) HTTP Request Header: It includes the following:
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- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 30
b) HTTP Request Body: Empty

Step 7:  The IG SHALL send the SIP 200 OK response to #tevark and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

Table 27: Supported HTTP extension headers inthe H  NI-IGI SUBSCRIBE Request for the Registration
Event Package

X-OITF HTTP Header Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI SHALL be set to the Publinititg of the | SUBSCRIBE <Request URI> SIP/2.0)
IPTV end user who has just registered

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP]Jand RFC 3680 (registration event)
[SIP-REG]

X-OITF-Accept RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Contact RFC 3261 [SIP]

Notes:

1. URI parameter SHALL be included, and SHALL matdiat is
returned in the Contact header included in the respto the
registration process.

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included
The IG includes all other mandatory parametersahabbsent.

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
XOITF-Expires RFC 3261 [SIP]

Table 28: Supported HTTP extension headers inther esponse to an HNI-IGI SUBSCRIBE Request for
the Registration Event Package

X-OITF HTTP Header Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Expires RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
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Table 29: List of HTTP extension headers for a HNI-  IGI NOTIFY request sent IG 2>OITF

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Notes: The Request URI MUST match the contact URLihed in | NOTIFY <Request URI> SIP/2.0

the contact field of the SIP SUBSCRIBE

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT] and RFC 3680 (registration
event) [SIP-REG]

X-OITF-Call-ID RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Subscription-State RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

Table 30: List of HTTP extension headers in the res  ponse to a NOTIFY request

X-OITFE HTTP Header Sour ce of Infor mation for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3261 [SIP]

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

5.3.6.1.5 Procedure for Terminating a Subscription to the Registration Event Package

This procedure SHALL be invoked prior to de-registg a user

The procedure is the same as the procedure f@ting a subscription to the Registration eventyéer in this case
the X-OITF-Expires header in Table 27 SHALL betsed.

The IG SHALL consider a subscription terminatei ihot refreshed.

5.3.6.1.6 Refreshing Subscription to Registration Event
The procedure is the same as the procedure fating a subscription.

It is the responsibility of the application initilag the subscription procedure to refresh the sigtsmn according to the
refresh subscription timer information receivedha response to the subscription request. Refrgshasubscription
SHOULD be performed before the expiry of the rdirgémer. A subscription that is not refreshed befthre expiration
of the refresh timer SHALL be terminated

5.3.6.1.7 Registration of DAE/Embedded Applications

IMS applications, DAE or embedded, that are irgiibin the OITF and expect unsolicited incoming rages SHALL
register with the IMS network the feature tags antiie appropriate service URN (ICSI) and /or IM@lécation
reference identifier (IARI) for the initiated apgdition where mandated by the specification goverttie application
[TS183063], [SMPL-IM], [TISPAN], [RFC3840], [RFC384 This allows unsolicited incoming SIP messagestided
for users and targeted for these applications toeigered to the appropriate application instaincie OITF.
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The procedure used by an application for registettie appropriate feature tags and/or service URSI} and/or
IARI is the same procedure used for user registnati

5.3.6.2 GBA Authentication

This section describes the HNI-IGI message foiGB& Authentication. For the details of the sequeioceGBA
Authentication, refer to the section 5.4.4 of [CSP]

5.3.6.2.1 Initial GBA registration

After IMS registration is successfully performeddaf the 1G supports GBA Authentication, the OISHALL issue
following GBA registration request to the IG.

Step 1:  The OITF SHALL send an HTTP POST request to theTli& content of the HTTP Request SHALL be as
follows:

a) HTTP Request Headers: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI-Request: GBA-Registration>
b) HTTP Request Body: Empty
Step 2:  After the GBA bootstrapping procedure over UNISK IG returns an HTTP 200 OK response.

5.3.6.2.2 Credential Retrieval by an OITF for Re-use of GBA Authentication

The key Ks that is established during the GBA region MAY be reused later for user authenticatiowl service
access by consumer network applications.

Each time an OITF needs to access a service th#feied by an AS (i.e. NAF) that requires GBA Aeintication, a
specific key Ks_NAF SHALL be derived by the IG athe server side GBA Single Sign-on function (thé=BS his
generated key SHALL be conveyed to the OITF indtiesumer network by the IG, and to the AS by theeseside
GBA Single Sign-on function (the BSF). The key KARNSHALL then be used for authentication between@hTF
and the AS, using HTTP Digest authentication asifpd by [UB-UA]. The OITF SHALL act as the UE apecified
in [UB-UA].

As a pre-requisite to this procedure, the GBA pdoce MUST have been successfully completed.
The complete procedure for retrieval of credentigishe OITF from the IG is specified in [CSP].
The HNI-IGI procedure for credential retrieval sfallows:-

Step 1:  The OITF SHALL send an HTTP POST request to theTl& request includes the NAF_ID. The content
of the HTTP Request SHALL be as follows:

a) HTTP Request Headers: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI-Request> - set to Fetch-GBA-Credentials

- <X-HNI-IGI-NAF-ID> - set to NAF ID as specified iBRGPP 33.220 [GAA]. The NAF_ID is constructed
as follows: NAF_ID = FQDN of the NAF || Ua secunirotocol identifier. The identifier for Ua sectyri
protocol HTTP Digest authentication according t@fUA] is (0x01,0x00,0x00, 0x00,0x02),.

b) HTTP Request Body: Empty
Step2:  The IG SHALL generate Ks_NAF, which is computedakows:

Ks_NAF = KDF (Ks, “gba-me”, RAND, IMPI, NAF_ID), hhere KDF is the key derivation function as
specified in Annex B of [GAA]and the key derivatiparameters consist of the user's IMPI, the NAF_ID
and RAND.
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The IG SHALL return an HTTP 200 OK to the OITFthecludes the Ks_NAF, the B-TID, and the lifetime
of the key Ks_NAF. The lifetime indicates the eypime of the key Ks_NAF and is equal to the lifie¢i of
the key Ks (which was specified by the BSF durimg GBA bootstrapping procedure). The content of the
HTTP 200 OK response is as follows:

a) HTTP Response Headers: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI-KS_NAF> - set to the computed Ks_NAF
- < X-HNI-IGI-B_TID> - set to the B-TID
- <X-HNI-IGI-LifeTime> - set to life time of the kel{s NAF

5.3.6.3 User ID Retrieval for managed network services

The OITF SHALL retrieve a list of user IDs (IMPUaAlias) from the 1G for managed service over thelHGI
interface. This procedure SHOULD NOT require usghantication. The IG SHALL at a minimum provide tiiefault
identity for the household and MAY provide all dadie identities.

Step 1:  The OITF SHALL send an HTTP POST request to theTli& content of the HTTP Request SHALL be as
follows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI-Request: Fetch-UserIDs>
b) HTTP Request Body: Empty
Step2:  The IG returns a list of user IDs (IMPU and Aligsas follows:

The IG SHALL return an HTTP 200 OK to the OITF.€Ttontent of the HTTP 200 OK response SHALL
be as follows:

a) HTTP Response Headers: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]

b) HTTP ResponseBody: a list of IMPUs and Display hames (alias). Elermare separated with commas,
entries are separates with semi-colon, in the forri&PU1> <alias1>;<IMPU2> <alias2>,... etc. Thesfir
entry SHALL be the default identity for the houskho

The usage of IMPU and Alias by the OITF is defilgydhe CSP specification.

Depending on the policy of the IG and service pitevj the IG MAY return the default identity only this case, the
user of the OITF SHALL be required to enter a UBemanually.

54 Protocols for Communications Functions

54.1 CallerID

541.1 Procedure for Instant Message Based Caller ID

54.1.1.1 Procedure on HNI-IGI

The OITF supports the following procedure for Qall®. The incoming message carrying a Caller ID edher be
handled by a native application in the OITF, oaiDAE application. The same HNI-IGI message forimaised in
either case.

Step 1:  The IG receives an incoming SIP MESSAGE from tevork.
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Step 2:

The IG forwards the information in the SIP MESSA@®Ehe OITF in the HTTP 200 OK response to a

PENDING_IG request that was established when tpéicgtion started. The list of SIP headers to be

included in the message to the OITF SHALL be asldale 31. The body of the SIP MESSAGE SHALL

be included in the HTTP response body.

Step 3:
request SHALL be as follows:

a) HTTP Request Header: including the following:

Upon receipt of the message, the OITF SHALL issuédTTP POST request. The content of the HTTP

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperafable 32

b) HTTP Request Body: Empty
Step 4:

Note: For handling of new incoming SIP MESSAGEegrdb section 5.3.2 of the DAE specification [DAtEled “IMS

Notifictaion Framework”

Table 31: List of HTTP extension headers for an Ins

The IG SHALL send SIP 200 OK to the network.

tant Message Based Caller ID (IG >OITF)

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Note: The request URI MUST be set to the IMS Puldlentity
(IMPU) of the target of the message

RFC 3261 [SIP]
MESSAGE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valofthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3428 [SIP-IM], Draft OMA-TS-SIMPLE_IM-
V1_0-20080820-D [SMPL-IM]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 32: List of HTTP extension headers for the re

sponse to an Instant Message Based Caller ID

(OITFIG)

X-OITFE HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.4.1.2 Procedure for IMS Telephony Based Caller ID (OPTIONAL)
54.1.2.1 Procedure for HNI-IGI

The following procedure MAY be supported in the ®Ifbr Caller ID presentation to the OITF user assult for an

incoming IMS voice call to the 1G.
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The incoming message, carrying information on & hoice call, can either be handled by a nati@iegtion in the
OITF, or by a DAE application. The same HNI-IGI reage format is used in either case.

Step 1:  The IG receives an incoming SIP INVITE.

Step 2:  The IG forwards the SIP INVITE to the OITF aslIRTP response to a PENDING_IG request. The list of
SIP headers to be included in the message to thE §Hall be as per Table 33. The content of thianv
message SHALL also be included.

Step 3:  Upon receipt of the message, the OITF issues anlFHA®ST request indicating that the voice call is no
supported by the OITF by response code 415 Unstgpdtedia Type. Other values MAY be used
according to RFC 3261 [SIP]. The content of the RTRequest is as follows:

a) HTTP Request Header Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 34
b) HTTP Request Body: application/sdp
Step4: The IG SHALL forward the SIP response to the nekwo

Step5:  When the IG receives the SIP ACK from the netwaimkl SHALL forward it to the OITF as an HTTP
response to a PENDING_IG request. The list of S&ders to be included in the message to the Ol&kF sh
be as per Table 35.

Note: For handling of new incoming INVITE messafmsnew dialogs, refer to section 5.3.2 of the Dgyecification
entitled “IMS Notification Framework”

Table 33: List of HTTP extension headers on the HNI  -IGl interface (IG > OITF) for a received SIP

INVITE
X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP]
Note: The request URI MUST be set to the IMS Pubker INVITE <Request URI> SIP/2.0
Identity of the target of the message
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP], ETSI ES 283 002 [TISPAN]
X-OITF-P-Called-Party-1D ETSI ES 283 002 [TISPAN]
X-OITF-P-Asserted-Identity ETSI ES 283 002 [TISPAN]

Table 34: List of HTTP extension headers on the HNI  -IGl interface (OITF =1G) for a response to the

SIP INVITE
X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept RFC 3261 [SIP]
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Table 35: List of HTTP headers in the HNI-IGI ACK M  essage (IG 2>OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP]

ACK <Request URI> SIP/2.0
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITE-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept RFC 3261 [SIP]

54.2 Instant Messaging

54.2.1 Procedure for Instant Messaging on HGI INI
Instant Messaging on the OITF uses the HNI-IGI fiomality, as described in 5.5.1 OITF-IG InterfgeNI-IGI)

There are two cases, messages originating fror@tRE, and messages terminating in the OITF.

54211 Procedure for OITF Originating an Instant Messaging
The following procedure is supported in the OITFtminate instant messages:

An instant message can either originate from aveatpplication in the OITF or from a DAE applicatidrhe same
HNI-IGI message format is used.

Step1: The OITF SHALL send an HTTP POST request to theisag the HNI-IGI functionality, as described in
5.5.1, OITF-IG interface (HNI-IGI). The contentthie HTTP Request SHALL be as follows:

a) HTTP Reguest Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 36
b) HTTP Request Body: The content type as per RFC 3428 [SIP-IM]

Step2: The IG SHALL validate that the request includdgsted mandatory SIP headers for the message akabée
36. The IG SHALL reject a request that is missing emandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection.

Step 3:  The IG SHALL send a SIP MESSAGE to the networkhai the 1G receives the response, the IG SHALL
return a 200 OK HTTP response (or other appropregponses) to the OITF to report the respondeeto t
SIP MESSAGE. The response includes a list of ®i&dbrs as per Table 37 in addition to the normalT
headers as per RFC 2616 [HTTP].

Table 36: List of HTTP extension headers for an out  going Instant Message (OITF -2I1G)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the Publictiteof the MESSAGE <Request URI> SIP/2.0
target of the message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
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X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]

Table 37: List of HTTP extension headers for the re  sponse to an outgoing and incoming Instant
Message (IG >OITF and OITF2>IG)

SIP Headers Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITFE-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

54212 Incoming Instant Messaging Procedure

The following procedure is supported in the OITFifcoming instant messages:

The incoming message can be handled either byiersgplication in the OITF, or in a DAE applicatioThe same
HNI-IGI message format is used in either case.

Step1:  The IG receives an incoming SIP MESSAGE

Step2:  The IG SHALL forward the SIP MESSAGE to the OIT$an HTTP response to a PENDING_IG request.
The list of SIP headers to be included in the reatifon forwarded to the OITF SHALL be as per Tak8e
The body of the SIP MESSAGE SHALL be included ia thTTP body.

Step 3:  Upon receipt of the message, the OITF SHALL issu¢édTTP POST request. The content of the HTTP
Request SHALL be as follows:

a) HTTP Request Header: It includes the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 37
b) HTTP Request Body: Empty

Step4: The IG SHALL forward the SIP 200 OK to the network

Table 38: List of HTTP extension headers for an Inc  oming Instant Message (IG ->OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the Publictiterof the | MESSAGE <Request URI> SIP/2.0
target of the message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP], Draft OMA-TS-SIMPLE_IM-V1_0-

20080820-D [SMPL-IM]

Copyright 2009 © Members of the Open IPTV Forum



Page 55 (176)

| X-OITF-Content-Length | RFC 3261 [SIP]

5.4.3

5431

IM Session (Chat using MSRP)

Procedure for initiating an Instant Messaging Session (MSRP Chat)

To initiate a chatting session using MSRP, the OBHALL use the following procedure:

Step 1:

a)

b)
Step 2:

Step 3:

Step 4:

The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described 5.5.1
OITF-IG Interface (HNI-IGI) The content of the HPTRequest SHALL be as follows:

HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 39
HTTP Request Body: Empty

The IG SHALL validate that the request includdgla® mandatory SIP headers as per Table 39. The IG
SHALL reject a request that is missing any manda8iP headers with a non-200 OK HTTP response,
including the reason for rejection. The IG SHALLngeate the INVITE by mapping the X-OITF headers to
the appropriate SIP header. As the IG implement®&PShe IG SHALL include all the necessary addiion
SIP headers and the SDP body to initiate the MS#Bien as follows:

The Content-Type header SHALL be added and setpplication/sdp”
The Content-Length header SHALL be added and sietappropriate value
The message body SHALL include the following infation:
- A, ¢ = IN IP4 <IP address>, where <IP addresesld/contain the IP address of the IG,
- An, m = message <tcp port> tcp/msrp, where tcp igatTCP port could be set to the dummy value “9”
- An, a = accept-types:message/cpim, attribute wisichapped from the “X-OITF-Accept:” header value
- An a = path msrp://<IP address>:<tcpport>/<sesglonicp, where:
" <IP address> would contain the IP address of the IG
] <tcpport> would be assigned automatically by the IG

" <session-id> would be assigned automatically by@eand bound to the requesting OITF
Chatting application

NOTE: This is the only case where the IG is notise agnostic. The IG detects that this sessidoris
MSRP by examining the X-OITF-Accept header whichA&H include message/cpim (See example in
C.2.1.2 Chat)

The IG SHALL send a HTTP 200 OK response to th€FONkhen the SIP 200 OK is received as a response
to the session invitation. The SIP 200 OK heade¥svapped as indicated in Table 40, in additiothé&
normal HTTP 200 OK headers. The IG SHALL not fordvéite body of the SIP 200 OK to the OITF. The

IG SHALL establish and maintain the MSRP staterimiation including the binding between the logical
entities (indicated in the From and To headers)thadorresponding path (the one initiated by tddr

the OITF and the one indicated by the distant gffit the To:). The IG SHALL maintain a binding leten
the SIP dialog and the MRSP state information tierduration of the SIP dialog.

Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP PENDING_IG to acknowledge the
final response.

The content of the HTTP Request SHALL be as follows
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a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headers>perabable 41

b) HTTP Request Body : Empty

Table 39: List of HTTP extension headers for IM INV

ITE request (OITF 21G)

X-OITF HTTP Header

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The request URI SHALL be set to the IMPU of the suibber with
whom the session is requested.

RFC 3261 [SIP]
INVITE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE” header

RFC 3261 [SIP]

X-OITF-Contact
Notes:

URI parameter SHALL be included and SHALL match wisat
returned in the contact header includes in theomspto the
registration process

Expires parameter SHOULD be included

RFC 3261 [SIP]

X-OITF-Accept-Contact

Set according to [SMPL-IM]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Accept
SHALL be set to: “message/cpim”

[SMPL-IM]

Table 40: List of HTTP extension headers for a 200

OK response received for the INVITE IG >OITF

X-OITE HTTP Header

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Accept

RFC 3261 [SIP]

Table 41: List of HTTP extension headers in HNI-IGI

ACK Request

X-OITF HTTP Header

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the ACK request shall be the comatuded
in the response to the INVITE message

RFC 3261 [SIP]
ACK <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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X-OITF-Contact RFC 3261 [SIP]

The URI parameter MUST be included, and MUST matbatw
has been inserted in the INVITE message.

IG includes all other mandatory parameters thatbeent.

54.3.2 MSRP Invocation

The OITF shall access MSRP capabilities in the $agithe X-HNI-IGI headers.

54321 Outgoing MSRP Chat Messages
The OITF SHALL send an outgoing MSRP chat messageithe following procedure:

Step 1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of HNI-IGI headers encoded as HTTP headeras per Table 42
b) HTTP Request Body: The Message in plain text.

Step2:  The IG SHALL validate that the request includdgsta mandatory HNI-IGI headers for the procespers
Table 42. The IG SHALL reject a request that issimg any mandatory HNI-IGI headers with a hon-200
OK HTTP response, including the reason for rejectio

Step 3: The IG SHALL validate the Call-ID and the MessdBeif present, and subsequently SHALL send an
MSRP SEND message to the network, then wait foMB&P 200 OK response from the network. The IG
SHALL return a 200 OK HTTP response to the OITF witeeceives the MSRP 200 OK (or other
responses). The 200 OK HTTP response SHALL incthdeHNI-IGI headers as per Table 43 in addition to
the normal HTTP headers as per RFC 2616 [HTTP].

Table 42: List of HNI-IGI HTTP extension headers fo ran MSRP SEND Request (OITF 2I1G)

X-HNI-IGI HTTP Header Sour ce of Information for Coding purposes

X-HNI-IGI-Request [SMPL-IM]

SEND MESSAGE

X-HNI-IGI-Message-ID SHALL be left blank for the first message.

X-HNI-IGI-Call-ID SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From SHALL be set to the identity of the originator tfe
message

X-HNI-IGI-To SHALL be set to the identity of the recipient dfet
message

Table 43: List of HNI-IGI HTTP extension headers in  cluded in the HTTP 200 OK response (IG ->OITF)

X-HNI-IGI Headers Sour ce of Information for Coding pur poses
X-HNI-IGI-Response [SMPL-IM]

MSRP <Response>

X-HNI-IGI-Message-I1D [SMPL-IM]

X-HNI-IGI-From [SMPL-IM]

X-HNI-IGI-To [SMPL-IM]
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54.3.2.2 Sending an MSRP Chat State Message
The OITF SHALL use the following procedure to inalie the activity of the user (e.g., “Is Composing”)

Step1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of HNI- IGI headers encoded as HTTP headeras per Table 44

b) HTTP Request Body: SHALL contain the appropriate XML document asidaded in RFC 3994 [RFC3994]
and OMA-TS-SIMPLE-IM_V1_0-20080820-D [SMPL-IM].

Step 2: The IG SHALL validate that the request includdgta mandatory HNI-IGI headers for the procespexs
Table 44. The IG SHALL reject a request that issimig any mandatory HNI-IGI headers with a non-200
OK HTTP response, including the reason for rejectio

Step 3:  The IG SHALL validate the Call-ID and the MessdBe-and send an MSRP SEND message to the
network after performing the necessary mappingaauting the appropriate tags. The IG SHALL then wait
for the MSRP 200 OK response from the network. Mh&HALL return a 200 OK HTTP response (or
other appropriate responses) to the OITF whercéives the MSRP 200 OK (or other responses). The
response SHALL include a list of HNI-IGI headerspas Table 43 in addition to the normal HTTP header
as per RFC 2616 [HTTP].

Table 44: List of HNI-IGI HTTP extension headers fo ran MSRP SEND ACTIVITY Request (OITF 2IG)

X-HNI-IGI HTTP Header Sour ce of Information for Coding pur poses

X-HNI-IGI-Request OMA-TS-SIMPLE_IM-V1_0-20080820-D

MSRP SEND ACTIVITY [SMPL-IM]

X-HNI-IGI-Message-ID SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From [SMPL-IM]

X-HNI-IGI-To [SMPL-IM]

5.4.3.2.3 Receiving an MSRP Chat Message

The IG SHALL use the following procedure when reagj an incoming MSRP message:

Step 1:  Inresponse to a PENDING_IG request, the IG SHAEhd an HTTP 200 OK response to the OITF over
the HNI-IGI interface, as described in 5.5.1 OlG-interface (HNI-IGI). The response SHALL include
the HNI-IGI headers listed in Table 45, in additiorthe mandatory HTTP headers in RFC 2616 [HTTP].
The body of the HTTP 200 OK response SHALL incltite received text.

Step2:  The OITF SHALL respond with an HTTP POST requeish s body containing an MSRP 200 OK
response. The contents of the HTTP Request shal iellows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of HNI-IGI headers encoded in HTTP headerss per Table 46

Step 3: The IG SHALL send the response from the OITF ilMEBRP response message to the network after
performing the necessary validation.
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Table 45: List of HNI-IGI HTTP extension headers fo

r an incoming MSRP message (IG >OITF)

X-HNI-IGI HTTP Header

Sour ce of Information for Coding pur poses

X-HNI-IGI-Request
MSRP RECEIVE MESSAGE

[SMPL-IM]

X-HNI-IGI-Message-ID

SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID

SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From

SHALL be set to the remote user

X-HNI-IGI-To

SHALL be set to the recipient of the message

Table 46: List of HNI-IGI HTTP extension headers fo
MSRP Message

r an MSRP 200 OK Response to an incoming
(OITF2I1G)

X-HNI-IGI HTTP Header

Sour ce of Information for Coding purposes

X-HNI-IGI-Response
MSRP <Response>

Set to the appropriate Response

X-HNI-IGI-Message-ID

SHALL be set to the appropriate message id

5.4.3.2.4 Receiving an MSRP Chat State Message
The IG SHALL use the following procedure when reagg an incoming MSRP Chat State message:

Step 1:  Inresponse to a PENDING_IG request, the IG SHAEhd an HTTP 200 OK response to the OITF over
the HNI-IGI interface, as described in 5.5.1 OlIG-interface (HNI-IGI). The response SHALL include
the HNI-IGI headers listed in Table 47 in additiorthe mandatory HTTP headers in RFC 2616 [HTTP].
The body of the HTTP 200 OK response SHALL contamappropriate XML document as indicated in
RFC 3994 [RFC3994] and OMA-TS-SIMPLE-IM_V1_0-200208D [SMPL-IM]

Step 22 The OITF SHALL respond with an HTTP POST requeish vts body containing an MSRP 200 OK
response. The contents of the HTTP Request shak li@llows:

a) HTTP Request Header: Including the following:

<list of HTTP headers> - as per RFC 2616 [HTTP]
<list of HNI-IGI headers encoded in HTTP headersas per Table 46

Step 3:  The IG SHALL send the response from the OITF ilMEBRP response message to the network after

performing the necessary validation.

Table 47: List of HNI-IGI HTTP extension headers fo
(IG>QITF)

r an incoming MSRP RECEIVE ACTIVITY

X-HNI-IGI HTTP Header

Sour ce of Information for Coding pur poses

X-HNI-IGI-Request
MSRP RECEIVE ACTIVITY

OMA-TS-SIMPLE-IM-V1-0-20080820-D [SMPL-IM]

X-HNI-IGI-Message-ID

SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID

SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From

SHALL be set to the remote user

X-HNI-IGI-To

SHALL be set to the recipient of the message
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5.4.3.3 Terminating an IM Session (MSRP Chat)

In order to terminate an MSRP session, the OITF BH#ése the following procedure:

Step1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 48
b) HTTP Request Body: Empty

Step 2: The IG SHALL validate that the request includdgta mandatory SIP headers for the process asgi#e
48. The IG SHALL reject a request that is missing mandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection. Thehall generate the SIP BYE by mapping the X-OITF
headers to the appropriate SIP headers

Step3:  The IG SHALL send a HTTP 200 OK response to thEFOihen the SIP 200 OK is received as a response
to the Chat session termination request. The SIPCX) headers are mapped as indicated in Table 49 in
addition to the normal HTTP 200 OK headers.

Table 48: List of HTTP extension headers foran MSR P BYE request (OITF 2IG)

X-OITF HTTP Header Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]

BYE <Request URI> SIP/ 2.0
X-OITE-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]

MUST be set to the value of the request URI in the
“X-OITF-Request-Line” header

X-OITF-Contact RFC 3261 [SIP]

SHALL be set to the value received in the contéet 200 OK for
session termination or SIP INVITE for session aragion

X-OITE-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Length
Must be set to 0

Table 49: List of HTTP extension headers fora 200 OK response to a BYE (IG 2>OITF)

X-OITF HTTP Header Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 200 OK
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Content-Length: RFC 3261 [SIP]
Setto 0
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5434 Remote Termination of an IM Session (MSRP Chat)

The IG SHALL use the following procedure when rea&y an incoming SIP BYE message for an ongoingsédsion
(MSRP Chat):

Step 1:  The IG receives a SIP BYE message from the network

Step 2: The IG forwards the information in the SIP BYEthe OITF over the HNI-IGI interface in the HTTPQ®O0
OK response to a PENDING _IG request. The respohR#€e_5 include the list of SIP headers listed in
Table 50, in addition to the mandatory HTTP headeRFC 2616 [HTTP].

Step 3:  The OITF SHALL respond with an HTTP POST requéke content of the HTTP Request shall be as
follows:

a) HTTP Request Header: Including the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded in HTTP headers>pea3able 51
b) HTTP Request Body : Empty
Step4:  The IG SHALL send SIP 200 OK to the network.

Table 50: List of HTTP extension headers for an Inc  oming SIP BYE (IG >OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The Request URI MUST match the contact URI ahetlin | BYE <Request URI> SIP/ 2.0
the contact field of the SIP INVITE (for outgoingssion) or a 20Q
OK (for incoming session)

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]
Must be set to 0

X-OITF-Contact RFC 3261 [SIP]

Table 51: List of HTTP extension headers for the re  sponse to an SIP BYE (OITF 2>IG)

X-OITEF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

5.4.35 Procedure for Reception of a remotely initiated Instant Messaging Session

(MSRP Chat)

The IG SHALL use the following procedure when reagg an incoming SIP INVITE message for a new IMsien
(MSRP Chat):

Step 1:  The IG receives a SIP INVITE message from the agktw
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Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 52. $his i
required since the IG must send all this informatmthe OITF. The IG SHALL reject any incoming
request that is missing any mandatory parametdsefjuently, the IG SHALL perform the following
checks:

. Ensure that the Content-Type header is presensetni “application/sdp”
. Verify that the SDP body includes the followinganfnation:
- A, c = IN IP4 <IP address>, where <IP address>levoantain the remote IP address.

- An, m = message <tcp port> tcp/msrp, where tcp isa@atTCP port and could be set to the dummy value
“9”

- An, a = accept-types:message/cpim, attribute wisichapped from the Accept header value.
- An a = path msrp://<IP address>:<tcpport>/<sesglonicp, where:

. <IP address> would contain the remote IP address

] <tcpport> remote IP port

L] <session-id> assigned automatically by the remetz.p

Step 3:  Following that, the IG retains and stores inforioain the SDP, and forwards only the informatiarthie
SIP INVITE headers to the OITF over the HNI-IGlarface in the 200 OK HTTP response to a
PENDING_IG request that was sent by the OITF to@evhen the application was launched. The response
SHALL include the list of SIP headers listed in T&b2, in addition to the mandatory HTTP headers in
RFC 2616 [HTTP].

Step4: The OITF SHALL respond with an HTTP POST requbat tncludes the OITF response to the incoming
INVITE. The content of the HTTP Request shall béadlsws:

a) HTTP Request Header: Including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded in HTTP headers>pea3able 53
b) HTTP Request Body : Empty

Step 5:  The IG SHALL append the SDP to the SIP 200 OK kef®nding it to the network. The appended SDP
SHALL include the following information:

- A, ¢ = IN IP4 <IP address>, where <IP addresesld/contain the IP address of the IG,
- An, m = message <tcp port> tcp/msrp, where tcp isatTCP port could be set to the dummy value “9”
- An, a = accept-types:message/cpim, attribute wisichapped from the “X-OITF-Accept:” header value
- An a = path msrp://<IP address>:<tcpport>/<sesg&lonicp, where:

=  <IP address> would contain the IP address of the IG

] <tcpport> would be assigned automatically by the 1G

] <session-id> would be assigned automatically byi@&and bound to the responding OITF
Chatting application

Step 6:  The IG receives a SIP ACK message from the network

Step 7:  Following that, the IG SHALL send the informationthe incoming ACK message to the OITF in a 200 OK
HTTP response. The response includes a list oh8Helers as per Table 54.

Note: Any SDP information is retained in the IG since tfs handles the MSPP protocol
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Step 8:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngept to the IG and SHALL wait for any
incoming messages.

Table 52: List of HTTP extension headers for aninc  oming IM INVITE request (IG >OITF)

X-OITF HTTP Header Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The request URI SHALL be set to the IMPU of the suiber with | INVITE <Request URI> SIP/2.0
whom the session is intended

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE" header

X-OITF-Contact RFC 3261 [SIP]
X-OITF-Accept-Contact Set according to [SMPL-IM]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept [SMPL-IM]

SHALL be set to: “message/cpim”

Table 53: List of HTTP extension headers for the re  sponse to an Incoming IM INVITE Request

(OITF21G)
X-OITE HTTP Header Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept RFC 3261 [SIP]
SHALL be set to “message/cpim”
X-OITF-Contact RFC 3261 [SIP]
Notes:
URI parameter SHALL be included and SHALL match wisat
returned in the contact header includes in theomspto the
registration process
Expires parameter SHOULD be included

Table 54: Supported HTTP extension headers in HNI-I Gl ACK Request for successful IM Session
(MSRP Chat) (IG>OITF)

X-OITFHTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the ACK request SHALL be the cantac ACK <Request URI> SIP/2.0
included in the response to the INVITE message

X-OITE-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
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X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

The URI parameter SHALL be included, and SHALL matgtat
been received in the incoming INVITE message.

5.4.4 Presence

5441 Procedures for Subscription to Presence on the HNI-IGI interface

The procedure for subscription to the PresencetéMdALL be invoked from either a DAE application am
embedded application in the OITF. The procedussifollows:

Step 1.  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the HIP Request SHALL be as follows:

a) HTTP Request Header including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersyperatable 55
b) HTTP Request Body: Empty

Step2: The IG SHALL validate that the request includdgta mandatory SIP headers for the subscriptiocgss
as per Table 55. The IG SHALL reject a request ighatissing any mandatory SIP headers with a ndh-20
OK HTTP response, including the reason for rejectio

Step 3:  The IG SHALL send a SIP SUBSCRIBE to the netwtoksubscribe to the Presence event, and shall wait
for the response to the subscription request. IBR@HALL then return a 200 OK HTTP response to the
OITF to report the response to the subscriptiomesty The response includes a list of SIP headeper
Table 56, in addition to the normal HTTP headerpaasRFC 2616 [HTTP].

Step4:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG naspt (refer to section 5.5.1.1), and SHALL
wait for any incoming messages.

Step 5:  When a SIP NOTIFY is received by the IG, the IGARH return a 200 OK HTTP response to the OITF
containing the information in the incoming NOTIFYessage. The response includes a list of SIP header
as per Table 57 in addition to the normal HTTP leeaas per RFC 2616 [HTTP]. The body of the HTTP
response SHALL include the SIP body received initikeming NOTIFY compliant to Annex E of
[TS183063].

Step 6:  Once the OITF accepts the incoming SIP NOTIFBHALL send an HTTP POST PENDING_IG request
to the IG to acknowledge the receipt of notificatend issue a new pending HTTP request. The cootent
the HTTP request SHALL be as follows:

a) HTTP Request Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <list of SIP headers encoded as HTTP headersperatable 58
b) HTTP Request Body: Empty
Step 7: The IG SHALL send the SIP 200 OK response to thevork and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

The OITF SHALL ensure that the presence related danforms to the appropriate XML schemas.
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5442
interface

This procedure MAY be invoked at any time.

Procedure for Cancellation of a Subscription to Presence on the HNI-IGI

The OITF SHALL de-register the IPTV end user beforeking this procedure.

The procedure is essentially the same as the puoedar initiating a subscription to the Preseneent, except that the

X-OITF-Expires header in Table 55 SHALL be setto 0

Table 55: List of HTTP extension headers fora SUBS CRIBE Request (OITF 2IG)

X-OITF HTTP Header

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI SHALL be set to the Publiaidsg of the
IPTV end user who has just registered

RFC 3261 [SIP]
SUBSCRIBE <Request URI> SIP/2.0

X-OITF-From

RFC 3621 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

RFC 3621 [SIP]

X-OITF-Event

RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A [SMPL-PRE

S

X-OITF-Accept

RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A [SMPL-PRE

S]

X-OITF-Contact
Notes:

1. URI parameter MUST be included, and MUST mateh th
Contact header included in the response to thetratjis
process.

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included
IG includes all other mandatory parameters thabbeent.

RFC 3621 [SIP]

X-OITE-Call-ID

RFC 3621 [SIP]

X-OITF-CSeq

RFC 3621 [SIP]

X-OITF-Expires
Note: If absent a default value shall be assumeithédyG

RFC 3621 [SIP]

X-OITF-Content-Type

RFC 3265 [SIP-EVNT], OMA-ERP-

Presence_SIMPLE-V1_1-20080627-A [SMPL-PRES]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 56: List of HTTP extension headers for the re

sponse to a SUBSCRIBE to Presence (IG >OITF)

X-OITF HTTP Header

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITE-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITE-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3621 [SIP]
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Table 57: List of HTTP extension headers fora SIP  NOTIFY (IG>OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3621 [SIP]

Note: The Request URI MUST match the contact URI ietlin | NOTIFY <Request URI> SIP/2.0
the contact field of the SIP SUBSCRIBE

X-OITF-From RFC 3621 [SIP]

X-OITF-To RFC 3621 [SIP]

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Event RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A [SMPL-PRES]

X-OITF-Call-ID RFC 3621 [SIP]

X-OITF-Subscription-State RFC 3265 [SIP-EVNT],OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A [SMPL-PRES]

X-OITF-CSeq RFC 3621 [SIP]

X-OITF-Content-Type RFC 3265 [SIP-EVNT] and OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A [SMPL-PRES]

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3621 [SIP]

Table 58: List of HTTP extension headers for a Resp  onse to a received SIP NOTIFY OITF =2IG

X-OITE HTTP Header Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3621 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3621 [SIP]
X-OITF-To RFC 3621 [SIP]
X-OITF-Call-ID RFC 3621 [SIP]
X-OITF-CSeq RFC 3621 [SIP]
X-OITF-Contact RFC 3621 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]

NOTE: Cancellation of subscription is not requirechié tX-OITF-Expires header was set to 0 in the ihitia
SUBSCRIBE request
5.4.4.3 Refreshing the Subscription to the Presence Event

It is the responsibility of the application (in tETF) initiating the subscription procedure toresh the subscription
according to the refresh subscription timer reagivethe response during the subscription proc&efreshing
SHOULD be performed before the expiry of the rdirgémer. A subscription that is not refreshed beftbre expiration
of the refresh subscription timer SHALL be termethby the network.

The procedure for refreshing the subscription @&Rhesence event is the same as the procedungbfseribing to
Presence.

5.44.4 Procedure for Publishing Presence information

This procedure for publishing an event MAY be ingdkrom either a DAE application or an embeddediegion in
the OITF. The procedure is as follows:

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in 5.5.1
OITF-IG Interface (HNI-IGI). The content of the AP Request SHALL be as follows:
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a) HTTP Request Header including the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <list of SIP headers encoded as HTTP headersperatable 59

b) HTTP Request Body: As per 5.4.4.6 Presence Notification and Pulflishema

Step 2: The IG SHALL validate that the request includdgla mandatory SIP headers for the publicatiorcess

as per Table 59. The IG SHALL reject a requestithatissing any mandatory SIP headers with a ndh-20

OK HTTP response, including the reason for rejectio

Step 3: The IG SHALL send a SIP PUBLISH to the networkhé&¥ the |G receives the response, the IG SHALL
return a 200 OK HTTP response (or other appropregponses) to the OITF to report the respondaeto t

publish request. The response SHALL include «0fis$IP headers as per Table 60, in addition to the
normal HTTP headers as per RFC 2616 [HTTP].

Table 59: List of HTTP extension headers for the PU

BLISH Request (OITF 2IG)

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Note: The request URI MUST be set to the IMS Pubker
Identity of the IPTV end user who has just register

RFC 3261 [SIP]
PUBLISH <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valokthe
Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Event RFC 3261 [SIP], OMA-ERP-Presence_SIMPLE-
V1 _1-20080627-A [SMPL-PRES]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP], RFC 3903 [RFC3803]

X-OITE-SIP-If-Match

RFC 3903 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 60: List of HTTP extension headers for a resp

onse to SIP PUBLISH (IG >OITF)

X-OITE HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Response-Line

RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-ETag RFC 3261 [SIP], RFC 3903 [RFC3803]

X-OITF-Expires

RFC 3261 [SIP]

5.4.4.5

Procedure for Refreshing Published Presence information

It is the responsibility of the OITF to refresh tablished presence information before the reftesér expires. A
published event that is not refreshed SHALL be téelén accordance with RFC 3903 [RFC3803].
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5.4.4.6 Presence Notification and Publish Schema

When the IPTV Presence service is active, the loddlye PUBLISH request SHALL include the extended
presence schema compliant to Section 5.1.6 of [B&338)] “Procedure for IPTV presence service”.

In the XML document, each service is describedney‘service-description” OMA parameter as specified
OMA-ERP-Presence_SIMPLE-V1_1-20080627-A [SMPL-PREShew “service-id” is defined for IPTV with the
following values:

. IPTV-BC: Scheduled Content service
. IPTV-CoD: Content on Demand Service
. IPTV-Hybrid: DVB-T/H/C/S Service

When the user has an active IPTV Presence sethig&tuple> element pertaining to the active ser8&1ALL
contain the corresponding element as defined ipthsence schema.

The presence schema extension for Open IPTV ForeseRce service is defined in Annex | Presence )8dhema
(Normative)
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5.5 Protocols System Infrastructure Functions

55.1 OITF-1G Interface (HNI-IGI)

5511 HNI-IGI Message Types

The HTTP protocol is used to exchange informatietwleen the IG and the OITF. The IG behaves as arP+server
and the OITF behaves as an HTTP client.

There are several aspects of information on the-klinterface.

. Normal HTTP headers

. Application specific information that is translatieg the IG into SIP headers. These are includddTasP
extension headers and have the same name asSitRthmessage, but are prefixed with X-OITF.

. Application specific information that forms the Bodf a SIP message. This corresponds to the SiBages
body and is included as a body in the HTTP reqoestsponse. An example message body type is SDP.

. HNI-IGI auxiliary information that is only used lveten OITF and IG. These parameters are appended wit
X-HNI-IGI. An example are those related to the fitg of GBA credentials by the OITF for re-use &/&
authentication mechanism for single sign-on.

The general format of an HNI-IGI HTTP request is

HTTP POST <IG URI>/<HNI-IGI message type>

<HTTP headers>

<X-OITF extension headers> or <X-HNI-IGI extension headers>

Content-Type: <...>

Content-Length: <Number>

<Message body>

The general format of an HNI-IGI HTTP response is

HTTP/1.1 <HTTP response>

<HTTP headers>

<X-OITF extension headers> or <X-HNI-IGI extension headers>

Content-Type: <...>

Content-Length: <Number>

<Message body>

The following table lists the HNI-IGI message types

Table 61: HNI-IGI Message Types

HNI-1GI message type

M eaning

PENDING_IG

The message is a pending HTTP request, that SHAIY lme responded
to by the IG when it needs to contact the OITF essalt of an incoming
reguest from the network (e.g. an incoming MESSAGE)

SIP

11

The message is an HNI-IGI message correspondiadSi® message. Th
IG must translate this into a corresponding SIPsags by adding and
changing the relevant headers.

AUX

The message is an HNI-IGI message that does msiata to a SIP
message. The IG processes this message and resmmoddingly.
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Messages over the HNI-IGI interface can be sehbth directions.

. Normal HTTP requests are used for requests frondthé& and responses from the IG.

. There must be a HTTP request from the OITF to @Geavith the response pending to allow new (unsaait
messages from the network to be sent from the KBa®ITF in the response., This is a special kihd
HNI-IGI message, called PENDING_IG

An example of SIP header that is mapped to an H&Xténsion header is: “From: david@oiptv.org” thatbmes
“X-OITF-From:david@oiptv.org”

5.5.1.2

HNI-IGI messages in the OITF to IG direction

When the IG receives an HNI-IGI message, it SHAMd ar change all SIP headers that are not speacifice
application (Tags, Call ID, via, request URI etgljile translating from HTTP to SIP.

The following table lists header values for the HSI protocol that the IG and OITF SHALL supportdlists the 1G

action on those headers

Table 62: X-OITF HTTP Extension Headers and IG acti

ons for OITF 21G messages

HNI-1GIl Header

Description

|G Action

X-OITF-Request-Line

This is a special header which contai
the SIP method and request URI for {
corresponding SIP message, when t
SIP message is a request,

e.g. X-OITF-Request-Line PUBLISH
sip:david@oiptv.org SIP/2.0

The IG SHALL map this field to the SIP
request line.

X-OITF-Response-Line

This is a special header which contai
the response line of the correspondin
SIP message, when the SIP messagy
a response, e.g. 200 OK

The IG SHALL map this field to construct the
SIP response line.

X-OITF-Call-ID

Keeps track of sessions and dialogs.

The IG SHALL use this field internally
between an OITF and the IG to keep track @
sessions. The IG replaces it with a value
maintained in SIP state machine on the SIP
side.

—h

X-OITF-Contact

Each method has its own use of the
Contact field.

The IG SHALL map to the corresponding SIP
header. The IG MAY add other parameters.

X-OITF-CSeq Used to keep track of requests and | IG SHALL use this field internally between an

responses. OITF and the IG to keep track of requests and
responses, and replace it with a value
maintained by the IG on the SIP side. The IG
SHALL include the same value in subsequent
responses to the OITF. The OITF SHALL
respond with an error code if the value is
incorrect.

X-OITF-From The IG SHALL map to the corresponding SIP
header. The IG may add information in
sub-fields.

X-OITF-Event The IG SHALL map to the corresponding SIP

header.

X-OITF-Expires

The IG SHALL map to the corresponding SIP
header.

X-OITF-To

The IG SHALL map to the corresponding SIP
header.
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X-OITF-Content-Type

The IG SHALL map to the corresponding SIP
header, and SHALL match it with the actual
body included in the HTTP request.

X-OITF-Content-Length

The IG SHALL verify the length of the
message and insert the value in the SIP
message.

X-HNI-IGI-Request

This header specifies the request typ
of the HNI-IGI message.

See appropriate sections.

The above headers are not present in all HNI-IGdgages, and are not the only headers that careberpr

The OITF SHALL use an IMPU in X-OITF headers wharelMPU is required in the SIP header.

The OITF MAY include other headers that are apfilicaspecific (e.g. X-OITF-Accept-Contact) in whichse the IG
SHALL include them transparently in the SIP metlagdong as they comply with the appropriate syfdathe
header. Reference should be made to the variougagusing the HNI-IGI interface for a list of theaders that

MUST be present.

5.5.1.3 HNI-IGI messages in the IG to OITF direction

When the IG translates a SIP message to an HNHIGIP message, it SHALL remove SIP Headers thatldhmat be
transmitted on the HNI-IGI interface, while trarigig from SIP to HTTP.

The following table lists header values in the BiBtocol that the 1G and OITF SHALL support and #ution the IG
undertakes when mapping to the HNI-IGI protocol.

Table 63: Mapping of SIP header to X-OITF HTTP Exte nsion Headers in IG >OITF

SIP header

Description

|G Action

Request Line (first line of
SIP request message)

The Request Line contains the metho
and a SIP URI.

The IG SHALL use this field to construct the
X-OITF-Request-Line

Response Line (first line
of SIP response message

The Response Line contains the
response code and SIP version
information.

The IG SHALL use this field to construct the
X-OITF-Response-Line

Call-ID

Keeps track of sessions and dialogs.

The IG SHALL replace this with value used
between IG and OITF in the X-OITF-Call-ID.

Contact

The IG SHALL map to the corresponding
HNI-IGI header.

CSeq

The IG SHALL use this field to keep track of

requests and responses on the HNI interface.

The IG SHALL and replace it with a value
maintained in the 1G. The IG SHALL include
the same value in subsequent responses to
OITF. The OITF shall respond with an error
code if the value is smaller than the previous
one.

From

The IG SHALL map to corresponding HNI-IG
header. The IG may add information in
sub-fields.

Event

The IG SHALL map to the corresponding
HNI-IGI header.

Expires

The IG SHALL map to the corresponding
HNI-IGI header.

To

The IG SHALL map to the corresponding
HNI-IGI header.
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Content-Type The IG SHALL map to the corresponding
HNI-IGI header.

Content-Length The IG SHALL verify the length of the
message and insert value in the HNI-IGI
message.

The above headers may not be present in all HNIri€&$sages.

The IG SHALL map any other received SIP headeradging X-OITF- to the specific SIP header. Refeeestoould be
made to the various services using the HNI-IGlriiatee for a list of the headers that MUST be presen

The IG handles the SIP state machines.

5.5.1.4 HNI-IGI PENDING_IG Message

HNI-IGI PENDING_IG messages are sent by DAE and eddied applications in the OITF whenever these
applications are ready to receive any incoming ags$rom the network.

PENDING_IG messages MAY include a SIP Request®lfaresponse. In this case, there is typicallyragoing SIP
dialog between the OITF application and a peeredidrpoint in the IMS network.

HTTP headers included in a PENDING_IG messageiitichides a SIP request or a SIP response are
the <X-OITF extension headers> that are pertinetté application. The content of such a messagsl EHbe as
follows:

a) HTTP Request Header: It includes the following:

- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <X-OITF Extension headers> Any number of those msiten headers depending on the application
b) HTTP Request Body: <SIP Message Body if applicable>

PENDING_IG messages that don't include a SIP retlquea SIP response are typically sent by appbcatin the
OITF that don't have any ongoing communication vét8IP peer but are prepared to handle incomingestq for the
IPTV user associated with any active applicatiaming in the OITF, or applications that have anaing SIP dialog
with a SIP peer and are prepared to receive anyr@§3ages within that dialog. The content of PENBING
messages that don't include a SIP request or eeSionse SHALL be as follows:

a) HTTP Request Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <X-OITF-Call-ID> Set to NULL for applications witha an ongoing dialog or set to the proper value for
applications with an ongoing SIP dialog.

- <X-OITF-FROM> Set to the IMPU of the target uses@gated with any active application in the OITF
for applications without an ongoing dialog. Not ded for applications with an ongoing SIP dialog

b) HTTP Request Body: Empty

Note that once the target OITF application accaptsicoming request, the Call-ID in the outgoingp@nse SHALL
be set to the value used by the IG in its requettd OITF.

The content of the HTTP response to either of bwva requests SHALL be as follows:
a) HTTP Response Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-OITF Extension headers> Any number of thosemsion headers depending on the application

b) HTTP Response Body: <Appropriate Message Body if applicable>
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55.1.4.1 Refreshing of HNI-IGI PENDING_IG Message

HNI-IGI PENDING _IG messages SHALL have to be refred periodically by the OITF. The refresh time SiH/Ae
maintained in the IG and SHALL not exceed a SIPs®asExpiry timer, or a SIP subscription Refreshet for the SIP
session under consideration.

To enable an OITF to refresh an HNI-IGI PENDING rigjuest, the IG SHALL, upon timer expiry, send R TP
200 OK response that does not include any X-OITktefsion headers>.

Upon receipt of such a response, the OITF MAY detidresend a new HNI-IGI PENDING_IG request or@im
gracefully terminate the session.

55.1.4.2 Cancelling an HNI-IGI PENDING_IG Message
The IG considers an HNI-IGI PENDING_IG Request adled should it encounter one of the following etgen

. The TCP connection on which the HNI-IGI PENDING_Request has been received is explicitly
disconnected or timed out

. The IG received from the OITF application with aristanding HNI-IGI PENDING_IG Request an HNI IGI
SIP Request to terminate the session (a SIP BYE)

. The IG received from the OITF application with anstanding HNI-IGI PENDING_IG Request an HNI IGI
SIP Request to terminate an ongoing subscript®IP SUBSCRIBE (with X-OITF-Expiry set to 0)

For the last 2 cases, the IG SHALL send an HTTP @00response that does not include any X-OITF-eRsion-
headers> as a response to the PENDING-IG requpsbr@lly, the IG MAY empty its internal buffersahmay
include in-transit messages destined for the agiidins.

5515 HNI-IGI SIP Message

HNI-IGI SIP messages are sent by DAE and embedplglitations in the OITF whenever these applicatiaresready
to send a SIP Request or a SIP response. The tofituch a message SHALL be as follows:

a) HTTP Request Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-OITF Extension headers> Any number of thagemsion headers depending on the application

b) HTTP Request Body: <SIP Message Body if applicable>

The content of the HTTP response SHALL be as falow
a) HTTP Response Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-OITF Extension headers> Any humber of thoseesion headers depending on the application

b) HTTP Response Body: <SIP Message Body if applicable>

55.1.6 HNI-IGI Auxiliary Message

HNI-IGI auxiliary messages are sent by DAE and eshdleel applications in the OITF whenever these agiitins are
ready to send messages that are neither SIP tyd@ENDING |G type (for example fetching GBA credats)

The content of such a message SHALL be as follows:
a) HTTP Request Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]

- <X-HNI-IGI-Request> - Identifies the request
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- <X-HNI-IGI Extension headers> Any number of ta@xtension headers depending on the request
b) HTTP Request Body: <Application Message Body if applicable >
The content of the HTTP response SHALL be as falow
a) HTTP Response Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI Extension headers> - Any number obsle extension headers depending on the request

b) HTTP Response Body: <Application Message body of applicable>

5.5.1.7 HNI-IGI Message Body

The HNI-IGI messages in either direction SHALL e transparently the appropriate SIP body fodifferent SIP
methods in the HTTP message body.

5.5.1.8 Guidelines for Applications using the HNI-IGI interface

This Section lists some guidelines that apply toED#pplication and OITF applications that use thd-4® interface.
Both types of application are referred to as Aggilan here:

. It is the responsibility of the Application to emsuhat it provides all the SIP headers that ageired for the
correct operation of the application.

. The IG SHALL absorb “100 Trying” responses recdifi®m the network and not return them to the OITF.

. The IG SHALL transparently handle X-OITF-SIP headesceived over the HNI-IGI interface unless
specifically stated in this specification.

. It is the responsibility of the Application to geate an ACK as the 2XX final response of an INVITE
transaction; for non-2XX responses, the IG SHALbgmate the ACK.

. Validation (of message structure and XML schemakoéived XML data SHALL be the responsibility bét
Application.

. The Application SHOULD ensure that a SIP methosligported by the 1G before using it.

. The IG SHALL return a 405 Method Not Allowed erfault if it receives a request over the HNI-IGI tha
includes a SIP method that it does not support.

. The Pending Request SHALL be refreshed as perosestb.1.4.1 Refreshing of HNI-IGI PENDING_IG
Message.

. An HTTP pending request sent to the IG MAY inclad8IP response (or SIP request if no response is
expected) to be transmitted to the SIP network.

. The only identified case where a PENDING-IG req&$ALL inlcude a SIP request is the case where the
OITF application sends an ACK.

5.5.1.9 OITF Restart HNI-IGI Auxiliary Message

If an OITF undergoes a restart, or is powered‘up QITF SHALL, following the successful restarmdean HTTP
POST OITF-Restart HNI-IGI Auxiliary Request to thi&.

The content of such a message SHALL be as follows:
a) HTTP Request Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
- <X-HNI-IGI-Request> : OITF-Restart - Identifiesetihequest
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- <X-HNI-IGI-OITF-DevicelD> - Identifies the deviceé MAY take any value but SHALL be unique
within the home network and will not change betwesstarts. (e.g. Hashed MAC address)

b) HTTP Request Body: <Empty >
The content of the HTTP response includes theviofg:
a) HTTP Response Header: It includes the following:
- <list of HTTP headers> - as per RFC 2616 [HTTP]
b) HTTP Response Body: <Empty >

Upon receipt of such a request, the IG SHALL, iplagable, terminate all active SIP sessions, déstegall users that
are logged in from the restarted OITF, as storaten G state.

5.5.1.10 Error Recovery in the IG
This section covers the handling in the 1G for emtered error-cases:

1) Ifthe IG detects a timeout, or an explicit disceation on all TCP links between an OITF applicatonl the
IG, the IG SHALL consider the application inactiiéhe application may become active again by re-
establishing the TCP link with the IG. Any incomiB§P Messages destined for an application thauaistive
SHALL result in an error message 487 Request Textaeth(481 Call Leg/Transaction Does Not Exist $éoal
an acceptable response if the IG concludes thahkcation is permanently inactive) being retarte the
network as a response. For an inactive applicatienSIP dialog in the IG shall eventually time-aat clear
all resources in the IG and the network.

In order to cater to the scenario of transient Ti@disconnects, and to allow incoming messagasahe
received by the IG during the time it takes the B1® re-establish a TCP link following a disconmeat it is
recommended that the I1G waits no more than 1 sebefate it responds to the network with a 487 4Ba
error message.

2) The IG SHALL detect that an OITF is restarted upeceipt of an OITF-Restart HNIIGI Request and where
the IG internal state indicates that the OITF is@eed on. In such a case, the IG SHALL termindtacilve
SIP sessions, the IG SHALL de-register all useas @ine logged in from the restarted OITF as storede I1G
state. Following that, the IG SHALL act on the ®I3tart up high level procedure Requests.

3) The OITF SHALL detect that an IG is restarted wa8m CP links to the IG timeout simultaneously,ave
explicitly disconnected. If this is the case, @& F SHALL refrain from sending any message toltheuntil
such time that the OITF detects that the IG hasuresl, using UPnP 1G discovery procedure in tegard
(polling). Following that, the OITF SHALL execus¢eps 2-6 of the “OITF Start up High-Level Procedu

For a transition period following an IG restarttiae SIP sessions in the network (that will evelijuameout and be
cleared) that are no longer active in the |G, adlhtinue to send SIP messages to the IG, to whehG SHALL
respond with error message 481 Call Leg/Transa®imes Not Exist.
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6. SIP and SIP/SDP

6.1 SIP/SDP Reference Points

This Section defines the protocol for the use &f &hd SIP/SDP over the following reference points:

. NPI-19
. NPI-26
. NPI-30
. NPI-25
. NPI-3

. NPI-4

. UNIS-8

6.2 Protocols for IPTV Service Functions

6.2.1 Scheduled Content Service

The IG SHALL support the procedures specified itSFAN] for originating sessions.
6.2.1.1 Protocol over UNIS-8

6.2.1.1.1 Session Initiation and Modification

Upon receiving a request from the OITF for theidtibn of a Scheduled Content session (see 5.2.1.1Session
Initiation), the IG SHALL generate an initial INVHE request as specified in [TISPAN] for originatisessions.

The IG SHALL forward any received SIP responsento®ITF including the information in the SDP

If the 1G receives a 488 error code with warnin@ &Tsufficient Bandwidth, the IG SHALL send an errsessage to
the OITF.

Session modification procedure is handled by thanlthe same way as a session initiation. See 3.2.1Session
Modification.

6.2.1.1.2 Session Termination

On receiving a request from the OITF for the teation of a Scheduled Content session (see Sectoh. 5.3), the IG
SHALL generate a BYE request as specified in [TISIPfor originating sessions.

Alternatively, on receipt of a BYE request from iRV Control FE, the IG SHALL forward the requéstthe OITF
as a response to a PENDING_IG request (see séctal). The behaviour of the UNIS-8 part of teSHALL
comply with the procedure specified in [TISPAN] terminating UA.

6.2.1.2 Protocol over NPI-4

6.2.1.2.1 Session initiation

The IPTV Control FE SHALL support the proceduresafied in [TS183063] , Section 5.3.1.1.
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The IPTV Control FE SHALL support the proceduresdfied in [TISPAN] that are applicable to an ASiag as a
terminating SIP UA.

Upon receipt of a SIP INVITE request, the IPTV GohEE shall examine the request-URIdetermine that it is a BC
session initiation request. The IPTV Control FE SHAise the IPTV Subscription Profile to check tleevice rights
for the requested broadcast service packages altidastiaddresses. The IPTV Control FE shall exantiire SDP
offer parameters, as defined in [TS183063] SediGnl.1.

If the SDP parameters are validated successflity|RTV Control FE SHALL respond as defined in [B3Q63],
Section 5.3.1.1.

If no bc_service_package attributes are includetiéenSDP offer, the IPTV Control FE SHALL includethe SDP
answer one or more a=bc_service_package attribetept if it knows that the RACS is or shall be-provisioned
with the list of subscribed channels and if all sscribed channels are allowed for the sesgiathis case, the
inclusion of a=bc_service_package is OPTIONAL.

The service packages shall be populated accordititetIPTV Subscription Profile to indicate thevses packages and
BC services.

6.2.1.2.2 Session modification

The IPTV Control FE SHALL support the proceduresafied in [TS183063], Section 5.3.1.2. Networkiatied
Scheduled content (BC) session modification do¢sapply.

6.2.1.2.3 Session termination

The IPTV Control FE SHALL support the proceduresdfied in [TS183063], Section 5.3.1.4

6.2.2 Content on Demand

6.2.2.1 Retrieving missing parameters in the SDP prior to session setup using SIP
OPTIONS
6.2.2.1.1 Protocol over UNIS-8

When a request to send a SIP OPTIONS is receiwead fine OITF, the IG SHALL use the mapping specified
Section 5.2.2.1.1 Retrieval of Session Parameters.

When the final response to the SIP OPTIONS mesisageeived from the network as a SIP 200 OK inicigdhe
RTSP SDP, the IG SHALL forward this informationtte OITF

The information required in the returned SDP to plate the missing parameters in the SDP offer are:
. FEC Information including bandwidth for FEC streams

e Transport protocol

6.2.2.1.2 Protocol over NPI-4, NPI-19, NPI-26

The OPTIONS message SHALL conform to [TISPAN] atti®EL be forwarded through the ASM, IPTV Control and
CDN Controller FE to the appropriate Cluster Coltgroin the same way as for the INVITE message.

In certain cases, the CDN Controller MAY forware tBIP OPTIONS message to a default Cluster Coatroll

On receiving the SIP OPTIONS message, the Clusiatr@ller SHALL issue an RTSP DESCRIBE to the CDF.
certain cases, the Cluster Controller MAY issudkd@isP DESCRIBE to a default CDF.

The DESCRIBE message shall conform to the formanee by DVB-IPTV [DVB-IPTV].

The XML description that complies to [DVB-IPTV] ihaed in the RTSP 200 OK response received fronCIDE
SHALL be converted by the Cluster Controller to 88P body in a SIP 200 OK response to the OPTIONSsage.
The SIP 200 OK message SHALL be forwarded all thg back to the IG.
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The explicit mapping between the XML descriptiomdhe SDP is not subject for formal specification.

This is the only case for which an OPTIONS messutidbe sent to a Cluster Controller.

Note: If, in a future release, other reasons warraatt tthe Cluster Controller receive the OPTIONS mgssthen
support for discrimination between the various oeasor sending the OPTION will be required.

6.2.2.2 Procedure for Unicast Service Session Initiation

6.2.2.2.1 Session Initiation
The IG SHALL support the procedures specified itSFFAN] for initiating unicast sessions.

On receiving a request for a unicast session tiatifrom the OITF, the IG shall generate an ihitlVITE request as
specified in [TISPAN] (for an originating UA). S&ection 5.2.2.1.2 Session Initiation.

See example messages in C.1.1 Example Messag@elosession setup in a Managed Network.

6.2.2.2.2 Protocol over NPI-4

The IPTV Control Function SHALL support the proceghispecified in [TISPAN] as applicable to an ASragas a
SIP proxy or B2B UA.

When receiving any SIP request, the IPTV ControlSJHALL examine the request to see if it is comgatikith the
user's subscription profile (e.g. parental corigeél). If the user is not allowed to initiate essen for the requested
content, the IPTV Control FE SHALL reply with anpappriate SIP error response. If the user is altbteeinitiate the
session, the IPTV Control FE SHALL forward the $INVITE to a default CDN Controller.

The IPTV Control Function SHALL not change the upart of the To header in order to retain the cotaig in the
INVITE request.

6.2.2.2.3 Protocol over NPI-19

The CDN Controller FE SHALL support the proceduspscified in [TISPAN] as applicable to an AS actasya SIP
proxy or B2B UA.

When receiving the SIP INVITE from the IPTV Contfet via the Authentication and Session ManagemEgnt F
through the NPI-19 reference point, the CDN CoterdBHALL check the CoD content id in the user mdrthe “To:”
header as well as the “From:” and “Via:” fieldsdetermine the most appropriate Cluster Controletd-serve the
User's request.

Once the appropriate Cluster Controller FE is setbadhe Content Delivery Network Controller FE SHAforward
the SIP INVITE to it by changing the “Request-UREcordingly.

The CDN Controller SHALL NOT forward 301 or 302 pesmises from the Cluster Controller to the IPTV Coint
Function. The CDN Controller SHALL take one of fislowing actions on receiving a 301 or 302 resmofiem the
Cluster Controller:-

. Cancel the transaction
. Forward to another Cluster Controller
. Forward to the suggested CC as indicated in thé3B@lresponse

. Forward to another CDN Controller

6.2.2.2.4 Protocol over NPI-25

On receiving the request from the IPTV Control Riowg the CDN Controller MAY decide to forward thequest to
another CDN Controller. In this case it changes‘Bequest-URI” accordingly.
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6.2.2.2.5 Protocol over NPI-26
The Cluster Controller FE SHALL support the proaeduspecified in [TISPAN] as applicable to a terating UA.

When receiving a CoD session initiation SIP reqéresh the CDN Controller, the Cluster Controller SH. examine
the CoD content identifier present in the user-péthe “To:” header and the media parametersearéteived SDP
offer and then choose the CDF.

If the requested content is not managed by thist€iuController, the Cluster Controller SHALL ratua 301 response,
or a 302 response for any other reasons (e.g.dakdicing) The Cluster Controller MAY indicate amremore Cluster
Controller addresses in the contact header asatetidn RFC 3261 [SIP]

If the request is not acceptable to the Clustert@dar, it SHALL reply with an appropriate SIP erresponse.

The Cluster Controller SHALL reply with an appragig SIP error response if the request is acceptaltes Cluster
Controller but none of the Content Delivery Funeican handle the offer.

If the request is acceptable to the Cluster Coletraind a CDF can handle the request, the Clustetr@ler SHALL
initiate an RTSP session using the RTSP SETUP medsahe chosen CDF to determine its server pordsthe RTSP
session ID.

Following the successful conclusion of the RTSRBisassetup, the Cluster Controller allocates an R$&ver port,
binds it to the CDF RTSP server port and answetis av51P 200 OK, including the SDP answer.

The SDP parameters for the RTSP channel SHALL basstollows:-

. An m-line for an RTSP stream with the format: <media> <port> <transport> <fmt>
(ex.m=application 554 tcp iptv_rtsp )

- The <media> field SHALL have a value of “applicatio

- The <port> field SHALL be setup according to RFGIBISDP-TCP]. The port number SHALL be set
to the port allocated by the Cluster ControllereTéetup' attribute SHALL be set to ‘passiveidating
that the connection is initiated by the other ernaip@G).

- The <transport> field SHALL be identical to the aeeeived in the SDP offer in the initial INVITE.
- The <fmt> field SHALL be identical to the one rees in the SDP offer in the initial INVITE.

. An “a=setup” attribute SHALL be present and sefpassive” as defined in RFC 4145 [SDP-TCP].
(ex:a=setup:passive )

. An “a= connection” attribute SHALL be present amd t© “new” as defined in RFC 4145 [SDP-TCP].
(ex:a=connection:new )

. One or more a=fmtp lines representing RTSP spegifitbutes set as follows

- A “fmtp:iptv_rtsp h-uri” attribute SHALL be set tine RTSP URI of the Cluster Controller to be used i
the RTSP requests. The h-uri can be in the foranadbsolute or relative URI. If an absolute URI is
specified then it SHALL be used in subsequent Rie®flests. If a relative URI is specified in thenfior
of a media path, then the RTSP absolute URI coelddmstructed by the OITF using the IP Address
(from c-line) and port (from m-line) as the baskdf@ed by h-uri value for the media path.

(i.e. fmtp:iptv_rtsp h-uri=<request-uri>)

- The Cluster Controller SHALL include a “fmtp:iptusp h-session” attribute representing the session-i
of the RTSP session to be used by the OITF duriediancontrol.
(i.e. a=fmtp:iptv_rtsp h-session=<rtsp-session>)

. An m-line for the actual content which indicates tiipe of the media, the transport protocol andothné of
the related content delivery channel from the raspanessage for the RTSP DESCRIBE. If a fmt pateme
is in the SDP offer it SHALL be completed with thepported format by the CDF,

. A c-line SHALL include the network type with thelua set to IN, the address type set to IP4 anditieast
address of the stream related to the content dgloleannel.
(i.e.c=IN IP4 <IP_ADDRESS> )
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. A b-line SHALL contain the proposed bandwidth. &ithe COD media stream is unidirectional the
bandwidth SHALL be set to 0,
(ex.b=AS:0)

. An a-line with a “sendonly”
(ex.a=sendonly )
6.2.2.3 Session Termination

Session termination for COD SHALL follows the sa8i@ procedures as session termination for the Sidned
Content service. See 6.2.1.1.2 Session Termimatio

6.3 Protocols for Service Access and Control Functions

6.3.1 Service Provider discovery

6.3.1.1 Protocol for UNIS-8 and NPI-30
The IPTV Service Provider Discovery FE SHALL gerierand/or provide the Service Provider Discovefgrimation.

To retrieve Service Provider Discovery informatitie OITF SHALL request the IG to send a SUBSCRIBguest
which shall be forwarded to the IPTV Service Previbiscovery FE via the ASM FE. See Section

5.3.1.1  Protocol over HNI-IGI for the Managed Mbde

The OITF MAY include a SIP SUSCRIBE message bodyeisited with the appid
“urn:oipf:application:iptv-SP-discovery”. The megsabody SHALL include the capabilities of the OlWhich are
sent to the Service Provider Discovery FE. Thaitkebf the SIP SUBSCRIBE are as specified in [T3IG3], Section
5.1.2.2.1.

The Content Type header SHALL be set to “applicabgf-iptvueprofile+xml”
The UserEquipmentID is a unique global identifiettee device.

The User Equipment Class SHALL take values “TV-OITISTB-OITF”, according to the implementation optis in
Release 1 Architecture specification [ARCH] Annex D

When the Service Provider Discovery FE receiveBl BSCRIBE request, it MAY check the user’s IPTV suiiigtion
profile and provide a personalized Service Providiscovery information to the OITF. Filtering malga be
performed if device capabilities are availablehte SDF.

If the Service Provider Discovery FE receives a SUBSCRIBE message body from the OITF carrying UE
capabilities, the Service Provider Discovery FHIghacess the SIP request specified in [TS183@8]tion 5.2.2.2

On successful subscription, the Service Providsc®iery FE SHALL generate a 200 OK response. Thec®e
Provider Discovery FE SHALL then send a NOTIFY resito the OITF in accordance with RFC 3265 [SIRNEY
The Service Provider Discovery Information SHALL de&ivered in the message body of the SIP NOTIFYchvis set
as follows:

. Extend the existing “ua-profile” event package P NOTIFY as follows:
- The Event header SHALL be set to the “ua-profileémt package.
- The “effective-by” parameter for the event headdASL be set to 0.
- The content type SHALL be set to “application/oipfvspdiscovery+xml”.
Refer to [TS183063] Section 5.2.2.2.

Note: If the above extension is not accepted by theéHEfen the use of a new methdéeg Event package) should
be re-examined. (See Annex L)
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When the IPTV Service Provider Discovery FE knova change to the Service Discovery, Service Peyvid
Selection Information, the IPTV Service Provides&ivery FE SHALL inform the OITF of this changed®nding a
SIP NOTIFY message.

6.3.2 User Registration and Network Authentication

6.3.2.1 User Identity Modelling

Every IMS Subscription SHALL be allocated a singtéque default IMS Pubic Identity by the ServicatRirm
Provider. This SHALL be the identity that is registd in the IMS domain when an OITF is turned on.

Every IPTV end-user in an IMS Subscription MAY Iesaciated with an IMS Public User Identity by thengce
Platform Provider.

This release complies with option 1 in Annex D.4ARCH].

6.3.2.2 Procedure for User Registration and Authentication in a Managed Model on
UNIS-8

The following SHALL be supported by the IG on thBll3-8 interface for user registration:

. The IG SHALL support the 3GPP IMS registration mdare as per ETSI ES 283 003 [TISPAN]. This
includes handling of user authentication and aughtion. This procedure shall be invoked upon ngicei an
HTTP POST from the OITF with the REGISTER method.

. The IG SHALL report to the OITF the final outcomieamy registration or de-registration.
. The IG SHALL be stateful for all successful regasimns until de-registration occurs.
The following SHALL be supported by the IG on thBll3-8 interface for user de-registration:

. The IG SHALL support the 3GPP IMS de-registratioagedure as per ETSI ES 283 003 [TISPAN]. This
procedure shall be invoked upon receipt of an HPOST from the OITF with the REGISTER method.

The following SHALL be supported in the IG on UN8Sor subscription to the Registration event:

. The IG SHALL support subscription to the registratstate event package as per ETSI ES 283 003
[TISPAN].

. On request from the OITF, the IG SHALL refresh thgistration-state event package subscription in
accordance with ETSI ES 283 003 [TISPAN].

. The IG SHALL NOT store any registration event rethtlata, but SHALL be stateful of the subscription.
The IG SHALL support terminating a subscriptiorthie registration-state event package as per ET88%03
[TISPAN].

6.3.3 Notification of Service Profile changes

6.3.3.1 Notification of Service Profile changes Protocol on UNIS-8

6.3.3.1.1 Subscription to Notifications of Service Profile changes

If subscription to notification of changes is regigal by the OITF, the IG SHALL send a SUBSCRIBEuexs] to the
IPTV Service Profile FE in accordance with IETFfthatf-sip-xcapevent-03 [XCAP-EVT] and draft-ietsfmple-
xcap-diff-09.txt [XCAP-DFF].

The I1G will process the request from the OITF aiiil generate a SUBSCRIBE request, that SHALL bspecified in
[TS183063] Section 5.1.5.1.

A well known PSI mechanism SHALL be used in theuesi URI of the SUBSCRIBE request.
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Note: For changes that apply to a very large nurbsubscribers, it is up to Service Provider tbugeproper rules in
the ‘notifier function’ to make the notification gredure scalable.

6.3.3.1.2 Processing of notifications

Refer to [TS183063] Section 5.1.5.2

6.4 Protocols for Communication Services

6.4.1 CallerID
6.4.1.1 Procedures for Caller ID on UNIS-8

6.4.1.1.1 Instant Message based Caller ID

Instant Message based Caller ID is identical ttaimsMessaging where the incoming message inclindesaller id.
For further details reference should be made ttise6.4.2.1 Procedure for Instant Messaging on3J8l

6.4.1.1.2 IMS telephony service based caller identification [OPTIONAL]

IMS telephony service based caller identificatisfibased on the reception of the regular SIP sefSMITE request.
The incoming session request message includesliee iclentification.

Support of this feature by the IG is OPTIONAL.

6.4.2 Instant Messaging

6.4.2.1 Procedure for Instant Messaging on UNIS-8
Instant Messaging complies with the page mode efatpn. The following SHALL be supported by the IG

. Incoming SIP MESSAGE messages to the IG MUST confiar OMA Instant Messaging using SIMPLE
Draft OMA-TS-SIMPLE_IM-V1_0-20080820-D [SMPL-IM] tbe acceptable for processing by the IG. Non-
conformant SIP MESSAGE messages SHALL be rejecteatéordance with [SMPL-IM] with the
appropriate response code.

. For an incoming SIP MESSAGE to the IG that is comfant to [SMPL-IM], the IG SHALL forward the
message to the OITF using HNI-IGI Notification pedare and SHALL send a 202 Accepted to the
originating end.

. An outgoing SIP MESSAGE SHALL conform to [SMPL-IM]he response to the SIP MESSAGE SHALL
comply with [SMPL-IM].

. The IG SHALL NOT retain any state information orthe transaction is completed.

6.4.3 Presence

6.4.3.1 Procedure for Presence on UNIS-8
The following SHALL be supported by the IG for saliption to Presence:

. An outgoing SUBSCRIBE message for a subscriptiothéoPresence event, or cancellation of an existing
subscription SHALL comply with [SMPL-PRES].

. An incoming NOTIFY messages that does not compth f{8MPL-PRES] SHALL be rejected with the
appropriate error code in accordance with [SMPL-BRENd no further processing shall be performed.
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. On request from the OITF, the IG SHALL refresh Bresence subscription in accordance with
[SMPL-PRES].

. The IG SHALL not store any presence related daiaSBIALL be stateful to the subscription.

. The IG SHALL consider a subscription terminated i not renewed by the OITF.

6.4.3.2 Procedure for Publishing Presence Information on UNIS-8
When requested by the OITF, the IG SHALL suppoet®P PUBLISH request and response in accordartbe wi
[SMPL-PRES] for publishing presence information.

6.4.4 Chatting

6.4.4.1 IM Session using MSRP over UNIS-8

The IG SHALL conform to the Client Procedure asadibed in OMA-TS-SIMPLE_IM-V1_0-20080820-D
[SMPL-IM].

The IG SHALL perform path mapping between Chatfiegrs as indicated in Section 5.4.3  IM Sessioa{@king
MSRP)

The IG SHALL handle translation of Chat sessiotiation and teardown procedures when requestetid®iTF as
per Section 5.3.5

The IG SHALL handle translation of outgoing anddming MSRP chat message as per Section 5.4.3

6.4.4.2 IM Session using MSRP over NPI-3

The P2P Chatting communication enablers FE shalir to the IM Server procedures described in
OMA-TS-SIMPLE_IM-V1_0-20080820-D [SMPL-IM].
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1. RTSP

This Section defines the protocol for the use oERTover the following reference points:
. UNIS-11
. NPI-10

7.1 Protocols for IPTV Service Functions

7.1.1 Use of RTSP for CoD

7.1.1.1 RTSP for unmanaged model UNIS-11 and NPI-10

The RTSP protocol SHALL be used on UNIS-11 and W@Feor unicast service setup and delivery. The OBHALL
obtain an RTSP request URI from the content guider to delivery of the media from a Cluster Catier. The use of
RTSP SHALL comply with RFC 2326 [RTSP].

71111 RTSP Session Setup

The OITF SHALL use the request URI to send a DEEBERInessage to the Cluster Controller to obtain dian8DP.
The OITF SHALL then issue a SETUP request to thester Controller.

If the Cluster Controller can handle the requéws,DESCRIBE and SETUP messages SHALL be forwaral¢fokt
most appropriate CDF.

If the Cluster Controller cannot handle the requist Cluster Controller SHALL reply with a rediteesponse
(Moved) message containing a URI of another Clustattroller. The redirection MAY occur when receigieither a
DESCRIBE or a SETUP.

If the setup is successful the CDF SHALL reply vatBR00 OK message that SHALL be proxied by the t€lus
Controller to the OITF. After receiving the set@sponse the OITF MAY send PLAY and PAUSE messagtet
Cluster Controller.

The Cluster Controller SHALL modify the RTSP URIftoward the RTSP messages to the chosen CDF &umcti
when the messages are initiated from the OITF.

When receiving error messages from the CDF, thet@Controller SHALL either forward them to theT®lor try
another CDF.

When the OITF receives an error message, it MAYldisappropriate messages to the end user. Theraessages
MAY also be handled by the downloaded DAE or natipplication before being displayed to the user.

7.1.1.1.2 RTSP Session Teardown

To tear down a unicast session, the OITF SHALLaSTSP TEARDOWN message and SHALL wait for a 200 OK
response from the Cluster Controller. The Clustenttdller SHALL relay the RTSP TEARDOWN messagéhe
CDF and relay the 200 OK message to the OITF.

7.1.1.1.3 Supported RTSP Messages

The OITF acting as an RTSP Client and the Clustati©ller acting as an RTSP Server SHALL suppol¢ast the

following messages: RTSP SETUP, RTSP TEARDOWN, RDEBCRIBE, RTSP PLAY, RTSP PAUSE, RTSP
GET_PARAMETER, RTSP ANNOUNCE, RTSP OPTIONS, the 308l 302 RTSP response messages and the
standard 4xx and 2xx messages.
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The CDF as an RTSP server SHALL support at leastdtiowing messages: RTSP SETUP, RTSP TEARDOWN,
RTSP DESCRIBE, RTSP PLAY, RTSP PAUSE, RTSP OPTIORIBSP GET_PARAMETER and the standard 4xx
and 2xx messages.

7.1.1.2 RTSP for managed model over UNIS -11 and NPI-10

The RTSP protocol SHALL be used on NPI-10 for CeBsson setup and UNIS-11 and NPI-10 for CoD service
delivery.

In the managed model, the OITF SHALL obtain therappgate RTSP request URI, RTSP session ID, andRi
media parameters, prior to content delivery fromdksigned Cluster Controller.

If the OITF supports RTSP/RTCP monitoring, it SHAALso include the a=OIPF-QoS-Metrics line, the gz=ttr line
and the b=RR line prior to content delivery frore tissigned CC, where:

. The a=0IPF-QoS-Metrics line includes informationtba cumulative performance metrics the Service
Provider requests from the client for that sesééme Section 7.2.1).

. The a=rtcp-xr line includes information on the séammerformance metrics the Service Provider reguesim
the client for that session (see Section 9.2.1)

. Finally, the b=RR line specifies the reporting baitth assigned to the OITF in bits per second,Sesetion 2
of RFC 3556 [SDP-RTCP]. If this line is not retrégl via SIP OPTIONS, then the OITF SHALL use thePRT
default of 5% of the stream bandwidth for RTCP ré&po

The use of RTSP SHALL comply with RFC 2326 [RTSRfwmodifications defined by this specification.

Annex B.2.4 gives guidelines for specifying cumivlatmetrics to be conveyed using the RTSP Headxfisetl herein.
Similarly to the RTCP case, “OIPF-BasicPerfMonCuBubsetl” is used in this specification as a plakkttand for
illustrative purposes.

7.1.1.2.1 Missing SDP parameters Retrieval

When the Cluster controller receives a SIP OPTIONSsage to retrieve missing parameters, it SHAIND san RTSP
DESCRIBE message to an appropriate CDF. The “Aédeader SHALL be set according to [DVB-IPTV].

The CDF SHALL reply with a RTSP 200 OK message amihg XML information according to [DVB-IPTV].

7.1.1.2.2 RTSP Session Setup
The OITF SHALL NOT use the RTSP SETUP message.

When receiving a COD session initiation SIP reqéresh the CDN Controller, the Cluster Controller SH. choose
the appropriate CDF and issue an RTSP SETUP messtigthe following parameters:

. The RTSP URI SHALL have a path that is compatibii the requested content indicated in the userqfar
the “To:” header of the SIP message.

. The Transport header SHALL contain a “Destinatisnb header indicating the IP address o the OITF'.
The CDF SHALL reply with an RTSP 200 OK messagth®Cluster Controller.

. The message SHALL contain an RTSP session ID.

. The CSeq SHALL be set to the same value as in THRFRSETUP request

If the Cluster Controller receives an error mesdem@ the CDF, it MAY try another CDF. It MAY als@ply with the
appropriate SIP error message to the CDN Contr(dke Section 6.2.2 Content on Demand)

The Cluster Controller SHALL issue a SETUP reqdieseach media line (if the content is FEC protdjte
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7.1.1.2.3 RTSP Control for media delivery

Handling of Media Control for Starting Playback

On receiving a request from the user to start @albthe OITF SHALL send an RTSP PLAY message edCluster
Controller using the h-uri attribute receivedlie tISDP (of the SIP 200 OK received as a respong@t8IP INVITE
request as described in Section 6.2.2.1). If aaddfess is used in the RTSP URI, the OITF SHALLp®form a DNS
lookup. The IP address and port in the RTSP PLA¥sage header SHALL be set to the destination tiPead taken
from the connection line (“c=") in the SDP answadahe port taken from the media linen®).

NOTE: The OITF does not perform DNS lookup in ortteavoid misalighing the information conveyed e SDP.
The RTSP fields in the RTSP PLAY message SHALLilbedfas follows:

. The RTSP URI SHALL be set to the value retrievemhfithe SDP h-uri attribute in the case of an alisolu
URI. If the value of h-URI is a relative URI thatin the form of a media path, then #iespabsolute URI
SHALL be constructed by the OITF using the SDRAtRIress (from c-line) and port (from m-line) as the
base followed by h-uri value for the media path.

(ex.rtsp://10.5.1.72:22554/TV3/823527)

On receiving a request from the user to modifytlagback, the OITF SHALL send an RTSP PLAY messaigle a
request to modify the position, speed and/or dimaadf playback. The OITF indicates the directiowér speed of
playback by including &cale header or changes the position of playback bydioh aRange header.

. The scale header SHALL be set as follows:
- 1 indicates normal play;
- If not 1, the value corresponds to the rate wipeet to normal viewing rate;
- A negative value indicates reverse direction.
If the request is to pause the playback, the OIHRIS. send an RTSP PAUSE message.

On receipt of a RTSP PLAY or PAUSE request, thes@uController SHALL forward the message to thesemn
CDF.

The CDF SHALL respond with a 200 OK message. Theearts of the 200 OK response SHALL be as follows:

. CSeq SHALL be set to the same value as that inettpgest.

Handling of Media Control for Retrieving Playback Information

On receiving a request from the user to retrieegtphck information, the OITF MAY send an RTSP
GET_PARAMETER message. The OITF MAY retrieve thiofeing information:

. position
The position in the media in seconds.

. scales
The allowed scales that can be used in the PLAYigsty Syntax SHALL be a comma separated array of
allowed scales.

. duration
The total duration in milliseconds of the medidtoplayed.

Any other parameter not supported by the Clustemti©@ber used in the GET_PARAMETER request SHALL be
rejected by the Cluster Controller with an apprafarierror code. An empty body SHALL be allowedtfer RTSP
keep alive message.

On receipt of the RTSP GET_PARAMETER request, thes@r Controller SHALL forward the message to ¢thesen
CDF.

The CDF SHALL respond with a 200 OK message withrdquested values. The message SHALL be forwaodtm
OITF.
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Handling of End of Stream

On receipt of the end-of-stream indication from @@F, the Cluster Controller MAY send an RTSP ANNQCE to
the OITF with an indication that the end-of-streldas been reached. The “Notice” header SHALL beunhed with the
notice code value set to “2101 End-of-Stream Rediche

Note: The header and code is based on [RTSP2-AN].

On receipt of the RTSP ANNOUNCE with an end-of-atreindication, the OITF MAY take relevant actionshaindle
the end of stream event (e.g. terminating the sesséwinding the media stream, etc.). The OITF SHAespond with
a RTSP 200 OK.

7.1.1.2.4 RTSP Session Teardown
The OITF SHALL NOT use the RTSP TEARDOWN message.

Note: In the managed network case, the RTSP sessimiotea is initiated via SIP.

When the Cluster Controller receives a SIP BYE mgsdo teardown a SIP CoD session, the Cluster@ltamt
SHALL send a RTSP TEARDOWN message to the CDF.GD& SHALL reply with a 200 OK.

The Cluster Controller SHALL issue a TEARDOWN regutr each media line (if the content is FEC peted).

7.1.1.2.5 RTSP Messages supported

The OITF acting as an RTSP Client SHALL support RTR.AY, RTSP PAUSE, , RTSP GET_PARAMETER, RTSP
ANNOUNCE, RTSP OPTION and the standard 4xx andr2gssages.

The Cluster Controller acting as an RTSP ProxyRn8P Client SHALL support at least the followingssages:
RTSP SETUP, RTSP TEARDOWN, RTSP DESCRIBE, RTSP PLRYSP PAUSE, RTSP OPTIONS, RTSP
GET_PARAMETER and the 301 and 302 RTSP responseages (etc.) and the standard 4xx and 2xx messages.

The CDF acting as an RTSP server SHALL supportagtithe following messages: RTSP SETUP, RTSP
TEARDOWN, RTSP DESCRIBE, RTSP PLAY, RTSP PAUSE, RTSPTIONS, RTSP GET_PARAMETER and the
standard 4xx and 2xx messages.

7.2 Protocols for Service Access and Control

7.2.1 Performance Monitoring over UNIT-18

QoS metricgan be classified as those that need to be repatgrdarly, i.e. ‘sample metrics’, and those that a
typically required when the service ends, i.e.malative metrics’. Periodic RTCP reports are mqyprapriate for
transport of sample metrics (see Section. 9.2.hijlevon-demand or scheduled RTSP reports are eslyesuitable for
transport of cumulative metrics. In general, an\/SErvice might need a combination of both.

This section specifies the OPTIONAL RTSP mechanifmgerformance monitoring of CoD services.

If the OITF supports QoS metrics and has beenlsyitonfigured to use them, then the CoD sessittiaiion request
over HNI-IGI interface SHALL include the selectad( accepted by client) or modified (for re-negtitin) QoS
metrics for either the session level or media level

The QoS metricsiegotiation SHALL start at the Cluster Controll©&Q) on reception of a response to an RTSP
DESCRIBE including metrics information embeddedhia session description. The RTSP DESCRIBE at thésC
triggered by a SIP OPTIONS request for missing ipatars from the CDN Controller, as per Section.17212.

On receiving this SETUP request, the Content Dgfivinction (CDF) SHALL return the RTSP 200 OK respe
with the “accepted” QoS metrics (i.e. metrics agplarting values which are identical to the onethénclient’s request
and accepted by the CDF) and the “re-negotiationS @etrics (i.e. metrics and reporting values wiaighnot
identical to the ones in the client’s request amdlified for re-negotiation by the CDF). The echoofghe “accepted”
QoS metrics is for re-acknowledging the client'suest.
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The CDF MAY also reject the changes made by trentli.e. reject the “re-negotiation” of QoS medritf the CDF
rejects the changes, it SHALL either set new valresresend the modified metrics back to the clienit SHALL
ignore the “re-negotiation” metrics and not re-amkfedge them. Any QoS metric that has been ackroyelé as
“accepted” by the CDF SHALL not be re-negotiated.,,iit SHALL NOT be resent in the “OIPF-QoS-Mestihieader
in the next RTSP request and SHALL NOT be re-ackadged in the next RTSP response.

If the CDF does not approve the modifications miagléhe client, they SHOULD continue to re-negotidiewever,
negotiations SHOULD not exceed 4 round trips, itheorto minimize the potential delay of the negadiaprocess. The
negotiation process may delay the start-up of éneice and it may be avoided by carefully selectimgvalue of the
Metrics-Setparameter in the service information. It must b&ed that each time the “QoS-Metrics” header figldent
in an RTSP request, it SHALL also be present irélsponse corresponding to that particular req@tberwise, the
receiver of the response SHALL assume that ther @ihe does not support QoS metrics.

If there is no DESCRIBE request-response pair sendi the beginning of the RTSP session betwee@thand the
CDF, it means that the session description is vedeby other means. If such a description contiasOIPF-Qo0S-
Metrics” attribute, the negotiation starts at th@ With a SETUP request containing the “OIPF-QoS+ist header.

If the session description does not contain the?fQoS-Metrics” attribute and the CDF would sikelto check
whether the client supports the QoS Protocol oy thet CDF SHALL include the “OIPF-QoS-Metrics” head
containing the initial QoS metrics in the SETUPp@sse. If the OITF sends the QoS metrics infornmaiticthe next
request (indicating that it supports the QoS Pmljpthe negotiation SHALL continue until a mut@greement is
reached or the negotiation limit of 4 round-tripgéached.

To inform the client of the CDF’s desire to receieports for the session, a new SDP attributeésifipd to convey
the QoS metrics. This attribute is defined inlingwection. 5.3.3.6 of TS26.234v750 [PSS].

The ABNF definition (See RFC 4234 [ABNF]) is aslfols:

OIPF-QoS-Metrics-Att = “a=" “OIPF-QoS-Metrics” “:” Measure-Spec *(“,” Measure-Spec) CRLF
Measure-Spec = "Metrics “;” Sending-rate [";” Measure-Range] *([*;” Parameter-Ext])
Metrics = “cumul-metrics” “=" Metrics-Set / (“{” Metrics-Name *(*|” Metrics-Name) “}")
Metrics-Name = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except ", “.", “{“ or "}’
Metrics-Set = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) :VCHAR except *;”, “,", “{“ or }"
Sending-Rate = “rate” “=" 1*DIGIT / “End”
Measure-Range = “range” “:” Ranges-Specifier

Parameter-Ext = “On”/"Off"/ (1*DIGIT [“.” 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a)
/ Ox7c [ Ox7e))

Ranges-Specifier = as defined in RFC 2326 [RTSP]
CRLF = %d13.10

This specification defines two new RTSP Headersefgotiate and report the ‘cumulative metrics’ dgraession setup.
These new RTSP headers follow the semantics of][R®8 are accordingly callgdIPF-QoS-MetricandOIPF-QoS-
FeedbackThey SHALL be used as follows:

. OIPF-QoS-MetricsSHALL be used for setting up and controlling teearting of cumulative metrics, i.e. turn
on/off reporting, negotiate the set of metricsfriggiuency and the report range. This header caeiein
requests and responses of the RTSP Methods SETURrfianaged networks), SET_PARAMETER,
OPTIONS (with Session ID) and PLAY. The OITF SHOULBe the OPTIONS (with Session ID) or
SET_PARAMETER RTSP methods to turn off the QoS feed.

The ABNF [ABNF] definition is as follows:
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QoS-Header = “OIPF-Qo0S-Metrics” “:” (“Off” / Measure-Spec *(“,” Measure-Spec)) CRLF

Measure-Spec = Stream-URL ;" ((Metrics “;” Sending-rate [";”
Measure-Range] *([";” Parameter-Ext])) / “Off")

Stream-URL = “url” “=" <">Rtsp-URL<">

Metrics = “cumul-metrics” “=" Metrics-Set / (“{” Metrics-Name *(|” Metrics-Name) “}")
Metrics-Set = 1*((0x21..0x2b) / (Ox2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;”, “,", “{* or "}’
Metrics-Name = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except *;", “,”, “{* or "}"

Sending-Rate = “rate” “=" 1*DIGIT / “End”
Measure-Range = “range” “:” Ranges-Specifier

Parameter-Ext = “On”/"Off"/ (1*DIGIT [*.” 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) /
0x7c / 0x7e))

Ranges-Specifier = as defined in RFC 2326 [RTSP]
Rtsp-URL = as defined in RFC 2326 [RTSP]

CRLF = %d13.10

. OIPF-QoS-Feedbac8HALL be used for sending (or requesting) the @ofoS metrics feedback to (or from)
the CDF. This header can be sent in requests apomees of the following RTSP Methods:
SET_PARAMETER (or GET_PARAMETER), or PAUSE Methods.

ABNF [ABNF] definition follows:

Feedback-Header = “OIPF-QoS-Feedback” “;” Feedback-Spec *(“,” Feedback-Spec) CRLF
Feedback-Spec = Stream-URL “;” 1*(“;” Parameters) [";” Measure-Range]
Stream-URL = “url” “=" <">Rtsp-URL<">
Metrics-Set = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;", “,”, “{* or "}"
Parameters = Metrics-Name “=" “{" SP / (Measure *(“|” Measure)) “}”

Metrics-Name = “1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;", “,", “{*
or"y

Rtsp-URL = as defined in RFC 2326 [RTSP]
Measure-Range = “range” “:" Ranges-Specifier
Ranges-Specifier = as defined in RFC 2326 [RTSP]
Measure = Value [SP Timestamp]

Value = ([-“]1*DIGIT [".” *DIGIT]) / 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / OX7e) ;
VCHAR except fon “{" or "}"

Timestamp = NPT-Time
NPT-Time = as defined in RFC 2326 [RTSP]

CRLF = %d13.10
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The OITF SHALL use the SET_PARAMETER method for alative QoS metrics reporting, using the OIPF-QoS-
Feedback Header defined in this specification. H@mrein some cases, the RTSP method MAY also bé: use

. When the client wants to pause the streaming ftbevQoS information SHOULD be embedded into a
PAUSE method. The OITF should not send any QoSrtepothe CDF when the media stream is paused, as
no media is being exchanged.

The reporting CDF SHALL use the GET_PARAMETER metlior retrieving cumulative QoS metrics from ther®l
on-demand, using the OIPF-QoS-Feedback Headeredkifinthis specification.

The RTSP header and attribute definitions abovelanest identical to those in [PSS]. The semarsid comply
with Section. 5.3.2.3 except for the differencesaming and the following Open IPTV Forum spedit@nges:

. There is a possibility to simplify the request aagorting of a (potentially large) set of metrigsibtroducing
aMetrics-Sefattribute in theDIPF-QoS-MetricandOIPF-QoS-Feedbackeaders. i.e., theletrics-Set
attribute MAY be used instead of listing each neegkplicitly, as these would have empty valuesmythe
metrics negotiation phase anyway; this makes messagre compact when the number is large. See the
examples in Annex B.2.3

Note the commonalities between the definition &f Rr SP Header OIPF-QoS-Metrics and the SDP atérigoibve
Note also, that th&tream-URLis not present in the SDP attribute; this is beeahe value of th&tream-URLis
present in the session description and is thus krimpthe CC at the time of issuing the RTSP SETatRe&ch media
line.

Example message flows are provided in Annex BERx@&mples of metrics defintions are given in Annel.B.
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8. IGMP and Multicast Protocol
This section defines the protocol for the use diil5and Multicast over the following reference peint
* UNIS-13
* UNIS-7
* UNIS-15
* UINS-RMS
* UNIS-6
* UNIS-12
8.1 Protocols for IPTV Service Functions

8.1.1  Scheduled Content
The OITF SHALL support IGMPv3 as described in RREZ8 ([IGMP3] and [TS183063]).
The OITF performs the same function as the UE ®1[83063].

If the Transport Processing Function supports &td@MP version, the backward compatibility ruletveen the
OITF and the Transport Processing Function SHALhfeom to [IGMP3] Section 7.

8111 Procedure for Scheduled Content on UNIS-13

The use of IGMP on UNIS-13 SHALL be as defined$183063] Section 8.1.2, where the OITF replaced and
the Service Discovery FE/IPTV Metadata Control Eglaces the SSF.

8.2 Protocols for Service Access and Control Function

8.2.1 Service Discovery and Content Selection

8211 Protocol on UNIS-15 and UNIS-7

DVB SD&S Transport Protocol (DVBSTP) specified iaciion 5.4.1. [TS102034] SHALL be used to transpioset
Discovery and Content Metadata related informatieer multicast.

8.2.1.2 Protocol on UNIS-13

The use of IGMP on UNIS-13 for Service Discoverg &ontent Selection SHALL be as defined in [TS18306
Section 8.1.1 where the OITF replaces the UE, #ei€& Provider Discovery FE replaces the SDF dadService
Discovery FE/Metadata control FE replaces SSF.

8.2.2 Remote Management

8.2.2.1 Protocol on UNI-RMS

The UNI-RMS provides the functions for the remoten@gement of the ITF devices. This interface SHAkLbased
on DSL Forum TR-069 Remote Management FrameworlOpBER
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8.3 Protocols for System Infrastructure Functions

8.3.1 Interactive application delivery

8.3.1.1 Protocol over UNIS-6 and UNIS-12

The use of multicast is an OPTIONAL feature forueidg network and server traffic when DAE and PAdplacations
are delivered to the OITF and AG respectively.

FLUTE [TS102472] SHALL be used when DAE and PAE laggpions are delivered through multicast.
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9. RTP/RTCP

This Section defines the protocol for the use oPRIhd RTCP over the following reference points:

. UNIT-17
. UNIT-18
9.1 Protocols for IPTV Service Functions

9.1.1 Scheduled Content

Scheduled content is delivered either as a muttmaa unicast stream over UNIT-17.

9.1.1.1 Protocol over UNIT-17
The use of RTP on this reference point SHALL compith [TS102034] Section 7.1 and subsection 7.1.1

The use of RTCP SHALL be compliant to Section 9.2.1

9.1.2 CoD

Streamed Content on Demand is delivered as a urgtraam over UNIT-17. RTP and HTTP may be useds $éction
specifies the use of RTP.

9.12.1 Protocol over UNIT-17

RTP SHALL be used on this reference point and SHAbmply with [TS102034] Section 7.1 and subsecfidnl

9.2 Service Access and Control

9.2.1 Performance Monitoring over UNIT-18
This section specifies the OPTIONAL setup and répgrof sample metrics for CoD services.

The setup is initiated when the SDP session pasamate retrieved. A CDF requesting sample meteipsrts via
RTCP SHALL include the performance reporting infatian in the retrieved SDP information using thetep=xr SDP
attribute as defined below.

RTCP SHALL be used as per subsection 7.1.1.1 o1(P834] with the following additions:

. RTCP Receiver Reports defined by RFC 3550 [RTP] BHBe used to include RTCP XR extended reports
following the rules of RFC 3611 [RTCP-XR] and adied further below.

. The RTP default value for RTCP bandwidth of 5% MB¥ overridden by using the SDP bandwidth
modifiers as specified in RFC 3556 [SDP-RTCP]. Sertion 7.1.1.2 for details.

Unlike the case of cumulative metrics, the sampdrics are not present in tkBPF-QoS-MetricsRTSP Header as
there is already a framework for reporting mettis;ig RTCP, namely the RTCP XR extended reporeafkpC 3611
[RTCP-XR]. A consequence of this is that the sanmpédrics cannot be negotiated, as RTSP cannot iaégot
parameters present in the SDP.
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The SDP attributes to define the required samplicsdn accordance with Section 5.1 of RFC 361T{R-XR] are
as follows:

rtcp-xr-attrib = “a=" “rtcp-xr” “:" [xr-format *(SP xr-format)] CRLF
xr-format = default-OIPF-xr-report / new-OIPF-xr-report
default-OIPF-xr-report = “OIPF-BasicPerfMonSampleSubset1”
new-OIPF-xr-report = non-ws-string ; non-white-space string

non-ws-string = 1*(%x21-FF)

CRLF = %d13.10

An OITF using RTCP reporting shall support the agied report blocks defined in future versions @ gpecification.
Annex B.2.4 gives guidelines for specifying RTCP ERended Report containing sample metr@g2F-
BasicPerfMonSampleSubsétlused in this specification as a formal placebpkhd for illustrative purposes.

The OITF may support other RTCP XR extended rewtdefined in RFC 3611 [RTCP-XR] (e.g., pkt-loss-pkt-
dup-rle, pkt-rcpt-times, etc...) but these arerequired for the performance monitoring to workreotly.
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10. UPNnP

10.1  Protocols for System Infrastructure Functions

10.1.1 UPnNP Discovery
10.1.1.1 Procedure for IG Discovery

10.1.1.11 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdilscover the I1G using the UPnP Discovery Mechanis
defined by UPnP Device Architecture [UPNP]. A surmynaf the steps are as follows:

Step 1:  An OITF sends the UPnP search request with thelseéarget (urn:oipf-org:device:ig:1) to the specif
multicast IP/Port address (239.255.255.250:1900)

Step2: When an IG receives the search request, the |@sdbe response message with its UPnP device gegnri
location (URL, e.g. http://IGAddress/Description yrio the requester’s IP address by HTTP-U protocol

Step 3:  The OITF sends the HTTP GET request for retrietirgUPnP device description from the location
(e.g. http://IGAddress/Description.xml)

Step 4. The IG sends the response with its UPnP deviceriggion, which holds the IG description.

10.1.1.1.2 urn:oipf-org:device:ig:1 device definitions
This section defines the urn:oipf-org:device:igeivide Type.
deviceType Root R/O ServiceType R/O Servicel D
urn:oipf-org:device:ig:1 Root or Required | see below n/a n/a
Embedded

As described above, the urn:oipf-org:device:ig:tickType does not have any specific definitiontf@ serviceType it
supports. It may have services of any serviceType.

10.1.1.1.3 IG Description

To interact with the 1G, the OITF MUST know the WWRI and possibly a set of supported methods. Thedelement
of the device description document for the urn:@ipg:device:ig:1 deviceType SHALL contain this infmation, IG
description, which is described as an XML fragmdaihie XML schema for the IG description is as foltow

B atiributes |

igpescrpion &

<xs:schema targetNamespace ="urn:oipf-org:device:ig:1"
xmins:tns  ="urn:oipf-org:device:ig:1"
xmins:xs ="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault ~ ="qualified" attributeFormDefault ="unqualified" >
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<xs:element  name="igDescription" >
<xs:complexType >
<xs:sequence >
<xs:element name="igURL" type ="xs:anyURI"
</ xs:sequence >
<xs:attribute name="SupportedMethod"
type ="tns:Hexadecimall6bit" use ="optional
</ xs:complexType >
</ xs:element >

<xs:simpleType name="Hexadecimall6bit" >
<xs:restriction base ="xs:string" >
<xs:pattern value ="[0-9a-fA-F]{1,4}" 1>
</ xs:restriction >

/>

/>

</ xs:simpleType >

</ xs:schema >

Element/Attribute
Name

Description

igDescription

The root element of the IG Description XML fragment

@SupportedMethod Hexadecimall6bit to describe the methods suppdaydatie IG over the HNI-IGI
interface (Section 5.5.1), which correspond to ®H#hods and other functionality.
Each bit represents a supported method as follows :
0001 : REGISTER
0002 : INVITE
0004 : BYE
0008 : CANCEL
0010 : SUBSCRIBE
0020 : NOTIFY
0040 : PUBLISH
0080 : MESSAGE
0100 : OPTIONS
0200 : GBA Authentication
(0400~8000 : Upper 6 bits are currently not assigngt these bits could be used for
other methods defined later)
The value of this attribute is the result of a #160R operation with representative
values of supported methods. If tBapportedMethodttribute is not described, the I¢
shall support all methods.

igURL IG URL for the HNI-IGI (refer to section 5.5.1)

It MAY be relative to base URLURLBaseof uPnP device description if it exists or
the URL from which the device description was eated).

It SHALL NOT exceed 256 bytes in URI-escaped UTér8oded form.
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The namespace of this fragment is “urn:oipf-orgidevg:1".

Example:

<ig:igDescription xmlns:ig="urn:oipf-org:device:ig: 1" SupportedMethod="01ff">
<ig:igURL>
http://192.168.0.2/IG/
</ig:igURL>
</ig:igDescription>

10.1.1.2 Procedure for AG Discovery

10.1.1.2.1 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdilscover the AG using the UPnP Discovery Mechanis
defined by UPnP Device Architecture [UPNP]. A suamynof the steps are as follows:

Step 1:  The OITF sends the UPnP search request with trels¢arget (urn:oipf-org:device:ag:1) to the sfieci
multicast IP/Port address (239.255.255.250:1900)

Step2: When an AG receives the search request, the AG@sgbe response message with its UPnP device
description location (URL, e.g. http://AGAddressfdaption.xml) to the requester’s IP address by RIO
protocol

Step 3: The OITF sends the HTTP GET request for retrietirgUPnP device description from the location.(e.g
http://AGAddress/Description.xml)

Step4: The AG sends the response with its UPnP devicerigien, which holds the AG description.

10.1.1.2.2 urn:oipf-org:device:ag:1 device definitions

This Section defines the urn:oipf-org:device:agetlideType.

deviceType Root R/O ServiceType R/O Servicel D
urn:oipf-org:device:ag:1 Root or Required | see below n/a n/a
Embedded

As described above, the urn:oipf-org:device:agMicdd ype does not have any specific definitionderviceType it
supports. It may have services of any serviceType.

10.1.1.2.3 AG Description

The OITF may interact with the AG in one of two way

1. The applications running in the AG MAY provide ret@mdJ| as defined by the XML Ul listing in CEA-2014
[CEA2014].

2. The applications running in the AG MAY provide nbh-based services, for example listening for XML
HTTP Requests from DAE applications. No specifidthmes or services are defined.

To interact with the AG, the OITF MUST know the AGRL and possibly a set of supported methods. Thede
element of the device description document forutreoipf-org:device:ag:1 deviceType SHALL contdlist
information, AG description, which is describedaasXML fragment. The XML schema for the AG desddptis as
follows:

<xs:schema targetNamespace ="urn:oipf-org:device:ag:1"
xmins:tns  ="urn:oipf-org:device:ag:1"
xmins:xs ="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault  ="qualified" attributeFormDefault ="unqualified" >
< xs:element name  ="agDescription" >

<xs:complexType >

<xs:sequence >

<xs:element name ="agDefaultURL" type ="xsd:anyURI" />
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<xs:element name ="agUIServerURL" type ="xsd:anyURI" minOccurs ="0" />
</ xs:sequence >
</ xs:complexType >
</ xs:element >
</ xs:schema >

Element/Attribute Description
Name
agDescription The root element of the AG Description XML fragment
agDefaultURL URL describing default address of AG, e.g. htt@/111.2
agUlServerURL URL or URLs for remote Ul provided by applicatiansining on the AG

The namespace of this fragment is “urn:oipf-orgidexag:1”.
10.1.1.3 Procedure for CSPG-DTCP Discovery

10.1.1.3.1 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdilscover the CSPG-DTCP using the UPnP Discovery
Mechanism defined by UPnP Device Architecture [UPN& summary of the steps are as follows

Step 1:  An OITF sends the UPnP search request with thelséarget (urn:oipf-org:device:cspg-dtcp:1) to the
specific multicast IP/Port address (239.255.255P%10).

Step2: When a CGPG-DTCP receives the search requestSR&-DTCP sends the response message with its
UPNP device description location (URL, e.g. htpSPGDTCPAddress/Description.xml) to the requester’s
IP address by HTTP-U protocol.

Step 3:  The OITF sends the HTTP GET request for retrieWd®nP device description with the location
(e.g. http://CSPGDTCPAddress/Description.xml).

Step4:  The CSPG-DTCP sends the response with its UPnieeddescription which holds the CSPG-DTCP
description.

10.1.1.3.2 urn:oipf-org:device:cspg-dtcp:1 device definitions

This section defines the urn:oipf-org:device:cspepdl deviceType.

deviceType Root R/O ServiceType R/O Servicel D
urn:oipf-org:device:cspg-dtcp:1 Root or Required | see below n/a n/a
Embedded

As described above, the urn:oipf-org:device:cspgpdt device Type does not have any specific dedinifor
serviceType it has. It may have services of anyisetype.

10.1.1.3.3 CSPG-DTCP Description

To interact with the CSPG-DTCP, the OITF MUST knefhich DRM system is supported, the port number dsed
DTCP key exchange and on which port the differemtent access protocols are proxied. The devicaegieof the
urn:oipf-org:device:cspg-dtcp:1 deviceType SHALLntain this information, and is described basedherfollowing
XML schema:
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<xs:schema targetNamespace ="urn:oipf-org:device:cspg-dtcp:1"
xmins:tns  ="urn:oipf:device:cspg-dtcp:1"
xmins:xs ="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault  ="qualified" attributeFormDefault ="unqualified"
< xs:element name  ="cspgdtcpDescription” >
<xs:complexType >
<xs:sequence >

<xs:element name ="DtcpPort" type ="xs:integer" />
<xs:element name ="HttpProxyPort" type ="xs:integer" />
<xs:element name ="RtspProxyPort" type ="xs:integer" />
<xs:element name ="DRMSystemID" type ="xs:anyURI"

minOccurs ="1" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >
</ xs:element >
</ xs:schema >

Element/Attribute Description
Name
cspgdtcpDescription The root element of CSPG-DTCP Description XML frag
DtcpPort TCP port number for DTCP-AKE
HttpProxyPort TCP port number for HTTP proxy in CSPG-DTCP
RtspProxyPort TCP port number for RTSP proxy in CSPG-DTCP
DRMSystemID Supported DRM system. The format of this attribzgenplies with DRMSystemld as
defined in DRMControlinformation extension in [META

The namespace of this fragment is “urn:oipf-orgidexspg-dtcp:1”.

Example:

<cg:cspgdtcpDescription xmlns:cg="urn:oipf-org:devi ce:cspg-dtcp:1">
<cg:DtcpPort>12345</cg:DtcpPort>
<cg:HttpProxyPort>12346</cg:HttpProxyPort>
<cg:RtspProxyPort>12347</cg:RtspProxyPort>
<cg:DRMSystemID>urn:dvb:casystemid:12348</cg:DRMSy stemID>
<cg:DRMSystemID>urn:dvb:casystemid:12349</cg:DRMSy stemID>
</cg:cspgdtcpDescription>
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11. DLNA

11.1 DLNA Function

DLNA Function is an OPTIONAL gateway function whiskrves IPTV content to other DLNA devices in astoner
network. It converts the IPTV protocols, such atadata access and media delivery protocols, to DipkbAocols. It
MAY also convert media format and content protatsochemes, if necessary. The interface betweeDIthA
Function of the OITF and DLNA devices SHALL be cdrapt with the DLNA Networked Device Interoperabjli
Guidelines (October 2006) [DLNA].
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12. DHCP

This Section defines the protocol for the use of@pbver the following reference points:

* UNIT-16
12.1  Protocols for System Infrastructure Functions

12.1.1 Network Attachment

Network attachment provides IP addresses and amafign information to elements in the Consumer Riprior to
any other action regarding IPTV services. The miovi and management of IP addresses has two npeuotas

| P address management within the Consumer Network: Deals with the attachment of the IG, AG and OITEh®
WAN Gateway. The WAN Gateway SHALL act as a DHCPvBeand a NAT. This type of attachment allows liBe
AG and OITF to communicate with each other witlia tonsumer network. In the unmanaged network mdus|
allows the OITF to send and receive messages tdramdthe Internet.

| P address management for communication with the Provider Network (M anaged Network model only): 2 cases
are supported.

. MANDATORY: The WAN Gateway translates the in-honkedddress to an IP address recognizable to the
provider's addressing plan. In this case a NAT SHAE supported.

. OPTIONAL: The WAN Gateway assigns an IP addregkedG, AG and OITF from the managed network’s
IP addressing pool. In this case, NAT is not resplir

Configuration information (e.g. DNS server) SHALE provided to the OITF, AG and IG

At power up all devices in the consumer networkT®IIG, AG and other devices) SHALL request anddrass and
network configuration parameters from the WAN gatgwsing DHCP.

12.1.1.1 DHCP Option Usage

12.1.1.1.1 Common Options

The following is the minimum set of DHCP optiondided in RFC 3442 [CLSLESS] and RFC 2132 [DHCP-ORiE}
SHALL be used by the OITF , IG and AG when reques®HCP configuration information from the WAN Gafey:

. Option 1: Subnet Mask

. Option 6: DNS

Option 12: Host Name
. Option 42: Network Time
. Option 61: Client identifier
For the IG and AG to support TR-069 based remoteagement, the following SHALL be supported:
. Option 43: Vendor Specific Information is used étrieve the Remote Management Server IP addrasasnoe

. Option 60: Vendor Class identifier is used to irdécto the DHCP server that it is compliant wita th
Broadband Forum TR-069 specification.

If the OITF supports TR-069 based remote managerttefollowing SHALL be supported:

. Option 43: Vendor Specific Information is used étrieve the Remote Management Server IP addrasasnoe
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. Option 60: Vendor Class identifier is used to irdécto the DHCP server that it is compliant wita th
Broadband Forum TR-069 specification.

For Managed Networks, the following SHALL be suppdt
. Option 120: The address of the P-CSCF as per settiol of ETSI TS 183 019 Network Attachment: User
Network protocol Interface Definitions. [TS183019]
12.1.1.1.2 Option 15

Option 15 SHALL be used by the OITF to requestdbmain name to be used to generate the URIs argdrB@lired
for IPTV related services.

The IPTV Service Provider Discovery PSI SHALL bengeated by the OITF as follows:
OITF_IPTV_SPD@<domainname>

The Presence Application server PSI SHALL be gderdrhy the OITF as follows:
OITF_IPTV_Presence@<domainname>

The Chatting Application Server PSI SHALL be getedaby the OITF as follows:
OITF_IPTV_CHATTING@<domainname>

12.1.1.1.3 Option 124/125

The OITF SHALL send a Vendor-Identifying Vendor €&aoption 124 as specified in RFC 3925 [DHCP-VNDEw
it requests a DHCP lease from the WAN Gateway. dpten is specified with an enterprise-number drevtendor-
class-data identifier as “OITF_IPTV”.

The DHCP server delivers the Service Provider Discpentry point via Vendor-ldentifying Vendor-Syifec
Information DHCP option 125 as defined in RFC 3f2BICP-VND]. The format of the binary buffer contaig the
Service Provider Discovery FE information SHALL coignwith Section 5.1.8.2.2 of ETSI TS 183 063 [TSQ83].
Format of DHCP payload

The format of the vendor-specific binary buffer taoning SDF addresses returned by the DHCP s&list of sub-
options starting with sub-option number (one bysel-option length (one byte) and sub-option vélise of bytes).

The following vendor-specific sub-options are dedin

. Sub-Option: IMS_IPTV_SP: Code = 0x01. This optisoyides the name of the Service Provider to connect
to first. It is of variable length and it is MANDAORY

e Sub-Option: IMS-IPTV-SPDOMAIN: Code= 0x02. This apt provides the domain name corresponding to
Service provider. It is of variable length andsiMANDATORY

. Sub-Option: IMS-IPTV-SDF: Code=0x03. This optionries (1) IMS PSI value, (2) the IP Address of the
SDF or (3) the fully-qualified domain name of ther@ce Provider Discovery FE associated. This is
MANDATORY.

. Sub-Option: IMS_IPTV_Presence: Code = 0x04. Thisoopprovides the name of the Service Provider to
connect to first. It is of variable length andstMANDATORY

. Sub-Option: IMS_IPTV_Chatting: Code = 0x05. Thidiop provides the name of the Service Provider to
connect to first. It is of variable length andstMANDATORY

A one byte “enc” field is used to indicate the tygfeencoding.

. If the "enc" field has a value of 0x00, then thidicates an IMS PSI value. The "enc" field is falkdl by the
bytes corresponding to the IMS PSI. This value SHAE used for managed service provider based
discovery.
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If the “enc” field has a value of 0x01, then thiglicates an IP Address. The “enc” field is followmsd4 bytes
corresponding to the IP Address. This value MAYuBed for unmanaged Service Provider Discovery Entry

point function.

If the “enc” field has a value of 0x02, then thiglicates a DNS hostname. The “enc” field is folldviry a
sequence of labels, encoded according to Sectioof RFC 1035 [DOM-NAME]. This value MAY be used

for unmanaged service provider discovery.

The code of OxFF is used to indicate end of thégpuf
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13. UDP

13.1 Protocols for IPTV Service Functions

13.1.1 Scheduled Content

13.1.1.1 Protocol over UNIT-17

When MPEG2-TS are encapsulated directly in UDP (Dsgagram Protocol) the encapsulation SHALL comfoo
ETSI TS 102 034 [TS102034] Section 7.1.2:

The use of RTP or direct UDP encapsulation SHALIsigmalled by Service Discovery and Selection fadthdast.
For unicast in the managed model, SIP OPTIONS SHBelutilized for the signalling.

In addition, it SHOULD be possible for an OITF tetelct the usage of RTP or direct UDP encapsulétydooking for
the value 0x47 in the first byte after the UDP herath case of Direct UDP encapsulation this isfits byte of a 188
byte MPEG2-TS packet which always have the valukrQgynchronization byte of transport stream hedeéer any
other value then RTP encapsulation is used).

13.1.2 CoD

13.1.2.1 Protocol over UNIT-17

The use of UDP on this reference point SHALL beecified in section 13.1.1.1.
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Annex B Example of IPTV Protocol Sequences(Informative)

B.1 IPTV Service Functions Protocol Sequences

B.1.1 COD Sequences
B.1.1.1 RTSP specific usage on UNIS-11 and NPI-10 for the managed model

In this example, the RTSP delivery parameters l@en obtained as indicated in 6.2.2.2  Procedurdricast
Service Session Initiation.

The RTSP URI is: rtsp://Cluster.orangeCDN.net/clieva du_ciel
The session ID is 940211290776250

Cluster

Controller colF

OITF

Step 1 - Play

Step 2 - Play

Step 3 — 200 OK

Step 4 — 200 OK

Step 5 — RTP Stream

Figure 4: RTSP Procedure on UNIS-11 for managed mod el

Step 1:  The OITF sends an RTSP PLAY to the Cluster Coletrol

PLAY rtsp://Cluster.orangeCDN.net/chevaliers_du_ciel
CSeq: 1981
Session: 940211290776250

Step 22 The Cluster Controller forwards the PLAY messagthe CDF

PLAY rtsp://serverl.Cluster.orangeCDN.net/chevaliers_du_ciel
CSeq: 1981
Session: 940211290776250

Copyright 2009 © Members of the Open IPTV Forum



Page 107 (176)

Step 3:  The CDF replies to the Cluster Controller

200 OK
CSeq: 1981
Session: 940211290776250

Step 4: The Cluster Controller replies to the OITF witle #ppropriate RTSP session ID

200 OK
CSeq: 1981
Session: 940211290776250

Step 5: The RTP media starts

B.1.1.2 RTSP specific usage on UNIS-11 and NPI-10 for the unmanaged model

The following example is only one example of pemforg redirection at initiation using the 303 Moveéssage. It
does not take into account the effects of Netwodklress Translation (NAT) (See 7.1.1.1 RTSP for amaged
model UNIS-11 and NPI-10)

Cluster uster
aITF Caontraller Cantroller CDF
Default =]

Step 1 - Describhe

Step 2 - Moved

Step 3 -Descrie Step 4 — Descripe

Step 5200 O SOP

Step 6 —200 OkKIF SOP

Figure 5: RTSP Usage for COD on UNIS-11 and NPI-10

Step 1.  The OITF to the Cluster Controller

DESCRIBE rtsp://Cluster.orangeCDN.net/chevaliers_du_ciel RTSP/1.0
CSeq 1306
Accept: application/sdp

Step 2:  The Cluster Controller responds to the OITF intiigaredirection to Cluster Controller B

RTSP/1.0 302 Moved Temporarily
CSeq 1306
Location: rtsp://Cluster_B.orangeCDN.net/ chevaliers_du_ciel RTSP/1.0
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Step 3.

The OITF sends a DESCRIBE to the indicated CluStartroller

DESCRIBE rtsp://Cluster_B.orangeCDN.net/chevaliers_du_ciel
CSeq: 1979
Accept: application/sdp

Step 4:

The Cluster Controller chooses the appropriate @bd-forwards the DESCRIBE message to it

DESCRIBE rtsp://Serverl.orangeCDN.net/chevaliers_du_ciel RTSP/1.0
Cseq: 1979
Accept: application/sdp

Step 5:

The CDF replies to the Cluster Controller with #ppropriate SDP

200 OK
Cseq: 1979
Content-Type: application/sdp
Content length: .....
/Il SDP/II

Step 6:

The Cluster Controller replies to OITF with thepagpriate SDP

200 OK
CSeq: 1979
Content-Type: application/sdp
Content length: ...
/IISDP Il

B.2 Service Access and Control Function Protocol Sequences

B.2.1 Authentication

B.2.1.1 User Registration and Authentication in a Managed Model

B.2.1.1.1 Default User Identities Registration

The default user IMS Public Identity (IMPU) alloedtto the subscription will be automatically regisd in the
provider network whenever the OITF is turned on.

Figure 6 shows a typical call flow for a defaultofia identity registering in a provider network. & Following is a brief
description of the steps:

Step 1.

Step 2:

Step 3:

The procedure is triggered automatically withaw aser intervention.

The OITF issues an HTTP POST request (See 5.Baedure for User Registration and Authenticaition
the Managed Model on the HNI-IGI Interface).

The IG validates that the request (See 6.3.2.2 ocdeiure for User Registration and Authenticatioa in
Managed Model on UNIS-8).

The IG performs the normal IMS registration praged(See 6.3.2.2 Procedure for User Registratioin a
Authentication in a Managed Model on UNIS-8). I€tlG does not perform IMS registration because the
default identity is already registered (another BI3 activated), the IG still maintains a bindirgfyween the
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IMPU and the new contact (OITF IP address). Thiamseghat the I1G will have to fork an incoming SIP
request intended for the default IMPU to all OITriiges that are currently active in a consumetvoek.

User IPTV

OITE Power on,,

1. HTTP Post (<HTTP Headers>, <SIP
headers>) >

»

>2. Validate Request

3. Perform IMS Registration as per 3GPP
TS 24.229

| 4.200 OK ()

5. Create a Registration State

6. Indication to User
—

Figure 6: Default IMS Public identity Registration procedure in a managed model

Step 4:  The IG returns the outcome of the registratiorcpss to the OITF (See 5.3.6.1 Procedure for User
Registration and Authentication in the Managed Maxethe HNI-IGI Interface).

Step 5:  If the result of the registration procedure iscassful, a registration state is created and miagdan the 1G
which is stateful to the registration process wsuith time as a de-registration occurs. (See 8.3.2.
Procedure for User Registration and Authenticaitioa Managed Model on UNIS-8

Step 6:  Anindication is sent to the user that includes dlitcome of the registration process. (See 5.36daktedure
for User Registration and Authentication in the ldged Model on the HNI-IGI Interface).

B.2.1.1.2 IPTV End User Registration

Figure 7 shows a typical call flow for an IPTV eunser registering a specific IMPU in a provider natkv The
following is a brief description of the steps:

Step 1:  The procedure can be triggered by the user wattimggister himself (a specific IMPU associatethwi
him) in the provider network. Other options (e@onfiguration) can also trigger the procedure.

Step2:  The IG validates the HTTP POST request (See @ 3Rrocedure for User Registration and Authenticati
in a Managed Model on UNIS-8)

Step 3:  The IG performs the normal IMS registration praged(See 6.3.2.2 Procedure for User Registration a
Authentication in a Managed Model on UNIS-8). Tfedoes not perform an IMS registration if this IMPU
is already registered (i.e. another OITF is actisawith the same IMPU registered), the IG maintains
binding between the IMPU and the new contact (OF Rddress). This means that the IG will have t& fo
an incoming SIP request intended for this IMPUIL@4TF entities that are currently active in ansamer
Network and listed as a contact address for thisUM

Step 4:  The IG returns the outcome of the registratiorcpss to the OITF (See 5.3.6.1 Procedure for User
Registration and Authentication in the Managed Maatethe HNI-IGI Interface).

Step 5:  If the result of the registration procedure iscassful, a registration state is created and miagdan the 1G
which is stateful to the registration process with time as a de-registration occurs.(See .3.2.
Procedure for User Registration and Authenticaitiom Managed Model on UNIS-8)
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Steps 6-7: An indication is sent to the user that includesdhtcome of the registration process. (See 5.38dcedure
for User Registration and Authentication in the dged Model on the HNI-IGI Interface).

User IPTV
el = o=l Database Application

1. User Regues;

2. HTTP Post (<HTTP Headers>, <SIP
headers>) J
> 3. Validate Request

4 Perform IMS Registration as per 3GPP
TS 24.229

5. Create a Registration State
for the End user for a
successful registration

6. 200 OK ()

7. Indication to User
—

Figure 7: IPTV end-user IMPU Registration procedure  in a managed model

B.2.1.1.3 IPTV End User De-registration

User de-registration is similar to user registnatiSee 6.3.2.2 Procedure for User Registrationfanttlentication in a
Managed Model on UNIS-8)

The call flow for the de-registration process iswh in Figure 8

User IPTV
Sk e RS Database Application
1. User Reques,
2. HTTP Post (<HTTP Headers>, <SIP
headers>)
> 3. Validate Request
4. Perform IMS De-registration as per
3GPP TS 24.229

5. 200 OK ()

A

6. Delete the registration record

7. Indication to User
—
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Figure 8: IPTV end-user De-registration procedure i  n a managed model

B.2.1.1.4 IPTV Default User De-registration

Default public identity de-registration (see 5.3.8. User De-registration and 6.3.2.2  Procedur&er
Registration and Authentication in a Managed MadeUNIS-8)

The call flow for the de-registration process iswh in Figure 9: IPTV Default Identity De-regisii@at procedure in a

managed model
User IPTV

OITE_Rower ggwn
1. HTTP Post (<HTTP Headers>, <SIP
headers>) >
>2. Validate Request
3. Perform IMS De-registration as per
3GPP TS 24.229
4. 200 OK ()

A

5. Delete the registration record i
this is the last active OITF active
in the residence

6. Indication to User
—

Figure 9: IPTV Default Identity De-registration pro  cedure in a managed model

B.2.1.1.5 Subscription to the registration-state event package

Following the completion of a successful registnatifor a default public identity or the IMPU asmted with a
specific IPTV end-user, the registration applicateHALL subscribe to the Registration event. Thignandatory in
order to notify the OITF of any event concerningisération (e.g., a registration timeout). Thioals the application to
take appropriate action, such as re-registerirtg, et

Figure 10 shows a typical call flow for subscriptito the registration event. The following is agbdescription of the
steps:
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Step 1.

Step 2:

Step 3.

Step 4.

Step 5:

Step 6:

User

OITF IG ASM Database

1. Registration Procedure successfully completed

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP SUSCRIBE Request)

>3. Validate Request

4, SIP SUSCRIBE (event = Registration Event)

6. HTTP 200 OK (<HTTP Headers>, <SIP q—2-200 OK ()
heade‘rs>— SIP Response)

7. HTTP Post (<HTTP Headers>, Pending
Request )

[

" 8.SIP NOTIFY

9. 200 OK (<SIP headers> - SIP NOTIFY Request)

10. HTTP Post (<HTTP Headers>, <SIP
headers>- SIP Response)

11. 200 OK ()

v

Figure 10: Call flow for subscription to the regist ration event

The OITF concludes a successful registration foefault identity or a specific IMPU associatedhagin
IPTV user.

Immediately following a successful registratidm OITF issues an HTTP POST request for subscniptio
the Registration event. (See 5.3.6.1.4 Procedur8dbscription to the Registration Event Package)

The IG validates that the request (See 6.3.2.2 ocdeiure for User Registration and Authenticatioa in
Managed Model on UNIS-8)

The IG performs the normal IMS Subscription precgee 6.3.2.2 Procedure for User Registration and
Authentication in a Managed Model on UNIS-8

The 200 OK is received from the network. (See23 Procedure for User Registration and Authetitina
in a Managed Model on UNIS-8

The IG returns an HTTP 200 OK response to the HPOST that includes the SIP 200 OK response to the
SIP SUBSCRIBE (See 5.3.6.1.4 Procedure for Syttsmni to the Registration Event Package)

Steps 7-11:  The mechanism for receiving and acknowledgingStieNOTIFY from the network are covered in Steps

71to 11. (See 5.3.6.1.4 Procedure for Subscrifidhe Registration Event Package)

B.2.2 IPTV Service Profile Manipulation through XCAP

This Section shows an example flow for Service iIRrdflanagement based on XCAP for IPTV Service Reatcess
and manipulation.
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OITE IPTV Metadata IPTV Application IPTV Service
Control FE EE Profile FE
- ———— - UNIS6 = = = = e e e e e e e e e — ol - — - —— — = NP7 = — — — — — — —
1.- HTTP GET(Request for selection App.) -
2.- Request for user’s profile———»
6.- Per user data [-———————3.- User’s profile——————
profile
manipulation 4.- Presentation layer
(subsc. to adapation according
Seviceld) user’s profile
[«)——— 5.- HTTP Response (xHTML + ECMA Script for XCAP’s based User data manipulation}————
DAE Funcién in case of \4_ —_—— | — — NP — — — — —f — — — — —

ECMA Script. 2. . L . -
Optionally, User Profile .- HTTP PUT://[RootURIJ/[AUID] [XUl}/[Ser 1 P

Mangment function in case 8.- Policy Control
native XCAP client ECAP Request (Validation)
FFS
B:AP Respose Service profile
update
-t 9. — 200 OK ()
| ——————————— UNIS-7— — — — — — — — — — — —| |

10.- Metadata Update Request (ServicelD)———m|

[-#———11.- Metadata Update Response (ServicelD}——————

Figure 11: Service Profile Management Based on XCAP

Step 1:  After OITF start up, registration and authenticatithe DAE client in the OITF automatically reqisethe
service related presentation layer through the UBliGterface. The User is identified via a HTTP deaor
specific parameters in the URI.

Step 2-3: The IPTV Application FE retrieves the IPTV Servemfile associated with this user from the IPT\W&=
Profile FE.

Step4:  The IPTV Application FE customises the pages atiogrto the IPTV Service Profile.

Step 5:  The personalised presentation pages are downldadbd OITF. If the IPTV Service Profile expligit
indicates permission for service profile manipwatian ECMA script supporting XCAP as defined in
RFC 4825 [XCAP] is also downloaded.

Step 6- 7. When the user decides to add or update a spseificce, an XCAP request is sent. The XUI parameilé
carry the IMPU of the User.

Note. Optionally, an embedded XCAP client couldsbpported.

Note that UNIP-1 reference point is used by thidvECscript/DAE application.

Step 8:  IPTV Service Profile FE shall validate the requéstalidated, the subscription profile data is apetl.
Step9: A HTTP 200 OK is returned as successful answéngaequest.

Step 10:  If required the Metadata Client in the OITF will request Migta Control FE ,the metadata related to the
service the user has subscribed to. The acces$iglimode, but does not preclude accessing M&etada
multicast mode.

Step 11:  Carries a response back from the Metadata CoREolia the Metadata client to the DAE Application.
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B.2.3 Setup of RTSP/RTCP performance monitoring for CoD Session in
Managed Networks over UNIT-18

In this example, it is assume that the OITF hasenstd the SDP information via SIP OPTIONS andRASP
DESCRIBE between CC and CDF as per Section. 7.1.1Specifically, the SDP information consistswbt‘a="
lines each describing the cumulative and samplertieyyg metrics the Service Provider wants to reedor the media,
and optionally a b=RR: line specifying the receisdrandwidth for RTCP reporting. e.g.:

a=0IPF-QoS-Metrics:cumul-metrics=OIPF-BasicPerfMantiISubsetl;rate=2;
a=rtcp-xr:OIPF-BasicPerfMonSampleSubsetl
b=RR:1000

The CoD session is initiated via SIP and the CiuStntroller triggers an RTSP SETUP to the Conigltvery
Function (CDF). The request contains the QoS Meiricluded in the request by the OITF; these magXaetly the
same as the values in the RTSP SDP or the OITHetest to change some values due to reasonssumEndwidth
limitations. Assuming the change is acceptablén¢éoGDF, the CDF acknowledges the request by echibn@oS
Metrics Header and its content in the response.d®dorwards the response downstream in the form SiP
response message.

In the example below, the OITF has agreed to rapertumulative QoS metrics as proposed by theesefhis set of
metrics is only an example.

Note that by selecting and setting up a particstie@am, the OITF is also accepting the requestippart sample
metrics reporting. This is standard RTSP behaviour.

In the call flow below, only the RTSP messages betwCC and CDF are included (not all headers arersin the
examples):

CC->CDF:

SETUP rtsp://fexample.com/foo/bar/baz.rm RTSP/1.0
CSeq: 1
OIPF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";
cumul-metrics=OIPF-BasicPerfMonCumulSubsetl;rate=2

CDF->CC:

RTSP/1.0 200 OK
CSeq: 1
OIPF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";
cumul-metrics=OIPF-BasicPerfMonCumulSubsetl;rate=2

After the time in seconds specified by the “ratepatameter, the OITF will send its first reportngsa
SET_PARAMATER request with the OIPF-QoS-Feedbackdde and the parameters belonging to the metridanse
this case reduced for clarity).

OITF>CDF:

SET_PARAMETER rtsp://example.com/foo/bar/baz.rm RTSP/1.0
CSeq: 3
OIPF-QoS-Feedback: url:"rtsp://example.com/foo/bar/baz.rm"; //
PacketsDiscarded={15};PacketsOutOFSequence={2}; //
PacketsRecieved={151}

In order to enable the server to request QoS metrics on-demand, the GET_PARAMETER method is used.
CDF>0ITF:
GET_PARAMETER rtsp://example.com/foo/bar/baz.rm RTSP/1.0

CSeq: 15

Session: 13320

OIF-QoS-Feedback: url:"rtsp://example.com/foo/bar/baz.rm"; //
OlIF-BasicPerfMonCumulSubsetl

OITF->CDF:
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RTSP/1.0 200 OK
CSeq: 15
Session: 13320
OIF-QoS-Feedback: url:"rtsp://example.com/foo/bar/baz.rm";//
PacketsDiscarded={125};PacketsOutOfSequence={20};//
PacketsReceived={2651};PacketsLost={7};DecodedFrames={1034}; //
LostFrames={2};DecodingErrors={25}

B.2.4 Specifying metrics for RTSP/RTCP performance monitoring
This annex provides examples of how to specify Qpar/ Forum specific metrics.

Cumulative metrics are defined in the following man For illustrative purposes, the metrics seaised
OIPF-BasicPerfMonCumulSubset1. The following cumulative metrics values from TR51[FR135]
have been selected :

. from the .STBService.{i}.ServiceMonitoring.MainStmn.{i}. Total. RTP Stats. object:

- PacketsDiscarded, or late packets

PacketsOutOfSequence, or reordered packets

- PacketsReceived and,

PacketsLost, which is equal to the value of “curiubanumber of packets lost” in the RTCP Receiver
Report.

. from the .STBService.{i}.ServiceMonitoring.MainStmen.{i}. Total.VideoDecoderStats. object:
- DecodedFrames and,
- LostFrames

. from the .STBService.{i}.ServiceMonitoring.MainStmn.{i}. Total. AudioDecoderStats. object:
- DecodingErrors

As specified in section 7.2.1  Performance Monitgrover UNIT-18, these metrics are set up usingthef-
QoS-Metrics header and reported using OIPF-QoSHatdheader, e.g., a CC indicating setup ofQHeF-
BasicPerfMonCumulSubsetl set of metrics would send:

CC->CDF:

SETUP rtsp://fexample.com/foo/bar/baz.rm RTSP/1.0
CSeq: 1
OIF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";//
cumul-metrics=OIF-BasicPerfMonCumulSubset1;rate=2

The OITF would send the following message as aomespto a GET_PARAMETER request:
OITF->CDF:

RTSP/1.0 200 OK
CSeq: 15
Session: 13320
OIF-QoS-Feedback: url:"rtsp://example.com/foo/bar/baz.rm";//
PacketsDiscarded={125};PacketsOutOfSequence={20};//
PacketsReceived={2651};PacketsLost={7};DecodedFrames={1034}; //
LostFrames={2};DecodingErrors={25}

Open IPTV Forum specific sample metrics are repouting Extended Report blocks (XR) as per RFC 3611
[RTCP-XR]. These blocks are appended to the RTGiiRer Reports, and may contain transport layevelsas
application layer sample metrics. The RTCP ReceReagort including a XR extended report block woolok as
follows:

Copyright 2009 © Members of the Open IPTV Forum



Page 116 (176)

0 1 2 3
0123456789012345678901 2345678901
S I L O R L o L e
header |[V=2|P| RC | PT=RR=201 | length |
S I L O R L o L e
| SSRC of packet sender |
S e S R R R e R e +==+=+=+=+=+=+=+=+=+
report | SSRC_1 (SSRC of first sour ce) |
block +-+-+-+-+-+-+-+-+-+-+-+-F-+-F-F-+-+-F-+-+-+- e s T s
| fraction lost | cumulative number of packets lost |
T T O O R A TH I P A O TR T U O T e ST S S +otot-tt-t -ttt
| extended highest sequence number received |
S I L O R L o L e
| interarrival jitter |
S I L O R L o L e
| last SR (LSR) |
T T O O R A TH I P A O TR T U O T e ST S S +otot-tt-t -ttt
| delay since last SR (DLS R) |
S I L O R L o L e
|[V=2|P|reserved | PT=XR=207 | length |
XR  +-+-+-t+-t-t-t-t-t-t-t-F-t-t-t-ttt-tt-t-t- +otot-tt-t -ttt
report | SSRC |
block +-+-+-+-+-+-+-+-+-+-+-+-F-+-+-F-+-+-F+-+-+-+- e s T s
| BT | type-specific | bl ock length |
S I L O R L o L e
type-specific block contents :
T T O O R A TH I P A O TR T U O T e ST S S +otot-tt-t -ttt

The following basic metrics are selected from TR-IBR135] a®OIPF-BasicPerfMonSampleSubsetl
( metrics are same as for cumulative reporting lnmfdifferent TR-135 objects):

. from the .STBService.{i}.ServiceMonitoring.MainSte.{i}. Sample.RTPStats object:
- PacketsDiscarded, or late packets
- PacketsOutOfSequence, or reordered packets
- PacketsReceived and,

- PacketsLost, which is equal to the value of “curtibanumber of packets lost” in the RTCP Receiver
Report.

. from the .STBService.{i}.ServiceMonitoring.MainSte.{i}. Sample.VideoDecoderStats object:
- DecodedFrames and,
- LostFrames

. from the .STBService. {i}.ServiceMonitoring.MainSten.{i}. Sample.AudioDecoderStats:

- DecodingErrors
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The RTCP XR packet will be:

0 1 2
012345678901234567890123
L S LU L S Y S O S
|[V=2|P|reserved | PT=XR=207 | le
e et e s e e st i it
| SSRC
L S LU L TS Y S O S
| BT=x | reserved | block
e et e s e e st i it
| SSRC of source
L S LU L S Y S O S
| PacketsDiscarded | PacketsOut
L S L SR L S Y S O S
| PacketsReceived | DecodedFra
e et e s e e st i it
| LostFrames | DecodingEr
L S L U L S Y S O S

3
45678901
e
ngth |
T R
+-+-+-+-+-|+-+-+-+
length |
T R
+-+-+-+-+-|+-+-+-+
OfSequence |
e
mes |
T R
rors |
dottot ot bttt

where
. block length: 16 bits

The length of this report block, including the headn 32-bit words minus one. If the block typefidition
permits, zero is an acceptable value, signifyitpak that consists of only the BT, type-specifind block
length fields, with a null type-specific block cents field.

. SSRC of the source:
The SSRC of the RTP data packet source being expagon by this report block.

Note: The value of the Block Type (BT) is currently sairtdefined, or “x”. This value is to be set accioglto the
value allocated by IANA for each set of metriccjeal.

B.3 Communication Services

B.3.1 Instant Messaging

B.3.1.1 Originating Instant Messages
Instant messaging uses paging mode, thereforglitres a session to be established between therg.pe

Figure 12 shows a call flow for an IPTV end-useroiking the Instant Messaging service. Below isiaflatescription
for the call flow:

Step 1:  The user invokes the instant messaging optiothe®©ITF.

Step 22 The OITF issues a message request to the IG58e21.1  Procedure for OITF Originating an Instan
Messaging)

Step 3:  The IG validates the request. (See 6.4.2.1  Ewedor Instant Messaging on UNIS-8)

Step 4. The IG issues a SIP MESSAGE to the messaging.s@&e 6.4.2.1 Procedure for Instant Messaging on
UNIS-8)

Step 5:  The server accepts the request with a SIP 200eSponse.

Step 6:  The IG returns an HTTP 200 OK response to the PIPDST that includes the SIP 200 OK response to the
SIP MESSAGE
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— P2P
Authentication Communication
OITE G and Session Enabler

Management

(Messaging Enabler

1. User Invoke Messaging Option
_—

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP MESSAGE Request)
»

>3. Validate Request

4. SIP MESSAGE

»

SIP: MESSAGE () N

_ 5.200 OK
200 OK <

<

6. HTTP 200 OK (<HTTP Headers>, <SIP
_,_headers>- SIP Response)

<

Figure 12: Instant Message Origination Call Flow

B.3.1.2 Incoming Instant Messages to IPTV end-users

Figure 13: Incoming Message Call Flow, shows aftalV for an incoming instant message to an IPTd-arser.
Below is a brief description for the call flow:

Copyright 2009 © Members of the Open IPTV Forum



Page 119 (176)

P2P
Communication

Authentication

OITE G and Session
Manajement

Enabler
(Messiaging)

1. SIP: MESSAGE ()

<

SIP: MESSAGE ()

<
<

2. Notification mechanism (<SIP headers> - SIP
MESSAGE Request)

3. HTTP Post (<HTTP Headers>, <SIP
headers>)

[
L

4. 202 Accepted

»
»

202 Accepted

Display Page showing
received message

v

Figure 13: Incoming Message Call Flow
Step 1.  The IG receives an incoming SIP MESSAGE
Steps 2-4: The IG forwards the SIP MESSAGE to the OITF (Sek2.1.2  Incoming Instant Messaging Procedure)
B.3.2 Caller ID
B.3.2.1 Caller ID as a DAE or Embedded Application

Caller ID is identical to an incoming message tdRiRV end user. See 5.4.1.1 Procedure for Indteastsage Based
Caller ID and 6.4.2.1  Procedure for Instant Mesgagn UNIS-8 for details.

Figure 14 shows a call flow for Caller ID
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P2P
Communication

Authentication

OITE G and Session
Manajement Enabler

(Messiaging)

1. SIP: MESSAGE ()

<

SIP: MESSAGE ()

<
<

2. Notification mechanism (<SIP headers> - SIP
MESSAGE Request)

3. HTTP Post (<HTTP Headers>, <SIP
headers>)

[
L

4. 202 Accepted

»
»

202 Accepted

v

Display Page showing
received message

Figure 14: Caller identification Call Flow

B.3.2.2 Communication Services — Telephony service (Caller identification) for an
incoming IMS voice call.

The IPTV solution provides a mechanism to enabdeptiesentation of information on incoming IMS voazdls.

The managed networks, such as IMS, provide capatiliconnect multiple end-user terminals to comitation
services such as telephony service. The IMS Gatewlaile registered to the IMS network, may alsceiee incoming
SIP voice sessions and indicate the related infoom#o the end-user.

The following figure shows a call flow with a callielentification based on the regular SIP INVITEuest that is
forwarded in parallel to the IMS Gateway and wwo&e capable SIP/IMS UE. The IG gateway forwardsrequest
towards the OITF, and also responds to the requieisiproper SIP response messages. The OITF gisagable
indication to the end-user and the end-user cawexrrthie incoming voice session using any of theice capable
clients connected to the IMS network.
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P2P
OITF IMS - Communication inati
Authentication Originating
UE Gateway and Session Enabler Network
Mananement (Telephony)
L. INVITE
2. INVITE
5a. Notify OITF 3 INVITE >
about an incoming .
call 4a. INVITE |4
< 4b, INVITE
6a. Not supported | 7a. 415
7h. 200 OK >
8. 2000K
9.200 OK |
10, 200 OK -

Figure 15: IMS telephony service based caller ident ification

The following procedure is supported in the OITFdaller identification

Step 1.
Step 2:

Step 3:
Step 4

Step 5a:

Step 6a:
Step 7a:

Step 7b:

Step 8:
Step 9:

The incoming voice session is forwarded to thé-eser's IMS provider.

Based on the initial filter criteria evaluatiohetrequest is routed to the P2P communication enabl
(Telephony service) in order to inform the P2P camitation enabler of the incoming call.

The request is routed back to the IMS network.

Based on the user’s terminal(s)” registrationrimfation, configuration and terminal(s) capabititithe
session is routed to one or more user end deuitdisis example, the end user has a voice capdBIRMS
UE and the IMS Gateway registered with the samdipuber identity. A parallel forking is used armebt
INVITE is routed to:

4a. to the IMS gateway.
4b. and to the voice capable SIP UE.

The IMS Gateway sends a natification of the ingaptall to the OITF. The following information cée
presented to the OITF user:

e Session Originator: extracted from the P-Asserted-ldentity header
e Called party information: indicates the called party, extracted from the RedaParty-1D
header

The above parameters are based on SIP/SDP héadeesSIP INVITE request based RFC 3261 [SIP] and
RFC 3455 [RFC3455].

The OITF answers and replies with an indicathmat & voice call is not supported.

Response to the session setup is sent from the@WSo the IMS network (e.g. 415 Unsupported Media
Type). The IMS network does not continue the djalath the OITF but waits for the response from $iE
UE.

Parallel to the request 7a, the voice capabld JHRinswers the call and sends a 200 OK reply toMig:
network. Note that the normal session setup madwydiecother SIP responses, e.g. 183 Session Progress
however, these are not shown here.

The 200 OK is routed to the P2P communicatiorbkma

The 200 OK is routed back to the IMS network.
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Step 10: The 200 OK is routed back to the originating netwo

B.3.3 Presence

B.3.3.1 End User Presence Services

The following is a list of Presence related serviagailable to an IPTV end user:
. Subscription to Presence for one or multiple target
. Cancellation of Presence subscription for one dtipte targets

. Publishing presence information related to an IR user

B.3.3.2 Subscription to Presence

Figure 16 shows a call flow for an IPTV end- usdvscription to Presence. Below is a brief desaiptf the call
flow:

Step 1:  The procedure can be triggered by the user, tireugenu selection, invoking the Presence option.

Step2:  The OITF issues a request to subscribe to Pres&ee 5.4.4.1  Procedures for Subscription toeRoes
on the HNI-IGI).

Step 3:  The IG validates that the request includes allrttandatory SIP headers for the subscription psodéd® IG
rejects a request that does not include all mang&td® headers.

Step4:  The IG issues a SIP SUBSCRIBE to the Presena.sBee 6.4.3.1 Procedure for Presence on UNIS-8.
Step 5:  The server accepts the request with a SIP 200e9p0onse.

Step 6:  The IG returns an HTTP 200 OK response to the PIPDST (step 2) that includes the SIP 200 OK
response to the SIP SUBSCRIBE.

Steps 7-10:  These steps show the mechanism for OITF to re¢ke&/&lOTIFY message. See 5.4.4.1  Procedures
for Subscription to Presence on the HNI-IGI.

Step 11:  The IG forwards the SIP 200 OK to the networkyAnbsequent notification messages incoming to the
OITF shall be included in a HTTP 200 OK responsth&oHTTP POST in step 10.
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— P2pP
Authentlca_tlon Communication
OITE IG- and Session Enabler

Management (Presence Enabler)

1. User Invoke Presence Option
—_—

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP SUSCRIBE Requsst)

>3. Validate Request

4. SIP SUBSCRIBE

SIP: SUBSCRIBE () N

_ 5.200 OK
200 OK <

<«

6. HTTP 200 OK (<HTTP Headers>, <SIP
headers>- SIP Response)

<
<

7.HTTP Post (<HTTP Headers>, Pending
Request ) N
Lad

8. NOTIFY (Presence information)

<

&
<«

9. 200 OK (<SIP headers> - SIP NOTIFY Request)

<&
<

10. HTTP Post (<HTTP Headers>, <SIP
headers>- SIP Response);

11. 200 OK ()

A A

Figure 16: Subscription to Presence

B.3.3.3 Cancellation of Presence Subscription

Figure 17 shows a call flow for an IPTV end- usanaellation to an existing subscription to PreseBetow is a brief
description of the call flow:

Step 1.  The procedure can be triggered by the user, ¢ireumenu selection, invoking the Presence option.

. The OITF issues to cancel the presence subscrifft@® 5.4.4.2  Procedure for Cancellation of a
Subscription to Presence on the HNI-IGI)

Step 2. The IG validates that the request includes allittandatory SIP headers for the subscription psodéwe |G
rejects a request that does not include all mang&tP headers.

Step 3: The IG issues a SIP SUBSCRIBE with an Expiry twh@ to the Presence sever.
Step 4: The server accepts the request with a SIP 200e3B0onse.

Step 5: The IG returns an HTTP 200 OK response to the PIPOST that includes the SIP 200 OK response to the
SIP SUBSCRIBE
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— P2P
Authentication Communication
OITE G and Session Enabler

Management (Presence Enabler)

1. User Invoke Presence Cancellation Option

.

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP SUSCRIBE Requfst)
»

>3. Validate Request

4. SIP SUBSCRIBE

»

SIP: SUBSCRIBE () N

_ 5.200 OK
200 OK <

<

6. HTTP 200 OK (<HTTP Headers>, <SIP
headers>- SIP Response)

<
<

Figure 17: Cancellation of Presence Subscription

B.3.3.4 Publishing Presence Information

Figure 18 shows a call flow for an OITF publishm@resence event to a server. Below is a briefriggisn of the call

flow:

Step 1:

Step 2:

Step 3:
Step 4
Step 5:

The OITF publishes presence information to theS€e 5.4.4.4  Procedure for Publishing Presence
information

The IG validates that the request includes @&lIrttandatory SIP headers for the publication proddss IG
rejects a request that does not include all mang&tP headers.

The IG issues a SIP PUBLISH to the Presence sever
The server accepts the request with a SIP 200e5p0onse.

The IG returns an HTTP 200 OK response to the PIPOST (from step 1) that includes the SIP 200 OK
response to the SIP PUBLISH
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Authentication

OITE and Session
Management

1. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP PUBLISH Requsst)

>2. Validate Request

3. SIP PUBLISH

»

SIP: PUBLISH ()

P2P
Communication
Enabler
(Presence Enabler)

_ 4.200 OK

A 4

200 OK <

A

5. HTTP 200 OK (<HTTP Headers>, <SIP
headers>- SIP Response)

P
<«

Figure 18: Publishing a Presence Event
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Annex C Example Messages (Informative)

C.1 IPTV Service Functions Message Examples

C.1.1 Example Messages for CoD session setup in a Managed Network

n et

Iptv_service_control.orange.com

9- 200 OKa
3-INVITE a
B J1IANI -¥
€ X0 00C -0l

1- INVITE & 2-INVITE a (
§ NS
u R 200 OK - 11 ’
\
\ R2000K-12 S )
Alice IG pcscf.orange.com © scscl.orange.com .
(@) —
=
S <
« 5
& 5

7-200 0K a
B 31IANI -9

Rennes_Cluster_Controller.orange.com

Figure 19: COD Session Set Up Sequence

Note: The IG had received in the response to the REERSThe service route e.g.
<sip:pcscf.orange.com:5060;Ir;comp=sigcomp> <sgrEorange.com:5060;Ir; comp=sigcomp>
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The following Request_URI example is for the HDsien of the movie “Twister”. In the BCG, Twister $ignalled
with the CRID: “CRID://warnerbros.com/Twister” atite HD instance is signalled with the IMI: “imi:HD”

Note: One or more of the characters “.”, “/” and i# the example below may need to be escaped & @62, %2F
(“/") and %23 (“#”) depending on the restrictiomaposed by the SIP Request URI.

In the call flows below, unchanged information €afthe = sign) in any step are left blank.

Stepl: Alice IG to P-CSCF:

INVITE sip: IPTV_COD_SERVICE_warnerbros.com/Twister #HD@orange.com SIP/2.0 //CRID before @
Via: SIP/2.0/UDP 172.102.12.5:5061 //where to send the response
Max-Forwards: 70
Route: <sip:pcscf.orange.com:5060;Ir;comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir;comp=sigcomp>
From: AlicelG <sip:alicelG@orange.com>;tag=19283017 74 /[ tag for integrity verification
To: sip: IPTV_COD_SERVICE_warnerbros.com/Twister#HD @orange.com // same as request URI
CSeq: 314159 INVITE
Contact: <sip: 172.102.12.5:5061;transport=UDP>
Content-Type: application/sdp
Content-Length: (..)

v=0

o=AlicelG 2890844527 2890844527 IN IP4 172.102.12.5

s=Streaming Session

i=A Streaming session declared within the session d escription protocol
t=0

m=application 9 TCP iptv_rtsp // media line for RTS P control protocol
c=INIP4 172.102.12.5

a=connection:new

a=setup:active

m=video 6666 RTP/AVP 33// video
c=INIP4 172.102.12.5

b= AS:4000

a=rcvonly

Step 2: P-CSCF to S-CSCF in ASM

INVITE

Via: SIP/2.0/UDP pcscf.orange.com:5060, SIP/2.0/UDP 172.102.12.5:5061
Max-Forwards: 69

Route: <sip:scscf.orange.com:5060;Ir>

Record-Route: <sip:pcscf.orange.com:5060;Ir;,comp=si gcomp>
From:

To:

CSeq:

Contact:

Content-Type:

Content-Length: (..)

V=
o=
S=
i=
=
m=
c=
a=
a=

m=
c=
b=
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Step 3: S-CSCF to IPTV Control

INVITE

Via: SIP/2.0/UDP scscf.orange.com:5060, SIP/2.0/UDP
SIP/2.0/UDP 172.102.12.5:5061,

Max-Forwards: 68

Record-Route: <sip:scscf.orange.com:5060;Ir,comp=si
<sip:pcscf.orange.com:5060;Ir;,comp=sigcomp>

From:

To:

CSeq:

Contact:

Content-Type:

Content-Length: (..)

V=

o=

S=

pcscf.orange.com:5060,

gcomp>

Steps 4-5: IPTV Control to CDN Controller via S-CSCF

INVITE sip: CDN_Controller@orange.com SIP/2.0

Max-Forwards: 66

Route: <sip:CDN_Controller.orange.com:5060;Ir>

Record-Route: <sip:scscf.orange.com:5060;Ir;comp=si
<sip:IPTV_SCSCF.orange.com:5060;Ir;comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir;comp=sigcomp>,
<sip:pcscf.orange.com:5060;Ir;comp=sigcomp>

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)
V=

gcomp>,
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Step 6: CDN Controller to Rennes Cluster Controller

INVITE sip:Rennes_Cluster_Controller@orange.com SIP 2.0

Record-Route: <sip:CDN_Controller.orange.com:5060;] r,comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir,comp=sigcomp>,
<sip:IPTV_SCSCF.orange.com:5060;Ir,comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir, comp=sigcomp>,
<sip:pcscf.orange.com:5060;Ir;comp=sigcomp>

Max-Forwards: 65

Route: <sip:Rennes_Cluster_Controller.orange.com;lr >

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)
V=

Step 7:  Cluster Controller Reply to the CDN Controller

SIP/2.0 200 OK

Via: SIP/2.0/UDP CDN_Controller.orange.com
Record-Route: <Rennes_Cluster_Controller.orange.co m;Ir,comp=sigcomp>

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)

v=0

0= Rennes_Cluster_Controller IN IP4 Rennes_Cluster_ Controller.orange.com
S=

i=

c=IN IP4 Rennes_Cluster_Controller.orange.com

t=0

m=application 999 TCP iptv_rtsp // media line for R TSP control protocol chosen by CC
a=connection:new
a=setup:passive
a=fmtp:iptv_rtsp h-uri=rtsp://Rennes_Cluster_Contro ller.orange.com/Twister ;
h-session = 940211290776250

m=video 7777 RTP/AVP 33// server video port
a=sendonly
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Steps8-12: 200 OK sent back to Alice IG using the same route

C.2 Communication Services Message Examples

C.2.1 Examples of HNI-IGI Message mapping to SIP

The sample mappings provided in this Section atased on Chat and Presence. They are not exhaustive

The main use cases described in the Open IPTV iemattArchitecture document are covered:

Presence
- Publication
Subscription
- Notification
Chat
- Init

Outgoing message (standard)
Outgoing message (isComposing)
Incoming message

Teardown

As an illustration, a typical IMS presence docunisralso presented at the end of the Section.

C.2.1.1 Presence
C.2.1.1.1 Initial publication

HNI-I1GI Interface

S| P equivalent

POSTIG_URISIP

X-OITF-Request-Line: PUBLISH sip:david@oiptv.org
SIP/2.0

Host : 192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OITF-Expires: 3600
X-OITF-Event: presence

X-OITF-Call-1d:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

X-OITF-CSeq: 1 PUBLISH
X-OITF-Content-Type: application/pidf+xml
X-OITF-Content-length: (...)

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="1.0' encoding='"UTF-8' ?>
<presence xmlns='urn:ietf:params:xml:ns:pidf'

PUBLISH sip:david@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
To: sip:david@oiptv.org
CSeq: 1 PUBLISH

Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

Max-forwards: 10

Expires: 3600

Event: presence

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="'1.0' encoding='"UTF-8' ?>

<presence xmins="urn:ietf:params:xml:ns:pidf'
entity="sip:david@oiptv.org'>

</presence>
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entity="sip:david@oiptv.org'>

</presence>

HTTP/1.1 200 OK
X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org

X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

X-OITF- CSeq: 1 PUBLISH
X-OITF- SIP-ETag: 1514024804
X-OITF- Expires: 6002
X-OITF-Content-Length: 0
Content-Length: O

SIP/2.0 200 OK

\Via: SIP/2.0/UDP

10.194.56.134:5060;branch=z29n4bK61C529E16989
From: sip:david@oiptv.org;tag=48240713

To: sip:david@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 1 PUBLISH

Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Expires: 6002
SIP-ETag: 1514024804
Content-Length: 0

Notes:

Specifying both a ‘From’ and a ‘To’ allows an idiyto publish on behalf of another identity

Here the server has requested a shorter expirati@that will be handled internally by the IG

C.2.1.1.2 Updated publication

HNI-IGI Interface

SIP equivalent

POSTIG_URI/SIP

X-OITF-Request-Line: PUBLISH sip:david@oiptv.org
SIP/2.0

Host : 192.168.1.1

X-OI TF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OITF-Expires: 3600
X-OITF-Event: presence

X-OITF- CSeq: 2 PUBLISH

X-OITF- Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x

X-OITF- SIP-if-match: 15140248043
X-OITF- Content-Type: application/pidf+xml
X-OITF- Content-length: (...)

Content-Type: application/pidf+xml
Content-Length: (...)
<?xml version="1.0' encoding="UTF-8' ?>

<presence xmlns='urn:ietf:params:xml:ns:pidf'
entity="sip:david@oiptv.org">

</presence>

PUBLISH sip:david@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
To: sip:david@oiptv.org
CSeq: 2 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

Max-forwards: 10

SIP-if-match: 15140248043

Expires: 3600

Event: presence

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="1.0' encoding="UTF-8' ?>

<presence xmlns='urn:ietf:params:xml:ns:pidf'
entity="sip:david@oiptv.org>

</presence>

HTTP/1.1 200 OK
X-OITF-Response-Line: SIP/2.0 200 OK

SIP/2.0 200 OK
Via: SIP/2.0/UDP

X-OITF-From: sip:david@oiptv.org

10.194.56.134:5060;branch=z9h4bK61C529E16989
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X-OITF-To: sip:david@oiptv.org

X-OITF-Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x
X-OITF- CSeq: 2 PUBLISH

X-OITF- SIP-ETag: 7816034523

X-OITF- Expires: 600

X-OITF-Content-Length: 0Content-Length: 0

From: sip:david@oiptv.org;tag=48240713

To: sip:david@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 2 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x
Expires: 600

SIP-ETag: 7816034523

Content-Length: 0

Notes:

SIP-IF-Match As retrieved from the previous pultica acknowledgment

C.2.1.1.3 End of publication

HNI-IGI Interface

S| P equivalent

POSTIG_URI/SIP
Host:192.168.1.1

X-IOTF-Request-Line: PUBLISH sip:david@oiptv.org

SIP/2.0

X-OI TF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OI TF-Expires: 0

X-OITF-Event: presence
X-OITF-CSeq: 3 PUBLISH

X-OITF- Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF- SIP-if-match: 78160345234
X-OITF- Content-Type: application/pidf+xml
X-OITF- Content-length: O

Content-Type: application/pidf+xml
Content-Length: O

PUBLISH sip:david@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
[To: sip:david@oiptv.org
CSeq: 3 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Max-forwards: 10

SIP-if-match: 78160345234
Expires: 0

Event: presence

Content-Type: application/pidf+xml
Content-Length: O

HTTP/1.1 200 OK

X-OI TF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org

X-OITF-To: sip:david@oiptv.org

X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF-CSeq: 3 PUBLISH
X-OITF-Content-Length: 0
Content-Length: O

SIP/2.0 200 OK

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713

To: sip:david@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 3 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Content-Length: 0

Notes:

Sip-if-match as retrieved from the previous pullmaacknowledgment

C.2.1.1.4 Initial subscription

HNI-IGI Interface

S| P equivalent

POSTIG_URI/SIP

X-OITF-Request-Line: SUBSCRIBE
sip:fouz@oiptv.org SIP/2.0

SUBSCRIBE sip:fouz@oiptv.org SIP/2.0

\Via: SIP/2.0/UDP
10.193.106.81:5060;branch=z9nG4bK1AD46E5D1E
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HNI-IGI Interface

SIP equivalent

Host : 192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:fouz@oiptv.org
X-OITF-Expires: 3600
X-OITF-Event: presence
X-OITF-Accept: application/pidf+xml
X-OITF- CSeq: 4 SUBSCRIBE

X-OITF- Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

X-OITF- Content-length: O
Content-length: 0

From: sip:david@oiptv.org;tag=2764425547
To: sip:fouz@oiptv.org
CSeq: 4 SUBSCRIBE

Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Contact:
<sip:david@10.193.106.81:5060;transport=UDP>

Expires: 3600

Event: presence

IAccept: application/pidf+xml
Content-length: 0

HTTP/1.1 200 OK

X-Ol TF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip: fouz@oiptv.org

X-OITF-Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF-CSeq: 4 SUBSCRIBE
X-OITF-Expires. 6005
X-OITF-Content-Length: 0Content-Length: 0

SIP/2.0 200 OK

\Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z29h4bK61C529E16989

From: sip:david@oiptv.org;tag=2764425547

To: sip:fouz@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 4 SUBSCRIBE

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Expires: 6005
Content-Length: 0

Notes:

Here the server has requested a shorter expir@tienthat will be handled internally by the IG

C.2.1.1.5 Notification (individual)

HNI-IGI Interface

S|P equivalent

HTTP 200 OK
X-OITF-Response-Line: NOTIFY

X-OITF-From: sip:fouz@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OITF-Event: presence
X-OITF-CSeq: 1001 NOTIFY

X-OITF-Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x

X-OI TF-Subscription-State: active; expires=600
X-OITF-Content-Type: application/pidf+xml
X-OITF-Content-L ength: (...)

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"
entity="sip:fouz@oiptv.org">

</presence>

sip:david@10.193.106.72:5060;transport=UDP SIP/2Via: SIP/2.0/UDP

NOTIFY sip:david@10.193.106.72:5060;transport=U
SIP/2.0

10.194.117.18:5060;branch=z29hG4bK0014c262ba5q
From: sip:fouz@oiptv.org;tag=10014c262ba5d
ITo: sip:david@oiptv.org;tag=2764425547
CSeq: 1001 NOTIFY

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Subscription-State: active; expires=600

Contact: <sip:10.194.117.18:5060;transport=UDP>
Event: presence

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"
entity="sip:fouz@oiptv.org">

</presence>
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Note that an acknowledgment from the |G to the oekvis required but not described here.

C.2.1.1.6 Subscription Refresh

HNI-I1GI I nterface

SIP equivalent

POSTIG_URISIP

X-OITF-Request-Line: SUBSCRIBE sip:fouz@oiptv.q
SIP/2.0

Host: 192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:fouz@oiptv.org
X-OITF-Expires. 3600
X-OITF-Event: presence

X-OI TF-Accept: application/pidf+xml
X-OITF-CSeq: 5 SUBSCRIBE

X-OITF-Call-I1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF-Contact:
<sip:david@10.193.106.81:5060;transport=UDP>

X-OITF-Content-length: 0
Content-length: 0

SUBSCRIBE sip:fouz@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.193.106.81:5060;branch=z9hG4bK1AD46E5D1E

From: sip:david@oiptv.org;tag=2764425547
To: sip:fouz@oiptv.org
CSeq: 5 SUBSCRIBE

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Contact:
<sip:david@10.193.106.81:5060;transport=UDP>

Expires: 3600

Event: presence

IAccept: application/pidf+xml
Content-length: 0

L

HTTP/1.1 200 OK

X-OI TF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip: fouz@oiptv.org

X-OITF-Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF-CSeq: 5 SUBSCRIBE
X-OITF-Expires. 6005
X-OITF-Content-Length: 0
Content-Length: O

SIP/2.0 200 OK

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=2764425547

To: sip:fouz@oiptv.org;tag=12basd-287-55-
1366522802

CSeq: 5 SUBSCRIBE

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Expires: 6006
Content-Length: 0

Note that from the OITF’s point-of-view, both iritiand

refresh subscription requests are identical.

Here the server has requested a shorter expiriatien which will be handled internally by the 1G

C.2.1.1.7 End of subscription

HNI-IGI Interface

S|P equivalent

POSTIG_URI/SIP

X-OITF-Reguest-Line: SUBSCRIBE
sip:fouz@oiptv.org SIP/2.0

Host: 192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:fouz@oiptv.org
X-OITF-Expires: 0

X-OITF-Event: presence
X-OITF-Accept: application/pidf+xml
X-OITF-CSeq: 6 SUBSCRIBE

X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

SUBSCRIBE sip:fouz@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.193.106.81:5060;branch=z9hG4bK1AD46E5D1E

From: sip:david@oiptv.org;tag=2764425547
To: sip:fouz@oiptv.org
CSeq: 6 SUBSCRIBE

Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x

Contact:
<sip:david@10.193.106.81:5060;transport=UDP>
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HNI-IGI Interface

S|P equivalent

X-OITF-Contact:
<sip:david@10.193.106.81:5060;transport=UDP>

X-OI TF-Content-length: 0
Content-length: 0

Expires. 0
Event: presence

Accept: application/pidf+xml

Content-length: 0

HTTP/1.1 200 OK
X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip: fouz@oiptv.org

X-OITF-Call-I1D:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF-CSeq: 5 SUBSCRIBE
X-OITF-Expires. 6005
X-OITF-Content-Length: 0
Content-Length: 0

SIP/2.0 200 OK

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z29h4bK61C529E16989

From: sip:david@oiptv.org;tag=2764425547

To: sip:fouz@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 6 SUBSCRIBE

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Content-Length: O

C.2.1.2 Chat
C.2.1.2.1 Chat session setup

HNI-IGI Interface

S|P equivalent

POSTIG_URVSIP
Host: 192.168.1.1

X-OITF-Request-Line: INVITE
sip:sports.room@chat.oiptv.org SIP/2.0

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:sports.room@chat.oiptv.org
X-OITF-Accept: message/cpim
X-OITF-Call-ID: 3413an89K U
X-OITF-Content-Type: application/sdp
X-OITF-Content-length: (...)

Content-length: 0

INVITE sip:sports.room@chat.oiptv.org SIP/2.0
To: sip:sports.room@chat.oiptv.org

From: sip:david@oiptv.org;tag=786

Call-ID: 3413an89KU

Content-Type: application/sdp

Content-length: (...)

c=IN 1P4 10.194.52.13

m=message 7654 TCP/MSRP *

a=accept-types: message/cpim

a=path:msrp://10.194.52.13:7654/jshA7weztas;tcp

HTTP/1.1 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:sports.room@chat.oiptv.org
X-OITF-Call-ID: 3413an89KU
X-OITF-Content-Type: application/sdp
X-OI TF-Accept: message/cpim

SIP/2.0 200 OK

To: sip:sports.room@chat.oiptv.org;tag=087js
From: sip:david@oiptv.org;tag=786

Call-ID: 3413an89KU

Content-Type: application/sdp
Content-length: (...)

c=IN IP4 chat.oiptv.org
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X-OITF-Content-length: (...) m=message 12763 TCP/MSRP *
a=accept-types:message/cpim

Content-Length: O a=path:msrp://chat.oiptv.org:12763/kjhd37s2s20vepait

Note that a final acknowledgment from the IG to tie¢éwork is required, but not described here.

C.2.1.2.2 Chat outgoing message (standard)

HNI-1GI Interface M SRP equivalent
POSTIG_URVAUX MSRP a786hjs2 SEND
X-HNI-IGI-Reguest: MSRP SEND M ESSAGE To-Path:

msr p://chat.oiptv.or g: 12763/kj hd37s2s20w2a;tcp8
X-HNI-1GI-M essage-1D:

o : From-Path:
X-HNI-IGI-From: sip:david@oiptv.org msr p://10.194.52.13: 7654/jshATweztas; tcp8
X-HNI-IGI-To: sip:sports.room@chat.oiptv.org M essage-1 D: 87652491

Byte-Range: (...)
'Who else thinks this late penalty was a disgrace ? Content-Type: message/cpim
To: sip:sports.room@chat.oiptv.org
From: David <sip:david@oiptv.org>
DateTime: 2008-06-15T15:02:31-03:00
Content-Type: text/plain

\Who else thinks this late penalty was a disgrace ?

——————— a786hjs2$
HTTP/1.1 200 OK MSRP a786hjs2 200 OK
X-HNI-IGI-Response-Line: M SRP 200 OK To-Path:
X-HNI-IGI-M essage-1D: 87652491 msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp
X-HNI-IGI-From: sip:david@oiptv.org From-Path: msrp://10.194.52.13:7654/jshA7weztas;tcp
X-HNI-IGI-To: sip:sportsroom@chat.oiptv.org [ a786hjs2$

Content-Length: 0

The IG is responsible for mapping the caller arittedJRIs to the actual MSRP paths exchanged duhieghat setup

C.2.1.2.3 Chat outgoing message (isComposing)

HNI-IGI Interface M SRP equivalent
POSTIG_URVAUX MSRP a786hjs2 SEND
X-HNI-IGI-Request: MSRP SEND ACTIVITY To-Path:

-JIchat .oiptv.or g: 12763/kj hd37s2s20w2a; tcp9
X-OI TF-M essage-1 D: 87653492 msrp-/chat.olptv.org ‘ by

o . From-Path:
X-HNI-IGI-From: sip:david@oiptv.org msr p://10.194.52.13: 7654/j shA Tweztas; tcp9
X-HNI-1GI-To: sip:sports.room@chat.oiptv.org M essage-| D: 87652492
<?xml version="1.0" encoding="UTF-8"?> Byte-Range: (...)

<isComposing xmIns="urn:ietf:params:xml:ns:im-

Content-Type: message/cpim
iscomposing" P geiep

Content-Length: (..)

xmlIns:xsi="http://www.w3.0rg/2001/XMLSchema-
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instance"

xsi:schemalocation="urn:ietf:params:xml:ns:im-
composing

iscomposing.xsd">
<state>active</state>
<contenttype>text/plain</contenttype>
<refresh>90</refresh>

</isComposing>

[To: sip:sports.room@chat.oiptv.org

From: David <sip:david@oiptv.org>

DateTime: 2008-06-15T15:02:31-03:00
Content-Type: application/im-iscomposing+xml
<?xml version="1.0" encoding="UTF-8"?>

<isComposing xmins="urn:ietf:params:xml:ns:im-
iscomposing”

xmins:xsi="http://www.w3.0rg/2001/XMLSchema-
instance”

xsi:schemal.ocation="urn:ietf:params:xml:ns:im-
composing

iscomposing.xsd">
<state>active</state>
<contenttype>text/plain</contenttype>
<refresh>90</refresh>
</isComposing>

------- a786hjs2$

HTTP/1.1 200 OK

X-HNI-IGI-Response-Line: M SRP 200 OK
X-HNI-IGI-M essage-1 D: 87652491
X-HNI-1GI-From: sip:david@oiptv.org
X-HNI-1GI-To: sip:sports.room@chat.oiptv.org
Content-Length: O

MSRP a786hjs2 200 OK

To-Path:
msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp

——————— a786hjs2$

The IG is responsible for mapping the caller anltedURIs to the actual MSRP paths exchanged duheghat setup

C.2.1.2.4 Chat incoming message

HNI-IGI Interface

M SRP equivalent

HTTP/1.1 200 OK

X-HNI-IGI-Request: MSRP RECEIVED MESSAGE
X-OITF-From: sip:sports.room@chat.oiptv.org
X-OITF-To: sip:david@oiptv.org

X-OITF-M essage-1 D: 56712483

| don't care: we won anyway !

MSRP a786hjs2 SEND
To-Path: msrp://10.194.52.13: 7654/j shA7weztas;tcp10

From-Path:
msr p://chat.oiptv.org: 12763/kjhd37s2s20w2a;tcp10

M essage-1D: 56712483

Byte-Range: (...)

Content-Type: message/cpim
Content-Length: (...)

To: sip:sports.room@chat.oiptv.org
From: Fouz <sip:fouz@oiptv.org>
DateTime: 2008-06-15T15:02:31-03:00
Content-Type: text/plain
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HNI-1GI Interface M SRP equivalent

| don't care: we won anyway !

------- a786hjs2$

Note that an acknowledgment from the IG to the pekvis required, but not described here.

The IG SHALL be responsible for mapping the MSREhpa&xchanged during the chat setup to the actliar@and
callee URIs

C.2.1.2.5 Chat session teardown

HNI-1GI Interface SIP equivalent
POSTIG_URISIP BYE sip:sports.room@chat.oiptv.org SIP/2.0
X-OITF-Reguest-Line: BYE \Via: SIP/2.0/UDP 192.0.2.4;branch=z9hG4bKnashds10

sip:sports.room@chat.oiptv.org SIP/2.0
Host: 192.168.1.1

Max-Forwards: 70

To: sip:sports.room@chat.oiptv.org;tag=087js
X-OITF-From: sp:david@oiptv.org From: sip:david@oiptv.org;tag=786
Call-ID: 3413an89KU11

CSeq: 231 BYE

Content-Length: 0

X-OITF-To: sip:sports.room@chat.oiptv.org
X-OITF-Call-1D: 3413an89K U11
X-OITF-CSeq: 231BYE
X-OITF-Content-Length: O

Content-length: 0

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK To: sip:sports.room@chat.oiptv.org;tag=087js
X-OITF-From: sip:david@oiptv.org From: sip:david@oiptv.org;tag=786
X-OITF-To: sip:sports.room@chat.oiptv.org Call-ID: 3413an89KU

X-OITF-Call-ID: 3413an89K U CSeq: 231 BYE

X-OITF-CSeq: 231 BYE Content-length: O

X-OITF-Content-Length: 0
Content-Length: 0

C.2.1.3 Presence Document
C.2.1.3.1 Presence Schema

See Annex | for the Presence XML Schema.
C.2.1.3.2 Presence schema examples

Examples of how the Presence information semaatislescribed in a typical Presence Information Xddhema are
shown below.
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C.2.1.3.2.1 Example of Open IPTV Presence for Scheduled Content service

<?xml version ="1.0" encoding ="UTF-8" ?>

<presence xmlns:xsi ="http://www.w3.0rg/2001/XMLSchema-instance"

xmins:iptv  ="urn:oipf:service:oitfpresence:2008"

xmins:oma ="urn:oma:xml:prs:pidf:oma-pres"

xmins:pdm ="urn:ietf:params:xml:ns:pidf:data-model"

xmins ="urn:ietf:params:xml:ns:pidf" entity ="sip:someone@example.com”
< import schemalocation ="service-presence.xsd" />

< tuple id ="abcde" >

< status >

< basic >open</ basic >

</ status >

< oma:service-description >
< oma:service-id >|PTV-BC</ oma:service-id >
< oma:version >1.0</ oma:version >

< oma:description >|PTV Scheduled Content</ oma:description >
</ oma:service-description >
< BCG

< currentBCServicelD >BC-service-id</ currentBCServicelD >
< currentBCProgramID  >BC-program-id</  currentBCProgram|/D >
</ BC

< timestamp >2008-07-08T12:34:21Z</ timestamp >
</ tuple >

< pdm:device id ="aalll" >

< pdm:devicelD >
urn:uuid:11162e19-5fbf-43fc-a2fd-d23002787599

</ pdm:devicelD >

< pdm:timestamp >2008-07-08T12:34:21Z</ pdm:timestamp >

</ pdm:device >

</ presence >

C.2.1.3.2.2 Example of Open IPTV Presence for Hybrid service

<?xml version ="1.0" encoding ="UTF-8" ?>
<presence xmlns:xsi ="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:iptv ~ ="urn:oipf:service:oitfpresence:2008"
xmlns:oma ="urn:oma:xml:prs:pidf:oma-pres"
xmlns:pdm ="urn:ietf:params:xml:ns:pidf:data-model"
xmins ="urn:ietf:params:xml:ns:pidf" entity ="sip:someone@example.com"
<import schemalocation ="service-resence.xsd" />
<tuple id ="abcde" >
< status >
< basic >open</ basic >
</ status >

< oma:service-description >
< oma:service-id >|PTV-Hybrid</ oma:service-id >
< oma:version >1.0</ oma:ersion >

< oma:description >IPTV Hybrid service</ oma:description >
</ oma:service-description >
< iptv:IPTVHybridService >
< iptv:IPTVHybrid Tecnology ="DVB-T" >
< iptv:watchedBroadcast >
< iptv:currentChannel >BCC«</iptv:currentChannel >
< iptv:currentProgram >News</ iptv:currentProgram >
< iptv:servicelD >BBC_ID</ iptv:servicelD >
any
</ iptv:watchedBroadcast >
any
</ iptv:IPTVHybrid >
</ iptv:IPTVHybridService >
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< timestamp >2008-07-08T12:34:217</ timestamp >
</ tuple >

< pdm:device id ="aalll" >

< pdm:devicelD >
urn:uuid:11162e19-5fbf-43fc-a2fd-d23002787599

</ pdm:devicelD >

< pdm:timestamp >2008-07-08T12:34:217</ pdm:timestamp >

</ pdm:device >

</ presence >
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Annex D User Profile Description (Informative)
D.1 IPTV Subscription Profile

IPTV Subscription Profile encompasses relevantrmédion required to operate an IPTV service. Thadudes user
settings regarding:

. Global settings (Language preference, user actiocordable).
. Broadcast settings, with List of subscribed BC merpackages.

Broadcast service refers to Scheduled ContentcsviAccordingly, Broadcast settings refer to thkeefuled Content
settings.

A BC service package is a set of elementary BC @Vises, along with a description. These BC ses/ttave the
same authorization and charging policy.

A BC IPTV service is for instance a multicast chalninteractive channel, mosaic that a user magaite to.

NOTE: The Broadcast settings only provide a refeeeo service package and/or associated serviaea tfiven IPTV
user has subscribed to, and is not meant to benplete description of the service package andimicee The
complete service package and/or service descrigi@@ULD be available in an associated IPTV SerfAogfile
definition. If the list of elementary IPTV servicassociated with a given service package are rpicédy listed in the
IPTV subscription profile, then it implies that tH&TV user has implicitly subscribed to all of TV services within
that service package.

. Content on demand settings (Parental control level)
. PVR settings (PVR preferences network/local, PV& usstrictions, PVR storage limit).

. User Equipment information (OITF) which uniqueleidifies the user’s OITF, classifies it as a devjge
(OITE-STV, OITF-TV) and provides relevant deviceaailities. An IPTV user may be associated with one
more OITF(s) and every OITF is uniquely identifiedh a Unique Identifier ({(UEID). The OITF capali#is
associated with an IPTV user profile may be usea@stomization of IPTV service selection data fkat
provided by the IPTV Service Discovery to the IPUiser (based on capabilities of the OITF with witteh
IPTV user is currently associated). For instanocdPa’VV user on a SD-only device would not be predd
with information related to HD services. The OITétteggs is not intended to cover all informatiotated to
the OITF and currently holds only the OITF capdieii attribute since this information may be usgdhe
IPTV service discovery for personalized servided#n.

Note that detailed information about the OITF mayldcated elsewhere and can be referenced by Thé IP
Subscription Profile using the tUEID element.

D.1.1 OITF XML Schema for the IPTV Subscription Profile

OITF XML Schema for the IPTV profile, based on [B3063] Annex C:

<?xml version ="1.0" encoding ="UTF-8" ?>

<xs:schema targetNamespace ="org:oipf:iptv:IPTVProfile:2008
xmins:tns  ="org:oipf:iptv:IPTVProfile:2008"

xmins:ueprofile ="org:oipf:iptv:UEProfile:2008"

xmins:xs ="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault ~ ="qualified"

attributeFormDefault ="unqualified" >

<xs:import namespace ="urn:oipf:iptv:UEProfile:2008"
schemalocation  ="iptv-UEProfile.xsd" / >
<xs:element  name="IPTVProfile" >
<xs:annotation >
<xs:documentation >
XML Schema for representing the IPTV Profile ob ject
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</ xs:documentation >
</ xs:annotation >
<xs:complexType >

<xs:sequence >

<xs:element  name="UEProfile" type ="ueprofile:tUEPTrofile" minOccurs ="0" />
<xs:element  name="GlobalSettings" type ="tns:tGlobalSettings" />
<xs:element name="BCProfile" type ="tns:tBCProfile" minOccurs ="0" />
<xs:element  name="CoDProfile" type ="tns:tCoDProfile" minOccurs ="0" />
<xs:element  name="PVRProfile" type ="tns:tPVRProfile" minOccurs ="0" />
<xs:element  name="Extension" type ="tns:tExtension" minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"  minOccurs ="0"

maxOccurs ="unbounded" />
</ xs:sequence >
<xs:attribute name="Profileld" type ="xs:ID" />
<xs:anyAttribute />
</ xs:complexType >
</ xs:element >

<xs:complexType name="tBCProfile" >
<xs:sequence >
<xs:element = name="BCServicePackage" type ="tns:tBCServicePackage"
minOccurs ="1" maxOccurs ="unbounded" />
<xs:element = name="Extension" type ="tns:tExtension" minOccurs ="0" />
<xs:any namespace ="##other" processContents ="lax" minOccurs ="0"

maxOccurs ="unbounded"” />
</ xs:sequence >
</ xs:complexType >

<xs:complexType name="tBCServicePackage" >

<xs:sequence >
<xs:element = name="BCPackageld" type ="tns:tBCServicePackagelD"
minOccurs ="1" />

<xs:element  name="Description" type ="tns:tBCServicePackageDescription"
minOccurs ="0" />

<xs:element  name="BCService" type ="tns:tBCService" minOccurs ="0"
maxOccurs ="unbounded" />

<xs:element = name="Extension" type ="tns:tExtension" minOccurs ="0" />
<xs:any namespace ="##other" processContents ="lax" minOccurs ="0"

maxOccurs ="unbounded” />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tBCServicePackagelD" final ="list restriction” >
<xs:restriction base ="xs:string" >
<xs:minLength  value ="0" />
<xs:maxLength  value ="16" />
</ xs:restriction >
</ xs:simpleType >

<xs:simpleType name="tBCServicePackageDescription" final ="list restriction” >
<xs:restriction base ="xs:string" >
<xs:minLength  value ="0" />
<xs:maxLength  value ="64" />
</ xs:restriction >
</ xs:simpleType >

<xs:complexType name="tBCService" >
<xs:sequence >

<xs:element  name="ParentalControl" type ="tns:tParentalControlLevel"

minOccurs ="0" />
<xs:element = name="BCServiceld" type ="tns:tBCServicelD" minOccurs ="1" />
<xs:element name="QualityDefinition" type ="tns:tQualityDefinition"
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minOccurs ="0" />
<xs:element  name="Extension" type ="tns:tExtension" minOccurs ="0" />
<xs:any namespace ="##other" processContents ="lax" minOccurs ="0"
maxOccurs ="unbounded" />

</ xs:sequence >

</ xs:complexType >

<xs:simpleType name="tBCServicelD" final ="list restriction" >
<xs:restriction base ="xs:string" >
<xs:minLength value ="0" />
<xs:maxLength  value ="16" />
</ xs:restriction >
</ xs:simpleType >

<xs:simpleType name="tQualityDefinition" final ="list restriction" >
<xs:restriction base ="xs:unsignedByte" >
<xs:mininclusive value ="0" />
<xs:maxinclusive value ="1" />
<xs:enumeration value ="0" >

<Xxs:annotation >
<xs:documentation >
<xs: label xmllang ="en" >SD</xs: label >
<xs: definition xml:lang ="en" >Standard Definition </xs: definition >
</ xs:documentation >
</ Xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="1" >
<xs:annotation >
<xs:documentation >
<xs: label xmllang ="en" >HD</xs: label >
<xs: definition xml:lang ="en" >High Definition </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
</ xs:restriction >
</ xs:simpleType >

<xs:complexType name="tCoDProfile" >
<xs:sequence >
<xs:element  name="ParentalControl" type ="tns:tParentalControlLevel"
minOccurs ="0" />
<xs:element = name="Extension" type ="tns:tExtension" minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax" minOccurs ="0"

maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tParentalControlLevel" final ="list restriction" >
<xs:restriction base ="xs:unsignedByte" >
<xs:mininclusive value ="0" />
<xs:maxlinclusive value ="5" />
<xs:enumeration value ="0" >

<xs:annotation >
<xs:documentation >
<xs: label xmllang ="en" >ALL</xs: label >
<xs: definition xml:lang ="en" >All contents </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="1" >
<Xs:annotation >
<xs:documentation >
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<xs: label xmllang ="en" >Levell </xs: label >
<xs: definition xml:lang ="en" >Level 1 contents </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="2" >
<Xs:annotation >
<xs:documentation >
<xs: label xmllang ="en" >Level2 </xs: label >
<xs: definition xml:lang ="en" >Up to level 2 </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="3" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >Level 3 </xs: label >
<xs: definition xml:lang ="en" >Up to level 3 </xs: definition >
</ xs:documentation >
</ Xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="4" >
<Xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >Level4 </xs: label >
<xs: definition xmllang ="en" >Up to level 4 </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="5" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >Level5 </xs: label >
<xs: definition xmlilang ="en" >Up to level 5 </xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
</ xs:restriction >
</ xs:simpleType >

<xs:complexType  name="tPVRProfile" >
<xs:sequence >
<xs:annotation >
<xs:documentation >
Unit of the StorageLimitinVolume element is th e GigaOctet
</ xs:documentation >
</ xs:annotation >

<xs:element  name="PVRPreference" type ="tns:tPVRPreference" />

<xs:element name="StorageLimitInTime" type ="tns:tStorageLimitinTime"
minOccurs ="0" />

<xs:element name="StorageLimitinVolume" type ="tns:tStorageLimitinVolume™
minOccurs ="0" />

<xs:element = name="Extension" type ="tns:tExtension" minOccurs ="0" />

<xs:any nhamespace ="##other" processContents  ="lax"  minOccurs ="0"

maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tPVRPreference" final ="list restriction" >
<xs:restriction base ="xs:unsignedByte" >
<xs:mininclusive value ="0" />
<xs:maxinclusive value ="1" />
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<xs:enumeration value ="0" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >Network </xs: label >
<xs: definition xmllang ="en" >
Recording is done in the network
</xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
<xs:enumeration value ="1" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >User_Equipment </xs: label >
<xs: definition xmlilang ="en" >
Recording is done on the user equipment
</xs: definition >
</ xs:documentation >
</ xs:annotation >
</ xs:enumeration >
</ xs:restriction >
</ xs:simpleType >

<xs:simpleType name="tNPVRStorageLimitinTime" >
<xs:restriction base ="xs:duration" >
<xs:minInclusive value ="PTOH" />
<xs:maxlInclusive value ="PT1000000000H" />
</ xs:restriction >

</ xs:simpleType >

<xs:simpleType name="tNPVRStorageLimitinVolume" >
<xs:restriction base ="xs:nonNegativelnteger" />
</ xs:simpleType >

<xs:complexType  name="tGlobalSettings" >
<xs:sequence >
<xs:element  name="LanguagePreference" type ="tns:tLanguage" minOccurs ="0" />
<xs:element  name="UsersActionRecodable" type ="tns:tUserActionRecordable" />
<xs:element  name="Extension" type ="tns:tExtension” minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"  minOccurs ="0"

maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tLanguage" >
<xs:restriction base ="xs:string" >
<xs:annotation >
<xs:documentation >
<xs: definition xml:lang ="en" >ISO 639-2 Language code </xs: definition >
</ xs:documentation >
</ xs:annotation >
<xs:minLength  value ="3" />
<xs:maxLength  value ="3" />
</ xs:restriction >
</ xs:simpleType >

<xs:complexType name="tExtension" >
<xs:sequence >
<xs:any processContents ="lax" minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:.complexType >
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<xs:simpleType name="tUserActionRecordable" >
<xs:restriction base ="xs:boolean" />
</ xs:simpleType >

</ xs:schema >

D.2 XML Schema for the UE Profile

<?xml version ="1.0" encoding ="UTF-8" ?>

<xs:schema targetNamespace ="org:oipf:iptv:UEProfile:2008"

xmins:tns  ="org:oipf:itpv:UEPTrofile:2008"

xmins:xs ="http://www.w3.0rg/2001/XMLSchema"

xmins:tva ="urn:tva:metadata:2007" elementFormDefault  ="qualified"
attributeFormDefault ="unqualified" >

<xs:import namespace ="urn:tva:metadata:2007"

schemalocation ="tva_metadata_3-1 v141.xsd"/ >
<xs:annotation >

<xs:documentation xmllang ="en" >

Defines the capabilities of the UE that is curre ntly

associated with the user
</ xs:documentation >
</ xs:annotation >

<xs:element  name="UElnformation" type ="tns:tUEProfile" />
<xs:complexType name="tUEProfile" >
<xs:sequence >
<xs:element name="UserEquipment|D" type ="tns:tUEID" />
<xs:element  name="UserEquipmentClass" type ="tns:tUserEquipmentClass"
<xs:element  name="Resolution" type ="tns:tResolution"
minOccurs ="0" />
<xs:element  name="SupportedEncodings" type ="tns:tSupportedEncodings"
minOccurs ="0" maxOccurs ="unbounded" />
<xs:element  name="IPEncapsulations" type ="tns:tIPEncapsulations"
minOccurs ="0" maxOccurs ="unbounded" />
<xs:element  name="Extension" type ="tns:tExtension"
minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded"” />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tUEID" final ="list restriction" >
<xs:annotation >
<xs:documentation >
<xs: label xml:lang ="en" >User EquipmentID  </xs: label >
<xs: definition xmllang ="en" >
Unique Identifier for the UE(to be specified)
</xs: definition >
</ xs:documentation >
</ xs:annotation >

<xs:restriction base ="xs:string" >
<xs:minLength  value ="0" />
<xs:maxLength  value ="16" />
</ xs:restriction >
</ xs:simpleType >

<xs:simpleType name="tUserEquipmentClass"
final ="list restriction" >
<xs:annotation >

/>

Copyright 2009 © Members of the Open IPTV Forum




Page 147 (176)

<xs:documentation >
<xs: label xmllang ="en" >User Equipment class </xs: label >
<xs: definition xmllang ="en" >
Specifies the type of UE
</xs: definition >
</ xs:documentation >
</ xs:annotation >

<xs:restriction base ="xs:string" >
<xs:enumeration value ="OITF-TV" />
<xs:enumeration value ="OITF-STB" />
</ xs:restriction >

</ xs:simpleType >

<xs:complexType  name="tResolution" >
<xs:attribute name="HorizontalSize" type ="xs:integer" >
<xs:annotation >
<xs:documentation >
horizontal size in pixels of the screen
</ xs:documentation >
</ xs:annotation >
</ xs:attribute >
<xs:attribute name="VerticalSize" type ="xs:integer" >
<xs:annotation >
<xs:documentation >
vertical size in pixels of the screen
</ xs:documentation >
</ xs:annotation >
</ xs:attribute >
<xs:attribute name="Rotate" type ="xs:boolean" >
<xs:annotation >
<xs:documentation >
set to TRUE if the screen can be rotated (hori zontal
becomes vertical)
</ xs:documentation >
</ xs:annotation >
</ xs:attribute >
</ xs:complexType >

<xs:complexType  name="tSupportedEncodings" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >encodings </xs: label >
<xs: definition xmllang ="en" >
Specifies the supported audio and video encodi ngs
(eg. MPEG2,H264 AC3, AAC etc)
</xs: definition >
</ xs:documentation >
</ xs:annotation >
<xs:sequence >

<xs:element name="AudioEncoding" type ="tns:tAudioEncoding”
minOccurs ="0" maxOccurs ="unbounded" />
<xs:element  name="VideoEncoding" type ="tns:tVideoEncoding"

minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:complexType name="tAudioEncoding" >

<xs:annotation >
<xs:documentation >
<xs: label xmllang ="en" >Audio Encoding </xs: label >
<xs: definition xmllang ="en" >
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Specifies supported audio encoding Properties
</xs: definition >
</ xs:documentation >
</ xs:annotation >
<xs:sequence >

<xs:element  name="Encoding" type ="tva:ControlledTermType" />
<xs:element  name="Extension" type ="tns:tExtension"

minOccurs ="0" />

<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:complexType  name="tVideoEncoding" >
<xs:annotation >
<xs:documentation >
<xs: label xmlilang ="en" >Video Encoding </xs: label >
<xs: definition xmlilang ="en" >
Specifies supported video encoding properties
</xs: definition >
</ xs:documentation >
</ xs:annotation >
<xs:sequence >

<xs:element = name="Encoding" type ="tva:ControlledTermType" />
<xs:element = name="SupportedFrameRate" type ="tva:FrameRateType"
minOccurs ="0" maxOccurs ="unbounded" />

<xs:element name="Extension" type ="tns:tExtension"

minOccurs ="0" />

<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded” />
</ xs:sequence >
</ xs:complexType >

<xs:simpleType name="tIPEncapsulations" final ="list restriction” >
<xs:annotation >
<xs:documentation >
<xs: label xml:lang ="en" >encapsulation </xs: label >
<xs: definition xmlilang ="en" >
Specifies the IP encapsulation that is support ed on
the device (UDP/RTP, UDP/M2TS, UDP/RTP/M2TS)
</xs: definition >
</ xs:documentation >
</ xs:annotation >
<xs:restriction base ="xs:string" >
<xs:minLength  value ="0" />
<xs:maxLength  value ="16" />
</ xs:restriction >
</ xs:simpleType >

<xs:complexType name="tExtension" >
<xs:sequence >
<xs:any processContents ="lax" minOccurs ="0" maxOccurs ="unbounded" />

</ xs:sequence >
</ xs:complexType >

</ xs:schema >

D.3 IPTV Subscription Profile Elements classification

In this Section, IPTV Subscription Profile elemeats classified according to the desired visibildyhe user:
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. User visible and manageable data
. User visible, but not user-manageable data
. Data neither visible nor manageable by the usevi(Eeparameters that remain in the network, etc.)

Elements may remain without classification (thauldomean that it is not determined if the data &thoemain in the
network or visible to the user.)

element="IPTVProfile"
attribute ="Profileld"

D.3.1 User visible and manageable data

CoD Profile:

In complexType ="tCoDProfile"
Element ="ParentalControl" type="tParentalContenlel

Global Settings:

In complexType ="tGlobalSettings"
Element="LanguagePreference" type=tLanguage

D.3.2 User visible, but not manageable data
The term UE (User Equipment) is equivelant to thpee®@IPTV Forum term OITF.

In complexType="tUEProfile"

Element ="UserEquipmentID" type="tUEID"
Element ="UECapabilities" type="tUECapabilities"

In complexType="tUECapabilities">

Element ="UserEquipmentClass"” type="UserEquipm&g

N-PVR:

In complexType="tPVRProfile"

Element="PVRPreference" type ="tPVRPreference"
Element ="StorageLimitinTime" type="tNPVRStoragetliiinTime"
Element ="StorageLimitinVolume" type="tNPVRStoragaitin\VVolume"

D.3.3 Data neither visible nor manageable by the user

BC Profile:

In complexType ="tBCProfile"

Element ="BCServicePackage" type="tBCServicePagkag

In complexType ="tBCServicePackage"
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Element name="BCPackageld" type="tBCServicePadkdge
Element name="Description" type="tBCServicePackaegeription”
Element name="BCService" type="tBCService"

complexType ="tBCService"

Element name="BCServiceld" type="tBCServicelD"
Element name="QualityDefinition" type="tQualityDeition"
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Annex E Mapping attributes for Scheduled Content

E.1 Mapping SDP attributes

(Normative)
from DVB SD&S information

| P SDP parametersfor each media stream

Corresponding DVB SD& S element in [TS 102 034], Section
5.2.6.2 tables4 and 5 and 8.

Scheduled Content stream

Connection Data
c=<network type> <address type> <connecti
address>

<network type>

Not retrieved from SD&S

<address type>

Not retrieved from SD&S

<connection address>

IPMulticastAddress@Address

Media Announcements for content delivery
m=<media> <port> <proto> <fmt >

<media> "video" (also present in SD&S)
<port> IPMulticastAddress@Port
<proto> “RTP/AVP” if IPMulticastAddress@Streaming="rtp” dfr
IPMulticastAddress @ Streaming is not present
“MP2T/H2221/UDP” or “RAW/RAW/UDP” if
IPMulticastAddress@Streaming="udp”
<fmt> When MPEG2-Transport Stream [MPEG2-TS] is used,t=fshall
be “33” as specified in RFC 3551.
When optional Timestamped-TS defined by [DLNA] &ed, the
RTP/AVP dynamic payload type shall be used and eging hame>
of "a=rtpmap" line shall be "vnd.dlna.mpeg-tts"spgcified in
[DLNA].
Example
m=video 49232 RTP/AVP 98
a=rtpmap:98 vnd.dIna.mpeg-tts/27000000
Bandwidth MaxBitrate
b=AS:<bandwidth>
BCServiceld Textualldentifier@ServiceName*:"Textualldentifier@bhainName
Note that the Textualldentifier@DomainName is atianal
attribute; therefore when not present, it is cogied the
OfferingBase@DomainName
BCPackageld Package@ld
FEC stream

Note that the multicast address and source addféke FEC stream can be the same as the Sche@atgdnt stream.

Media Announcements for FEC delivery

m=<media> <port> <proto> <fmt>

Note: the FEC delivery can only be associatedRI R

delivered content.

<media> “application”, not retrieved from SD&S
<port> IPMulticastAddress.FECBaselLayer@Port
<proto> RTP/AVP
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<fmt> Dynamic payload type

a=rtpmap:<fmt> <encoding_name/clock_rate3<encoding_name/clock_rate> referring to the DVBAIRFEC Base

layer and is equal to:

“vnd.dvb.iptv.alfec-base/90000”

Connection Data at media level

c=<network type> <address type> <connectio

address>
<network type> Not retrieved from SD&S
<address type> Not retrieved from SD&S
<connection address> IPMulticastAddress.FECBaselLayer@Address

E.2 Service Package SDP attributes

The format of the a=bc_service_package attributthésfollowing:

a= bc_service_package : <BCPackageld> [mult_list] [bc_tv_service_id_list]
where
<mult_list> ::= mult_list:<source_unit>{"|"<source_unit>}
<source_unit> ::= [src_list:"(“<src-list>"),"]<multicast_address>{(“,”|"-“)<multicast_address>}
<src-list> ::= <source_address>{(“,"|"-“)<source_address>}
<source_address> ::= <IP_address>
<multicast_address> ::= <IP_address>

<bc_tv_service_id_list>::=<BCServiceld> {*,"<BCServiceld>}

<BCServiceld> is the string defined above.

<BCPackageld> is the service package ID string defined above.

(BNF notation). As seen in this notation the muikt parameter can contain one or more source panameters with

multicast addresses that can be separated witér &jthor

When they are separated with “-“ it means that & range of addresses. In addition there can ORALDRY be a list

of source addresses within the source unit paramdtieh is applicable for all the multicast addesssvithin the
source unit parameter.
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Annex F <protocol> names (Normative)

F.1 Definition of <protocol> names

Following table shows the names (labels) of <prokteevhich SHALL be a combination of signalling pogbls and
media transport protocols on UNI.

Service Network Type | Signalling protocol | Media Transport | Name of <protocol>
protocol
Scheduled Managed SIP + IGMP RTP “sip-igmp-rtp-udp”
Content
direct-UDP “sip-igmp-udp”
CoD streaming | Managed SIP + RTSP RTP “sip-rtsp-rtp-udp”
direct-UDP “sip-rtsp-udp”
Unmanaged RTSP RTP “rtsp-rtp-udp”
Unmanaged N/A HTTP “http-get”
CoD download | Both N/A HTTP “http-get”

Table 64: Definition of <protocol> names
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Annex G System Infrastructure Mechanisms for Managed
Model (Normative)

G.1 OITF Start up High-Level Procedure

Figure 19 shows the high-level procedural flow@ F starts up i.e. up to the point where all OftiRctions are
available. The following is a description of theys:

Step 1:  The local device start up procedure.
Step 2:  The OITF discovers the IG, through a UPnP proce@8ection 10.1.1.1 Procedure for IG Discovery).

Step 3:  The OITF sends an OITF-Restart HNI-IGI Requesh®lG (Section 5.5.1.9  OITF Restart HNI-IGI
Auxiliary Message)

Step 4. The OITF retrieves the list of subscription idées (IMPUs) (Section 5.3.6.3  User ID Retrievai f
managed network services)

Step 5:  The OITF registers the user identity with the(B&ction 5.3.6.1 Procedure for User Registratimh a
Authentication in the Managed Model on the HNI-IGterface)

Step 6:  The OITF performs GBA authentication (Section.6.3.1 Initial GBA registration)

Step 7:  The OITF performs service discovery (Section®b.3. Service Provider Discovery)

IMS Gateway
Authentication
IG-OITF | [Auth/Session ) User XCAP Control
OITF and Session
Server Mgmt Management Database Server Server

1.OITF power up
procedure

| 2. The OITF discovers the IG |

3. The OITF sends an OITF-RESTART HNIIGI
Request to the IG

| 4. User ID Information Retrieval

| 5. Register the logged identity . |

| 6. Perform GBA Authentication |

7. Service Discovery

Figure 20: High level Start up procedural flow for an OITF

G.2 High-Level Procedure for an OITF Graceful Shut Down

Figure 21 shows a high-level procedural flow wharCATF is shut down, i.e. the OITF functionalitynsmde
completely inactive. The following steps are pearfed:

Step 1.  The OITF gracefully terminates any ongoing IP18ésion. (See appropriate IPTV Service Termination
Sections)
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Step 2:  The OITF de-registers the logged-in users (S863..2  User De-registration)

Step 3:  The IG terminates all activities for communicatigervices for the de-registered identity thatamsociated
with the OITF contact point (IP address) (See 6.Rrotocols for Communication Services

Step 4. The IG de-registers the logged in user from tigvork. (See 6.3.2.2 Procedure for User Registnaand
Authentication in a Managed Model on UNIS-8)

Step 5:  The OITF performs local shut down procedure.

IMS Gateway
Authenticati P2P
IG-OITF | |Auth/Session U User Communication Control IPTV
OITF Server Mgmt and Session Database Enabler Server Applicatio
Management

1. Terminate any ongoing session (CoD or Schedu ed Content Session)

2. De-register the logged in user
identity.

3. Terminate any p2p communication suoscription for the IMPU to be de-registered

4. De-register the logged in Identity from the network:

5. Execute OITF
local shut down
procedure

Figure 21: High level Shut-down procedural flow for an OITF

G.3 WAN Gateway Functions

The WAN Gateway SHALL support multiple in-home dms for the consumer network, which SHALL be abl@in
the same multicast streams.

It SHOULD support IGMP snooping on all LAN sideénfaces and forward inbound multicast packets aseh
physical interfaces which are connected to dewvicashave joined the specific multicast group.

The WAN Gateway SHALL support full IGMP v3 (RFC 337

It SHALL implement an IGMP proxy mechanism (RFC 850

G.4 NAT Traversal
G.4.1 IPTV NAT-T: A first glance

The reason why IPTV will not function by defaulthiied a NAT is that many of the communication partergein SIP
are transported within the SDP message; these pteesrinclude the IP and port numbers used forafligg and
media. A device behind a NAT does not know howiit se seen from the Network domain; it only knoisown IP
address and the ports on the server where thecapph runs.

Once communication with a server starts, the NAWiaetranslates the private IP and port combinatibtne device
connected on the private NAT interface to a temponsapping of a public IP and port on the interfacanected to the
public network.

When the Consumer Network uses a private IP addgesshema (e.g. RFC 1918) and the NAT device iis qoud/or
address restricted, Consumer Network devices #uaiive incoming signalling (such as session setoiification
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message, etc...) SHALL implement a mechanism to ra@mtpen and active the necessary pin holes oNATe
device.

G.4.2 Incoming SIP Signalling

The two main NAT traversal scenarios are summalrisdolv:

Hosted NAT for SIP over |PSec

The NAT traversal solution defined for this sceaagquires the following steps:

Step 1:  Verify that the client (e.g. SIP UA) is behind & Ndevice. In the IMS/3GPP scenario, this is acbikiy
using a plain text SIP message (the first SIP RHGF). Note that within standard RFC IPSec the 8tsp
is performed directly within IKE (Internet Key Exahge), but within the IMS environment the
authentication and key agreement phase is perfohyesing the AKA algorithm.

Step 2:  The SIP UA establish the IPSec tunnel with theSEE using the IETF IPSec NAT traversal solutiort tha
based on UDP encapsulation;

Step 3:  The UA maintains the pin holes open in the NATidewith UDP keep alive messages;

Step 4: All SIP message are sent over the IPSec tunnélafiim direction).

Residential Network

SIP/IPSEC P-CSCF

SIP-ALG
T \T T TP T T :
IMSUA F—+—-==—~— _— [ NATdevice | UDP keep alive
UDP keep alive (RGW) P
Private realm Public/external realm

&
<«

v

A
A 4

As there is a permanent communication path opbetsleen the consumer device and the P-CSCF, livaya
possible to send SIP messages between the eimit@ged in the communication (also when the SIBsage request
is originated from the network).

Hosted NAT for SIP plain text
The NAT traversal problem for SIP signalling cansoéved by simply implementing keep alive messaging

When it receives the first message, the P-CSCFelsaok the presence of a NAT device by comparingtitress and
port contained in the “Via” header to the actuahi® port combination in the received IP message.

Once registered with the SIP Registrar, the SIPmuAt maintain the communication channel open byisgn
successive keep-alive packets before the bindipgesin the NAT device.

The keep alive messages CAN either be SIP REGISGrERRP OPTION sent by the client device.
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Residential Network

P-CSCF
SIP-ALG

SIP / UDP

SIP Keep Alive

NAT dévice
ReW)

Private realm ¢ Public/external realm

P I

As there is a permanent communication path opeasegden the consumer device and the P-CSCF, iwvisyal

possible to send SIP messages between the eimit@ged in the communication (also when the SIBsage request
is originated from the network).

It is required to use symmetric signalling, thisame that the proxy must send and receive dataeosatime port
number.
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Annex H System Infrastructure Mechanisms  (Informative)
H.1 NAT-T Informational flows for Managed IPTV Services

The WAN Gateway itself can perform simple Networltdkess Translation (NAT) at the network and transiager,
but it is not able to modify the addresses embedtiéte encapsulated signalling message. In oatethe SIP services
to work with NAT in this specification there aredwossible alternatives that take into accountifferent
deployment scenario defined in the architecturaidemnt [ARCH]:

1. Ifthe WAN Gateway and the IG are deployed together physical device the NAT-T can be solved veith
embedded SIP application-level gateway (SIP-AL®}this scenario the SIP signalling is generatechftiis
device using the public address and the contrthefncoming media streams can be performed inftgrbg
the device.

2. For other deployment scenarios, the NAT-T can Ieslain the network with a SIP application-leveteyaay
(SIP-ALG) in the P-CSCF that coordinate the worlttef BGF; this solution is commonly defined Hosted-
NAT

The main advantages for the Hosted-NAT architestare:

- Minimal impact on the user device and the WAN gatgw

- Security protocols supported (e.g. IPSec)

- Main components already defined by TISPAN and 3GPP

Since the Hosted-NAT solution is already used tbepIMS services (e.g. voice call), it can be eglifor the managed
IPTV scenario in a general deployment option.

H.1.1 1G and WAN GW in one physical device

This Section defines the NAT Traversal mechanisramwtie IG and WAN Gateway are deployed in the saevéice.
This is considered to be a common scenario for geshaetworks. An embedded NAT-T solution and impdatad
internally in this device is considered an efficiemechanism.

Residential Network Authentication and Session Management sp
SP/PSEC | Poscr | S NPI4 -
: I/S-CSCF/’ — Conto
: {

The P-CSCF controls the C-BGF SIP
(through SDPF) for pinholing NPI-4 /

IG+
WAN GW

(NAT device)

omp  freenale

\ 4

I'ransport Processing

i « Content Delives
RTP Function Content Delivery ry

and RTSP/TL (CBGF)  |¢ Funcion | NPI-26/ | Network Controlier
RTP NPI-10

Private realm Public/external realm

The following informational flow describes the irdetion between the functional entities defineddpen IPTV
Forum for Content On-Demand services in this séentor simplicity the S-CSCF is not shown:
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IG + IPTV .
OITF WAN GW LP-CSCF] { BGF ] [Control] [ CDN ’

1. http request

> 2. INVITE (SbP) 3. Pinholing Port
Aingres traffic

v

4. INVITE (SDP)

5. INVITE (SDP)

| 6. 200 OK (SDP")

| 7.200 OK (SDP')

8. Pinholing Port
Egres traffic

>

9. 200 OK (SDP’)

10. http response <

11. RTSP PLAY

12. Keep Alive

Step 1.
Step 2:

Step 3.

Step 4:
Step 5:
Step 6-7:
Step 8:

Step 9:

Step 10:
Step 11:
Step 12

14. RTP Flow 13. RTP Flow

G ————————————————————————————————

The OITF sends a HTTP request for the desired S&lice to the IG (collocated with the WAN Gateway)

The IG translates the request to a SIP INVITE \ajpipropriate SDP description of the media requést.
private address of the OITF is replaced with itbljpuaddress.

The P-CSCF (on GQ") requests to the BGF to opermpth hole for the ingress RTSP and eventually RTP
media streams.

The INVITE is forwarded to the IPTV Control.
The INVITE is forwarded to the Cluster Deliveryetwork Controller (and Cluster Controller).
The 200 OK message is sent back to the P-CSCF.

The P-CSCF on Gq’ updates the allocation on th& B the RTSP and RTP media streams (egress
traffic).

The 200 OK message is sent back to the IG+WAN GW.
The information carried with the 200 OK is senttie OITF (inside the HTTP replay message).
The OITF send a RTSP PLAY command to receive thdianstream to the Content Delivery Function

The OITF starts sending keep alive messages tingist of empty RTP packet with a payload type®f@®
the destination address and port contained in G9eCX.

NOTE: In this scenario the IG+WAN GW device shall casrtd suppress the keep alive messages.

Step 13:

Step 14:

The CDN starts to send the media stream to th&\IGM GW (by using the IP/Port received in the SDP
packet as modified by the IG in step 2);

The NAT device delivers the stream to the OITRubing its internal NAT table;
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H.1.2 IG and WAN GW in different physical devices

In this scenario, the WAN GW is the NAT device dhd solution is based on the 3GPP TS 33.203 IM8sacSAT-T
model.

Authentication and Session Management

Residential Network i SIP
: . siP : NPI-4 PV
R (NP4
|SIP-ALG| VS-CSCF //_ Control
e T o
(through SDPF) for addr.
latching, ...
A
I'ransp:rt :;ocessing] Content Delvery | Content Defivery
unclon—{ Function NPI-26 /| Network Controller
C-BGF)
( RTP NPI-10

Private realm ¢ Public/external realm

It is required to maintain a permanent communicatiath opened between the IG and the P-CSCF. @hibe
achieved using the hosted NAT solution describe@.th1. The following informational flow describée interaction
between the functional entities defined by OpenMAFbrum for Content On Demand services and expldiesieed
for the RTP keep alive messages, for simplicityS3h€SCF is not shown:

ENEIEN =S

1. http request
P e o 2. INVITE (sDP) 3. NAT-T Port
© request/response

A4

»

4. INVITE (SDP’

| 5. INvITE (sDP)

6. 200 OK (SDP’)

8. 200{OK (SDP") 7.200 OK (SDP")

9. http response
10. RTSP PLAY
11. Keep Alive
- »
7 L
12. RTP Flow
13. RTP Flow o
14, RTP Flow <

11b. Keep Alive

O
J
\4

Step 1:  The OITF sends a HTTP request for a CoD servithddG.
Step 2. The IG translates the request to a SIP INVITE ailpropriate SDP description of the media requested
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Step 3:  The P-CSCF over the Gq’ interface requests tloeation of address ports on the BGF for the RTPianed
streams; this information is also used to updagdRhand port address in the SDP message thailu=stne
RTP stream.

Step 4:  The INVITE with SDP updated is sent to the IPTVnGol FE.
Step 5: The INVITE is forwarded to the Cluster Delivery tderk Controller (and the Cluster Controller).
Step 6-7: The 200 OK message is sent back to the P-CSCF.

Step 8: The SDP in the 200 OK answer is updated with t@&Bddress and port reserved for this media stiram
the step 3.

Step 9:  The information from the 200 OK is sent to the ©IT
Step 10: The OITF sends a RTSP PLAY command to receivertbdia stream from the Content Delivery Function.

Step 11:  The OITF starts sending keep alive messages tinaists of empty RTP packet with a payload typ2Gofo
the destination address and port contained in @eCX.

Step 12 The CDN starts to send the media stream to the @@Esing the IP/Port received in the SDP packet).
Step 13:  The BGF changes the destination address to thesaldnd port discovered by the keep alive messages
Step 14:  The NAT device delivers the stream to the OITRubing its internal NAT table.

Note: The transport for RTSP is TCP only with eithersistent or transient connection.
H.2 Guidelines for NAT Traversal for the Unmanaged Model
H.2.1 UPnP IGD v.1

The UPnP Internet Gateway Device v1 standard esdBIEV application to manage the presence of a Méwvice in
the path between the OITF and the video servergedlon the Internet. In particular, it is possitagerform the
following:

. Discover the UPnP IGD device (the residential watethat operates the NAT functions)
. Discover/monitor the public IP address
. Create/remove port mappings entries
In order to use of such a method to configure tAg Nhe following requirements have to be met:
. the WAN Gateway device must provide the UPnP IGixfionality and this must be enabled (see Note 1)
. the OITF device must provide the UPnP IGD Contm@ihPfunctionality

Note 1: Please notice that UPnP IGD is commonlylaig on residential gateway devices, both retad SP-
provided, but usually disabled by default; howethds doesn’'t guarantee that UPnP IGD is availablamy residential
gateway device on the market; therefore the manglamtional availability of UPnP IGD must be accimgly
specified as part of the Open IPTV Forum WAN Gatgtaction.

H.2.2 Symmetric-RTP for Unmanaged Model

In a similarly way to the managed network case Sjmmetric-RTP mechanism can also enable the NAvérsal of
RTP stream if the CDF for CoD service supportsdibiection of the external port number to send Rif@am towards
the OITF. This solution will work even if multiplAT devices exist between the CDF and the OITF.

The following flow describes the main steps invalwe the Symmetric-RTP mechanism:
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Consumer Network

RTSP/TCP (UNIS-11)

1 RTSP SETUP |Cluster Controller

OITF — 4. Response
- / NAT device \
(V\EAN 5 koonal 6. RTSP PLAY 'y
= = . keepalive
Gateway) =~ - | 3. 2.
. —
: TS ~a - Content Delivery
. —
: 7.RTP ~
: Function
Private realm Public/external realm

<

A

Step 1:

Step 2:
Step 3.
Step 4:

Step 5:

Step 6:
Step 7:

v

v

«

The OITF sends an RTSP SETUP request to the Q&tglController). The CC detects the client’s
external IP address by the source IP address iPtheader.

The CC forwards the information to the CDF.
The CDF returns the server IP address and porbaunf the RTP stream.

The CC returns the response for SETUP requestT& @hich contains the server IP address and port
number of CDF.

The OITF sends the keep-alive messages that tafigmpty RTP packet with a payload type of 2¢h®
CDF. The keep-alive message punches a hole in Aied¢vice and then, reaching the CDF, provides the
client’s IP address and port to use for sendindgRhE stream.

The OITF issues an RTSP PLAY request.
The RTP packets can now be delivered from the @Dthe OITF.
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Annex | Presence XML Schema (Normative)
<?xml version ="1.0" encoding ="UTF-8" ?>

<!I-- edited with XMLSpy v2008 rel. 2 spl (http://ww w.altova.com) -->

<xs:schema targetNamespace ="urn.oipf:service:oitfpresence:2008"

xmins:tns  ="urn:oipf:service:oitfpresence:2008"

xmins:xs ="http://www.w3.0rg/2001/XMLSchema"

xmins:pdm ="urn:ietf:params:xml:ns:pidf:data-model"

elementFormDefault  ="qualified" attributeFormDefault ="unqualified"
version ="0.1" >

<xs:import namespace ="urn:ietf:params:xml:ns:pidf:data-model"

schemalocation ="data-model.xsd" />
<l-- OMA extensions to PIDF tuple element for IPTV Presence services-->
<xs:import namespace ="urn:oipf:service:oitfpresence:2008"

schemalocation ="./iptv-IPTVProfile.xsd" />

<l-- Import of the IPTV Profile elements -->
<l-- list of definition of TISPAN element -->
<xs:simpleType name="tCurrentBCProgramID" final ="list restriction" >
<xs:restriction base ="xs:string" >
<xs:minLength  value ="0" />
<xs:maxLength  value ="16" />

</ xs:restriction >

</ xs:simpleType >

<xs:simpleType name="tCurrentContent|D" final ="list restriction" >
<xs:restriction base ="xs:string" >

<xs:minLength value ="0" />
<xs:maxLength  value ="16" />

</ xs:restriction >
</ xs:simpleType >
<xs:complexType name="tBCServicePresence" >
<xs:sequence >
<xs:element  name="CurrentBCServicelD" type ="tBCServicelD" minOccurs ="0" />
<xs:element name="CurrentBCProgram|D" type ="tns:tCurrentBCProgramiD"
minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >

<xs:complexType name="tCoDServicePresence" >

<xs:sequence >
<xs:element name="CurrentCoDContentID" type ="tns:tCurrentContentID"
minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >
</ xs:complexType >
<xs:complexType  name="tNPVRServicePresence" >
<xs:sequence >

<xs:element name="CurrentNPVRContentID" type ="tns:tCurrentContentlD"
minOccurs ="0" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded"” />
</ xs:sequence >
</ xs:complexType >
<!-- end TISPAN basic element definition -->

<xs:simpleType name="hybridTechnologyType" >
<xs:restriction base ="xs:string" >
<xs:enumeration value ="DVB-T" />
<xs:enumeration value ="DVB-H" />
<Xs:.enumeration value ="DVB-S" />
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</ xs:restriction >

</ xs:simpleType >

<xs:complexType  name="IPTVHybridType" >
<xs:sequence >

<xs:element  name="watchedBroadcast" type ="tns:hybridContentType"
<xs:element  ref ="pdm:devicelD" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded" />
</ xs:sequence >

<xs:attribute name="Technology" type ="tns:hybridTechnologyType"
</ xs:complexType >
<xs:complexType  name="hybridContentType" >
<xs:sequence >
<xs:element  name="currentChannel" type ="xs:string" />
<xs:element  name="currentProgram" type ="xs:string" />
<xs:element  name="servicelD" type ="xs:string" />
<xs:any namespace ="##other" processContents  ="lax"

minOccurs ="0" maxOccurs ="unbounded” />
</ xs:sequence >
</ xs:complexType >
<xs:element  name="IPTVHybridService" >
<xs:complexType >
<xs:sequence  maxOccurs ="unbounded" >
<xs:element  name="IPTVHybrid" type ="tns:IPTVHybridType" />
</ xs:sequence >
</ xs:complexType >
</ xs:element >
</ xs:schema >

/>

/>
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Annex J Protocol Procedure Section Structure (Informative)

Each of the protocol Sections of this document $iesahe protocol procedures for a specific proide.g. SIP, HTTP
etc.). The Sections have the following Section sugsection structure.

Protocol A

Eg. (HTTP) Protocol B | -

System System | .
Function A Function B
E.g.. Service o
Discovery
Reference Reference
Point 1 Point 2

This approach of structuring by protocol in the samay as the IMS IPTV Protocols specification deped in
TISPAN should ensure that it is straightforwardrieestigate alignments with TISPAN. The structahesen for this
specification differs slightly from the TISPAN dawent structure, with the aim of helping the undarding of the

end-to-end design, as it lends itself to the ussegiience charts to visualize the flow of a prdtdwough multiple
components.

The actual TISPAN IMS IPTV Stage 3 specificatiomusture is as follows:

Protocol A

S R =T —

Functional Functional |
Entity 1 Entity 2
E.g. OITF

/

System
System System | System Fur¥ction B |~
. Function B F :
Function A unction A
E.g.. Service E.g... Service
Discovery Discovery
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Annex K TR-135 and TR-106 Remote Management Objects
(Informative)

The following tables identify the TR-135 [TR135]chR-106 [TR106] Remote Management Objects for OITF
management

Table K-3: TR-135 — Baseline:1 profile definition f  or STBService:1

.STBService.{i}.Capabilities.
MaxActive AVStreams
MaxActiveAVPlayers

.STBService.{i}.Capabilities.PVR.
MaxIOStreams
MaxRecordingStreams
MaxPlaybackStreams
MaxTimeDelay

.STBService.{i}.Capabilities.AudioDecoder.
AudioStandards

.STBService.{i}.Capabilities.VideoDecoder.
VideoStandards

.STBService.{i}.Capabilities.VideoDecoder. MPEG2Part 2.
AudioStandards
ProfileLevelNumberOfEntries

.STBService.{i}.Capabilities.VideoDecoder. MPEG2Part  2.ProfileLevel.{i}.
Profile
Level
MaximumDecodingCapability

.STBService.{i}.Capabilities.VideoDecoder. MPEG4Part 2.
AudioStandards
ProfileLevelNumberOfEntries

.STBService.{i}.Capabilities.VideoDecoder. MPEG4Part  2.ProfileLevel.{i}.
Profile
Level
MaximumDecodingCapability

.STBService.{i}.Capabilities.VideoDecoder MPEG4Part  10.
AudioStandards
ProfileLevelNumberOfEntries

.STBService.{i}.Capabilities.VideoDecoder. MPEG4Part  10.ProfileLevel.{i}.
Profile
Level
MaximumDecodingCapability

.STBService.{i}.Capabilities.VideoDecoder. SMPTEVC1.
AudioStandards
ProfileLevelNumberOfEntries

.STBService.{i}.Capabilities.VideoDecoder. SMPTEVC1. ProfileLevel{i}.
Profile
Level
MaximumDecodingCapability

.STBService.{i}.Capabilities. AudioOutput.
AudioFormats
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.STBService.{i}.Capabilities.VideoOutput.
CompositeVideoStandards
VideoFormats
Macrovision
HDCP

.STBService.{i}.Capabilities.CA.
CASystems

.STBService.{i}.Capabilities.DRM.
DRMSystems

.STBService.{i}.Capabilities.ServiceMonitoring.
MaxActiveMainStreams
MinSamplelnterval
MaxReportSamples
HighLevelMetricNames

.STBService.{i}.Components.
FrontEndNumberOfEntries
AudioDecoderNumberOfEntries
VideoDecoderNumberOfEntries
AudioOutputNumberOfEntries
VideoOutputNumberOfEntries

.STBService.{i}.Components.FrontEnd.{i}.
Status
Name

.STBService.{i}.Components.AudioDecoder {i}.
Status
Name
AudioStandard

.STBService.{i}.Components.VideoDecoder {i}.
Status
Name
MPEG2Part2
MPEG4Part2
MPEG4Part10
SMPTEVC1
ContentAspectRatio

.STBService.{i}.Components.AudioOutput.{i}.
Status
Name
AudioFormat
AudiolLevel
CancelMute

.STBService.{i}.Components.VideoOutput.{i}.
Status
Name
CompositeVideoStandard
VideoFormat
AspectRatioBehaviour

.STBService.{i}.AVStreams.
ActiveAVStreams
AVStreamNumberOfEntries
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.STBService.{i}.AVStreams.AVStream.{i}.
Status
Name
FrontEnd
AudioDecoder
VideoDecoder

.STBService.{i}.AVPlayers.
ActiveAVPlayers
AVPlayerNumberOfEntries
PreferredAudioLanguage
PreferredSubtitlingLanguage

.STBService.{i}.AVPlayers.AVPlayer.{i}.
Status
Name
AudioLanguage
SubtitlingStatus
SubtitlingLanguage
AudioOutputs
VideoOutputs
MainStream
PIPStreams

Table K-4: TR-135 — PVR:1 profile definition for ST BService:1

.STBService.{i}.Components.PVR.
StorageNumberOfEntries

.STBService {i}.Components.PVR.Storage.{i}.
Reference

.STBService.{i}.AVStreams.AVStream.{i}.
PVRState

Table K-5: TR-135 — DTT:1 profile definition for ST BService:1

.STBService.{i}.Capabilities.FrontEnd.DVBT.
MaxActiveDVBT Streams

.STBService.{i}.Components.FrontEnd.{i}.DVBT.Modula tion.
Frequency
ChannelBandwidth
Constellation
Hierarchicallnformation
CodeRateHP
CodeRateLP
GuardInterval
TransmissionMode
SNR
BER
CBER
Locked

.STBService.{i}.Components.FrontEnd.{i}.DVBT.Instal  |.
Start

Status

Progress

StartFrequency

StopFrequency
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.STBService.{i}.Components.FrontEnd.{i}.DVBT.Servic
Reset
TotalServices
LogicalChannelNumberOfEntries

eListDatabase.

.STBService.{i}.Components.FrontEnd.{i}.DVBT.Servic
LogicalChannelNumber
ServiceNumberOfEntries

elListDatabase.LogicalChannel.{i}.

.STBService.{i}.Components.FrontEnd.{i}.DVBT.Servic
Dvbld
Frequency
BER
Preferred

elListDatabase.LogicalChannel.{i}.Service.{i}.

.STBService {i}.Components.FrontEnd.{i}.DVBT.Logica
LogicalChannelNumber

IChannelConnect.

.STBService.{i}.Components.FrontEnd.{i}.DVBT.Servic
Dvbld

eConnect.

Table K-6: TR-135 — IPTVBaseline:1 profile definiti  on for STBService:1

.STBService.{i}.Capabilities.FrontEnd.IP.
StreamingControlProtocols
StreamingTransportProtocols
StreamingTransportControlProtocols
DownloadTransportProtocols
MultiplexTypes
MaxDejitteringBufferSize

.STBService {i}.Components.FrontEnd.{i}.IP.
InboundNumberOfEntries

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.
Status
MaximumNumberOfConcurrentGroups
ClientVersion
ClientUnsolicitedReportinterval

.STBService {i}.Components.FrontEnd.{i}.IP.Dejitter
BufferSize
BufferlnitialLevel

ing.

.STBService.{i}.Components.FrontEnd.{i}.IP.Inbound.
StreamingControlProtocol
StreamingTransportProtocol
StreamingTransportControlProtocol
MultiplexType
DownloadTransportProtocol
SourceAddress
SourcePort
DestinationAddress
DestinationPort
URI

{i}.

.STBService.{i}.Components.FrontEnd.{i}.IP.ServiceC
URI

onnect.

.STBService.{i}.AVStreams.AVStream.{i}.
Inbound
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Table K-7: TR-135 — RTCP:1 profile definition for S TBService:1

.STBService.{i}.Components.FrontEnd.{i}.IP.RTCP.
Enable
Status
TxRepeatinterval

Table K-8: TR-135 — RTPAVPF:1 profile definition fo r STBService:1

.STBService {i}. Components.FrontEnd.{i}.IP.RTPAVPF.
Enable
Status
RetransmitTimeout
MinLossPackets
MaxReportTime
MaxLossBurst

Table K-9: TR-135 — IPTVHomeNetwork:1 profile defin ition for STBService:1

.STBService.{i}.Components.FrontEnd.{i}.IP.
OutboundNumberOfEntries

.STBService {i}. Components.FrontEnd.{i}.|P.Outbound i}
MultiplexType
URI

.STBService.{i}.AVStreYams.AVStream {i}.
Outbound

Table K-10: TR-135 — IGMP:1 profile definition for ~ STBService:1

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.
Enable
Status
MaximumNumberOfTrackedGroups
LoggingEnable
DSCPMark
VLANIDMark
EthernetPriorityMark
ClientVersion
ClientRobustness
ClientUnsolicitedReportinterval
ClientGroupNumberOfEntries
ClientGroupStatsNumberOfEntries

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.Cli  entGroup.{i}.
GroupAddress
UpTime

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.Cli  entGroupStats.{i}.
GroupAddress
TotalStart
CurrentDayStart
QuarterHourStart

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.Cli  entGroupStats.{i}.Total.
NumberOfJoins
NumberOfLeaves
MaxJoinDelay

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.CIi  entGroupStats.{i}.CurrentDay.
NumberOfJoins
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NumberOfLeaves
MaxJoinDelay

.STBService.{i}.Components.FrontEnd.{i}.IP.IGMP.CIli  entGroupStats.{i}.QuarterHour.
NumberOfJoins
NumberOfLeaves
MaxJoinDelay

Table K-11: TR-135 — BasicPerfMon:1 profile definit  ion for STBService:1

.STBService.{i}.ServiceMonitoring.
SampleEnable
SampleState
Samplelnterval
ReportSamples
TimeReference
ReportStartTime
ReportEndTime
MainStreamNumberOfEntries

.STBService.{i}.ServiceMonitoring.MainStream.{i}.
Enable
Status
ServiceType
AVStream
Gmin
SeverelLossMinDistance

.STBService {i}.ServiceMonitoring.MainStream.{i}.To  tal.
Reset
ResetTime

.STBService.{i}.ServiceMonitoring.MainStream.{i}.To  tal.DejitteringStats.
Overruns
Underruns

.STBService.{i}.ServiceMonitoring.MainStream.{i}.To  tal. RTPStats.
PacketsReceived

PacketsLost

LossEvents

SeverelLossIndexCount

.STBService.{i}.ServiceMonitoring.MainStream.{i}.To  taL. MPEG2TSStats.
TSPacketsReceived
PacketDiscontinuityCounter

.STBService.{i}.ServiceMonitoring.MainStream.{i}. To  tal.VideoDecoderStats.
ILostFrames

.STBService.{i}.ServiceMonitoring.MainStream.{i}.To  tal.VideoResponseStats.
MinimumVideoSystemResponse
MaximumVideoSystemResponse

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.
SampleSeconds
SignificantChanges
PVRTimeShift

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.DejitteringStats.
SampleSeconds
Overruns
Underruns

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.RTPStats.
SampleSeconds
PacketsReceived
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PacketsExpected
PacketsLost
PacketsLostBeforeEC
LossEvents
SeverelLossIndexCount
MaximumLossPeriod
MinimumLossDistance

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa
SampleSeconds
TSPacketsReceived
TSPacketsDrained
PacketDiscontinuityCounter

mple.MPEG2TSStats.

.STBService {i}.ServiceMonitoring.MainStream.{i}.Sa
SampleSeconds
ILostFrames

mple.VideoDecoderStats.

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa
SampleSeconds
AverageVideoSystemResponse
MinimumVideoSystemResponse
MaximumVideoSystemResponse

mple.VideoResponseStats.

Table K-12: TR-135 — ECPerfMon:1 profile definition

for STBService:1

.STBService.{i}.ServiceMonitoring.MainStream.{i}.To
PacketsReceivedBeforeEC
RetransmitTimeouts
PacketsLostBeforeEC
LossEventsBeforeEC
SeverelLossIndexCountBeforeEC

tal. RTPStats.

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa
SampleSeconds
PacketsReceivedBeforeEC
RetransmitTimeouts
PacketsLostBeforeEC
LossEventsBeforeEC
SevereLossIndexCountBeforeEC
MinimumLossDistance
MinimumLossDistanceBeforeEC
MaximumLossPeriod
MaximumLossPeriodBeforeEC

mple.RTPStats.

Table K-13: TR-135 — VideoPerfMon:1 profile definit

ion for STBService:1

.STBService.{i}.ServiceMonitoring.MainStream.{i}. To
FrameRate
LostFrames
DecodedFrames
IDecodedFrames
ConcealedFrames
IConcealedFrames

tal.VideoDecoderStats.

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa
HighLevelMetricStatsNumberOfEntries

mple.

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa
SampleSeconds
EmptyBufferTime

mple.DejitteringStats.
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.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.VideoDecoderStats.

SampleSeconds
FrameRate

LostFrames

DecodedFrames
IDecodedFrames
ConcealedFrames
IConcealedFrames

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.HighLevelMetricStats.{i}.
SampleSeconds
MetricName
Metric1Threshold
Metricl

Table K-14: TR-135 — AudioPerfMon:1 profile definit  ion for STBService:1

.STBService {i}.ServiceMonitoring.MainStream.{i}.To  tal.AudioDecoderStats.
DecodedFrames
DecodingErrors

.STBService.{i}.ServiceMonitoring.MainStream.{i}.Sa  mple.AudioDecoderStats.
SampleSeconds
DecodedFrames
DecodingErrors

Table K-15: TR-135 — AudienceStats:1 profile defini  tion for STBService:1

.STBService.{i}.Applications.AudienceStats.
Enable
Reset
ResetTime
ChannelNumberOfEntries

.STBService.{i}.Applications.AudienceStats.Channel.  {i}.
Name
Duration

Table K-16: TR-135 — AnalogOutput:1 profile definit  ion for STBService:1

.STBService.{i}.Components.
SCARTNumberOfEntries

.STBService.{i}.Components.VideoOutput.{i}.
VideoFormat
Macrovision
SCARTS

.STBService.{i}.Components.SCART {i}.
Status
Name
Presence

Table K-17/TR-135 — DigitalOutput:1 profile definit  ion for STBService:1

.STBService.{i}.Components.VideoOutput.{i}.
HDCP
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Table K-18: TR-135 — CA:1 profile definition for ST  BService:1

.STBService.{i}.Components.
CANumberOfEntries

.STBService.{i}.Components.CA{i}.
Status
Name
SmartCardReader

.STBService.{i}.AVStreams.AVStream.{i}.
CA

Table K-19: TR-135 —DRM:1 profile definition for ST BService:1

.STBService.{i}.Components.
DRMNumberOfEntries

.STBService.{i}.Components.DRM.{i}.
Status
Name
SmartCardReader

.STBService.{i}.AVStreams.AVStream.{i}.
DRM

Note that updates will have to be made to the mfmdtedxistence of a Cl + or other CSP- G relatddrfaces and
TR-106 :

Table 6 - Baseline:1 Profile definition for Devite:

Table 9 - LAN:1 Profile definition for Device:1
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Annex L New Event package for SIP SUBSCRIBE /NOTIFY
(Informative)

. Event: oipf-spdlist;DomainName="koreatelecom.co.kr”
The newly created event name SHALL be “oipf-sptlist

- Also, theDomainNameparameter can have eith&L‘L” or a certain service provider’s domain name. If
the value oDomainNameparameter SHALL beALL", IPTV SP Discovery FE should return all SP
discovery information of all service providers. Hower, if theDomainNamevalue SHALL be a specific
domain address, the SP Discovery FE should rehermequest specific SP discovery information.

. Extending the existing Accept-Encoding:

- The value of “Accept-Encoding” can be either “gzg”“xml-oipf-bim”. When OITF requests with
“xml-oipf-bim”, the SP Discovery FE should retuitretSP Discovery xml document which SHALL be
encoded with BiM.

. New Event package for SIP NOTIFY request
- The Event header of the SIP NOTIFY request SHALLseewith “oipf-spdlist”.
- Event: oipf-spdlist;
- The Content-Encoding SHALL be either “gzip” or “xipf-bim”.
- The "effective-by" parameter for the event head¢ABSL be set to 0.

- The Content-Type SHALL be “application/oipf-spdigmi”.
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Annex M Protocol Features with Options to be Selected by
(Informative)

The following aspects of the Protocols specificatiave been written on the basis of deploymentipsofiefining
which of a choice of aspects is required for agipeofile. For each of these features any profilay contain either of

Deployment Profil

es

the two options for that feature identified in Telxkx.

Any feature in this specification may be requir@aot required according to different profiles. Ttable identifies

only those features that must have options seldntqutofile.

Feature

Profile Option 1

Profile Option 2

Remote management of a devic
supporting the OITF functional
entity

£5.3.5.1.2 UNI-RMS for OITF

5.3.5.2 Remote Management
using DAE APIs

Feature

Profile Option 3

Profile Option 4

MPEG2-TS transport via direct
mapping to UDP

9.1.1.1 Protocol over UNIT-17
9.1.2.1 Protocol over UNIT-17
13.1 Protocol over UNIT-17 —

MPEG2-TS direct mapping over
UDP.

9.1.1.1 Protocol over UNIT-17

9.1.2.1 Protocol over UNIT-17

Feature

Profile Option 5

Profile Option 6

DHCP Options for Service
Provider Discovery PSI.

12.1.1.1.2 OPTION 15

12.1.1.1.3 OPTION 124/125

Feature

Profile Option 7

Profile Option 8

SIP Subscribe Body for service
provider discovery

6.3.1.1.1 Using
SUBSCRIBE/NOTIFY

(No support in OITF for optional
SUBSCRIBE body).

6.3.1.1.1 Using
SUBSCRIBE/NOTIFY

(Support in OITF for optional
SUBSCRIBE body).
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