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Foreword

This Technical Specification (TS) has been produnethe Open IPTV Forum.

This specification provides multiple options fons® features. The Open IPTV Forum Profiles speditica

complements the Release 2 specifications by defitiie Open IPTV Forum implementation and deploynpeofiles.
Any implementation based on Open IPTV Forum speatifons that does not follow the Profiles spectfaracannot
claim Open IPTV Forum compliance.

This document is Volume 4 in the 9 Volume set afcfications that define the Open IPTV Forum Redeasolution.
Other Volumes in the set are:

Volume 1 — Overview

Volume 2 — Media Formats

Volume 2a — HTTP Adaptive Streaming

Volume 3 — Content Metadata

Volume 4a — Examples of IPTV Protocol Sequences
Volume 5 — Declarative Application Environment
Volume 6 — Procedural Application Environment

Volume 7 — Authentication, Content Protection aedviee Protection
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Introduction

This document specifies the protocols over thefihg reference point interfaces defined in the ©OBETV Forum
Release 2 Architecture specificatiphRCH]

The UNI interfaces, between the network or serpicevider domains and the consumer domain
The HNI interfaces, between the functional entitiethe consumer network domain

The NPI interfaces, between the functional entitiethe network and service provider domains
Interfaces to external systems, which include

DLNA networks in the consumer domain

The requirements for these interfaces are deringd the following sources:-

Open IPTV Forum Service and Platform RequiremenRielease 2REQS]
Open IPTV Forum Functional Architecture for Relea$&RCH)]

Other Open IPTV Forum specificatiof®AE], [CSP], [META] and[AVC]
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2. Conventions and Terminology

2.1 Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD", “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in RFC2119
[KEYWORD]. All Sections and Annexes, except “Intrgdion”, are normative, unless they are expliditigficated to be
informative.

2.2 Terminology

Term Definition

Native HNI-IGI function
(often shortened to
Native HNI-IGI)

The procedures for interactions on the HNI-IGI ifgee are provided as part of the OITF implemeatati
- typically in native code.

Non-native HNI-IGI
function (often shortened
to Non-native HNI-IGI)

The procedures for interactions on the HNI-IGI ifaee are provided by a service provider in Javiacr
as part of a DAE application.

Copyright 2010 © Open IPTV Forum



Page 26 (290)

3.

3.1

Release 2 Interfaces

Consumer Network to Provider Network Interfaces (UNI)
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OITF {==7777"~7==777775 T
:______l\/l_D_T_F _______ ! | UNIF A9
| User Profile Management | | AG UNIE-AL YRNIE-2
| UNILRINS
. " RMS1
| Performance Monitor Client | | | UNIF-A8
Stream Session Management UNIS-A4L
and Control [ UNISAS, UNIS-14
. . [ Downloaded
| Stream Transm|tter/ReIce|ver | | Java Applications UNIF-47
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I Application
| CSsP | | Environment UNIS-CSP-T
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RUI Server
| IPTV Service Discovery | UNIS-15, UNIS-19
| Metadata CG Client | UNIS-7
- I UNILRMS
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Figure 1: Consumer Network High Level Architecture

E UCIMC
1

Figure 1 depicts the functional entities, functiamsl reference points defined by the Open IPTV dFunctional

Architecture [ARCH] in the Consumer Network.
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In a device that implements both the OITF and @gthe use of the HNI-IGI interface is OPTIONALn this case, the
device SHALL support the UNIS-8, UNIS-9 and UNI-RNt&erfaces.

The HNI-IGI interface consists of a set of interaigs between the OITF and the IG.

The HNI-IGI interface supports two OPTIONAL protdso

* An HTTP option, where HTTP is deployed over theiiface.

* A SIP option, where SIP as defined in RFC 3261 @atrtinent RFC extensions is deployed over the finter

The functionality supported by the OITF and theid@entical for both options. All IMS specificseasupported by the
IG in both options as well.

For the HTTP option, certain interactions on thelH#i®ll interface MAY be implemented either natively as a DAE
application, whereas other interactions cannohipamented as a DAE applications and MUST be implged in
native code. An OITF is said to implement the lir@tHNI-IGI HTTP option function” if it supports &ast (but is not
limited to) the interactions which MUST be implent&thin native code. The case where no native ictierais
supported is hereafter known as "non-native HNIHH3TTP option function".

The interactions that MUST be implemented natigsist of user registration (Sections 5.4.6.1@&adB.2.2)
including service provider discovery (Section 5.#)1and GBA procedures (Section 5.4.6.2) perforate@I TF startup.

An OITF that supports the non-native HNI-IGI HTTPtion function can still be used in a managed netvgoenario,
but without the support of GBA based authenticabo TTP digest authentication using 1G to applmaiervers.

Note that GBA authentication can be achieved usitiger the GBA Authentication using IMS Gatewaygadure,
specified in [CSP] section 5.4.5 or the, more galn@rocedure, HTTP Digest Authentication using IE&teway in
[CSP] section 5.4.4. The latter; more general ptace allows the use of different authentication nagism in a way
that is transparent to the OITF, including possfatere authentication mechanisms, and should @bfe be used. It is
expected that GBA Authentication using IMS Gatewaycedure will be deprecated and removed in furarsions of
this specification.

Table 1: UNI Reference Points and Protocols

Reference Description Protocols
Point
UNIP-1 Reference point for user initiated IPTV service peafnanagement. HTTP, XCAP
UNIP-2 Reference point for user initiated profilemagement of Person-to-Person Communication OMA XDM, OMA
Enablers, such as presence privacy, resource dishgement, group management, etc. Presence Enablers
L ) IMS SIP
Note that group management is included to suppertrianagement of pre-defined groups that can
be reused for several purposes, such as presdmaeypipresence request, massaging, chatting, letc.
UNIS-6 Reference point for user interaction with lgggtion logic for transfer of user requests and HTTP, FLUTE
interactive feedback of user responses (provideci§p GUI). HTTP and FLUTE are used to
interface between the DAE and the IPTV Applicattamction in both the managed and unmanaged
models.
UNIS-7 Requests for transport and encoding of cargeide metadata. The reference point includes the| HTTP, DVBSTP
metadata and the protocols used to deliver thedattaand SHALL be based on DVB-IP BCG.
[BCG]
UNIS-8 Authentication and session management foragad network model. IMS SIP
UNIS-9 Authentication for GBA Single-Sign on. See S HTTP
UNIS-11 Reference point for control of real timeeaiming (e.g. control for pause, rewind, skip fodyafThe | RTSP
reference point includes content delivery sessatnpsin the case of the unmanaged model.
UNIS-12 Reference point between the AG and the gdemgpecific application functional entity. HTTP, FLUTE

Encompasses two functions:

» Signalling and download of applications in a gemérmat. This function is subject to
standardization.

» Interaction of generic applications with the pracetwork. This function is not subject to
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standardization.

UNIS-13 User Stream control for multicast of réale content and data for the managed network model.| IGMP
This interface MAY also be used by service provadeho wish to offer multicast services without
session initiation.

UNIS-14 Reference point used for authorization ofise access for the unmanaged network model. See| HTTP
[CSP]

UNIS-15 Reference point to the IPTV Service Discgveunctional Entity (FE) to obtain information albou| HTTP, DVBSTP
IPTV services offered by an IPTV Service Provider.

UNIT-16 Reference point used for Network Attachmeltinctions connected to this reference point thelu| DHCP
DHCP Server and DHCP Relay.

UNIT-17 Content stream including content; conterdrgption (for protected services) and content emmpd | RTP, HTTP, UDP
This reference point MAY be used for both multicaistl unicast (UNIT-17M and UNIT-17U,
respectively).

UNIT-18 Performance monitoring interface for regoay the performance monitoring results, includR§CP | RTCP, RTSP
for RET/FCC requesting/control.

UNIT-19 Multicast Data Channel, used to deliver datdifferent kinds to the OITF by means of mulsta | FLUTE
This reference point can carry discrete data thaairied over unicast through e.g., the interfaces
UNIS-6 and UNIS-7. Other uses such as UNI-RMS ateercluded.

UNIS-19 Reference point to the IPTV Service Providescovery functional entity to obtain the list of HTTP
Service Providers, and related information.

UNI-RMS Remote Management using DSL Forum TR-069 é&aork [TR069] and related extensions based HTTP/TR-069
on the DVB-IP-RMS specification.

UNIS-CSP-T Rights management for protected contémtlsding key management and rights expression. SgeHTTP/MARLIN
[CSP]

UNIS-CSP-G Reference point to support a service anteat protection solution specific to the IPTV Beg

Provider. This interface MAY be used to obtairefises for purchases/subscribed content, cont

content and the service protection system and MY ke used to deliver content.

Table 2: Other interfaces

WAN gateway | Interface between OITF/IG and AG and the WAN Gatewa DHCP, IGMP
LAN

Interfaces

HNI-DM Interface between the WAN gateway and th&®©to support remote management of the OITF in UPnP DM[UPNP]

the home.
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3.2

Provider Network Reference Points Description
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Figure 2: Provider Network High Level Architecture
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Figure 2 shows the Functional Entities and Referguaints in the service provider network defineflARCH].

Table 3: NPI Reference Points and Protocols

Reference | Description Protocols

Point

NPI-1 Reference point between the Service Acceshéehuiication FE and the User Database. Not Specified

NPI-2 An OPTIONAL reference point allowing interamt between IPTV applications and the IPTWot Specified
Control FE.

NPI-3 The reference point between Authenticatieaston Management and Person-to-Person | ISC interface
Communication Enablers. [TS124503]

NPI-4 Reference point for routing of IPTV servicéated messages to the IPTV Control FE. ISC interface

[TS124503]

NPI-6 This reference point allows the IPTV Contréd t retrieve the subscriber's IPTV-related | Not Specified
service data when a user registers in the IMS n&two

NPI-7 This reference point allows person-to-perapplication enablers to retrieve the subscriber{sSh Interface
IMS data from the user database. [UMTS-SH]

NPI-9 This reference point allows the IPTV ControirR to retrieve the subscriber’'s IMS-specific| Sh Interface [UMTS-
data from the user database. SH]

NPI-10 A reference point for the allocation/de-alition and control of content for a unicast sessignRTSP

NPI-11 A reference point for sending events andgihg information. Rf and Ro [CHNG]

NPI-12 This reference point allows the Authenticatand Session Management FE to retrieve thg Cx [DIAM]
subscriber’s IMS data from the User Database astaopthe user’s IMS registration.

NPI-14 A reference point from Charging FE and Autheation and Session Management FE. Rf [CHNG]

NPI-15 This reference point controls the ResouroelsfAmission Control. Gq' [AFSPDF]

NPI-16 Reference point between the Transport Prowgsainction and Resource and Admission | Re [RACS-RE]
Control.

NPI-17 Reference point between the IPTV Applicatiand the IPTV Service Profile. XCAP

NPI-18 Reference point between the Service Acceds\athentication FE and the IPTV Not Specified
Applications. This SHALL only be used in the unmged network model.

NPI-19 This reference point SHALL be used for ustcsession setup control between the SIP/SDP
Authentication and Session Management and the @bbDdivery Network Controller.

NPI-20 This OPTIONAL reference point allows theriemtal of CG data. Not Specified

NPI-21 This reference point allows the GBA SinglgrSon functional entity to validate user Not Specified
credentials.

NPI-25 This reference point allows forwarding uisiceontrol messages to the appropriate Content SIP/SDP
Delivery Network Controller FE.

NPI-26 The reference point allows the Content Dejivéetwork Controller to delegate the handling SIP/SDP
of a unicast session to a specific Cluster Controller

NPI-27 The reference point between the Authenticelfiroxy and the GBA Single Sign-on node | Not Specified
allows the proxy to retrieve a user key for autieation purposes.

NPI-28 This reference point SHALL be used to pushuser access capabilities to the Network | e4 [NASS-E4]
Attachment and the RAC.

NPI-30 This reference point supports the IPTV SerRrovider Discovery step of the service ISC interface

discovery procedure for managed model.

[TS124503]
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3.3 Interfaces to External Systems

3.31 Consumer Network

Table 4: External Interfaces from the Consumer Netw  ork

DLNA Interface between the OITF and DLNA devices intibene. DLNA
Function
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4, Structure of the document

Each section of this specification identified beldafines the procedures that use a specific prbtoco
Section 5: HTTP

Section 6:

SIP and SIP/SDP

Section 7: RTSP

Section 8: IGMP and Multicast Protocol

Section 9:

RTP/RTCP

Section 10: UPnP

Section 11: DLNA

Section 12: DHCP

Section 13: UDP

Section 14: FLUTE

Section 15: Diameter

The annexes cover the following topics:

Annex A: Change History (Informative)

Annex B: Example Messages (Informative)

Annex C: User Profile Description (Informative)

Annex D: Mapping attributes for Scheduled Contédrgnative)

Annex E: <protocol> names (Normative)

Annex F: System Infrastructure (Normative)

Annex G: System Infrastructure Mechanisms (Infoimegt

Annex H: Presence XML Schema (Normative)

Annex I: Protocol Procedure Section Structure (imfative)

Annex J: OITF-specific TR-135 and TR-106 Remote Egament Objects (Normative)
Annex K: New Event package for SIP SUBSCRIBE /NOY (finformative)
Annex L: Overview of Notification Services in OIF2 (Informative)
Annex M: Fast Channel Change and Retransmissio€{RET) (Normative)
Annex N: IG handling of IMPUs in association witiRGU (Informative)

Annex O: FDT Schema Extensions (Normative)
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5. HTTP

5.1 HTTP Reference points

This Section defines the protocol for the use offRTover the following reference points:

HNI-IGI — HTTP Option

Certain interactions on the HNI-IGI interface cartyobe implemented natively, while the rest carirbplemented
either in native code or in a DAE application. the following sections, if no qualification is pided it MUST be
understood that the function can be performed aBtior as a DAE application.

* UNIP-1
* UNIS-6
* UNIS-7
* UNIS-9
* UNIS-15
* UNIT-17
* UNIS-19

5.2 |G as a protocol Converter supporting the HNI-IGI
interface — HTTP Option

In support of the HNI-IGI HTTP option the IG SHALAct a protocol converter between HTTP and SIPthan
respect, the IG acts as an HTTP server toward®hE, and as a SIP User Agent (UA) towards the iM8vork. The
following lists the behaviour of the IG as a SIP tbdards the IMS network:

* The IG SHALL handle all SIP headers that are maorgidiy [RFC3261]; creating and storing them where
applicable when initiating requests from the Oldwards the network or when receiving incoming restgiérom
the IMS network targeted for an OITF. The sameiappb SIP responses. The different services spedift
needs to be stripped before a request/responsatisosthe OITF.

* The IG SHALL handle all IMS specific SIP headetsring what is received from the network for redrtfon
during outgoing requests (e.g. P-Preferred-ldensitgording td T S124503], and stripping those headers before a
request/response is sent to the OITF.

» The IG SHALL behave transparently to all SIP headtfined ifSIP], that are received from the network, and
SHALL NOT alter them before being sent to the O(ERcoded as HTTP headers), where applicable. The sa
applies to SIP headers (encoded as HTTP headetdyaa the OITF to the IMS network.

e The IG SHALL validate incoming SIP headers (encodetHTTP headers) from the OITF before accepting a
request. The same applies to SIP responses rededradhe OITF. The various services specify thidedion to
be performed by the IG.

* The IG SHALL NOT validate compliance to any XML scha.
* The IG SHALL validate SDP (encoded in the HTTP boslyntax for correctness.

» Inregard to IMS registration, the IG SHALL perfothe IMS registration when requested by the OITire TG is
therefore stateful to IMS registration. Howeveragful de-registration and re-registration SHALLtlggered by
the OITF. The IG SHALL deal with all non-graceftitcumstances. The specific sections on IMS regfisin
specifies detailed behaviour for the OITF and IG.
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* The IG SHALL be stateful, to all IMS sessions. $es initiation, termination, and session refreah be triggered
by the OITF or the network, depending on the spes#rvice. The IG SHALL deal with non-graceful
circumstances.

5.3 Protocol for IPTV Service Functions

5.31 Scheduled Content

5.3.1.1  Protocol over HNI-IGI for the Managed Model — HTTP Option

When the OITF initiates, modifies or terminatesca&luled Content service, the OITF sends HNI-IG$sages
containing the appropriate method, mapped to HNld&described in Section 5.6.1, “OITF-IG InterfdeiNI-IGI)”.

The SIP-specific information in the related messagealescribed in Section 6.1.2.1, “Scheduled Gur#ervice.” The
SIP-specific information is mapped to the HNI-IGbocol, as described in Section 5.6.1, “OITF-I&hface (HNI-
IGI)". In particular, the OITF creates HTTP headfensan HNI-IGI message by adding “X-OITF-" in froaf the
necessary SIP header names. In addition, OPTIONgk&rpeters MAY be included as defined in [TS124503].

Certain interactions on the HNI-IGI interface SHAbk implemented natively, while the remaining agadile
interactions MAY be implemented either nativelyagra DAE application. In the following sectionsndf qualification
is provided, it MUST be understood that the intéoarccan be performed natively or as a DAE appiicat

5.3.1.1.1 Session Initiation

The HNI-IGI function in the OITF SHALL follow theollowing procedure for session initiation:

Step1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>Tage 5

HTTP Request Body: SDP offer containing the follogvelements (conforming {@ S183063)):

e The m-line(s) SHALL be set to the Scheduled Consentice which the OITF intends to join first, amtiag to the
mapping defined in Section D.1, “Mapping SDP atttés from DVB SD&S information.”

o If the Scheduled Content Service includes FCC arijET and the OITF supports FCC and/or RET, thetgpr
field SHALL be “RTP/AVPF". If the OITF does not spprt FCC and/or RET, “RTP/AVPF” SHALL NOT be
used.

* The c-line(s) SHALL be set to the Scheduled Consentice which the OITF intends to join first, actiog to the
mapping defined in Section D.1, “Mapping SDP atités from DVB SD&S information.”

» An a=bc_service: BCServiceld line SHALL indicate tBcheduled Content service that the OITF intengsin
(according to the mapping defined in Section DMapping SDP attributes from DVB SD&S information”).

» If the OITF does not intend to use FCC and/or REd laas knowledge of the bandwidth of the SchedGleatent
service with the highest bandwidth requirementudeld in the session, the b-line SHALL be included set to
this value.

o |If the OITF supports FEC and the Scheduled Corgentice has FEC enabled, then the OITF SHALL inelud
the additional bandwidth in the value set in th@b- If the OITF does not support FEC and the Saled
Content service includes FEC that uses the samiécasitlgroup address then the FEC bandwidth SHA&L b
included.

o |If the OITF supports Network Generated NotificatB®rvice and the Scheduled Content service hasiat=d
Network Generated Notification service, then th& ©EHALL include the additional bandwidth in thdwa set
in the b=line. If the OITF does not support Netw@#&nerated Notification service and the Scheduleatéht
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service has associated Network Generated Notificegérvice that uses the same multicast group sslthen
the additional bandwidth SHALL be included.

» Ifthe OITF intends to use FCC and/or RET, it SHi/Aave performed the procedure in Section 5.321.1.
“Retrieval of bandwidth parameter for FCC and/ofTR#habled SC” and SHALL include in the sessione-lihe
value returned from that procedure

» If the OITF intends to make use of RET serviceydot a RET-enabled SC session, it SHALL include #ttribute
a=rtcp-fb:<fmt> nack where <fmt> indicates thetpufrthe IP MC stream that carries the SC service.

» If the OITF intends to make use of FCC serviceaf¢i{CC-enabled SC session, it SHALL include thebatte
a=rtcp-fb:<fmt> nack rai where <fmt> indicates fiwt of the IP MC stream that carries the SC servic

» If the OITF wants to make use of RET and/or FG@ré SHALL be an a=rtcp: <port> <network type> <add
type> <connection address> line after the m-lirrettie IP multicast stream, providing the OITF detiion IP
address and port for the RTCP feedback messagesiatesl with the SC IP multicast flow.

Note: The RTCP feedback target transport addrgssal&d in the a=rtcp: <port> <network type> <additype>
<connection address> line on the media level fedBhmulticast stream is only valid for the firBtiinulticast
channel the OITF intends to connect to. For othanaels that are part of the same broadcast packeg8DNS
signaled values (RTCPReporting@DestinationPort RI€CPReporting@DestinationAddress) for each pdeicu
channel SHALL prevail.

* An a=recvonly line

In order for the OITF to connect to the FEC stremsociated with the original multicast stream, toldal parameters
SHALL be included in the SDP offer as follows:

* An m-line for the FEC stream, as indicated by thevi8e Discovery or Metadata Control FE. The m-I8t¢ALL
be set according to the mapping defined in Annelx IMapping SDP attributes from DVB SD&S informatid

» A c-line according to the mapping defined in Anizg, “Mapping SDP attributes from DVB SD&S inforrt.”

In order for the OITF to consume additional netwgekerated naotification service associated withsttfeeduled
content, additional parameters SHALL be includethin SDP offer as follows:

* An m-line for the notification multicast stream,iadicated by the Service Discovery or Metadatat@diE. The
m line SHALL be set according to the mapping defime Annex D.1, “Mapping SDP attributes from DVB &b
information.”

» A c-line according to the mapping defined in Anizg, “Mapping SDP attributes from DVB SD&S inforrat.”

* An a=bc_service: BCServiceld line SHALL indicate thetwork Generated Notification service that th€fo
intends to join (according to the mapping defiirednnex D.1, “Mapping SDP attributes from DVB SD&S
information.”).

OPTIONALIy one or more a=bhc_service_package: <BBRgeld> as defined in Annex D.2, “Service Package
SDP attributes.” The initial offer SHALL NOT contamult_list and bc_tv_service_id_list parametetht
initiation is the result of a previously deniedtiafion, the OITF MAY restrict the Network Generdtiotification
services by including mult_list attributes.

If the OITF indicates its support for RET by meaishe "a=rtcp-fb:<fmt> nack" and MC RET is offerad a service
as indicated by SD&S, in order for the OITF to cecitrto the multicast RET stream, the SDP offer SHAiclude an
additional m-line for the multicast RET stream @nredia> <port> <proto> <fmt>) which SHALL be se&tcording
to the mapping defined in Annex D.1, “Mapping SOfilautes from DVB SD&S information.”

Step 2:  If the request is for a scheduled content sessti@nlG SHALL validate that the request includdgts
mandatory SIP headers for the process as per balblee IG SHALL send a SIP INVITE to the network to
request the initiation of the scheduled conterngises and SHALL wait for the response to the regudse
IG SHALL reject a request that is missing any maodaSIP headers with a non-200 OK HTTP response,
including the reason for rejection.

Step 3:  On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortepe response to the initiation request. Thepaase
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Step 4:

Step 5:

SHALL include a list of SIP headers as per Tabie &ddition to the normal HTTP headers as per
RFC 2616 [HTTP], and the same SDP answer bodyihatreceived by the 1G in the SIP message.

When the OITF receives the response to the INVITEHALL examine the media parameters in the
received SDP. The OITF SHALL restrict the Sched@eadtent services that it joins according to the
parameter (a=bc_service_package attribute) recdivedthe IPTV Control FE. However, if the OITF
retrieved the IPTV user profile prior to sessiotiation, then it MAY ignore the=bc_service_package
attribute.

If the OITF receives an error code with an Insuidfint Bandwidth indication in the response from lBethe
OITF MAY perform a new INVITE with a reduced maximwandwidth for the Scheduled Content service.
This procedure MAY be repeated. If no agreementheareached, the OITF MAY display a failure message
to the user.

Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP PENDING _IG to acknowledge the

final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperatable 7

HTTP Request Body: Empty

Table 5: Supported HTTP extension headers in the HN

I-IGI INVITE Request message for Scheduled

Content session setup (OITF ->IG)

X-OITF HTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The Request-URI in the INVITE request SHALL be the
well known PSI (Public Service Identifier) of thelf&duled
Content Service: OIPF_IPTV_SC_Service@<domain
name>.

The domain part SHALL be the IPTV Service Provider
domain name obtained via Service Provider discovery

RFC 3261 [SIP]
INVITE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter and the sip.instance featurdMagT
be included and MUST match what is sent in theaxnt
header included in the registration request.

The IG includes all other mandatory parametersdhat
absent.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP] (application/sdp)

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Supported

RFC 3261 [SIP] set to timer
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X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

X-OITF-Recv-Info

SHALL be empty or the list of info packages the ©Ii§
willing to receive

draft-ietf-sipcore-info-events [INFO-PKG]
TS 26.237 [PSS-MBMS]

Table 6: Supported HTTP extension headers in the re

message for Scheduled Content session setup (IG

sponse message to an HNI-IGI INVITE request
2>0ITF)

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Recv-Info

SHALL be empty to stop receiving any SIP INFO imihg
any Info Package

Or

SHALL be set to Content Reporting Info Package to
indicate willingness to receive the Info Package.

And/Or

SHALL be set to Content Bookmark Info Package to
indicate willingness to receive the Info Package

And/Or

SHALL be set to Digital-Purchase Info Package tlidate
willingness to receive the Info Package

draft-ietf-sipcore-info-events [INFO-PKG]
TS 26.237 [PSS-MBMS]

Table 7: Supported HTTP extension headers in the HN

I-IGI ACK message for a successful Scheduled

Content session setup (OITF 2>IG)

X-OITFE HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the ACK request SHALL be the
contact included in the response to the INVITE rages

RFC 3261 [SIP]
ACK <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]
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X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line” of the
initial request

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

The URI parameter MUST be included, and MUST matc
what has been inserted in the INVITE message. Ghe |
includes all other mandatory parameters that aserab

5.3.1.1.2 Retrieval of bandwidth parameter for FCC and/or RET enabled SC

If the OITF intends to use FCC and/or RET, when3iC is FCC and/or RET enabled, the OITF SHALLthse
procedure defined in Section 5.3.2.1.1, “Retriefabession Parameters”, with the following modifions:

« The Request-URI in the method line is set to walhkn PSI for the scheduled content service

* The OITF SHALL include an HTTP body that SHALL inde an SDP that includes one m line that matchemth
line associated with the scheduled content sethie®©ITF intends to join first (see Section 5.8.1, “Session
Initiation™) with the following exceptions:

0 No b-line is included
0 The following additional a attribute SHALL be inded when the OITF intends to use RET:

= a=rtcp-fh:<fmt> nack
where <fmt> indicates the RTP payload type of ®&C stream that carries the SC service.

0 The following additional a attribute SHALL be inded when the OITF intends to use FCC:

= a=rtcp-fb:<fmt> nack rai
where <fmt> indicates the RTP payload type of éMC stream that carries the SC service.

The returned response SHALL include total bandwaftthe Scheduled Content service with the higtegat
bandwidth, including the overhead bandwidth reqlife the FCC/RET stream. Maximum bandwidth willdygnaled
by means of the following media level bandwidth rfiec

0 b=AS:<bandwidth>
where <badwidth> is the maximum calculated bandwadicording to the b=AS bandwidth modifier defired
RFC 4566 expressed in kbps.

5.3.1.1.3 Session Modification

To join a service outside the set of channels natgat at session initiation, or to perform a bamttivimodification, the
OITF SHALL send a request to the IG for sessionification. The OITF SHALL generate a re-INVITE rezgi, as
defined in Table 5.

The OITF SHALL include an SDP offer in the sesswaodification request. The format of this requestA&H be the
same as for a session initiation.

5.3.1.1.4 Session Termination
To terminate a scheduled content session, the SHALL use the following procedure:

Step 1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
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» <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperatable 8
HTTP Request Body: Empty

Step2: The IG SHALL validate that the request includdgta mandatory SIP headers needed for the message
per Table 8. The IG SHALL reject a request thahissing any mandatory SIP headers with a non-200 OK
HTTP response, including the reason for rejecfidre IG SHALL send a SIP BYE to the network, to
request the termination of the scheduled contesstiee, and SHALL wait for the response.

Step 3:  The IG SHALL then return a 200 OK HTTP respongeofber appropriate responses) to the OITF to tepor
the response to the Termination request. The nsspS8HALL include, in addition to the normal HTTP
headers as per RFC 2616 [HTTP], a list of SIP hesaale per Table 9.

Table 8: Supported HTTP extension headers in HNI-IG | BYE Request for teardown of a Scheduled
Content session (OITF 2I1G)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request- Line RFC 3261 [SIP]

Note: The request URI MUST be set to the contaarnen | BYE <Request URI> SIP/2.0
the 200 OK for the invite.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valag
the Request URI in the “X-OITF-Request-Line” of the
initial request

X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

Table 9: Supported HTTP extension headers in the re  sponse to an HNI-IGI BYE Request for teardown
of a Scheduled Content session (IG  >OITF)

X-OITF HTTP Headers Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.1.1.5 Session Refresh

It is the responsibility of the OITF applicationrefresh the Scheduled Content session beforesistoh expires. The
IG SHALL consider a session terminated if it is nefreshed.
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5.3.1.1.6 Content Reporting and Management of Content Reporting of Watched Scheduled
Content

5.3.1.1.6.1 Content Reporting by the OITF
The OITF SHALL follow the following procedure foeporting a watched scheduled content:

Step 1:  To report the scheduled content being watched #feetPTV end user stopped zapping for the conéigur
time, and if the IPTV control FE permitted contegporting, the OITF SHALL send an HTTP POST
request to the IG over the HNI-IGI interface, asdl#ed in Section 5.6.1, “OITF-IG Interface (HNG).”
The content of the HTTP Request SHALL be as follows

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headers>Taae 10

HTTP Request Body: SHALL include the XML documestper Annex D ofPSS-MBM S|

The Content Reporting Info Package SHALL contairkéfil document defined in Annex D of [PSS-MBMS] ttvi
MIME type “application/3gpp-ims-pss-mbms-command+Xxm

The XML document SHALL include either one elemehad®SS content switch data or one element of MRgIgent
switch data. The selection of PSS content switth daMBMS content switch data is determined acicwrtb the
content delivery mechanism. Scheduled Content ety to the OITF through a multicast mechanism SHAse the
MBMS content switch choice. Scheduled Content @éeéid by unicast mechanism SHALL use the PSS costeitth
choice. For either of those elements there SHALlatleast one defined sequence included.

The elements in the XML document SHALL be populasdollows:
» For PssSwitchData

o ContentlD — RTSP URI of the content

o DateTime — MAY be used
* For MbmsSwitchData

0 Serviceld — The BCServiceld of the channel

o Programmeld — SHALL NOT be used

o DateTime — MAY be used

Also note that the SIP INFO including the info-ev@¥atched Content is sent only within the conteha@ scheduled
content session.

Editor's Note: The formal definition of the ConterReporting Info Package is FFS.

Step2: The IG SHALL validate that the request includestaél mandatory SIP headers for the process asagie T
10. The IG SHALL send a SIP INFO to the network &tiALL wait for the response to the request. The
IG SHALL reject a request that is missing any maodeSIP headers with a non-200 OK HTTP response,
including the reason for rejection.

Step 3:  On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortepe response to the INFO request. The response
SHALL include a list of SIP headers as per Tablénldddition to the normal HTTP headers as per
RFC 2616HTTP].

5.3.1.1.6.2 Management of Reporting by IPTV Control FE

The OITF SHALL comply with the following when it ates to management of reporting a watched schedola@nt:
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Step 1: At any time, the IG can receive a SIP UPDATE, uithg an empty Recv-Info header or including the
Content Reporting Info Package, from the networdrer the OITF to stop or start reporting the \watt
content. When a SIP UPDATE is received by theth®,IG SHALL return an HTTP 200 OK response to
the OITF. The response includes a list of SIP besads per Table 12 in addition to the normal HTTP
headers as per RFC 26[6TTP].

Step 2: Once the OITF accepts the incoming SIP UPDATEHALL send to the IG an HTTP HNI-IGI
PENDING_IG request to acknowledge the receipt ef3fP UPDATE. The content of the HTTP request
SHALL be as follows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>Tage 13
HTTP Request Body: Empty

If the SIP UPDATE is for resumption of content retpgy, the OITF SHALL immediately report the curtigrwatched
content in accordance with Section 5.3.1.1.6.1 t€nt Reporting by the OITF.”

Table 10: Supported HTTP extension headers inthe H  NI-IGI SIP INFO Request message for Content
Reporting (OITF 21G)

X-OITFHTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the INFO request SHALL be thd we| INFO <Request URI> SIP/2.0
known PSI (Public Service Identifier) of the Schiedu
Content Service: OIPF_IPTV_SC_Service@<domain

name>.
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valag
the Request URI in the “X-OITF-Request-Line”

X-OITF-Contact RFC 3261 [SIP]

The URI parameter MUST be included, and MUST matc
what was used in the SIP INVITE for the schedulextent
session.

The IG includes all other mandatory parametersdhat
absent.

X-OITF-Call-ID RFC 3261 [SIP]

MUST match what was used in the SIP INVITE for the
scheduled content session

X-OITF-CSeq RFC 3261 [SIP]

X-OITF_Info-Package [INFO-PKG]

SHALL be set to Content Reporting Info Package

Editor's Note: The formal definition of the Info-
Package Watched Content is FFS

X-OITF-Content-Type draft-ietf-sipcore-info-events [INFO-PKG]
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SHALL be set to the MIME type that corresponds ttéx
D of [PSS-MBMS]

Editor’'s note: The definition of the MIME type
is FFS

TS 26.237 [PSS-MBMS]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Content-Disposition

draft-ietf-sipcore-info-events [INFO-PKG]

Table 11: Supported HTTP extension headers in the r

message for Content Reporting (IG

esponse message to an HNI-IGI INFO request
2>0ITF)

X-OITFHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

Table 12: List of HTTP extension headers for an inc

oming SIP UPDATE (IG OITF)

X-OITF HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the INVITE MUST match the catta
URI included in the contact filed of the SIP INVIT& the
scheduled content session

RFC 3261 [SIP]
UPDATE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter and the sip.instance featuréMagT
be included and MUST match what is sent in theaxint
header included in the registration request.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

draft-ietf-sipcore-info-events [INFO-PKG]

X-OITF-Content-Length

RFC 3261 [SIP]

Recv-Info

SHALL be set to remove support for the receptiothef
Content Reporting Info Package

OR

SHALL be set to indicate support for the receptién

draft-ietf-sipcore-info-events [INFO-PKG]
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Content Reporting Info Package

Table 13: Supported HTTP extension headers inther esponse message to an incoming HNI-IGI SIP
UPDATE Request Message (OITF->1G)

X-OITFHTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.1.1.7 Network-based Scheduled Content Time Shift

5.3.1.1.7.1 User-initiated Activation of Scheduled Content Time Shift

As a prerequisite it is assumed that the user hastblished scheduled content session as pprahedure defined in
Section 5.3.1.1.1, “Session Initiation.”

The OITF SHALL follow the following procedure toifiate a time shift for the watched scheduled conte

Step1l:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in 5.6.1,
“OITF-IG Interface (HNI-IGI).” The content of the TP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperagable 5.

HTTP Request Body: The Request body SHALL incladdIME Multipart/Related container conforming to
[RFC2837]. The first body part SHALL be an SDP offer containthe following elements conforming @ S183063]:

* An m-line for the RTSP control channel set in ademice with Section 5.3.2.1.2, “Session Initiation.”

* An m-line for the unicast media delivery channeliseaccordance with Section 5.3.2.1.2, “Sessidtiakion”, and
where the transport and codecs values SHALL baleatical to the values used in the scheduled costetup
request, while following the rules for modifyingsassion ifOFRANSR]. The multicast media descriptor SHALL
be de-activated. Note that the media descriptoral&Hbe reused to avoid the SDP from eventually it too
large.

» BCServiceld SHALL be present only if the OITF had mformed the IPTV Control FE of the selectedraiel
prior to this procedure (as defined in Section®136, “Content Reporting and Management of CorfRagtorting
of Watched Scheduled Content” and SHALL be seh¢ovialue of the current channel.

The second body part SHALL conform to the OITF-IP$¥rvice Action command XML schema in
Section 5.3.1.1.7.3, “XML Schema for OITF-IPTV Comnas”, and SHALL only include the following:

e |PTVActionDataCommand SHALL be set to "SwitchtoTM".

e SwitchToTM SHALL be set to elements defined by "VBICActionData".
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Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 5. The IG
SHALL send a SIP re-INVITE to the network to requi initiation of the scheduled content time shif
procedure, and SHALL wait for the response to tguest. The IG SHALL reject a request that is imgss
any mandatory SIP headers with a non-200 OK HTBBa®se, including the reason for rejection.

Step 3:  On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortépe response to the scheduled content time shift
activation request. The response SHALL includisteof SIP headers as per Table 6, in additioméo t
normal HTTP headers as per RFC 2648 TP]. The SDP answer SHALL be in accordance with Sactio
6.1.2.3.2.5, “Protocol over NPI-26" in additionttee following:

* An a=fmtp:iptv_rtsp h-offset SHALL be includedtime SDP answer, and SHALL have a value differeai th
indicating the offset in the time shifted selecteditent. This can be used by the OITF during medidrol.

Step 4. When the OITF receives the response to the re-MEYIt SHALL examine the media parameters in the
received SDP, and SHALL store the parameters a:ippttp rtsp h-session, a=fmtp:iptv_rtsp h-offsetdan
a=fmtp:iptv_rtsp h-uri for later usage.

Step 5: Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP HNI-IGI PENDING_IG request to
acknowledge the final response. The content oHE€P Request SHALL be as follows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 7
HTTP Request Body: Empty

5.3.1.1.7.2 User Initiated De-activation of Scheduled content time shift

As a prerequisite it is assumed that the user hastivated scheduled content time shift sessiqueashe procedure in
Section 5.3.1.1.7.1, “User-initiated Activation®heduled Content Time Shift.”

The OITF SHALL follow the following procedure toiiiate the de-activation of a time shifted schedudentent:

Step1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperatable 5.

HTTP Request Body: The Request body SHALL includélsiE Multipart/Related container conforming to
[RFC2837] The first body part SHALL be an SDP offer identittathe one that activated the scheduled conteat t
shift with the following exceptions:

e The m-line for the scheduled content session SHB&eactivated (i.e. the port SHALL NOT be settovbile
following the rules for modifying a session[@FRANSR]. The unicast media delivery channel and the RTSP
control channel SHALL be de-activated. Note that tiedia descriptors SHALL be reused to avoid th® 8Dm
eventually becoming too large.

e BCServiceld SHALL be set to the value of the se&dathannel.

The second body part SHALL conform to the OIPF-IPS&fvice Action command schema in Section 5.3.181.7
“XML Schema for OITF-IPTV Commands”, and SHALL orilyclude the following:

* IPTVActionDataCommand SHALL be set to "SwitchtoBC".
* SwitchToBC SHALL be set to elements defined by "UBEActionData".

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 5. The IG
SHALL send a SIP re-INVITE to the network to requite de-activation of the scheduled content tihié s
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procedure, and SHALL wait for the response tortipiest. The IG SHALL reject a request that issmiz
any mandatory SIP headers, with a non-200 OK HTeEpanse, including the reason for rejection.

Step 3:  On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortépe response to the scheduled content time déift
activation request. The response SHALL includisteof SIP headers as per Table 6, in additioméo t
normal HTTP headers as per RFC 2616TP].

Step 4:  Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP HNI-IGI PENDING_IG request to
acknowledge the final response. The content oH€P Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 7
HTTP Request Body: Empty

5.3.1.1.7.3 XML Schema for OITF-IPTV Commands

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oipf:iptv:IPTVActio n:2009"
xmlins:tns="urn:oipf:iptv:IPTVAction:2009"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema"

xmins:bc ="urn:org:etsi:ngn:params:xml:ns:iptvbcse rviceactiondata"
xmins:co ="urn:org:etsi:ngn:params:xml:ns:iptvcods erviceactiondata"
xmins:np ="urn:org:etsi:ngn:params:xml:ns:iptvnpvr serviceactiondata"
elementFormDefault="qualified" attributeFormDefaul t="unqualified">
<xs:import namespace="urn:org:etsi:ngn:params:xml: ns:iptvbcserviceactiondata"
schemal ocation="imports/iptvbcserviceactiondata.x sd"/>
<xs:import namespace="urn:org:etsi:ngn:params:xmil: ns:iptvcodserviceactiondata"
schemalocation="imports/iptvcodserviceactiondata. xsd"/>
<xs:import
namespace="urn:org:etsi:ngn:params:xml:ns:iptvnpvrs erviceactiondata"
schemalLocation="imports/iptvnpvrserviceactiondata xsd"/>
<xs:element name="IPTVAction" type="tns:IPTVAction Type"/>
<xs:complexType name="IPTVActionType">
<xs:choice>
<xs:element name="Notify" type="tns:NotifyType"/ >
<xs:element name="Record" type="tns:RecordType"/ >
<xs:element name="SwitchToTM" type="tns:SwitchTo TMType"/>
<xs:element name="SwitchToBC" type="tns:SwitchTo BCType"/>

</xs:choice>
</xs:complexType>
<xs:complexType name="NotifyType">
<xs:choice>
<xs:element ref="bc:IPTVBcActionData" />
<xs:element ref="co:IPTVCoDActionData" />
<xs:element ref="np:IPTVNpvrActionData" />
</xs:choice>
</xs:complexType>
<xs:.complexType name="RecordType">
<xs:choice>
<xs:element ref="bc:IPTVBcActionData" />
<xs:element ref="np:IPTVNpvrActionData" />
</xs:choice>
</xs:complexType>
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<xs:complexType name="SwitchToTMType">
<xs:choice>
<xs:element ref="bc:IPTVBcActionData" />
</xs:choice>
</xs:complexType>
<xs:complexType name="SwitchToBCType">
<xs:choice>
<xs:element ref="bc:IPTVBcActionData" />
</xs:choice>
</xs:complexType>
</xs:schema>

5.3.2 CoD

5.3.2.1  Protocol for session management for managed model over HNI-IGI — HTTP
Option
5.3.2.1.1 Retrieval of Session Parameters

If the OITF does not have all the necessary paramméd form the SDP offer the HNI-IGI function imetOITF SHALL
retrieve missing SDP parameters using the follovdraredure:

Step1:  The OITF SHALL send an HTTP POST request to @eh the HNI-IGI interface, as described in Section
5.6.1, “OITF-IG Interface (HNI-IGI).” The contenf the HTTP Request SHALL be as follows:

HTTP Request Header: Includes the following:

» <list of HTTP headers> - as per RFC 26Hd TP]

» <list of SIP headers encoded as HTTP headersperatable 14
HTTP Request Body: Empty

Step 2. The IG SHALL validate that the request includéshee mandatory SIP headers REQUIRED for the
outgoing message as per Table 14. The IG SHALctgjgequest that is missing any mandatory SIP
headers with a non-200 OK HTTP response that irduke reason for rejection.

Step 3:  The IG SHALL send a SIP OPTIONS message to thearét to retrieve missing SDP parameters and
SHALL wait for the response to the request. TheSKFALL then return a 200 OK HTTP response (or other
appropriate responses) to the OITF to report thpaese to the request for missing SDP parameTdrs.
response includes a list of SIP headers as peeTahlin addition to the normal HTTP headers as per
RFC 261gHTTP], as well as an SDP body containing the missing S&meters according to Section
6.1.2.3.1.2, “Protocol over NPI-4, NPI-19, NPI-26.”
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Table 14: Supported HTTP extension headers in HNI-I

Gl OPTION Request for CoD session setup

parameters (OITF 2IG)

X-OITFEHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI SHALL be set to the PSI (Rubl
Service Identifier) of the CoD Services as follows:

OIPF_IPTV_CoD_Service_*@<domain name>

Where:

The wild card part (*) is a content instance itif@ar,
constructed according to clause 4.3.2.2 in [METAew
CoD content identifiers are delivered via the Cahtguide.
For DAE applications signalling CoD, the wild cardrt is
constructed according to clause 8.1.2 in [DAE].

The domain part (<domain name>) is the IPTV Smrvi
Provider domain name, obtained from the IPTV Servic
Provider discovery function.

RFC 3261 [SIP]
OPTIONS <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

SHALL be set to the value of the request URI ie th
“X-OITF-Request-Line OPTIONS” header

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Accept

Set to application/sdp as per RFC 3261 [SIP]

X-OITF-Recv-Info

SHALL be set to remove support for the receptiothef
Content Bookmark Info Package

Or

SHALL be set to indicate support for the receptién
Content Bookmark Info Package

draft-ietf-sipcore-info-events [INFO-PKG]

Table 15: Supported HTTP extension headers in the r

esponse to an HNI-IGI OPTION Request for CoD

session setu p parameters

X-OITEHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]
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5.3.2.1.2 Session Initiation
The OITF SHALL initiate the request for a Content@emand session using the following procedure.

Step 1:  The OITF SHALL send an HTTP POST request to themGhe HNI-IGI interface, as described in Section
5.6.1, “OITF-IG Interface (HNI-IGI).” The contenf the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperatable 16

HTTP Request Body: The request body includes thie 8fier generated by the OITF. The SDP offer SHAhtlude
a media description for the RTSP content contrahctel and the media description for the conteriveigl channel.
SDP SHALL be used as specified[inS124503].

* SDP Parameters for the RTSP control channel

The RTSP content control media description SHALLchgied by TCP and follopfSDP-TCP]. Hence, the SDP
parameters for the RTSP content control channellSH#e set as follows:-

o0 An m-line for an RTSP stream of format: m=<medigort> <transport> <fmt>
= The <media> field SHALL have a value of “applicatio

= The <port> field SHALL be set according[t8BDP-TCP]. The “a=setup” attribute SHALL be set to ‘active’,
and port field SHALL be set to a value of “9”, whits the discard port.

= The <transport> field SHALL be set to “TCP” or “TARS". The former SHALL be used when RTSP runs
directly on top of TCP and the latter SHALL be usdten RTSP runs on top of TLS, which in turn runs o
top of TCP.

= The <fmt> parameter SHALL be included and set pav'i rtsp”
(ex.m=application 9 tcp iptv_rtsp )

o An “a=setup” attribute SHALL be present and seftactive” as defined in [SDP-TCP]
(ex. a=setup:active)

0 An “a= connection” attribute SHALL be present ared as “new” as defined in [SDP-TCP]
(ex. a=connection:new)

o A c-line SHALL include the network type with thelua set to “IN”, the address type set to “IP4” dRcaddress
of the RTSP content control stream.
(ex. c=IN IP4 <IP_ADDRESS>)

o One or more a=fmtp lines representing RTSP speaifitoutes set as follows:
= The RTSP Version MAY be specified in a “fmtp:ipttsp version” parameter.
» SDP Parameters for the content delivery channels

For each media stream controlled by the RTSP cooteirol channel the SDP offer SHALL include a ot
delivery channel media description, set as follows:

0 The m-line indicates the type of the media (“videdhe transport protocol and the OITF's desired pbthe
related content delivery channel as follows: m=<iaecport> <proto> <fmt>

o <fmt> settings:

= When MPEG2-Transport Stream [MPEG2-TS] is used t=f8HALL be “33" as specificed in RFC 3551
[RFC3551]

= When OPTIONAL Timestamped-TS defined by [DLNA] isad, the RTP/AVP dynamic payload type
SHALL be used and <encoding name> of “a=rtpmappie ISHALL be “vnd.dIna.mpeg-tts” as specified in
[DLNA], e.g.
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m=video 49232 RTP/AVP 98
a=rtpmap:98 vnd.dIna.mpeg-tts/27000000

= When the media stream is retransmission proteefieat> SHALL have two payload type values : one tfue
original stream (<fmt1>) and one for the retransmis stream (<fmt2>), with the two streams beinfRES
multiplexed. E.qg.
m=video <port> RTP/AVPF <fmtl1><fmt2>

The <fmt> values are retrieved by the OITF fromithgponse to the SIP OPTIONS and the following
attributes are used that define which <fmt> coroesis with which stream SHALL be used:
a=rtcp-fb:<fmtl> nack

a=rtpmap:<fmt2> <rtx/clock_rate>

a=fmtp:<fmt2> apt= <fmtl1>

Where <fmt2> is the RTP payload type of the retndasion stream, and <fmtl> is the RTP payload tfpe
the original media stream

0 <proto> settings:

= <proto> SHALL be set according to information obtd by the OITF either by OPTIONS or in the service
access stage. If streaming is RTP, <proto> SHALkdte¢o RTP/AVP. If streaming is RTP and
retransmission is supported, <proto> SHALL be s®®TP/AVPF. If streaming is direct over UDP, <prato
SHALL be set to “MP2T/H2221/UDP” or “RAW/RAW/UDP”

0 The “c- line” SHALL include the network type withé value set to “IN”, the address type set to “IRsftowed
by the address of the OITF.
(e.g, c=IN IP4 <IP_ADDRESS>)

0 The “b-line” SHALL contain the proposed bandwidthtained by the OITF either by OPTIONS or during the
service access phase. If the media stream is F&€gbed and the OITF wishes to use one or more $tEE@mMS,
the bandwidth SHALL be the sum of the media stréamdwidth and the bandwidths of all the FEC stréaive
used by the OITF. If the OITF cannot obtain thedwidth, the b= attribute SHALL be set to a prefogured
value. If the media stream is retransmission ptettand the OITF wishes to make use of retransomistie
bandwidth MAY be adjusted to take into accountrtieximum (peak) bandwidth the OITF can accept for
receiving retransmissions.

(e.g,. b=AS:15000)

o0 A b=RR:<bandwidth-value>, line indicating the bandtiv value (in kbps) that the OITF proposes tofose
sending Receiver Reports (RR). If this value igsatero by the OITF, then it means that the OI&R wot, or
does not, wish to send Receiver Reports. Thissigl#fault setting, as explained in Section 9.1 Pfgtocol
over UNIT-17.” Note that if the OITF sends RTCP Biger Reports, then these can be used as keep-alive
messages, as shown in Section 6.1.2.3.2.5, “Priotwen NPI-26.” When the <proto> in the m-line i¥RF, the
b=RR SHALL NOT be set to zero.

o An “a=" line with a “recvonly”
(e.g, a=recvonly)

If a media stream is FEC protected, the OITF MA¥lule the following for each FEC protected stream:

o0 One or more m-line for the FEC streams indicatetthénresponse to the OPTIONS request. The m-likksL.§
be set according to the returned response.

In case there are multiple media streams to be filat@cted, or a single media stream protected HtipteuFEC
streams, grouping line(s) SHALL be included for thepose of associating FEC stream(s) with medé&asi(s), one
for each media stream m-line that is associatedREC stream. The grouping line uses the “FEC” sgimas defined
in RFC 475 FEC]:

0 a=group:FEC:<original stream id> <base FEC stranxienhancement FEC stream id>

The original stream id SHALL reflect the value hélglthe media description of media stream in thaid=attribute.
This implies that, when a grouping line is includtgere SHALL be an additional media identificatattribute within
the m-line of the original media stream that ishivitthe grouping line. The format for that attribus:

0 a=mid:<original stream id>
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The base FEC stream id SHALL reflect the value lgidhe media description of the FEC stream (aasedito the
original stream) in the a=mid attribute.

Step 2:  If the request is for a CoD session, the IG SHAJalidate that the request includes all the mangeidiP
headers needed for the outgoing message, as pker T&abrhe |G SHALL reject a request that is migsin
any mandatory SIP headers with a non-200 OK HTEBa®ese, including the reason for rejection.

Step 3: The IG SHALL send a SIP INVITE to the network ramuest the initiation of a unicast session, anél9H
wait for the response to the request. The IG SH&1dn return a 200 OK HTTP response (or other
appropriate responses) to the OITF to report teparse to the initiation request. The respondades a
list of SIP headers as per Table 17, in additiothéonormal HTTP headers as per RFC 2616TP], and
the same SDP answer body received by the |G, asided in Section 6.1.2.3.2.5, “Protocol over NBI-2

Step 4: Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP Pending Request to acknowledge the
final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperatable 18
HTTP Request Body: Empty

When parsing the b=RR:<bandwidth-value> line by@i&F: if the bandwidth value agreed is non-zehentthe OITF
SHALL send RTCP RRs and SHALL NOT send RTSP keepahessages. If the bandwidth value receivedns, ze
then the OITF SHALL NOT send RTCP RRs but inste&@HALL send RTSP keep-alive messages.

Table 16: Supported HTTP extension headers in HNI-I Gl INVITE Request for CoD session setup

(CITF=2IG)
X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the PSI (Rubli INVITE <Request URI> SIP/2.0
Service ldentifier) of the CoD Services as follows:

OIPF_IPTV_CoD_Service *@<domain name>
Where:

- The wild card part (*) is a content instance iifer,
constructed according to clause 4.3.2.2 in [METAew
CoD content identifiers are delivered via the Canhtduide.
For DAE applications signalling CoD, the wild cardrt is
constructed according to clause 8.1.2 in [DAE].

- The domain part (<domain name>) is the IPTV Smrvi
Provider domain name, obtained from the IPTV Servic
Provider discovery function.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE” header
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X-OITF-Contact
Notes:

URI parameter SHALL be included and SHALL match
what is sent in the contact header included in the
registration request.

Expires parameter SHOULD be included.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Supported

RFC 3261 [SIP] set to timer

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

Table 17: Supported HTTP extension headers in the r

esponse to an HNI-IGI INVITE Request for CoD

session setup (IG 20ITF)

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter and the sip.instance featuréMagT
be included and MUST match what is sent in the axtnt
header included in the registration request.

RFC 3261 [SIP]

X-OITF-Session-Expires

RFC 4028 [SES-TIMR]

X-OITF-Recv-Info

To indicate willingness to receive the Content Boakk
Info Package, it SHALL be set to Content Bookmarladd
Content Bookmark to the Info Package set;

Or

To indicate unwillingness, it SHALL be empty or reve
Content Bookmark from the Info Package set.

draft-ietf-sipcore-info-events [INFO-PKG]
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Table 18: Supported HTTP extension headers in HNI-I

Gl ACK Request for successful CoD session

teardown (OITF 2I1G)

X-OITFHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The Request-URI in the ACK request SHALL be the
contact included in the response to the INVITE ragss

RFC 3261 [SIP]
ACK <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line” of the
initial request

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter SHALL be included, and SHALL nha
what has been inserted in the INVITE message. Ghe |
includes all other mandatory parameters that aserab

RFC 3261 [SIP]

5.3.2.1.3 Session Termination

The OITF SHALL send the request for a Content omBed session termination using the following prared

Step 1.

The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in

Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theoatent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperaable 19

HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgted mandatory SIP headers REQUIRED for the
outgoing message, as per Table 19. The IG SHALdctej request that is missing any mandatory SIP
headers with a non-200 OK HTTP response, incluthiegeason for rejection.

Step 3:  The IG SHALL send a SIP BYE to the network, touest the termination of a unicast session, and SHAL

wait for the response. The IG SHALL then retur208@ OK HTTP response (or other appropriate respgnse
to the OITF to report the response to the termamatequest. The response includes a list of SHadrs as
per Table 20 in addition to the normal HTTP headsrper RFC 26181 TTP].

Table 19: Supported HTTP extension headers in HNI-I

Gl BYE Request for CoD session teardown

(OITF1G)

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Request-Line

RFC 3261 [SIP]
BYE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]
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X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line” of the
initial request

X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

Table 20: Supported HTTP extension headers inther esponse to an HNI-IGI BYE Request for CoD
session teardown (IG >OITF)

X-OITF HTTP Headers Sour ce of Infor mation for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.2.1.4 Session Refresh

It is the responsibility of the OITF applicationrefresh the CoD session before the session exfihes|G SHALL
consider a session terminated if it is not refrdshe

5.3.2.2  Protocol for streaming for unmanaged model over UNIT-17
The use of the HTTP protocol on this reference pBHALL comply with [HTTP]

The Content Delivery Function SHALL support the BatdTTP header in a GET request from the OITF doce
unnecessary network usage by allowing partialeesdifor use in cases such as trick play. The QMY pre-buffer
the content in order to sustain play-out even wherHTTP transfer is stalled.

5.3.3 Forced Play Out Control

5.3.3.1 Protocol for Forced Play Out Control over HNI-IGI

Given that Forced Play Out is completely suppoitetthie network with no OITF impacts, the OITF SHAIritiate the
request for Content on Demand session using theeduwe described in Section 5.3.2.1.2, “Sessidratian”.

534 Content Download

Content Download is a service where IPTV contenioiznloaded to the OPTIONAL Internal Storage Sysiehne
OITF. The OITF MAY play-out the content while dowalding. Trick play MAY be performed within the doaded
content depending on the content rights.

5.34.1 Protocol over UNIT-17

The use of the HTTP protocol on this reference p8HALL comply with [HTTP].
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The Content Delivery Function SHALL support the BarHTTP header in a GET request from the OITF doice
unnecessary network usage by allowing partialeesii

5.35 Purchase of Digital Media Service

A native application in the OITF MAY allow purchaséDigital Media related to a content item. Pursdhaf Digital
Media is a service where the users want to buydanehload additional Digital Media related to a @nttitem in
which they are interested. There are three steparithase Digital Media: advertising and retrieving Digital Media
related to the content item, the purchase reqoestelected Digital Media, and downloading the pased Digital
Media.

5.3.5.1 Retrieving the OIPFRelatedMaterial metadata for the content

The Digital Media related to the content is desadithrough the OIPFRelatedMaterial metadata whiaxtended
from the RelatedMaterial schema definedTivA-MD]. In order to provide advertising for the relatedtemial, the
new element “Position_Size” is needed in the schema

When the user pauses, OITF retrieves the OIPFRiMEtterial metadata of the content in order to atisethe related
material. The new element “Position_Size” is useddfine where promotional messages or media mikar on the
user’s screen and in what size.

The new element Position_Size in OIPFRelatedMdterishown in red in Figure 3.

r-+ HowRelated

:r--: Format

MedialLocator [

L

SegmentReference

(Helntethnterialer-e I}:]—(—-ﬂ— [—]

E- -EEFI omationalText E-:

"

Figure 3: Elements of OIPFRelatedMaterial

Position_Size includes 4 numbers (X, y, w, h), whet y) means the top-left point of the advertisetnand w and h
means the width and height of the advertisemespaetively. The position and size of each advertess is decided
and sent by IPTV Metadata Control FE. The concépbastructing an advertising window using (x, y,hyin
Position_Size element is shown in Figure 4.

Different resolution support: the Position_Sizees for the default resolution (for example, 80WO% If the OITF use
another resolution (for example, 1024*768), the BbEales the Position_Size to fit in with that fagon.
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(x,y) & >
X, Y :position
w : width
h .
h : height
Figure 4: Construction of advertising window using (x,y,w,h) in Position_Size element

5.3.5.2  Advertising Digital Media through the use of overlays

The OITF advertise Digital Media to user by oventaythe received PromotionalText and/or Promotibtedia (e.g., a
logo) of OIPFRelatedMaterial and the original IPT&htent, as shown in Figure 5.

- <romotionalText and/or PromotionalMedia\
IPTV Content overlay with

PromationalText and/or PromotionalMedia OITF <

IPTV Content ‘

Figure 5: Overlaying the content with advertisement for related media

5.3.5.3  Protocol over HNI-IGI for the Managed Model — HTTP Option

5.3.56.3.1 Purchase Procedure for Selected Digital Media Related to the Content

It is assumed that the OITF has an establishedbseasd has retrieved the necessary informatigetform the
purchase procedures as depicted in the steps bklsvalso assumed that the network indicatewviliingness to
receive the Digital Purchase Info Package.

Step 1:  The OITF sends HTTP request (with SelectedDigiedMURI, UserlD) to IG for purchase selected Digita
Media. The content of the HTTP request SHALL béoflews:

HTTP Request Header: Including the following:
o <list of HTTP headers> - as per RFC 2616 [HTTP]
» <list of SIP headers encoded as HTTP headers>pesetable 21

HTTP Request Body: (As defined in Section 5.3.9@&/L Schema for Purchase Request of Digital Medthe
“SelectedDigitalMediaURI” sets as the content ofedvaUri> in <Medialocator> of OIPFRelatedMaterihd
“UserID” sets as <IMPU>).

Step2:  The IG SHALL validate that the request includdgta mandatory headers as per Table A. The IG SHAL
reject a request that is missing any mandatoryh®Heler with a non-200 HTTP OK response includirg th
reason for rejection. Furthermore, it is assurhadlthe IPTV Control FE indicated its willingnessreceive
the Digital-Purchase Info package at session @t Otherwise, the IG SHALL reject the requeste TG
SHALL send a SIP INFO to the network including Digital-Purchase info package and SHALL wait for
the response from the network.

Step 3:  On receipt of a response message from network@meturn SHALL return an HTTP 200 OK with the
purchase result to OITF. The content of the HTT9poase SHALL be as follows:

HTTP Response Header: Including the following:
e <list of HTTP headers> - as per RFC 2616 [HTTP]
» <list of SIP headers encoded as HTTP headers>pesekable 22

HTTP Response Body: purchase result. (It will lsnaple string “success” if purchase request sig;aasan Unsigned
32bit “Result-Code” if purchase request failure).
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Table 21: Supported HTTP extension headers inthe H  NI-IGI SIP INFO Request message for Digital
Media Purchase (OITF 2>IG)

X-OITEHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The Request-URI in the INFO request SHALL be thd we
known PSI (Public Service Identifier) of the Diditdedia
PurchaseService:
OIPF_IPTV_DMPurchase_Service@<domain name>.

RFC 3261 [SIP]
INFO <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF_Info-Package

SHALL be set to “Digital Purchase”

Editor's Note: The definition of Digital-
Purchase Info package is FFS

[INFO-PKG]

X-OITF-Content-Type

SHALL be set to the “application/vnd.oipf.purchase”

RFC 3261 [SIP]

X-OITF-Content-Disposition

draft-ietf-sipcore-info-events [INFO-PKG]

Table 22: Supported HTTP extension headers in the r

message for Digital Media Purchase (IG

esponse message to an HNI-IGI INFO request
20ITF)

X-OITFE HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.5.3.2 Management of Purchase Request for Digital Media by Network

The OITF SHALL comply with the following when it ages to network management for purchasing Digitadliste

Step 1:

At any time, the IG can receive a SIP UPDATE fribra network, and where the Recv-Info header isoset

remove or re-instate support for reception of RigRurchase Info Package to order the OITF to stcgiart
sending digital media purchase requests. WhelPdJBPIDATE is received by the IG, the IG SHALL return
an HTTP 200 OK response to the OITF. The respitdedes a list of SIP headers as per Table 23 in
addition to the normal HTTP headers as per RFC 2016 P].
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Step 2:  Once the OITF accepts the incoming SIP UPDATEBHALL send an HTTP HNI-IGI PENDING-IG
request to acknowledge the receipt of the SIP UPBAIThe HTTP request includes a list of SIP headsrs
per Table 24 in addition to the normal HTTP headarper RFC 2616 [HTTP].

Table 23: List of HTTP extension headers for aninc  oming SIP UPDATE (IG 2 OITF)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the INVITE MUST match the catta)] UPDATE <Request URI> SIP/2.0
URI included in the contact field of the SIP INVITE

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type draft-ietf-sipcore-info-events [INFO-PKG]
X-OITF-Content-Length RFC 3261 [SIP]
X-OITF-Recv-Info draft-ietf-sipcore-info-events [INFO-PKG]

To indicate willingness to receive the Digital-Phase Info
Package, it SHALL be set to “Digital-Purchase” dda
Digital-Purchase to the capability set;

or

To indicate unwillingness, it SHALL be empty or reve
“Digital-Purchase”

Table 24: Supported HTTP extension headers inther  esponse message to an incoming HNI-IGI SIP
UPDATE Request Message (OITF->1G)

X-OITF HTTP Headers Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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5354 Protocol over UNIP-1

5.3.5.4.1 Protocol for Retrieving Stored Purchased Digital Media

If the OITF desires to retrieve the lists of pursdd digital media stored in the network over UNJR-BHALL send an
XCAP GET request to the IPTV Service Profile FEeTRTV Service Profile FE SHALL returns all stonggrchased
digital media records in an HTTP 200 OK response.

Note that the purchased digital media record cdy wpdated by the IPTV Control FE, not the OITF.
5.3.5.5 Protocol over NPI-2

5.3.5.5.1 Protocol for Storing Purchased Digital Media

Upon receipt of a request to store purchased digibalia from the IPTV Control FE, the IPTV Applicais FE
SHALL send the XCAP PUT request to IPTV ServiceflR¥d-E to store a new purchased digital media méco

After updating the user’s profile, the IPTV Servemfile FE SHALL return a response to IPTV Appticas FE, and
then the IPTV Applications FE SHALL return a resperio IPTV Control FE.

5.3.5.6  Protocol over UNIS-7
Use the following procedures when the OITF wantsetdeve OIPFRelatedMaterial of the content fovextisement.

Step1:  The OITF sends an HTTP request to IPTV Metadatati©l FE to retrieving OIPFRelatedMaterial for the
content for advertisement.

HTTP Request Header: Including the following:
» <list of HTTP headers> - as per Table 25
HTTP Request Body: It SHALL be a simple string “GRelatedMaterial_Request..

Step 2: The IPTV Metadata Control FE returns the HTTP oese to OITF with the OIPFRelatedMaterial for the
content.

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per Table 26
HTTP Request Body: As defined in Section 5.3.5XML Schema for Advertisement of Digital Media”.

Table 25: Mandatory HTTP headers in the Request mes  sage for Advertisement of Digital Media
(OITF>IPTV Metadata Control FE)

HTTP Headers Sour ce of Information for Coding pur poses
Request-Line RFC 2616 [HTTP]

POST <Request URI> HTTP/1.1
Content-Length RFC 2616 [HTTP]
Content-Type RFC 2616 [HTTP]

OPTIONAL. The default value of Content-Type is
“text/plain; charset=us-ascii” as defined in RFG20

Host RFC 2616 [HTTP]
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Table 26: Mandatory HTTP headers in the Response me

ssage for Advertisement of Digital Media

(IPTV Metadata Control FE >OITF)

HTTP Headers Sour ce of Information for Coding pur poses
Request-Line RFC 2616 [HTTP]

HTTP/1.1 <Status-Code> <Reason-Phrase>
Content-Length RFC 2616 [HTTP]
Content-Type RFC 2616 [HTTP]

SHALL be set to
“application/vnd.oipf.OIPFRelatedMaterial+xml”

5.3.5.7 XML Schema for Advertisement of Digital Media

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn.oipf:service:Relate
xmins:xs="http://www.w3.0rg/2001/XMLSchema”
xmins:tva="urn:tva:metadata:2008”
xmlns:mpeg7="urn:tva:mpeg7:2008">

<xs:import namespace="urn:tva:metadata:2008"
schemalLocation="tva_metadata_3-1_v151.xsd"/>

<xs:import namespace="urn:tva:mpeg7:2008”
schemalocation="tva_mpeg7_2008.xsd"/>

<complexType name="RelatedMaterialType">
<sequence>
<element name="HowRelated” type="tva:ControlledT
<element name="Format” type="tva:ControlledTermT
<choice>
<element name="MedialLocator” type="mpeg7:MediaL
<element name="SegmentReference” type="tva:Segm
</choice>
<element name="PromotionalText” type="mpeg7:Text
maxOccurs=“unbounded"/>
<element name="PromotionalMedia” type="mpeg7:Tit
maxOccurs="unbounded"/>
<element name="SourceMedialocator” type="mpeg7:M
minOccurs="0"/>
<element name="Position_Size" type="xs:string"/>
</sequence>
</complexType>
</xs:schema>

dMaterial:2010”

ermType” minOccurs="0"/>
ype” minOccurs="0"/>

ocatorType”"/>
entReferenceType”/>

ualType” minOccurs="0"
leMediaType” minOccurs="0"

ediaLocatorType”

5.3.5.8 XML Schema for Purchase Request of Digital Media

<?xml version="1.0" encoding="UTF-8"?>

<!I--the namespace for OIPF is “urn:oipf:service:Pur

<xs:schema targetNamespace="urn:oipf:service:Purcha
xmins:xs="http://www.w3.0rg/2001/XMLSchema">

<!--list of definition of element-->
<l--“SelectedDigitalMediaURI" sets as the content
<MediaLocator> of RelatedMaterial -->
<I--*UserID” sets as <IMPU> -->
<complexType name="PurchaseDigitalMediaRequestType
<sequence>
<element name="SelectedDigitalMediaURI" type="xs
<element name="UserID" type="xs:string"/>

chaseRequest:2010" -->
seRequest:2010”

of <MediaUri> in

||>

:anyURI"/>
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</sequence>
</complexType>
</xs:schema>

The SelectedDigitalMediaURI element representstiected Digital Media that user wants to purchase.

The UserlID element represents who made the digiéalia purchase request.
5.3.6 Pay Per View Scheduled Content Service

5.3.6.1  Protocol over HNI-IGI — HTTP Option

When the OITF initiates, modifies or terminatesag{Per-View Scheduled Content service, the OITF EHsend
HNI-IGI messages containing the appropriate methwahped to HNI-IGI as described in Section 5.6QITF-1G
Interface (HNI-IGI).”

The SIP-specific information in the related messdgealescribed in Section 6.1.2.6, “Pay Per VieweBaled Content
Service.” The SIP-specific information is mappedte HNI-IGI protocol, as described in Section 5,60I1TF-IG
Interface (HNI-IGI).” In particular, the OITF crest HTTP headers for an HNI-IGI message by adding@tXF-" in
front of the necessary SIP header names. In addi@®®TIONAL parameters MAY be included as defined i
[TS124503].

5.3.6.1.1 PPV Service initiation without existing scheduled content session

PPV service initiation without an existing Schedlud@ntent session is similar to the Scheduled Costession
initiation described in Section 5.3.1.1.1, “Sesdmitiation”, with the following differences:

The media level of the SDP offer in the HTTP Retjiexly has the following additional requirements:

The m-line(s) SHALL be set according to the mappiefined in Section L.2 for the Scheduled Contesri/ige to
which the PPV service belongs.

* The c-line(s) SHALL be set according to the mapplefined in Section L.2 for the Scheduled Conteaarivige to
which the PPV service belongs.

» An a=bc_service:BCServiceld line to indicate thbé&tuled Content service to which the PPV progralongs
SHALL be included.

* An a=bc_program:BCprogramld line to indicate th&/RiPogram SHALL be included.

When the OITF receives the response to the requ&iALL examine the media parameters in the nesekiSDP. The
OITF SHALL restrict the Scheduled Content servittes it joins according to the parameter (the
a=bc_service_package attribute) received frommi@/IControl FE.

5.3.6.1.2 Switching from a PPV service to a Scheduled Content service

To join a Scheduled Content service outside thefselhannels negotiated at session initiation QhEF SHALL send a
request to the IG for session modification. The ®EHALL enforce a Scheduled Content Session Maatifim
defined in Section 5.3.1.1.3, “Session Modificatfon

To join a Scheduled Content service inside the@tehannels negotiated at session initiation, tiEFCBHALL send an
IGMP Leave request to stop watching the PPV seraind send an IGMP Join request to join the ScleedGbntent
service. When FCC capability is available for tleh&luled Content service, the OITF SHALL requesisachannel
change as defined in Annex M.2, “Fast Channel CedrgC)". Further, when Multicast RET service ifeoéd, the
OITF SHALL join the RET stream as defined in Anriéxt, “Application Layer Retransmission (RET)".

5.3.6.1.3 Switching to a PPV service from a Scheduled Content service or another PPV service

The OITF SHALL send a request to the IG for sessmmdlification. The OITF SHALL generate a re-INVITEquest,
as defined in Section 5.3.6.1.1, “PPV Serviceatiibn without existing scheduled content session.”
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The OITF SHALL include an SDP offer in the sessioaodification request. The format of this SDP off#tALL be

the same as for a session initiation. Note thatisesnodification is only necessary if the PPV s&¥vs not included at
session startup.

5.3.6.1.4 Session Termination

When the OITF wants to terminate the session, tié&G@HALL generate a HTTP POST request as desciibed
Section 5.3.1.1.4, “Session Termination” for amgiorating OITF.

53.7 Parental Control for Scheduled Content

Note: Parental control relationship establishmemtgdification or deletion is out of scope of thigsffication.
5.3.7.1  Protocol for What is on TV — OITF initiated — HTTP Option

5.3.7.1.1 User Initiated Subscription to Acquire Information Related to Watched Content by
another User

An IPTV end user having the parental control authia@ver another user can initiate subscriptiomad¢quire
information related to the watched content by tberwnder his parental control. To initiate theuesj to receive the
information, the OITF SHALL follow the following picedure:

Step 1:  The OITF SHALL send an HTTP POST request to theVvér the HNI-IGI interface, as described in Section
5.6.1, “OITF-IG Interface (HNI-IGI).” The contenf the HTTP Request SHALL be as follows:

HTTP Request Header including the following:

e <list of HTTP headers> - as per RFC 2616 [HTTP]

» <list of SIP headers encoded as HTTP headersperatable 27
HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 27. The IG
SHALL reject a request that is missing any manda8P headers with a non-200 OK HTTP response,
including the reason for rejection.

Step 3:  The IG SHALL send a SIP SUBSCRIBE to the netwéoksubscribe to the Parental Control Watched
Content event, and SHALL wait for the responsentodubscription request. The IG SHALL return an
HTTP 200 OK response (or other appropriate resgriedhe OITF to report the response to the
subscription request. The response SHALL inclutistaf SIP headers as per Table 28 in additiothéo
normal HTTP headers as per RFC 2616 [HTTP].

Editors note: The formal definition of the Event-Rkage Parental Control Watched Content is
FFS

Step 4. Following that, the OITF SHALL send an HTTP HNHIBENDING_IG request (refer to Section 5.6.1.1,
“HNI-IGI Message Types”), and SHALL wait for anysmonse.

Step 5:  When a SIP NOTIFY is received by the IG, the IBARL return an HTTP 200 OK response to the OITF.
The response SHALL include the list of SIP headesrper Table 29 in addition to the normal HTTP leesd
as per RFC 2616 [HTTP]. The body of the HTTP respdBHALL include the SIP body received in the
incoming NOTIFY (See also Section 6.1.3.2.2, “Prhoe for User Registration and Authentication in a
Managed Model on UNIS-8.")

Step 6: Once the OITF accepts the incoming SIP NOTIFBHIALL send an HTTP HNI-IGI PENDING_IG
request to the IG to send the SIP 200 OK respantieetreceived SIP NOTIFY. The content of the HTTP
Request SHALL be as follows:

HTTP Request Header: It includes the following:

e <list of HTTP headers> - as per RFC 2616 [HTTP]
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» <list of SIP headers encoded as HTTP headersperatable 30
HTTP Request Body: Empty

Step 7:  The IG SHALL send the SIP 200 OK response to #tevork and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

Table 27: Supported HTTP extension headers in HNI-I Gl SUBSCRIBE Request for the Parental
Control Watched Content Event Package

X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP] and RFC 3265 [SIP-EVNT]
Note: The request URI can be set in one of 2 ways: SUBSCRIBE <Request URI> SIP/2.0

» It can be set to the Public identity of the IPTYget end
user under the parental control of the originafahe
request in the From field or

» It can be OPTIONALIy set to a PSI defined by the
service provider

In either of the above cases, any SUBSCRIBE redueke
Parental Control Watched Event SHALL be configued
be routed to the IPTV control FE (through iFC). & hi
ensures that unauthorized requests are rejectdeeby
network (unauthorized users MAY use the public tdgmof
the target user instead of PSI in the Request W) |

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The To field is typically set to the public idegtnf the
target user under the parental control of the pagir of the
request.

If the To field is set to be identical to the Frdieid, (i.e.
the originator of the request) then the subscnipisofor all
IPTV end users under the parental control of thgimator
of the request.

X-OITF-Event RFC 3265 [SIP-EVNT] and Parental Control Watched

Content (Section 5.3.7.1.4, “XML Schema for Parknta
SHALL be set to the Event Package Parental Control Control Watched Content”)

Watched Content

Editor's note: The formal definition of the
Event-Package Parental Control Watched
Content is FFS

X-OITF-Accept RFC 3265 [SIP-EVNT] and Parental Control Watched
) Content (Section 5.3.7.1.4, “XML Schema for Parknta
SHALL be set to the appropriate MIME Type Control Watched Content”)

Editor’s note: The definition of the MIME type
iIs FFS
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X-OITF-Contact
Notes:

1. The URI parameter and the sip.instance feaage t
MUST be included and MUST match what is sent in the
contact header included in the registration request

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included

The IG includes all other mandatory parametersdhat
absent.

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

Table 28: Supported HTTP extension headers in the r

esponse to an HNI-IGI SUBSCRIBE Request for

the Parental Control Watched Content Event Package

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 29: Supported HTTP extension headers inthe N OTIFY request containing changes in the
watched program (IG >OITF)

X-OITF HTTP Header

Sour ce of Coding I nformation

X-OITF-Request-Line

Notes: The Request URI MUST match the contact URI
included in the contact field of the SIP SUBSCRIBE

RFC 3261 [SIP]

NOTIFY <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT] and Parental Control Watched
Content (Section 5.3.7.1.4, “XML Schema for Parknta
Control Watched Content”)

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-Subscription-State

RFC 3265 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]
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X-OITF-Content-Type RFC 3265 [SIP-EVNT] and Parental Control Watched
) Content (Section 5.3.7.1.4, “XML Schema for Parenta

SHALL be set to the appropriate MIME Type Control Watched Content”)

Editors note: The definition of the MIME type

is FFS

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

Table 30: Supported HTTP extension headers inther esponse to a NOTIFY request (OITF 2I1G)

X-OITE HTTP Header Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

5.3.7.1.2 Terminating a Subscription to the Parental Control Watched Content Event Package
This procedure SHALL be invoked at any time angbidor to de-registering the user that created thseription.

The procedure is the same as the procedure f@ting a subscription to the Parental Control WattRontent event,
however in this case the X-OITF-Expires headerabl& 27 SHALL be set to 0.

The IG SHALL consider a subscription terminateisifot refreshed.

5.3.7.1.3 Refreshing Subscription to Parental Control Watched Event Package
This procedure is the same as the procedure fimting a subscription.

It is the responsibility of the application initilag the subscription procedure to refresh the giitsan according to the
refresh subscription timer information receivedhia response to the subscription request. Refrgshinsubscription
SHOULD be performed before the expiry of the rdfrBmer. A subscription that is not refreshed befihre expiration
of the refresh timer SHALL be terminated.

5.3.7.1.4 XML Schema for Parental Control Watched Content

Note: OITF contact information is mapped to DevieITF Call-ID is mapped to Sessionld

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs=http://www.w3.0rg/2001/XMLSchem a
xmlns:tns="urn:oipf:WhatsOnTv:2009"
xmins:pss="urn:org:etsi:ngn:params:xml:ns:PssConte ntSwitchData"
xmlns:mbms="urn:org:etsi:ngn:params:xml:ns:MbmsCon tentSwitchData"
targetNamespace="urn:oipf:WhatsOnTv:2009" elementF ormDefault="qualified"
attributeFormDefault="unqualified">
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<xs:import namespace="urn:org:etsi:ngn:params:xml: ns:PssContentSwitchData"
schemal ocation="imports/PssSwitchData.xsd"/>

<xs:import namespace="urn:org:etsi:ngn:params:xml: ns:MbmsContentSwitchData"
schemal ocation="imports/MbmsSwitchData.xsd"/>

<xs:element name="WhatsOnTvResponse" type="tns:Wha tsOnTvResponseType"/>

<xs:complexType name="WhatsOnTvResponseType">
<xs:sequence>
<xs:element name="User" type="tns:UserType" minO ccurs="0"
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
<xs:complexType name="UserType">
<xs:sequence>
<xs:element name="name" type="xs:string"/>
<xs:element name="content" type="tns:WatchedCont entType" minOccurs="0"
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
<xs:complexType name="WatchedContentType">

<xs:choice>
<xs:element name="PssWatchedContent" type="tns:P ssWatchedContentType"/>
<xs:element name="MbmsWatchedContent" type="tns: MbmsWatchedContentType"/>

</xs:choice>
</xs:complexType>
<xs:complexType name="PssWatchedContentType">
<xs:sequence>
<xs:element ref="pss:PssSwitchData"/>
<xs:element name="Deviceld" type="xs:string"/>
<xs:element name="Sessionld" type="xs:string"/>
</xs:sequence>
</xs:complexType>
<xs:complexType name="MbmsWatchedContentType">
<xs:sequence>
<xs:element ref="mbms:MbmsSwitchData"/>
<xs:element name="Deviceld" type="xs:string"/>
<xs:element name="Sessionld" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:schema>

5.3.7.2  Protocol for Parental Control over HNI-IGI — HTTP Option

5.3.7.2.1 Protocol for OITF Originating a Request for Parental Control

The user to be controlled is watching scheduledesdrand the controller finds out the informatiefated to the
watched scheduled content (SC Service ID, ratitg$ &s described in Section 5.3.7.1, “ProtocoMéirat is on TV —
OITF initiated.” When the controller wants to blotle scheduled content program, the OITF of théroblear SHALL
originate a request for Parental Control. The Si€eHic information in the related messages is diesd in Section
6.1.2.7, “Parental Control for Scheduled Contehh& SIP-specific information is mapped to the HSI-protocol, as
described in Section 5.6.1, “OITF-IG Interface (HIKI).”

Step 1:  The OITF SHALL send an HTTP POST request to thei$dg the HNI-IGI functionality, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 2616 [HTTP]

» <list of SIP headers encoded as HTTP headersperaable 31
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HTTP Request Body: The OITF SHALL include a bodgaciated with the appid “urn:oiptvf:applicatiorvip
parental-control”.

The message body SHALL include the parametersectlat Parental Control as follows.
e PC-Command: the command for parental control,ahgnnel change, session teardown.

» PC-ChannelChangedTo: When the PC-Command is chaharbe, this parameter MAY be included. It indésat
the new channel to change to.

« PC-ContentControlled: the identifier of the contbaing blocked by the controller. For scheduledtent) it
SHALL be the SC service ID. For content on deman8HALL be the content ID.

Note: The detailed XML schema refers to Section/233, “XML Schema for Parental Control.”

The Content-Type of the message body SHALL bess#&plication/vnd.oiptvf-iptvparentalcontrol+xmés described
in table x for X-OITF-Content-Type header.

Step 2:  The IG SHALL validate that the request includdgla mandatory SIP headers for the message acabhés
31. The IG SHALL reject a request that is missing mandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection.

Step 3: The IG SHALL send a SIP MESSAGE to the networkhéf the IG receives the response, the IG SHALL
return a 200 OK HTTP response (or other appropregponse) to the OITF to report the responseat&tR
MESSAGE. The response includes a list of SIP hsaaleper Table 32 in addition to the normal HTTP
headers as per RFC 2616 [HTTP].

Table 31: Supported HTTP extension headers inthe M ESSAGE request for Parental Control

(CITF=2IG)
X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the MESSAGE request SHALL be § MESSAGE <Request URI> SIP/2.0
to the public identity of the controlled user.

X-OITF-From RFC 3261 [SIP]

The From in the MESSAGE request SHALL be set to the
identity of the controller.

X-OITF-To RFC 3261 [SIP]

The To in the MESSAGE request SHALL be set to the
identity of the controlled user.

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]

The Content Type SHALL be set to “application/vrgtef-
iptvparentalcontrol+xml”

X-OITF-Content-Length RFC 3261 [SIP]
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Table 32: Supported HTTP extension headers inther esponse message to a MESSAGE request
message for Parental Control (IG ->OITF)

X-OITFHTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.7.2.2 Protocol for OITF Receiving a Request for Parental Control
The following procedure is supported in the OITRhe controlled user for receiving a request fareR&l Control:

The incoming message can be handled either byigersgtplication in the OITF, or in a DAE applicatiol he same
HNI-IGI message format is used in either case.

Stepl: The IG receives a SIP MESSAGE for Parental Control

Step2: The IG SHALL forward the SIP MESSAGE to the OITFaasHTTP response to a PENDING_IG request.
The list of SIP headers to be included in the raatfon forward to the OITF SHALL be as per Tab& 3
The body of the SIP MESSAGE SHALL be included ia thTTP body.

Step3: Upon receipt of the message, the OITF SHALL ch&éekG@ontent-Type in the “X-OITF-Content-Type” to
determine that it is a Parental Control requesenTthe OITF SHALL examine the parameters in theybod
and initiate a request corresponding to the parammét PC-Command, PC-ContentControlled. If theigal
in the PC-Command is Channel Change, the OITF SHiehlce the channel indicated in PC-
ContentControlled and join a new channel which MBé/'pre-configured or indicated in PC-
ChannelChangedTo if present, as described in $e8tihl, “Scheduled Content.” If the value in the-P
Command is Session Teardown, the OITF SHALL ingtiatrequest to terminate the session of the sobadul
content indicated in PC-ContentControlled, as desdrin Section 5.3.2.1.3, “Session Termination.”

Step4: The OITF SHALL issue an HTTP POST request. Theaandf the HTTP Request SHALL be as follows:
HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 2616 [HTTP]

» <list of SIP headers encoded as HTTP headers>pesekable 34

HTTP Request Body: Empty

Step5: The IG SHALL forward the SIP 200 OK to the network.

Table 33: Supported HTTP extension headers inthe M ESSAGE request for Parental Control

(IG>0OITF)
X-OITFHTTP Headers Sour ce of Information for Coding purposes
X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI MUST be set to the Public iderdftthe | MESSAGE <Request URI> SIP/2.0
controlled user.

X-OITF-From RFC 3261 [SIP]

The From MUST be set to the Public identity of the
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controller.

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request-URI in the “X-OITF-Request-Line”.

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]

It SHALL be set to “application/vnd.oiptvf-
iptvparentalcontrol+xml”

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

5.3.7.2.3 XML Schema for Parental Control

Editor’'s Note: Schema needs to be adjusted to mBKEChannelChangedTo to be OPTIONAL

(only needed when changing the channel.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="org:oipf:iptv:parentalc
xmlins:tns="org:oipf:itpv:parentalcontrol”
xmlns:xs="http://www.w3.0rg/2001/XMLSchema" elemen
attributeFormDefault="unqualified">

<xs:import namespace="urn:oipf:iptv:parentalcontro
schemalocation="iptvparentalcontrol.xsd" />
<xs:annotation>
<xs:documentation xml:lang="en">
Defines the command for parental control
associated with the controller
</xs:documentation>
</xs:annotation>

<xs:element name="IPTVParentalControl" type="tns:t
<xs:complexType name="tIPTVParentalControl">
<xs:sequence>
<xs:element name="PC-Command" type="tns:tPCComma
<xs:element name="PC-ChannelChangedTo" type="tns
<xs:element name="PC-ContentControlled" type="tn
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tPCCommand" final="list restr
<xs:restriction base="xs:string">
<xs:enumeration value="Channel Change" />
<xs:enumeration value="Session Teardown" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tPCChannelChangedTo" final="|
<xs:annotation>
<xs:documentation xml:lang="en">

ontrol"

tFormDefault="qualified"

IPTVParentalControl" />

nd" />
:tPCChannelChangedTo" />
s:tPCContentControlled" />

iction">

ist restriction">
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Identifier of a new channel to which the contro lled user SHALL change.

</xs:documentation>

</xs:annotation>

<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />

</xs:restriction>

</xs:simplyType>

<xs:simpleType name="tPCContentControlled" final=" list restriction">
<xs:annotation>
<xs:documentation xml:lang="en">
Identifier of the content being controled by th e controller. MAY be SC
service ID or content ID.
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simplyType>

</xs:schema>

5.3.8 Network-Based User Notification Services

User notification service refers to the family efces that includes a notification being serandPTV end user. The
notification can be sent either to an OITF or telular device depending on user preference. & hex several types
of natification services. This section deals withification services related to broadcast remindérere the user can
subscribe to be reminded, through a notificati@ipke a specific broadcast starts. The actualinatibn can be sent
anytime before the program starts at the IPTV SErdtion. Notification services related to broaticasiinders
involve interaction with the EPG for setting updification request. The Notification Services B&n MMS Parlay-
X web services AS.

5.3.8.1  Protocol over HNI-IGI — HTTP Option

5.3.8.1.1 Native HNI-IGI (IMS-based) Notification Request Setup Procedure
To initiate a request to setup a notification seeythe OITF SHALL follow the following procedure:

Step 1:  As a pre-requisite it is assumed that the usentééacting with EPG where supported notificatiorviees are
depicted to the end user. Once the user makesgeisel, the OITF SHALL send an HTTP POST requeshéolG over
the HNI-IGI interface, as described in Section 5.60ITF-IG Interface (HNI-IGI).” The content of "HTTP Request
SHALL be as follows:

HTTP Request Header including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 34

HTTP Request Body: See Section 5.3.8.6, “NotifaraRequest for Broadcast Reminder.”

Step2: The IG SHALL validate that the request includdgted mandatory SIP headers as per Table 34. The IG
SHALL reject a request that is missing any manda®P headers with a non-200 OK HTTP response,
including the reason for rejection.

Step 3:  The IG SHALL send a SIP MESSAGE to the networksétup the request and SHALL wait for the
response. The IG SHALL return a HTTP 200 OK resgafor other appropriate responses) to the OITF to
report the response to the setup request. ThemssBHALL include a list of SIP headers as pele'ab
in addition to the normal HTTP headers as per REGPHTTP].
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Step 4: Following that, the OITF SHALL send an HTTP HNHIBENDING_IG request (refer to Section 5.6.1.1,
“HNI-IGI Message Types”), and SHALL wait for anysgonse.

Table 34: List of HTTP extension headers for an out  going SIP MESSAGE for setting up a user
notification request (OITF->IG)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the well knd¥81 | MESSAGE <Request URI> SIP/2.0
for the notification service

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]

Set to the appropriate MIME type correspondinchioltody
Editor’'s note: The definition of the MIME type

is FFS
X-OITF-Content-Length RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

The URI parameter and the sip.instance featuréMag§T
be included and MUST match what is sent in theaxint
header included in the registration request.

Table 35: List of HTTP extension headers for the re  sponse to an outgoing SIP MESSAGE for setting
up a user notification request (IG  >OITF)

SIP Headers Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.3.8.2 Protocol over UNIS-6

5.3.8.2.1 DAE-based Notification Request Setup

If the OITF desires to setup a Notification RequagsSHALL send to the IPTV application an HTTP PEquest that
includes in its body a notification request. Tha@BISHALL wait for a 200 OK HTTP response to confitine
successful storage.
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Upon receipt by the IPTV application of an HTTP Rest for setting up a notification request, the\fRipplication
SHALL validate the request against the appropsateema. Upon successful validation, the IPTV apfibn stores the
notification request in the user IPTV profile usMGAP PUT request for that purpose.

5.3.8.2.2 DAE-based Update of Pending Notifications

Update of pending natification requests is achiebedugh XML re-writing of the IPTV user servicegfite. It
includes three steps; first all the user pendintifioation requests are retrieved from the useviserprofile; next the
end user performs the necessary deletions/altesténd finally the updated pending notificatioquest is saved in
the user service profile.

Hence, if the OITF desires to delete a pendindfination request in the network over UNIS-6, it SHAsend to the
IPTV application an HTTP GET to retrieve the endrnysending notification requests. The IPTV appi@maSHALL
authorize the request and subsequently SHALL issu€CAP GET to the user service profile. The infation
returned form the user profile is sent back to@h€&F in an HTTP 200 OK response (or other appra@riasponse).

Once the user completes the deletion process, lfiie SHALL send an HTTP PUT request to the IPTV &gilon to
store the end user updated pending notificationests. The IPTV application SHALL authorize theuest, update its
internal state, and subsequently SHALL issue an R®AJT to the IPTV service profile to store the updgending
notification requests. The IPTV service profile SHAacknowledge the successful storage of the uplda¢ading
notification requests in an HTTP 200 OK to the IPapplication which in turn returns the responsektiache OITF.

5.3.8.2.3 DAE-based Procedure for Retrieving Pending Notification Requests

If the OITF desires to retrieve pending notificati@equests, it SHALL send to the IPTV applicationlfT TP GET
request.

Upon receipt of an HTTP GET request from the OIffE, IPTV application SHALL first authorize the rexa and
subsequently SHALL issue an XCAP request to theviBarvice profile to retrieve all stored pendindification
requests for the subject user. Upon receipt byRA& application of the stored information, it SHAreturn to the
OITF in an HTTP 200 OK response the requested nmdion.

5.3.8.3 Protocol over UNIP-1

5.3.8.3.1 Protocol for Updating Pending Notification Requests

If the OITF desires to update pending notificatiequests stored in the network over UNIP-1, it SHAENd an
XCAP GET request to the IPTV service profile. TRIV service profile SHALL return all stored pendingtification
requests in an HTTP 200 OK response. Once thecosepletes the modification process, the OITF SHAERQd an
XCAP PUT request to the IPTV service profile to afepending notification requests.

If the IPTV service profile detects a change inpleading notification requests, it SHALL inform tHeTV Control FE,
which in turn notifies the IPTV Application. TheT®W Control FE SHALL wait for the response beforadimg an
HTTP 200 OK back to the OITF (or an appropriat@emessage if applicable)

5.3.8.3.2 Protocol for Retrieving Stored Pending Notification Requests

An OITF that desires to retrieve pending notifioatrequests over UNIP-1, SHALL send an XCAP GETusst to the
IPTV service profile. The IPTV service profile SHAlreturn all pending notification requests in an'HT200 OK
response.

5.3.8.4 Protocol over NPI-2

5.3.8.4.1 Procedure for Notification Request Setup

Upon receipt of a store request for user notifaafrom the IPTV control FE, the IPTV applicatiorlSLL validate
the request against the appropriate schema.

Upon successful validation, the IPTV applicationH update its internal state and SHALL store tlogification
request in the user IPTV profile using XCAP PUTuest for that purpose prior to returning a response
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5.3.8.4.2 Procedure for Updating (Deleting) a Pending Notification

Upon receipt of an update (delete request) forralipg user notification request from the IPTV coh&E, the IPTV
application SHALL validate the request againstriternal state and SHALL update its internal stateordingly.

Following that, the IPTV application SHALL acknowlige the update (deletion) or send an appropriate e¥sponse
if applicable.
5.3.8.5  Protocol over NPI-36

5.3.8.5.1 Incoming Request to the Notification AS for Delivery Notification to an IPTV User

Upon receipt by the Notification Services AS (MM&rRy X web services AS) for an HTTP POST requesssénding
a delivery notification using the IMPagerMode, thetification Services AS SHALL send a correspondsig
MESSAGE to the Messaging AS, and SHALL wait for 81€ 200 OK (or other responses) before returrtieg t
corresponding HTTP response.

Upon receipt by the IPTV application of the HTTROZ0DK, it SHALL proceed to update its internal statel SHALL
update as well the IPTV service profile to refldet updated list of pending notification requests

5.3.8.6  Notification Request for Broadcast Reminder

Broadcast reminders related to notification ard s®the end user before a broadcast starts. iitdifp involves
interaction with the EPG.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs=http://www.w3.0rg/2001/XMLSchem a
elementFormDefault="qualified" attributeFormDefaul t="unqualified"
targetNamespace="urn:oipf:reminder:2009" xmlIns:tns ="urn:oipf:reminder:2009"
xmins:tva="urn:tva:metadata:2007" xmins:ig="urn:oi pf.config:ig:2009">
<xs:import namespace="urn:tva:metadata:2007"

schemalocation="imports/tva_metadata_3-1_v141.xsd ">
<xs:import namespace="urn:oipf:config:ig:2009" sch emalocation="config-ig.xsd">

<xs:annotation>
<xs:documentation>
Imported to obtain user identify information
Note: the type definitions SHOULD be moved to a n "OlIPFtypes" schema so
that it can be imported by all schemas
</xs:documentation>
</xs:annotation>
</xs:import>
<xs:element name="ReminderList">
<xs:complexType>
<xs:sequence>
<xs:element name="Reminder" type="tns:ReminderT ype" minOccurs="0"
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:complexType name="ReminderType">
<xs:sequence>

<xs:element name="Creator" type="ig:IMSPublicldT ype"/>
<xs:element name="Created" type="xs:dateTime"/>
<xs:choice>
<xs:element name="Programldentifier" type="tva: CRIDType"/>
<xs:element name="Seriesldentifier" type="tva:E pisodeOfType"/>
</xs:choice>
<xs:element name="AnnouncementTime" type="xs:dur ation"/>
</xs:sequence>
<xs:attribute name="id" type="xs:string" use="REQ UIRED"/>

</xs:complexType>
</xs:schema>
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5.3.9 Content Bookmarking

Content bookmarking is a feature that allows a tsstore in the network a point in time for a stiled content or
content on demand session where later it can bewvetl and where viewing can resume from that pmint

For a scheduled content session, bookmarking gakenepresents a mark in a file stored in theanwek for the
scheduled content. As such, it is a pre-requibii the scheduled content be stored in the netfeor&ny bookmarking
to be available for a scheduled content sessioa.stdred bookmarking hence will be a pointer ifleastoring the
scheduled content.

5.3.9.1  Protocol over HNI-IGI — HTTP Option

5.3.9.1.1 IMS-based Content Bookmark Creation Request
The OITF SHALL follow the following procedure fora@ntent bookmark creation request:

Step 1:  If the OITF decides to store a content bookmarkafatched content during a scheduled content or CoD
session, and if it is permitted by the network ¢osd, the OITF SHALL send an HTTP POST requeshéo t
IG over the HNI-IGI interface, as described in 88t6.6.1, “OITF-IG Interface (HNI-IGI).” The conte of
the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
» <list of HTTP headers> - as per RFC 26[H6TTP]
» <list of SIP headers encoded as HTTP headers>Taisde 38

HTTP Request Body: SHALL include the Content Boakkibased on the XML schema as per Section 5.39M\l.
Schema for Content Bookmarking”.

Note that the SIP INFO including the Content Bookkriafo Package is sent only within the contexaafcheduled
content session or a CoD session

Editor's Note: The formal definition of the ConterBookmark Info Package is FFS.

Step 2:  The IG SHALL validate that the request includdgla mandatory SIP headers for the process as per
Table 38. The IG SHALL send a SIP INFO includihg Content Bookmark Info Package to the network
and SHALL wait for the response to the requeste T SHALL reject a request that is missing any
mandatory SIP headers with a non-200 OK HTTP respdncluding the reason for rejection.

Step 3:  On receipt of the response from the network th&HALL return a 200 OK HTTP response (or other
appropriate received responses) to the OITF tortepe response to the INFO request. The response
SHALL include a list of SIP headers as per Tablén3&ddition to the normal HTTP headers as per
RFC 2616HTTP].

If the OITF desires to provide the user with theoRRg URL, it can OPTIONALIy initiate the proper predures for that
purpose. This is an option that is available to@héF.

5.3.9.1.2 Management of Content Bookmarking Creation Request by the Network

The OITF SHALL comply with the following when it ates to network management for storing a contenkinaok in
the network, for either a scheduled content or B:Co

Step 1: At any time, the IG can receive a SIP UPDATE friti@ network, and where the Recv-Info header isoset
remove or re-instate support for reception of CohBookmark Info Package to order the OITF to siop
start sending content bookmark creation requéstisen a SIP UPDATE is received by the IG, the IG
SHALL return an HTTP 200 OK response to the OITie response includes a list of SIP headers as per
Table 40 in addition to the normal HTTP headerpeasRFC 2616HTTP].

Step 2:  Once the OITF accepts the incoming SIP UPDATEBHALL send an HTTP HNI-IGI PENDING-IG
request to acknowledge the receipt of the SIP UPBAIhe content of the HTTP request SHALL be as
follows:
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HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>Tage 41

5.3.9.1.3 Content-related bookmark retrieval over HNI-IGI

The procedure for the COD session initiation isilsirto the procedure defined in Section 5.3.2.1S2ssion
Initiation” with the addition that the OITF has indted its willingness to receive the Content Boakkrinfo Package
at session initiation. Assuming that is the cdse following additional steps are added to thetaggrocedure:

Step 5: The IG SHALL wait for the SIP INFO with the Booknidist from the network. The IG SHALL then return
a 200 OK HTTP response to the OITF to report thelBmark list. The response includes a list of SIP
headers as per Table 36, in addition to the noHidlP headers as per RFC 2616 [HTTP], and XML (see
Section 5.3.9.5, “XML Schema for Content BookmagKjnn the SIP INFO body received by the IG , as
described in Section 6.1.2.9.3.1, “Session Ingiatver UNIS-8". The IG then returns a 200 OK te th
network.

Step 6: Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP Pending Request to acknowledge the
final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

+ <list of SIP headers encoded as HTTP headers>Tatgle 37.
HTTP Request Body: Empty

After the OITF retrieves the content-related bookalists, the OITF displays the bookmark list te thser, and the
user selects the bookmark from which she wishesaih viewing the content.

Table 36: Supported HTTP extension headers forani  ncoming SIP INFO (IG >OITF)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Response-Line RFC 3261 [SIP]

The Request-URI in the SIP INFO request SHALL ke th| INFO <Request URI> SIP/2.0
contact included in the INVITE Request messagd,ithihe

user ID (impu).

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
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X-OITF-Recv-Info draft-ietf-sipcore-info-events [INFO-PKG]

To indicate willingness to receive the Content Boakk
Info Package, it SHALL be set to Content Bookmarkdd
Content Bookmark to the capability set;

or

To indicate unwillingness, it SHALL be empty or reve
Content Bookmark

Table 37: Supported HTTP extension headers inther  esponse message to an incoming HNI-IGI SIP
INFO (OITF->I1G)

X-OITFHTTP Headers Sour ce of Information for Coding purposes

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI in the ACK request SHALL be the SIP/2.0 <response>
contact included in the incoming SIP INFO message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request URI in the “X-OITF-Request-Line” of the
INVITE request

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

The URI parameter SHALL be included, and SHALL nhma
what has been inserted in the INVITE message. Ghe |
includes all other mandatory parameters that aserah

539.2 Protocol over UNIS-6

5.3.9.2.1 DAE-based Content Bookmark Creation Request

If the OITF desires to store in the network a contsbokmark, it SHALL send to the Bookmark IPTV Aigption
server an HTTP PUT request that includes a comteokmark in its body compliant to Section 5.3.9X8yIL Schema
for Content Bookmarking”. The OITF SHALL wait for200 OK HTTP response to confirm the successfubge

Upon receipt of an HTTP Request for a content baokmareation request from the OITF, the bookmafRMP
Application SHALL authorize the request and thelidzde that the information received in the HTTRIpds
compliant to Section 5.3.9.5, “XML Schema for CantBookmarking”. Upon successful validation, thekmark
IPTV application SHALL verify if the bookmark is fecheduled content or CoD.

If the content bookmark is for a scheduled contiéna,bookmark IPTV application verifies first ifedltontent is
available for bookmarking, i.e. stored in the netwolf available for bookmarking, the bookmark NPapplication,
after performing the necessary adaptation, sttiebdokmark information in the IPTV Service Profieng XCAP
PUT request for that purpose.

For bookmarks related to CoD, the bookmark inforamats stored in the user IPTV Service Profile withany
additional verification by the IPTV application.

5.3.9.2.2 DAE-based Bookmark Retrieval Request

If the OITF desires to retrieve content bookmatksexl in the network, it SHALL send to the IPTV &pation an
HTTP GET request.
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Upon receipt of an HTTP GET request from the Olffig,bookmark IPTV Application SHALL first authorizbe
request and subsequently SHALL issue an XCAP Glguiast to the IPTV Service Profile to retrieve &dired content
bookmarks for the user. The bookmark IPTV ApplmaiSHALL return to the OITF in an HTTP 200 OK resge the
requested information.

5.3.9.2.3 DAE-based Content Bookmark Update over UNIS-6

Content Bookmark update is essentially achievealign XML re-writing of the content bookmarks in eIV user
Service Profile. It includes three steps; firsttaél content bookmarks are retrieved from the IFSBWice Profile; next
the end user performs locally the necessary ugdatetions/alterations); and finally the updatedteat bookmark is
saved in the IPTV Service Profile.

Hence, if the OITF desires to delete a content braok stored in the network over UNIS-6, it SHALLnseto the
bookmark IPTV Application an HTTP GET to retriedea@ntent bookmarks. The bookmark IPTV Application
SHALL authorize the request and subsequently SH#&slslie an XCAP GET to the IPTV Service Profile. The
information returned form the IPTV Service Proféesent back to the OITF in an HTPP 200 OK respgosether
appropriate response).

Once the user completes the update process, tHe 8HRALL send an HTTP PUT request to the bookmamP
Application to store the updated content bookmarfke bookmark IPTV Application SHALL authorize thequest
and subsequently SHALL issue an XCAP PUT to theMSErvice Profile to store the updated content Inearks. The
IPTV Service Profile SHALL acknowledge the succaksforage of the updated content bookmarks in &RRH200
OK to the bookmark IPTV application which in tumturns the response back to the OITF.

Note that XCAP supports several approaches foexetig/storing bookmark information within the ugeofile. It is
an implementation issue as to which approach th¥ I&oplication implements.

5.3.93 Protocol over NPI-2

5.3.9.3.1 Protocol for Storing Content Bookmarks

Upon receipt of a bookmark store request from BfEM control FE, the bookmark IPTV Application SHAMerify if
the bookmark is for scheduled content or CoD.

If the content bookmark is for a scheduled contdvet,bookmark IPTV Application verifies first iféhcontent is
available for bookmarking, i.e. stored in the natwolf available for bookmarking, the bookmark NP Rpplication,
after performing the necessary adaptation, sttkesantent bookmark information in the user IPTWe Profile
using XCAP PUT request for that purpose.

For bookmarks related to CoD, the content booknrefdemation is stored in the user IPTV Service Reofvithout any
additional verification by the bookmark IPTV Appdigon.

Following the completion of the XCAP transactiorreaponse is sent to the IPTV control server FE.

5.3.94 Protocol over UNIP-1

5.3.9.4.1 Protocol for Retrieving Stored Content Bookmarks

If the OITF desirers to retrieve content bookmastsed in the network over UNIP-1, it SHALL send>X@AP GET
request to the IPTV Service Profile. The IPTV SeevProfile SHALL return all stored bookmarks inldh TP 200 OK
response.

5.3.9.4.2 Protocol for Updating Content Bookmarks

If the OITF desirers to update a content bookmaustsred in the network over UNIP-1, it SHALL sezud XCAP
GET request to the IPTV Service Profile. The IPTéA\#ce Profile SHALL return all stored bookmarksain HTTP
200 OK response. Once the user completes the updatess, the OITF SHALL send an XCAP PUT requeshé
IPTV Service Profile to update the content bookreafithe IPTV Service Profile SHALL acknowledge thecessful
storage of the updated content bookmarks in an HAOWPOK response.
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Table 38: Supported HTTP extension headers in the H

NI-IGI SIP INFO Request message for Content

Bookmark (OITF 2I1G)

X-OITEHTTP Headers

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

If the bookmarked content is scheduled content, the
Request-URI in the INFO request SHALL be the well
known PSI (Public Service Identifier) of the Schiedu
Content Service (OIPF_IPTV_SC_Service@<domain
name>). If the bookmarked content is CoD, the Refjue
URI SHALL be the PSI of the CoD service
(OIPF_IPTV_CoD_Service_*@<domain name> .

RFC 3261 [SIP]
INFO <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Contact

The URI parameter MUST be included, and MUST matc
what is returned in the Contact header includetién
response to the registration process.

The IG includes all other mandatory parametersahat
absent.

RFC 3261 [SIP]

X-OITF-Call-ID
MUST match what was used in the SIP INVITE

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Info-Package

SHALL be set to Content Bookmark.

Editor's Note: The formal definition of the
Content Bookmark Info Package is FFS

draft-ietf-sipcore-info-eventd NFO-PK G]

X-OITF-Content-Type

SHALL be set to the MIME type that correspond#\tmex
XX

Editor’'s note: The definition of the MIME type
is FFS

draft-ietf-sipcore-info-eventd NFO-PK G],

Section 5.3.9.5, “XML Schema for Content
Bookmarking”

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Content-Disposition

draft-ietf-sipcore-info-events [INFO-PKG]

Table 39: Supported HTTP extension headers in the r

message for Content Bookmark (IG

esponse message to an HNI-IGI INFO request
20ITF)

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>
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X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

Table 40: List of HTTP extension headers for an inc

oming SIP UPDATE (IG->OITF)

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the INVITE MUST match the catta
URI included in the contact filed of the SIP INVITE

RFC 3261 [SIP]
UPDATE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

draft-ietf-sipcore-info-events [INFO-PKG]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Recv-Info

To indicate willingness to receive the Content Boakk
Info Package, it SHALL be set to Content Bookmarladd
Content Bookmark to the capability set;

or

To indicate unwillingness, it SHALL be empty or reve
Content Bookmark

draft-ietf-sipcore-info-events [INFO-PKG]

Table 41: Supported HTTP extension headers in the r

esponse message to an incoming HNI-IGI SIP

UPDATE Request Message (OITF->IG)

X-OITE HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]
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5.3.9.5 XML Schema for Content Bookmarking

Editor’'s note: The definition of MIME type that mi¢hes the schema is FFS.

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmins:xs="http://www.w3.0rg/2001/XMLSche
elementFormDefault="qualified" attributeFormDefaul
targetNamespace="urn:oipf:bookmark:2009" xmIns:tns
xmins:tva="urn:tva:metadata:2007" xmlns:ig="urn:oi
<xs:import namespace="urn:tva:metadata:2007"
schemalocation="imports/tva_metadata_3-1_v141.xsd
<xs:import namespace="urn:oipf:config:ig:2008" sch
<xs:annotation>
<xs:documentation>
Imported to obtain user identify information
Note: the type definitions SHOULD be moved to a
that it can be imported by all schemas
</xs:documentation>
</xs:annotation>
</xs:import>
<xs:element name="BookmarkList">
<xs:complexType>
<xs:sequence>
<xs:choice minOccurs="0" maxOccurs="unbounded">
<xs:element name="CoDProgramldentifier" type="
<!--Bookmarking a CoD-->
<xs:element name="SCProgramldentifier" type="t
<l--Bookmarking a schduled content-->
</xs:choice>
<xs:.sequence>
<xs:element name="Bookmark" type="tns:Bookmark
maxOccurs="unbounded"/>
</xs:sequence>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:complexType name="BookmarkType">
<xs:sequence>
<xs:element name="Creator" type="ig:IMSPublicldT
<xs:element name="Created" type="xs:dateTime"/>
<xs:element name="NetworkReplayLocation" type="x
maxOccurs="1"/>
<xs:element name="0OffsetPosition" type="xs:durat
<xs:element name="Tag" type="xs:string" minOccur
<xs:element name="Rank" type="xs:string" minOccu
<xs:element name="Comment" type="xs:string" minO
<xs:element name="Expires" type="xs:dateTime" mi
<xs:element name="Sharing" type="xs:boolean"/>
<xs:element name="RetrievalCount" type="xs:nonNe
minOccurs="0"/>
<xs:element name="RetrievalTime" type="xs:dateTi
maxOccurs="unbounded"/>
</xs:sequence>
<xs:attribute name="id" type="xs:string" use="REQ
</xs:complexType>
</xs:schema>

ma"
t="unqualified"
="urn:oipf:bookmark:2009"
pf:config:ig:2008">

II/>
emal.ocation="config-ig.xsd">

n "OIPFtypes" schema so

tva:CRIDType"/>

va:.CRIDType"/>

Type" minOccurs="0"

ype"/>

s:string" minOccurs="0"
ion"/>

s="0"/>

rs="0"/>

ccurs="0"/>
nOccurs="0"/>
gativelnteger"

me" minOccurs="0"

UIRED"/>

The following elements SHALL be provisioned by #haity submitting the content bookmark for storage:

e Creator

¢ Created
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» Comment. This elements represents any comment ichysthe user

e Tag. This element represents any categorizatioserhby the user

» Rank. This element represents the user favoriteg&dr the bookmark

» Sharing. If set, the bookmark can be shared whierst

» Retrieval count SHALL be set to 0 and incrementedhe service provider when the bookmark is retrtev

The following elements SHALL be provisioned by #ervice provider before storing the content boolknrathe user
service profile:

» Expires
« id
The following elements SHALL be conditionally preigned by the OITF or the service provider as desdrbelow:

« Content Identifier (one of the choices, SCldentjfltoDProgramlidentifier). This reflects the ideiatifof the
content being bookmarked. This information is tgtlic submitted by the OITF. For SCidentifier, thRID for the
program currently being watched SHALL be includedhis element; for CoDProgramlidentifier the CRt the
content SHALL be included here. The network SHALdrify provisioned information in case of scheduled
content and content on demand, and SHALL ensutdtibanformation provided is accurate. If the psianed
information is inaccurate or missing, it SHALL berected/completed respectively by the network, rehe
applicable. Furthermore, for scheduled contentnétevork SHALL ensure that the program is storethe
network before the request is accepted.

* NetworkReplayLocation. This item includes the boakknURL. The URL SHALL allow the user to stream the
content at a later time from the bookmarked pasitithe information SHALL be created by the netwankg
included in the element before storing the infoioratn the IPTV Service Profile

» OffsetPosition. This element includes the booknpkition in the form of an offset from the begirmiof the
stream. For content on demand, the OffsetPositidAL% be included by the OITF and SHALL be verifibgfore
storage, if possible.

For scheduled content, the OITF SHALL NOT inclutle OffsetPosition. The network SHALL first ensunattthe
content is recorded in the network. The network E§H&onsult with the EPG and the time of the incogiirequest to
calculate the OffsetPosition prior to storage i tietwork. The calculated stored OffsetPosition EH#fake into
account the network storage aspects into considartt ensure accurate mapping when streamindeas d&tivated
through the bookamark URL.

* Retrieval Time SHALL be updated with a new entrgmgntime the content bookmark is retrieved (nosg th
retrieval does not imply the content bookmark isd)s

5.3.10 Local PVR

5.3.10.1 Protocol over HNI-IGI — HTTP Option
The OITF initiates the request for PVR Service QepRequest using the following procedure:

Step 1:  The OITF SHALL send an HTTP POST request to G@Ver the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>Talae 42

HTTP Request Body: The OITF SHALL include a body associated with tpeid “urn:oipf:PVR:2009".

» The message body SHALL include the parametersectlat ctCaptureRequest Type choice setup as fallows

Copyright 2010 © Open IPTV Forum



Page 81 (290)

0 RequestType: indicates type of service request§e8JpRecording, CancelRecording, UpdateRecording,
RetrievalRecording.)

o Programld : identifies the content or program tadmorded in the OITF

0 BCsServiceld: identifies SC channel from which tlen&duled Content is to be recorded in the OITF
0 ProgramStartTime: indicates the time to start tblee8uled content that the OITF requests

o ProgramDuration: indicates the time duration of ltheduled content that the OITF requests

o StorageRecMode: indicates the location where regde®ntent will be recorded (i.e. Local, Network) case
of Local PVR service, the StorageRecMode SHALL becal”.

o TargetDevicelD: identifies the target Local PVR T®) whom contents are recorded at. This parameédéi s
be shown as syntax of sip.instance feature taGRWU

According to the RequestType, the OITF SHALL iniéia request for recording order setup, recordidgrocancel,
recording order update, recording order retrieval.

The Content-Type of the message body SHALL besstpplication/vnd.oipf.pvr+xml” as described infila 42 for
X-OITF-Content-Type header.

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers for the process asgige
42. The IG SHALL reject a request that is missing mandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection.

Step3:  The IG SHALL send a SIP MESSAGE to the networknttate LPVR as requested by the OITF, and
SHALL wait for the response to the request. TheSKFALL return 200 OK HTTP response (or other
appropriate response) to the OITF to report thparse to the PVR Service Capture Request. Themespo
SHALL include a list of SIP header as per Tablém&ddition to the normal HTTP headers as per
RFC 261gHTTP].

Step4:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngpt (refer to Section 5.6.1.1, “HNI-IGI
Message Types”) and SHALL wait for any response

Step 5:  When a SIP MESSAGE is received by the I1G, the HABL return an HTTP 200 OK response to the
OITF. The response SHALL include the list of SIRther as per Table 43 in addition to the normal HTTP
headers as per RFC 26[6TTP]. The body of the HTTP response SHALL include the Body received
in the incoming MESSAGE message. The content@HMNTP Response SHALL be as follows:

HTTP Response Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

+ <list of SIP headers encoded as HTTP headers>Talale 43

HTTP Response Body: The OITF SHALL include a body associated with tpeid “urn:oipf:PVR:2009".

» The message body SHALL include the parametersectkat ctLPVRRecordRequest Type choice setup aswell

0 RequestType: indicates type of service request§e8JpRecording, CancelRecording, UpdateRecording,
RetrievalRecording.)

o Programld : identifies the content or program tadmorded in the OITF

0 BCsServiceld: identifies SC channel from which tlen&duled Content is to be recorded in the OITF
o ProgramStartTime: indicates the time to start ttlee8uled content that the OITF requests

o ProgramDuration: indicates the time duration of #ltheduled content that the OITF requests

o StorageRequirement: indicates the REQUIRED stoodd®cal PVR for recording requested content.

Note that at any time, the IG can receive such ssage from the network to perform a new request typa pending
recording request (e.g., recording order cancegraing order update).
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The Content-Type of the message body SHALL bess&pplication/vnd.oipf.pvr +xml” as described abte x for X-
OITF-Content-Type header.

Step 6: When time to order recording of a requested cdngenp, the OITF SHALL initiate the scheduled camit
session setup. The OITF SHALL follow the stepsmedi by Section 5.3.1.1.1, “Session Initiation.”

Table 42: List of HTTP extension headers for PVR Se rvice Capture Request Message (OITF -2>I1G)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the well-knd®81 | MESSAGE <Request URI> SIP/2.0
for the PVR Service.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]

It SHALL be set to “application/vnd.oipf.pvr+xml”

X-OITF-Content-Length RFC 3261 [SIP]

X-OITF-Contact RFC 3261 [SIP]

The URI parameter and the sip.instance featuréMagT
be included and MUST match what is sent in theaxint
header included in the registration request.

Table 43: List of HTTP extension headers for the re  sponse to PVR Service Capture Request and PVR
Record Request Message (IG >OITF and OITF=2>IG)

SIP Headers Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

Table 44: List of HTTP extension headers for the PV R Record Request (IG >OITF)

X-OITE HTTP Header Sour ce of Coding Infor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the Publiniidg MESSAGE <Request URI> SIP/2.0
of the target of the message

X-OITFE-From RFC 3261 [SIP]
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X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

It SHALL be set to “application/vnd.oipf.pvr+xml”

RFC 3261 [SIP]

X-OITF-Accept-Contact

Set to the SIP Instance of the TargetDevice

This parameter includes REQUIRED and explicated
RFC 3841

X-OITF-Content-Length

RFC 3261 [SIP]

5.3.10.2 XML Schema for PVR Service

as

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:tns="urn:oipf:PVR:2009"
xmins:xs="http://www.w3.0rg/2001/XMLSchema"
xmlins:ueprofile="urn:oipf:iptv:UEProfile:2008"
xmins:iptvprofile="urn:oipf:iptv:IPTVProfile:2008"
targetNamespace="urn:oipf:PVR:2009" elementFormDef
attributeFormDefault="unqualified">
<xs:import namespace="urn:oipf:iptv:UEProfile:2008
schemalocation="imports/iptv-UEProfile.xsd"/>
<xs:import namespace="urn:oipf:iptv:IPTVProfile:20
schemalLocation="imports/iptv-IPTVProfile.xsd"/>
<xs:element name="PVR">
<xs:complexType>
<xs:sequence>
<xs:element name="ServiceType" type="tns:ctServ
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:complexType name="ctServiceType">
<xs:choice>
<xs:element name="CaptureRequest" type="tns:ctCa
maxOccurs="unbounded"/>
<xs:element name="LPVRRecordRequest" type="tns:c
maxOccurs="unbounded"/>
<xs:element name="NPVRRecordRequest" type="tns:c
maxOccurs="unbounded"/>
</xs:choice>
</xs:complexType>
<xs:.complexType name="ctCaptureRequest"><!-LPVR Ca
<xs:.sequence>
<xs:element name="RequestType" type="tns:stReque
<xs:element name="ProgramID" type="xs:string"/>
<xs:element name="BCServicelD" type="iptvprofile
<xs:element name="ProgramStartTime" type="xs:dat
<xs:element name="ProgramDuration" type="xs:dura
<xs:element name="StorageRecMode" type="tns:stSt
<xs:element name="TargetDevicelD" type="ueprofil
</xs:sequence>
</xs:complexType>
<xs:complexType name="ctLPVRRecordRequest"><!-LPVR
<xs:.sequence>

ault="qualified"

08"

iceType"/>

ptureRequest"
tLPVRRecordRequest"

tNPVRRecordRequest"

pture request/response-->
stType"/>

:tBCServicelD"/>
eTime"/>

tion"/>
orageRecMode"/>
e:tUEID"/>

Record request/response-->
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<xs:element name="RequestType" type="tns:stReque

<xs:element name="ProgramID" type="xs:string"/>
<xs:element name="BCServicelD" type="iptvprofile
<xs:element name="ProgramStartTime" type="xs:dat
<xs:element name="ProgramDuration" type="xs:dura
<xs:element name="StorageRequirement" type="tns:
minOccurs="0"/>
</xs:sequence>
</xs:complexType>

<xs:complexType name="ctNPVRRecordRequest"><!-NPVR

<Xs:.sequence>

<xs:element name="RequestType" type="tns:stReque

<xs:element name="ProgramID" type="xs:string"/>
<xs:element name="BCServicelD" type="iptvprofile
<xs:element name="ProgramStartTime" type="xs:dat
<xs:element name="ProgramDuration” type="xs:dura
<xs:element name="StorageRequirement" type="tns:
minOccurs="0"/>
<xs:element name="RequestStatus" type="tns:tRequ
<xs:element name="CRID" type="xs:string" minOccu
</xs:sequence>
</xs:complexType>
<xs:simpleType name="stRequestType">
<xs:restriction base="xs:string">
<xs:enumeration value="SetUp"/>
<xs:enumeration value="Cancel"/>
<xs:enumeration value="Update"/>
<xs:enumeration value="Retrieval"/>
</xs:restriction>
</xs:simpleType>
<xs:simpleType name="stStorageRecMode">
<xs:restriction base="xs:string">
<xs:enumeration value="Local"/>
<xs:enumeration value="Network"/>
</xs:restriction>
</xs:simpleType>
<xs:complexType name="ctStorageRequirement">
<xs:simpleContent>
<xs:extension base="xs:int">
<xs:attribute name="unit" type="xs:string" use=
</xs:extension>
</xs:simpleContent>
</xs:complexType>
<xs:simpleType name="tRequestStatus">
<xs:restriction base="xs:string">
<xs:enumeration value="Recording Started"/>
<xs:enumeration value="Recording Completed"/>
<xs:enumeration value="Recording Deleted"/>
</xs:restriction>
</xs:simpleType>
</xs:schema>

Record request/response-->

stType"/>

tBCServicelD"/>
eTime"/>

tion"/>
ctStorageRequirement"

stType"/>

:tBCServicelD"/>
eTime"/>

tion"/>
ctStorageRequirement"

estStatus" minOccurs="0">
rS:"0">

"optional" default="KB"/>

Editor's Note: CRID needs to be investigated forcoeding across multiple programs.

5.3.11 Network PVR (nPVR)

5.3.11.1 Protocol over HNI-IGI — HTTP Option

When the OITF initiates the request for network PS#vice Request, the procedure defined in Seéti®10, “Local

PVR” SHALL apply, with following additional constirats:
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In step 1, the HTTP Request Body SHALL be set sbiththe PVR request message ctNPVRRecordReqthst IS
be the selected choice and SHALL be set as follows:

* RequestType: indicates type of service request

» Programld: identifies the content or program tadmorded in the OITF

» BCServiceld: Identifies the SC channel from whicl Scheduled Content is to be recorded in the OITF
» ProgramStartTime: indicates the time to start ttlee8uled Content that the OITF requests

* ProgramDuration: indicates the time duration of $5vheduled Content that the OITF requests

e StorageRecMode: SHALL be set to “Network”;

Steps 5-6 are replaced by the following steps:

Step5:  When a SIP MESSAGE is received by the IG due édfaiiure of a submitted request or to report the
outcome of a pending recording request, the IG SHedturn an HTTP 200 OK response to the OITF. The
response SHALL include the list of SIP headersasTable 45. The body of the HTTP response SHALL
include the SIP body received in the incoming SIPS$AGE. The content of the HTTP Response SHALL
be as follows:

HTTP Response Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>Taae 45

HTTP Response Body: The actual content included in the SIP MESSAGE body

Step 6:  The OITF SHALL extract the pertinent informaticorh the body and SHALL send a SIP 200 OK response
to the network in an HTTP POST request

Table 45: List of HTTP extension headers for the PV R Record Request (IG 2OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the Publiaiity MESSAGE <Request URI> SIP/2.0
of the target of the message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]

It SHALL be set to “application/vnd.oipf.pvrresukml”

X-OITF-Content-Length RFC 3261 [SIP]

5.3.11.2 XML schema for nPVR recording result

This section specifies the XML schema of the rectadus report which the CDF send to the Clustenti©tder FE.

‘ <?xml version="1.0" encoding="UTF-8"?>
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<xs:schema xmlns:tns="urn:oipf:service:PVR:report:2 010"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema" xmins:t va="urn:tva:metadata:2007"
targetNamespace="urn:oipf:service:PVR:report:2010"
elementFormDefault="qualified" attributeFormDefault ="unqualified">
<xs:import namespace="urn:tva:metadata:2007"
schemalocation="imports/tva_metadata_3-1 v141.xsd ">

<xs:element name="PVRResult">
<xs:complexType>
<xs:sequence>

<xs:element name="RecordResult" type="tns:tReco rdingResult"/>
<xs:element name="NPVRLocation" type="tns:tNPVR Locator"/>
<xs:element name="SpareStorage" type="xs:double ">

</xs:sequence>
</xs:complexType>
</xs:element>
<xs:complexType name="tRecordingResult">
<xs:sequence>

<xs:element name="RecordingStatus" type="tns:tRe cordStatus"/>
</xs:sequence>
<xs:attribute name="ErrorCode" type="xs:string" u se="optional"/>

</xs:complexType>
<xs:simpleType name="tRecordStatus">
<xs:restriction base="xs:string">
<xs:enumeration value="Completed"/>
<xs:enumeration value="Partial"/>
<xs:enumeration value="Error"/>
</xs:restriction>
</xs:simpleType>
<xs:complexType name="tNPVRLocator">
<xs:choice>
<xs:element name="CRID" type="tva:CRIDType"/>
<xs:element name="URL" type="xs:anyURI"/>
</xs:choice>
</xs:.complexType>
</xs:schema>

If recording is successful, the ErrorCode elemémnibate SHALL NOT be present. If recording failéce.,
RecordResult element contains “Error”), any infotiorain the NPVRLocator element SHALL be discardgtthe
OITF.

5.3.12 Personalised Channel

5.3.12.1 Procedure for Network-centric Personalized Channel (unicast only)

These procedures assume that the PCh contentensibtved by a single CDF, regardless of wheredheeat is
sourced.

5.3.12.1.1 PCh profile configuration

When the user wants to create a new Personalisadn@h the OITF of the user SHALL originate an HTGET
request towards the IPTV Application via UNIS-6ameince point. The request SHALL carry the user ID.

When receiving the HTTP GET request for PCh comigian, the IPTV Application SHALL authorize andrifg the
request, and then send XCAP GET request to the I88iVice Profile and retrieve the user’'s IPTV sex\profile. The
XCAP GET request SHALL be delivered on NPI-17 amglude the intended user ID.

After the request is authorized, the IPTV ApplicatSHALL contact the IPTV Metadata Control via Ng3for
searching and filtering of the content metadatd, ganerate the personalised content guide bast#tearser’'s personal
setting (e.g. preference, location etc). The IFApplication SHALL also create a valid Personalisdthnnel Identifier
(PChld) for the generated PCh information.
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The IPTV Application then responds 200 OK to th@Bvia UNIS-6, carrying the generated PChld andeiased
PCh information , e.g., PCh item IDs (SC serviceolBCOD content ID), related time schedule, etc.

If the OITF desires to modify the PCh informatitvat has been created, it SHALL send an HTTP PUtiesithrough
UNIS-6 to the IPTV Application, carrying the intesdtluser ID and the PCh information for updatinge TRTV
Application SHALL update the PCh information towatthe IPTV Service Profile FE through XCAP PUT oi#tl-
17, and then respond the OITF with a 200 OK.

5.3.12.1.2 PCh service provision

5.3.12.1.2.1 PCh session initiation over HNI-IGI (managed model)

When the user wants to watch the programs schedtutbeir PCh, the OITF of the user SHALL originateequest for
PCh Service Set-up. The procedure is similar tgtieeedure described in Section 5.3.2.1.2, “Sedsiitiation”, with
the exception that the X-OITF-Request-Line extem$ieader delivered over HNI-IGI (Table 16) SHALIclinde the
Personalised Channel identifier (PChld), e.g. IPPZH_Service_ PChld@<domain name>, where:

* The Personalised Channel identifier (PChld) iSee&d from the IPTV Application in the PCh configtion
procedure, Section 5.3.12.1.1, “PCh profile configion. “

e The domain part (<domain name>) is the IPTV SerfApavider domain name, obtained from the IPTV Srvi
Provider discovery function.

5.3.12.1.2.2 PCh session termination over HNI-IGI (managed model)
The OITF SHALL send the request for a Personal@eannel session termination using the procedudessribed in
Section 5.3.2.1.3, “Session Termination.”

5.3.12.2 OIPF-centric Personalized Channel

When the user wants to create a new Personalisadnéh the user's OITF MAY originate an HTTP GEGuest
towards the IPTV Application via the UNIS-6 refecerpoint. The request SHALL carry the user ID.

When receiving the HTTP GET request for PCh coméigian, the IPTV Application SHALL authorize andrifg the
request, and then send an XCAP GET request tdXh¥ Bervice Profile and retrieve the user’s IPTY/&e profile.
The XCAP GET request SHALL be delivered on the MPlinterface and include the intended user ID.

The IPTV Application then responds with a 200 OKssage to the OITF via UNIS-6, carrying the usefifgravhich
can be used for generating the Personalised Ch&uiéé at the OITF.

When the OITF detects an overlap between adjacenént items in the PCh schedule, the OITF deditke$ocation
of the PVR (LPVR or nPVR) used to record the ovaked contents based on either a pre-configuredypolithe
capability of OITF or network (ex, storage, bandivjcktc).

The messaging and procedures for recording thdapmad content item on an LPVR SHALL be as spetiiine
Section 5.3.10, “Local PVR.”

The messaging and procedures for recording thdappad content item on an nPVR SHALL be as spetifie
Section 5.3.11, “Network PVR (nPVR)".

After the overlapped content item has finished réitg, the OITF SHOULD update the Personalised @GehGuide
with the revised content access information.

The OITF sets up the proper session for conteietglor plays the locally stored content accordimghe already
configured Personalized Channel Guide.
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5.3.13 Session Transfer

5.3.13.1 Protocol over HNI-IGI — HTTP Option

5.3.13.1.1 Generic Session Transfer Procedures

The procedures in this section are generic in Baand apply equally to the various modes of sessansfer.

5.3.13.1.1.1 Transferee CoD Session initiation associated with a session Transfer

For all session transfer modes, it is assumedtieatransferee initiates the session associatddantitansfer. As a pre-
requisite before session initiation, it is assuried the transferee has accepted a request faseedransfer, and/or
has the necessary information to initiate a newsisago handle the transferred session.

A transferee SHALL initiate the request for a Conten Demand session to setup the content delntgapnel and
content control channel using the procedure defineédkection 5.3.2.1.2, “Session Initiation”, withet following
exceptions in Table 16:

* A new SIP header X-OITF-Replace header is inclum@tlis set to the appropriate information dependimthe
deployed mode. For the push mode, the informatigetrieved from the incoming REFER request to the
transferee as per section 5.3.13.1.2.3, “Transi@t&& Receiving an Incoming Session Transfer Requdéxish
Mode”.

» Inthe X-OITF Request Line, the wild card part (&presenting the content instance identifier toraesferred is
constructed a different way than specified in #idd. In the push mode, this field is extractednfitbe To header
embedded in the Refer-To header in the incomingEEFequest as per 5.3.13.1.2.3, “Transferee OlTéeRmng
an Incoming Session Transfer Request — Push Mode”.

Furthermore, the I1G handling in step 2 in SectidhZ1.2, “Session Initiation” is replaced by ti&handling as
depicted in section 5.3.13.1.1.2, “IG handling e&Sion Initiation Requests related to a sessiostes’.

The remaining steps in Section 5.3.2.1.2, “Seshiitiation” apply.

5.3.13.1.1.2 IG handling of Session Initiation Requests related to a session transfer

If the transferor OITF and the transferee OITFlabind the same IG, and given the fact that thesfesee MUST
successfully establish the new session beforelthsession can be torn down, QoS resources, ogdash mile, will
be doubly booked while the transfer is ongoing.

Indeed, the new session initiated by the transferéandle the transferred session MAY not be abiiccessfully
complete due to resources (last mile) unavailabd# a result of the old session holding on taréseurces, while not
being utilized, during the transfer.

In order to avoid this situation, special procegstREQUIRED in the IG to release the resourcesdated with the
transferred session while the new session is testaplished, if both the transferor and the trarsfare behind the
same |G, hence sharing the same last mile.

If for any reason the transfer failed, the IG caclaim the released resources associated withahsférred session
back and the old session can resume.

To that effect, and upon receipt by the IG for arffR POST for a SIP INVITE the IG SHALL perform tfa@lowing
procedure:

- If the session is a CoD session associated wsdsaion transfer and the SIP header X-OITF-Reflaader is not
included then the procedure terminates.

- If the session is a CoD session associated wsdsaion transfer and the SIP header X-OITF-Rejlaader is
included and the dialog identifier points to a g@ssvhose state is not held the 1G, then the texosfand the transferee
are not behind the same IG and the procedure tatesn

- If the session is a CoD session associatedavitbssion transfer and the SIP header X-OITF-Replaader is
included and the dialog identifier points to a g@ssvhose state is held the IG, then the transfendrthe transferee
OITF are behind the same IG. In this case the 1@ISHperform the following steps:
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Step 1:  The IG SHALL send to the transferor OITF aiTH 200 OK response. The response SHALL includ&Pa S
re-INVITE as per Table 16 with the following exciept

» The SIP header information is populated approgsiaien the re-INVITE is sent from the 1G to théT®

e The HTTP body SHALL be similar to SDP included bg G in the 200 OK response to the original CoSskm
initiation request from the transferor with the fpofrthe m-line representing the content streamdpseét to zero in
this case.

Step 2:  Once the OITF accepts the incoming SIP re_INVITterahe stream has been successfully paused (the
transferor OITF could have already paused the mti@ait would pause the stream before acceptingahe
INVITE), it SHALL send an HTTP POST PENDING_ |G rezgt to the IG. The content of the HTTP
Request SHALL be as follows:

HTTP Request Header: It includes the following:
e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 17 (notice the direction in this casiedm OITF-
>1G)

HTTP Request Header: Empty

Step 3:  The IG SHALL send to the transferor OITF anTH 200 OK response. The response SHALL includ&Pa S
ACK as per table 14 with the following exception:

» The SIP header information is populated approgsiagi®en the ACK is sent from the IG to the OITF

Step4:  The IG SHALL send a SIP UPDATE (or SIP re-INVITB)the network, to request the transferor stream to
be put on hold and to reduce the requested Qo&neEson the transferor OITF last mile down to z&twe
SIP UPDATE (or SIP re-INVITE) SHALL conform f§a S124503] in that regard. The body of the SIP
UPDATE (or SIP re-INVITE) SHALL be identical to tH&DP in the INVITE of the CoD session initiation
with the exception described above. The IG SHALlitviax the response to the request.

Step 5: Upon receipt of a SIP 200 OK response orathgr response, the procedure terminates
5.3.13.1.2 Session Transfer via Push Mode

5.3.13.1.2.1 OITF Target Discovery

An OITF that wants to locate a target OITF for sms$ransfer purposes SHALL perform the proceddescribed in
Section 5.4.6.1.4, “Procedure for Subscriptiorh® Registration Event Package”.

Subsequently a target OITF can be selected frometinened information.

5.3.13.1.2.2 Transferor OITF Initiating a Session Transfer Request - Push Mode
To initiate a session transfer request, the traosfelTF SHALL follow the following procedure:

Step 1:  As a pre-requisite it is assumed that the usemigling a CoD and has selected a target deviaes{aee
OITF) for the session.

In this step the transferor OITF SHALL bookmark tmatent as per Section 5.3.9.1.1, “IMS-based Gunte
Bookmark Creation RequestThe bookmark SHALL be included in the body of th® REFER (as shown
in step2)

Step 2: The transferor OITF SHA LL send an HTTP POST ratjfmr the session transfer to the IG over the HNI-
IGI interface, as described in Section 5.6.1, “OIG-Interface (HNI-IGI).” The content of the HTTP
Request SHALL be as follows:

HTTP Request Header including the following:
» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 46
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HTTP Request Body: As per Section 5.3.13.2, “XMIh&ma for Session Transfer Information included gession
transfer request from the transferor to transferee”

Step 3:

Step 4.

Step 5:

Step 6:

Step 7:

The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 46. The IG
SHALL reject a request that is missing any mandaB8iP headers with a non-200 OK HTTP response,
including the reason for rejection.

The IG SHALL send a SIP REFER to the networketup the request and SHALL wait for the response.
At some point in time, the IG SHALL return a HTTPQ®OK response (or other appropriate responses) to
the transferor OITF to report the received respdrtsa the transferee to the transfer request. rébponse
SHALL include a list of SIP headers as per Tablendddition to the normal HTTP headers as per

RFC 261gHTTP].

Following that, the transferor OITF SHALL sendlfATP HNI-IGI PENDING |G request (refer to Section
5.6.1.1, “HNI-IGI Message Types”), and SHALL waitrfany response reporting the outcome of the sessio
transfer procedure.

At some point in time, the IG SHALL receive ananaing SIP NOTIFY from the transferee OITF, repagtin
the outcome of the session transfer and which AlSHforward to the transferor OITF in an HTTP 20&KO
response. The HTTP response SHALL include thefi§IP headers as per Table 48 in addition to t he
normal HTTP headers. The body of the HTTP resp&h$&LL include the SDP body received in the
NOTIFY.

The transferor OITF SHALL return the SIP 200 Olspense, acknowledging the SIP NOTIFY, to the IG, in
an HTTP POST PENDING_IG request. The content oHfi@&P request SHALL be as follows:

HTTP Request Header including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 49

HTTP Request Body: Empty

Table 46: List of HTTP extension headers for an out  going SIP REFER from the transferor for initiating
up a session transfer request (OITF  —->IG) and incoming SIP REFER request to the transfere e

(IG>O0ITF)

X-OITE HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI SHALL be set to the tranddtarget
device OITF) contact information received during ttevice
discovery process.

REFER <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valakthe
Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]
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X-OITF-Refer-To SHALL be set to the remote targ&llncluded
in the contact header field returned in the SIB @K associated
with initial session setup with the transferor axtended with the
following URI headers fields:

- Replaces header field SHALL include the SIP didftentifier for
the original CoD session as J&FC3891]

- Require header field populated with the optian\alue
"replaces”

- To header field SHALL contain the original contétentifier
copied from the Request URI of the original SIP INIZ request
initiated from the transferor.

-OPTIONALIy an Accept-Contact header field witteth
g.3gpp.icsi-ref media feature tag set to the IPTomGunication
service identifier "urn%3Aurn-7%3A3gpp-service.iiosi.iptv"

-P-preferred-Service set to IPTV Communication seridentifier
urn:urn-7:3gpp-service.ims.icsi.iptv

- Body header. Contains the SDP body.to be includéde SIP
request initiated from the transferor. OITF. Th&PSbody SHALL
contain the same number of media lines as the 2R in the
original session from the transferor OITF. Each imdide SHALL
indicate the same media type as its correspondettjan
component in the SDP used in the original sessyaitd transferor
OIPF. The media line for the media to be transte8eIALL
include a port number with non zero value.

Example:

Refer-To: <sip:remoteuser@home2.net;gr=urn:uuidifBae-
7dec-11d0-a765-
333333333333?Replaces=AB03a0s09a2sdfglkj490333% 3R e
tag=Afgsdfg45%3Blocal-tag=U188gg&Require=replace&P-
Preferred-Service=urn:urn-7:3gpp-service.ims.igti&Accept-
Contact=*%3b+g.3gpp.icsi-ref%3d%22urn%253Aurn-7%A%3
service.ims.icsi.iptv%22

RFC 3261 [SIP]
[3GPPMMSC]
[RFC3891]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Content-Type

Set the appropriate MIME type corresponding to i8ac$.3.13.2,
“XML Schema for Session Transfer Information inaddn a
session transfer request from the transferor tsfesiee”

Editors note: The definition of MIME is ffs

X-OITF-Content-Length

RFC 3261 [SIP]

Table 47: List of HTTP extension headers for the re  sponse to an outgoing SIP REFER from the
transferor for setting up a session transfer reques t IG->0OITF) and the response sent to an incoming
SIP REFER to the transferee (OITF 2IG)

SIP Headers Sour ce of Coding I nfor mation

X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>
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X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

5.3.13.1.2.3 Transferee OITF Receiving an Incoming Session Transfer Request — Push Mode
The procedure at an OITF selected to be the taeeate (transferee OITF) in a push mode is as\ialo

Step 1:  Itis assumed that the OITF has an HTTP PENDINGre@uest. At some point in time, when a REFER
request targeted for the transferee OITF is receyethe 1G, the IG SHALL return a HTTP 200 OK
response to the OITF. The response SHALL inclugdith of SIP headers as per Table 46, in additathe
normal HTTP headers as per RFC 268 TP]. The body of the HTTP response SHALL include thdLX
structure as per Section 5.3.13.2, “XML Schema&Session Transfer Information included in a session
transfer request from the transferor to transferee”

Step 2: The OITF SHALL examine the incoming REFER requdstparticular, the OITF SHALL extract the body
header to use it to later construct its own SDRHersession transfer (see Section 5.3.13.1.1ranSferee
CoD Session initiation associated with a sessi@mn3fer”). If the OITF cannot successfully validdte
extracted SDP, it SHALL reject the incoming requéfsthe OITF successfully validates the extracgtP
it SHOULD accept the incoming request.

Step 3: Once the OITF accepts the incoming SIP REFERHRAIS. send an HTTP POST PENDING_IG request to
the IG. The content of the HTTP Request SHALL bé#ews:

HTTP Request Header: It includes the following:
o <list of HTTP headers> - as per RFC 26Hd TP]

» <list of SIP headers encoded as HTTP headersperagable 47 with the exception that the responghis case is
a SIP 202 OK

HTTP Request Body: Empty

Step 4 The OITF SHALL extract the following informatiomndim the incoming REFER request:
» The Content URI extracted from the To header inetLith the Refer-To header.

* The body header

» The Dialog ID to be replaced extracted from thelRee header in the Refer-To header

e The content bookmark from the HTTP body, if presant if understood by the OITF.

Step 5:  The transferee OITF SHALL then construct an SDPR ithean used to initiate a new session to haritde t
transfer. The OITF MAY follow Section 5.3.2.1.1,éRieval of Session Parameters”, if need be, tosvard
the construction of the SDP.

Step 6:  The transferee OITF SHALL then invoke the procediefined in Section 5.3.13.1.1.1, “Transferee CoD
Session initiation associated with a session Teahsf

Step 7: Once the session setup is successfully compléied)ITF SHA LL send an HTTP POST request to the IG
over the HNI-IGI interface, as described in Sectobi1, “OITF-1G Interface (HNI-IGI).” The contenf
the HTTP Request SHALL be as follows:

HTTP Request Header including the following:

» <list of HTTP headers> - as per RFC 26Hd TP]
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» <list of SIP headers encoded as HTTP headersperatable 48
HTTP Request Body: SIP/2.0 200 OK (or the outeahthe session initiation request)

Step 8:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 52. The IG
SHALL reject a request that is missing any manda8IP headers with a non-200 OK HTTP response,
including the reason for rejection.

Step 9: The IG SHALL send a SIP NOTIFY to the networkyéport the outcome of the session transfer and
SHALL wait for the response. The IG SHALL returitd& TP 200 OK response (or other appropriate
responses) to the transferee OITF to report theived response from the transferor OITF. The nespo
SHALL include a list of SIP headers as per Tablém&ddition to the normal HTTP headers as per
RFC 261gHTTP].

Following that, all CoD procedures apply to thestas.

Table 48: Supported HTTP extension headers inthe N OTIFY request sent from the transferee OITF
(OITF->IG) to the transferor (IG->OITF)

X-OITF HTTP Header Sour ce of Coding | nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Notes: The Request URI MUST match the contact URI | NOTIFY <Request URI> SIP/2.0
included in the contact field of the SIP REFER

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3519 RFC3515]

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-Subscription-State RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3515 [RFC3515], RFC 342BRFC3420]

The content-type header SHALL be set to
“message/sipfrag

X-OITF-Length RFC 3261 [SIP]

Table 49: Supported HTTP extension headers inther esponse to a NOTIFY request received from the
IG (IG->OITF) transferor to the transferee

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
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5.3.13.2 XML Schema for Session Transfer Information included in a session transfer
request from the transferor to transferee

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oipf:transfer:2009" xmins:tns="Session transfer"”
xmins:bmk="urn:oipf:bookmark:2009"
xmins:xs="http://www.w3.0rg/2001/XMLSchema" elemen tFormDefault="qualified"

attributeFormDefault="unqualified">
<xs:import namespace="urn:oipf:bookmark:2009"
schemalocation="BookmarkList.xsd"/>
<xs:element name="Sessiontransfer">
<xs:annotation>
<xs:documentation>This describes information ele ments needed to support
session transfer</xs:documentation>
</xs:annotation>
<xs:sequence>

<xs:element name="session-bookmark" type="bmk:Bo okmarkType"/>
<xs:element name="transferee” type="string” />
<xs:documentation> this element is populated wit h the same information
included in the Request URI of the REFER Reques t </xs:documentation>

<xs:element name="any" type="any"/>
</xs:sequence>
</xs:element>
</xs:schema>

54 Protocol for Service Access and Control Functions

54.1 Service Provider Discovery

5.4.1.1  Protocol over HNI-IGI for the Managed Model — HTTP Option

5.4.1.1.1 Retrieval of Service Provider Discovery Information

The procedures in this section SHALL only be parfed in the context of the default user. When thERXdupports
native HNI-IGI, it SHALL follow the following procdure to retrieve Service Provider Discovery Infotimat

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theoatent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
» <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperaable 50

HTTP Request Body: Empty or optionally, the OITF Miclude a body associated with the appid
“urn:oipf:application:iptv-SP-discovery”. The optial message body sent to the Service Provider Discdvery
SHALL include the capabilities of the OITF. The Gemt-Type of the message body SHALL be set to
“application/vnd.oipf.ueprofile+xml”, which refets the MIME type of the schema defined in Annex.[52e Table
50 for X-OITF-Content-Type header.

Step2: The IG SHALL validate that the request includdsted mandatory SIP headers REQUIRED for the
outgoing message as per Table 50. The IG SHALLctgj@equest that is missing any mandatory SIP
headers with a non-200 OK HTTP response, inclutliegeason for rejection.

Step 3:  If the IG has the requested information, it SHAldspond immediately with HTTP 200 OK. If not, tl@& |
SHALL send a SIP SUBSCRIBE to the network, to stbscto the “ua-profile” event, and SHALL wait for
the response to the subscription request. TheHBLE then return a 200 OK HTTP response (or other
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appropriate responses) to the OITF to report thpaese to the subscription request. The responkeles
a list of SIP headers as per Table 51 in additohé normal HTTP headers as per RFC Z6LBTP].

Step4:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngept (refer to Section 5.6.1.1, “HNI-IGI
Message Types”), and SHALL wait for any incomingsseges.

Step 5: When a SIP NOTIFY is received by the IG for a-fuafile” event, the IG SHALL return a HTTP 200 OK
response to the OITF. The response includes aflBtP headers as per Table 52 in addition to tvenal
HTTP headers as per RFC 26T TP]. The body of the HTTP response SHALL be the Sl&yleceived
in the incoming NOTIFY message. The content offi@P Response SHALL be as follows:

HTTP Response Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 52
HTTP Response Body: Body of the incoming NOTIFY

The OITF SHALL parse the XML document in the bodyensure that it complies with the schema defined i
Section 3.2.1 ofMETA].

When parsing the list of parameters, the OITF SHAdke the following action:

» If the Service Provider Discovery Information foGarvice Provider is already present in the OITé& (for which
the OITF already has an entry), and

« If the “@Version” attribute does not have the samlkie as that received in the NOTIFY message,
then the OITF SHALL perform the following actions:

e The OITF SHALL update its parameters with the nelugs sent by the Service Provider Discovery FEoAflthe
Segment@ID or Segment@Version has changed, the SHALL update the service discovery informationtwit
that received from the Service Discovery FE.

« Ifthe “@Version” attribute has the same valuehad teceived in the NOTIFY message, the OITF
SHALL NOT update the stored Service Provider Digggninformation.

» If the Service Provider Discovery Information foBarvice Provider is not known to the OITF (i.bg OITF does
not have an entry for the Service Provider DiscpVeformation)

e The OITF SHALL create a new entry for the new SegWrovider with all the parameters received
in the NOTIFY message.

The IPTV Service Provider Discovery Informationideted via this protocol SHALL conform to ETSI TB2034
[TS102034], Section 5.2.5, with the extended element defingdbe Metadata SpecificatigM ETA].

Step 6: Once the OITF accepts the HTTP message contaihenmpcoming SIP NOTIFY, it SHALL send an HTTP
HNI-IGI PENDING_IG request to the IG. The contefithe HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 53
HTTP Request Body: Empty

Step 7:  The IG SHALL send the SIP 200 OK response to #tevork and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

5.4.1.1.2 Procedure for Cancellation of the Subscription

The procedure for de-registering the IPTV defas#ruMUST be preceded with a cancellation of supson.

Copyright 2010 © Open IPTV Forum



Page 96 (290)

The procedure is the same as the procedure fating a subscription to the “ua-profile”, excepat the
X-OITF-Expires header in Table 50 SHALL be setto 0

Table 50: Supported HTTP extension headers in HNI-I Gl SUBSCRIBE Request for SP Discovery

X-OITF HTTP Headers Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]
Note: SUBSCRIBE <Request URI> SIP/2.0

The request URI SHALL be set to the well known Pi3le
PSI SHALL be composed of the domain name extracted
from the public user identity with a user partteet
“OIPF_IPTV_SPD". (e.g.,
OIPF_IPTV_SPD@<domain_name>)

X-OITF-From RFC 3261 [SIP]
Note:

The From user MUST be set to the IMPU of the defaul

user.

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request URI in the “X-OITF-Request-Line”

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063

. _ [TS183063] Section 5.1.2.2.1
Extend the existing “ua—profile” event package St

SUBSCRIBE request

The Event header SHALL be set to the “ua-profileémet
package.

The Event parameters SHALL be set as follows:

- The “profile-type” parameter SHALL be set to
“application”.

- The “appids” parameter SHALL be set to
“urn:oipf:application:iptv-SP-discovery”.

X-OITF-Contact RFC 3261 [SIP]
Notes:

1. URI parameter MUST be included, and MUST match
the value that is sent in the Contact header imgbgstration
request.

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included

The IG includes all other mandatory parametersahat

absent.
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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X-OITF-Expires

Note: If absent a default value according to RFE613[51P]
SHALL be assumed by the IG

To cancel the subscription, the X-OITF-Expires SHAle
setto 0

RFC 3261 [SIP]

X-OITF-Accept

Set to “application/vnd.oipf.spdiscovery+xml”

RFC 3261 [SIP]

X-OITF-Content-Type

Included, OPTIONALIly, when signalling OITF capabids
according schema defined in Annex D.2. It SHAL Lsle¢:
to “application/vnd.oipf.ueprofile+xml”

RFC 3261 [SIP]

Table 51: Supported HTTP extension headers in the r

esponse to an HNI-IGI SUBSCRIBE Request for

SP Discovery

X-OITF HTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 52: Supported HTTP extension headers inthe N OTIFY request to the SUBSCRIBE to SP
discovery

X-OITEF HTTP Headers

Sour ce of Coding Infor mation

X-OITF-Request-Line

Note: The Request URI MUST match the contact URI
included in the contact field of the SIP SUBSCRIBE

RFC 3261 [SIP], RFC 326%| P-EVNT] and
draft-ietf-sipping-config-framework-1B5I P-CFG]

NOTIFY <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.2.2.2

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-Subscription-State

RFC 3265 [SIP-EVNT] and RFC 3856 [SIP-PRES]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

Set to “application/vnd.oipf.spdiscovery+xml”

RFC 3261 [SIP]
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X-OITEF-Content-Length RFC 3261 [SIP]

Table 53: Supported HTTP extension headers inther esponse to a NOTIFY request to the
SUBSCRIBE to SP discovery

XOITF HTTP Headers Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

Note: Cancellation of subscription is not REQUIREDH&tX-OITF-Expires header was set to 0 in the ihitia
SUBSCRIBE request.

5.4.1.1.3 Refreshing the Subscription
The procedure for refreshing a subscription issta@e as the procedure for initiating a subscription

The application initiating the subscription procesi@HALL refresh the subscription based on theesfrsubscription
timer information received in the response to thiessription. Refreshing a subscription SHOULD bdqrened before
the expiry of the refresh timer. A subscriptionttizanot refreshed will be terminated.

The IG SHALL consider a subscription terminatetsihot refreshed

5.4.1.2  Protocol over UNIS-19 for the Unmanaged Model and Non-native HNI-IGI

The OITF retrieves the Service Provider Discoveryyepoint and uses the entry point to retrievistedf IPTV service
providers using HTTP for that purpose. The IPTW&e Providers list SHALL be delivered as SD&Sarts or
DAE applications.

When an IPTV service provider discovery entry pdsraelected, Service Provider Discovery informa8HALL be
delivered as Service Discovery and Selection (SD&S8drds or as DAE applications. This informatismpiovided by
the Service Platform Provider.

When SD&S records are used, the HTTP protocol gomfag to ETSI TS 102 034 [TS102034] Section 53FPALL
be used for the transport of IPTV Service Providesccovery Information. The data delivered SHALL &mm to
ETSI TS 102 034 [TS102034] Section 5.2.5, witheéRk&ension defined in [META].

When DAE applications are used, the HTTP protoodl @ata formats SHALL conform to Section 5.3.1df.®pen
IPTV Forum Solution Specification Volume 5 - Deeltive Application Environment [DAE].

5.4.2 Service Discovery

5.4.2.1 Protocol over UNIS-6
The protocol on UNIS-6 SHALL be HTTP as definedDAE] for DAE application based service discoveris

protocol is used for the unicast transport of HTRCMAScript documents between the OITF DAE functéion the
IPTV Application Functional Entity.

54.2.2 Protocol over UNIS-15

The protocol used on UNIS-15 for the transport IPF&fvice Discovery information SHALL be HTTP confong to
ETSI TS 102 034 [TS102034] Section 5.4.2.
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The IPTV Service Discovery information delivered whis protocol SHALL conform to ETSI TS 102 0345[102034]
Section 5.2.6 with the extension defined in [META]

5.4.3 Service Access

543.1 Protocol over UNIS-6

UNIS-6 MAY be used for the unicast transport of HTRCMAScript documents between the OITF DAE funotand
the IPTV Application functional entity for DAE appation based service access.

See [DAE] for the details of the document formdhwged via this protocol.

54.3.2 Protocol over UNIS-7

The use of the HTTP protocol on this reference p8HALL comply with Section 4.1.2.2.2 (containeisbd delivery)
or Section 4.2 (query mechanism) of the DVB-IP Bitmend Content Guide specification [BCG].

The Content Guide metadata delivered via this patS8HALL conform to ETSI TS 102 539 [BCG] with the
extension defined in [META]

The OITF MAY request user specific information frane Metadata Control FE based on the IPTV Subtsonip
Profile. (See Section 5.4.4, “Subscription profiltanagement and usage.”)

54.4 Subscription profile management and usage

5.4.4.1  Protocols on UNIP-1 for XCAP-based Profile Management

The OITF SHALL be able to obtain a user’s IPTV Siygtion Profile. The format of the IPTV Subscripti Profile
SHALL conform to Annex C.1, “IPTV Subscription Pilef” The IPTV Subscription Profile MAY be used ffiltering
the Broadband Content Guide metadata, i.e. foptheision of a personalised content guide.

The IPTV Service Profile Functional Entity SHALL pose XCAP Server behaviour (HTTP Server 1.1, XMtspg
and data repository) as defined in [XCAP].

UNIP-1 SHALL comply with XCAP as defined in RFC 4BRXCAP]

5.4.41.1 XCAP Application Usage for IPTV Service
Profile M anagement

The XML Configuration Access Protocol (XCAP) defthin RFC 4825 [XCAP] is used for manipulating dst@red in
the IPTV Service Profile Functional Entity. XCAHRals a client to read, write and modify applicatmnfiguration
data, stored in XML format, on a server. XCAP m&psL document sub-trees and element attributes td PIURIs,
so that these components can be directly accegsdd BP. XCAP uses the HTTP methods PUT, GET, antdliBEE
to operate on documents stored in the ServicelBrefinctional Entity.

The data stored in the IPTV Service Profile FurraicEntity relates to the operation of the IPT\Wass. This
specification defines a new Application Usage tovala client to manipulate data related to IPT\Wgmss.

XCAP requires the definition of XML documents tlaae compliant with the XML schema and constrairfneéd for
a particular XCAP application usage. The applicgatisage defines the XML schema for the data usetidy
application, along with other key pieces of infotina.

Central to XCAP is the construction of the HTTP UR4t points to a particular document or certaimponents of it.
A component in an XML document can be an XML eletatiribute, or the value of it.

XCAP application usage

XCAP requires application usages to fulfil a numbgsteps in the definition of such applicationgesarlhe remainder
of this section specifies the REQUIRED definitiarizhe IPTV services XCAP Application Usage.
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Application Unique ID (AUID): Each XCAP application usage is associated withigue name called the
Application Unique ID (AUID). The AUID defined byis application usage falls into the vendor-projarig
namespace of XCAP AUID, where Open IPTV Forum issidered a vendor.

The proposed AUID to be allocated to the Open IFFDvum IPTV services application usage SHALL be
org.openiptvforum.iptv

XML schema: Implementations in compliance with this specificatSHALL implement the XML schema defined in
Annex C.

Default namespace: XCAP requires application usages to declaradtfault namespace. The default namespace of the
IPTV services XCAP application usage SHALL be

urn:oipf:params:xml:ns:iptv
MIME Type: The MIME type of IPTV service XML document SHALke
application/vnd.oipf.userprofile+xml
Validation constraints: This specification does not specify any additlarenstraints beyond those defined by XCAP.

Data Semantics: The XML schema does not accept URIs that couldApressed as a relative URI reference causing a
resolution problem. However, each of the suppleargrgervices SHOULD consider if relative URIs altevaed in the
subdocument tree, and in that case, they SHOULzatel how to resolve relative URI references. mabsence of
further indications, relative URI references SHOUb®resolved using the document URI as the badeeatlative

URI reference.

Naming conventions: By default, IPTV Service Profile XML documentsastored in the IPTV Service Profile
Functional Entity. In order to facilitate the mamii@tion of an IPTV Service Profile XML documentgettefault XML
file name SHALL be:

iptvprofile.xml

Resour ce inter dependencies: This specification does not specify additional ese interdependency beyond those
specified in the XML schema.

Authorization policies. The authorization policy for access and manipatatif an IPTV Service Profile document
SHALL be defined by the Service Provider.

5.4.4.2  Protocols over UNIS-6 for DAE-based Profile Management

UNIS-6 MAY be used for the unicast transport of HTRCMAScript documents between the OITF DAE funetand
the IPTV Application FE for DAE-based subscriptipmofile management. In this case, the IPTV ApplarafFE acts
as a front-end to the IPTV Service Profile FE. WHenHTTP request for profile management is reakivem OITF,
the IPTV Application FE manipulates the IPTV Seevrofile FE.

5.4.4.3  Protocols over HNI-IGI — HTTP Option

5.4.4.3.1 Subscription to notification of changes in the IPTV Service Profile

The procedure for subscription to notification bhages in the IPTV service profile SHALL be invoKeaim either a
DAE application or an embedded application in th&FO The procedures SHALL be as follows:

Step 1:  The OITF SHALL send an HTTP POST request to thever the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI)". Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: includes the following:
» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperatable 54.
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HTTP Request Body: The body contains the list efrdquested URIs associated with the XCAP resotioceghich
the subscription is issued. The MIME Type of thewlnent inserted in the body will be signalled by @ontent-Type
header, set to “application/vnd.oipf.userprofile4km

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers needed for the outgoing
subscription message, as per Table 54. The |G SH#&|dct a request that is missing any mandatory SIP
headers with a non-200 OK HTTP response, incluthegeason for rejection.

Step3: The IG SHALL send a SIP SUBSCRIBE to the netwéoksubscribe to the “xcap-diff’ event package, and
SHALL wait for the response to the subscriptionuest. The IG SHALL return a HTTP 200 OK response
to the OITF to report the response to the subsoripequest. The response SHALL include a listléf S
Headers as per Table 55 in addition to the nornTallMheaders as per RFC 26T TP].

Step4:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG ngpt (refer to Section 5.6.1.1, “HNI-IGI
Message Types”), and SHALL wait for any incomingsseges.

Step 5:  When a SIP NOTIFY is received by the IG, the IGARH return a HTTP 200 OK response to the OITF
that includes the information carried in the incogdANOTIFY. The response SHALL include a list of SIP
headers as per Table 56 in addition to the normdliMheaders as per RFC 26T TP]. The body of the
HTTP response SHALL include the “xcap-diff+xml” dgoent carried in the NOTIFY body. This document
contains the changes in the XCAP document(s) ifiedtin the subscription request in Step 1(b).

Step 6:  When the OITF accepts the incoming SIP NOTIFYGHALL send an HTTP POST PENDING_IG request
to the 1G to acknowledge the receipt of notificati@he content of the HTTP request SHALL be afod:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 57.
HTTP Request Body: Empty

Step 7: The IG SHALL send the SIP 200 OK response to theoik and then SHALL return to Step 5 to handle
any subsequent NOTIFY messages that MAY be recdiosd the network.

Table 54: Supported HTTP extension headers in HNI-I Gl SUBSCRIBE Request for receiving
notification of changes in the IPTV Service Profile

X-OITF HTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP], RFC 326% P-EVNT] and
draft-ietf-sip-xcapevent-OBXCAP-EVT]

Note: The request URI MUST be set to the well knd?8i
of the IPTV Service Profile FE: SUBSCRIBE <Request URI> SIP/2.0

The PSI SHALL be
“OIPF_IPTV_ServiceProfile@<domainname>" where
<domainname> SHALL be the IPTV Service Provider
domain name obtained through Service Provider digo

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valak
the Request URI in the “X-OITF-Request-Line”

X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063

_ [TS183063] Section 5.1.5.1
The Event header SHALL be set to the “xcap-diffeat

package.
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X-OITF-Accept

The Accept header SHALL include the value
“application/xcap-diff+xml”. This header indicatd®e body
formats allowed in subsequent NOTIFY requests

RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.1.

X-OITF-Content-type

SHALL be set to “application/vnd.oipf.userprofilesk as
the MIME Type of IPTV Subscription Profile schema.

RFC 3265 [SIP-EVNT]

X-OITF-Contact
Notes:

The URI parameter SHALL be included and SHALL mat
what is sent in the Contact header included in the
registration request

The Expires parameter SHOULD be included

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Expires

Notes: If absent a default value SHALL be assumethb
IG

RFC 3261 [SIP]

Table 55: Supported HTTP extension headers in the r

esponse to an HNI-IGI SUBSCRIBE Request

X-OITEHTTP Headers

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 56: Supported HTTP extension headers in the N

OTIFY request containing changes in the IPTV

Service Profile

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Notes: The Request URI MUST match the contact URI
included in the contact field of the SIP SUBSCRIBE

RFC 3261 [SIP]
NOTIFY <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Event RFC 3265 [SIP-EVNT] and as per ETSI 183 063

[TS183063] Section 5.1.5.2
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X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-Subscription-State RFC 3265 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3265 [SIP-EVNT] and as per ETSI 183 063
[TS183063] Section 5.1.5.2

The content-type header SHALL be set to

“application/xcap-diff+xml”.

Table 57: Supported HTTP extension headers inther esponse to a NOTIFY request

X-OITE HTTP Header Sour ce of Coding Infor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

5.4.4.3.2 Refreshing the Subscription

It is the responsibility of the application initilag) the subscription procedure to refresh the sifiisan according to the
“refresh subscription timer” parameter receivethi@ response to the subscription request. Refrgghie subscription
SHOULD be performed before the expiry of the rdirgémer. A subscription that is not refreshed SHAbé
terminated after the expiration of the timer.

The IG SHALL consider a subscription terminatets ihot refreshed

5.4.4.3.3 Procedure for Cancellation of a Subscription
This procedure MAY be invoked at any time.

The procedure for de-registering the IPTV end @¢ALL be preceded by the cancellation of any stiption for
notification of changes in the user’s IPTV Servriefile.

The procedure for cancellation of the subscripiiotihe same as the procedure for initiating a sitisen to the ua-
profile event package, except that the X-OITF-Eapiheader in Table 54 SHALL be set to 0.

5.4.5 Remote Management

5451 General Procedures on UNI-RMS

The remote management functions REQUIRED for mashageices are specified in the general framewodudwent
TRO069 [TR069] by the Broadband Forum. The framewtwkument is associated with a number of Techiteglorts
that define the CWMP data models that are spefdifieach device function.

5.45.1.1 UNI-RMS for IG, AG and WAN Gateway
In addition to TR-069, the following specificatioB&ALL apply:
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* TR-098[TRO098] that defines the data model for the “internet gatedevice” SHALL apply to the WAN Gateway
FE (see RMS3 functional block of the “Open IPTV #or— Functional Architecture” documg@tRCH])

* TR-106[TR106] that defines the data model for the generic CWMihaged device SHALL apply to the IG, AG
and WAN-Gateway FEs.

* TR-104[TR104] that defines the data model for the “SIP end-g@HALL apply to the IG (see RMS2 functional
block of the “Open IPTV Forum — Functional Architee” documenfARCH]).

5.4.5.1.2 UNI-RMS for OITF

Although the remote management functions are Spddifi the general framework document TR-069 [TR@5Athe
Broadband Forum, the protocol to remotely manageFQétail devices is intended to support limiteddiions mainly
for Performance Monitoring and Diagnostics. Consely, an OITF device doesn't fulfil all the reqeriments that are
requested in TR-069 [TR0O69]. The limitations owetinin the following sections SHALL apply.

OITF RPC Methods Support Requirements
An OITF SHALL implement the following RPC methods:

Method name OITF requirement ACS requirement
CPE methods Responding Calling
GetRPCMethods REQUIRED REQUIRED
SetParameterValues REQUIRED REQUIRED
GetParameterValues REQUIRED REQUIRED
SetParameterAttributes REQUIRED OPTIONAL
GetParameterAttributes REQUIRED OPTIONAL

ACS methods Calling Responding
Inform REQUIRED REQUIRED

As an OITF device doesn't support all the RPC regqouents as defined in [TR069], the ACS SHALL impéarnthe
GetRPCMethods to discover the limited set of mestggpported by the OITF.

The OITF RPC Methods SHALL respect the calling anguats and type as defined in [TR069], with thedwihg
definition of the DeviceldStruct that is used fbe tDeviceld argument of the Inform method:

the 3 parameters ManufacturerOUI, ProductClassSenidl Number have slightly different semantic niegs in the
context of OIPF and are obtained from the devidekntifier (refer to Section 6.1.3.2.1, “User ldegnModelling.”)

ManufacturerOUI = HEX(first 3 bytes of SHA-1(X))
ProductClass = "OIPF"
SerialNumber = HEX(remaining bytes, from 4th onSéfA-1(X))
where, X = (MAC address as bytes) + (domain nam®&dClI characters).

Name Type Description

Manufacturer String(64) Manufacturer of the device

Qul String(6) In the context of OIPF, this paramasethe hexadecimal value of the first 3
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bytes of SHA-1(X)

ProductClass String(64) In the context of OIPFs tharameter is always "OIPF"

SerialNumber String(64) In the context of OIPFstharameter is the hexadecimal value of the
remaining bytes (from 4th on) of SHA-1(X)

OITF Data M odel

In the framework of the Open IPTV Forum, a spedifita model for the Remote Management of a retdiF@evice
has been defined. The data model has been obtfaoradrR-135 [TR135] and TR-106 [TR106] with a seien of a
reduced set of parameters using the same seméniibsa few exceptions) and the same types. TheFQldta model
is fully described in Annex J, “OITF-specific TRA&nd TR-106 Remote Management Objects (Normative).

5.4.5.1.3 Configuration of the IG via Configuration File

CPE WAN Management protocol based on Broadbandrrdie-069 [TR069] SHALL be used to configure the \PT
application in the IG. An IPTV configuration fieBHALL be used to populate the IG with the list skts with their
IMPU, Alias and Passwords and also configure whraiker authentication is to be performed by the IG.

If GBA Authentication or HTTP Digest Authenticatiggmsupported by the IG, the IG SHALL be configureith the
following information:

« Whether it has to provide an intended identity atrin the GBA and HTTP Digest authentication praged as
described in [CSP].

» The realm, username and password for regular HTigedD Authentication.
The file is downloaded to the IG during the IG powp procedure.

The configuration data SHALL be defined in XML a8B#ALL include the XML schema to be enforced agaihst
configuration data.

5.45.1.3.1 Call Flow

There are 2 cases to be considered; the firstisagiegen the remote server requests the IG to dawinibe
configuration file at power up of the I1G. This ré®s the IG to contact the remote server. The doashkequest is
subsequently used by the server to request the €Bwnload the configuration file. Alternativelythe server is
configured (by some means) with the address of@hé can request the IG to contact it using thection Request
Notification mechanism, if the remote server supptris mechanism.

The second case is when the process is initiatedebyG if it detects a corrupted file or if forree reason it lost the
file due to a reboot or an internal error.

Figure 6 is a call flow depicting the configuratiprocedure.
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3. HTTP POST (Inform Request)
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5. HTTP POST
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6. HTTP response (Download Request)

A

7. Download the file from the indicated location

8. HTTP POST (TransferComplete Request)

v

9. HTTP response

A

Figure 6: Sequence for the Configuration of an IG
The following is a brief description of the flow:
Steps 1-4: Normal steps as per TR-069.
Step5: The IG sends an HTTP POST request with no HTTRydmbdy to the remote server.

Step 6:  The server returns an HTTP response that includ@ssnload request in the HTTP entity body. The
arguments are set as follows:

CommandKey: Mandatory — set by remote server.

FileType: Mandatory — set to 3: Vendor Configuratkile. The vendor in this case is Open IPTV
Forum

URI: Mandatory— set by remote server

Username: OPTIONAL - If used, MUST be configuredha IG and remote server

Password: OPTIONAL - If used, MUST be configuredhia IG and remote server

TargetFileName: Mandatory — IPTV-ConfigurationPaetens

DelaySeconds: Mandatory — set to no delay
Successful URI: Not provided
Failure URI: Not provided

Step 7:  Following that, the IG proceeds to download thefiguration file.
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Step 8-9:  Once the download is complete, the IG sends asfesbomplete request to the remote server. The
arguments in the request are set as follows:

CommandKey: Mandatory - Set to the value receivethé Download request.
FaultStruct: Mandatory in case of failure according R-069

StartTime: Mandatory — Set according to TR-069

FinishTime: Mandatory — Set according to TR-069

Note that the above sequence is an example argldheother valid sequences that can achieve the sssult.

5.4.5.1.3.2 Syntax of the IPTV-Configuration file
The following XML document is an example of a sclaefior an IPTV-Configuration file

Note that other configurations files with other egtas MAY also apply to the IG and this is only aaraple.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oipf:config:ig:2009 "
xmins:tns="urn:oipf.config:ig:2009"
xmlns:enum="urn:ietf:params:xml:ns:enum-token-1.0"
xmlns="http://www.w3.0rg/2001/XMLSchema">

<l—schema filename is config-ig.xsd -->
<xs:annotation>
<xs:documentation xml:lang="en">

This schema is copyrighted by the Open IPTV Forum ( "OIPF") and distributed in conjunction
with Release 1 of the IPTV Solution Specificatio n.
Disclaimer
The Open IPTV Forum members accept no liability whatsoever for any use of this document.
This specification provides multiple options for some features. The Open IPTV Forum Profiling
specification will complement the Release 1 spec ifications by defining the Open IPTV Forum
implementation and deployment profiles. Any impl ementation based on Open IPTV Forum
specifications that does not follow the Profilin g specifications cannot claim Open IPTV Forum
compliance.

Copyright Notification
No part MAY be reproduced except as authorized b y written permission.
Any form of reproduction and/or distribution of these works is prohibited.
Copyright 2009 © Members of the Open IPTV Forum
All rights reserved.
</xs:documentation>

</xs:annotation>

<xs:import namespace="http://www.w3.0rg/XML/1998/n amespace"
schemalLocation="xml.xsd" />
<xs:import namespace="urn:ietf;params:xml:ns:enum- token-1.0"

schemal ocation="imports/enum-token-1.0.xsd />

<xs:element name="IGconfiguration" type="tns:IGcon figurationType" />
<xs:complexType name="IGconfigurationType">
<xs:sequence>
<xs:element name="AuthenticationSet"

type="tns:AuthenticationSetType" maxOccurs="unb ounded" />
<xs:element name="GatewayAuthentication" type="x s:boolean”
minOccurs="0" />
<xs:any namespace="##other" processContents="ski p"

minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:complexType name="AuthenticationSetType">
<xs:sequence>
<xs:element name="Identifier" type="tns:IMSPubli cldType" />
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<xs:element name="Password" type="xs:string" />
<xs:element name="Alias" type="xs:string" />
<xs:sequence minOccurs="0">
<xs:element name="IMPI" type="xs:string" />
<xs:element name="SIPDigestPassword" type="xs:s
</xs:sequence>
</xs:sequence>
</xs:complexType>

<I-- === Definition for IMSPublicld
<xs:complexType name="IMSPublicldType">
<xs:choice>
<xs:element name="e164Number" type="enum:e164Num
<xs:element name="SIPURI" type="tns:SIPURIType"
</xs:choice>
</xs:complexType>

<xs:simpleType name="SIPURIType">
<xs:annotation>
<xs:documentation xml:lang="en">
SIP URI pattern is defined based on the SIP URI
description provided in RFC 3261 (Section 2)
</xs:documentation>
</xs:annotation>
<xs:restriction base="string">
<xs:pattern
value="[sS][il][pP][sS]?:(//([?#]*)) ?(["?#]*)
<xs:restriction>
</xs:simpleType>
</xs:schema>

tring" />

Type === ===-->

berType" />
/>

\2([H))?(#(.7)?" 1>

The schema establishes a binding between an IMEcRdbéntity (IMPU), a user alias and a passwof&IP Digest
authentication is used for user authentication]¥iel and SIPDigestPassword SHALL be included. €difise, it si

assumed that user authentication is based uponAKS

The schema also supports a mechanism to instrei¢&lif user authentication is mandatory in the €toner Network.

The schema is extensible.

An example of a configuration file that conformghe above schema is as follows:

<IGconfiguration>
<AuthenticationSet>
<ldentifier>sip://operator.example.com/MickJ</I
<Password>RollingStones</Password>
<Alias>Mick Jagger</Alias>
<IMPI>household123@operator.com</IMP|>
<SIPDigestPassword>CCXDFGGH</SIPDigestPassword>
</AuthenticationSet>
<AuthenticationSet>
<ldentifier>sip://operator.example.com/BruceS</
<Password>TheBoss</Password>
<Alias>BruceSpringstein</Alias>
<IMPI>household123@operator.com</IMP|>
<SIPDigestPassword>CCXDFGGH</SIPDigestPassword>
</AuthenticationSet>
<GatewayAuthentication>Yes</GatewayAuthentication
</IGconfiguration>

dentifier>

Identifier>

5.45.2 Remote Management using DAE APIs

See DAE Specification [DAE] Section 7.11.5.
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5.4.6 User Registration and Network Authentication

5.4.6.1  Procedure for User Registration and Authentication in the Managed Model on
the HNI-IGI Interface — HTTP Option

5.4.6.1.1 User Registration

This procedure SHALL be invoked in following cases:

* When the OITF is turned on or restarted if the O$TiBports the native HNI-IGI function.

* When an IPTV end user explicitly logs on at an OUBing an Alias or IMPU or a default IMPU.
The IG SHALL extract the devicelD from the sip mste feature tag.

If the devicelD and the IMPU match another devicalial IMPU whose state is held in the IG, the IG §HA
conclude that the OITF has undergone a restarS&tiLL proceed to immediately clear all SIP sessibaknging to
the OITF. Following that, the IG SHALL de-registdl users registered from that OITF.

If GRUU is not requested, the IG SHALL NOT perfolutS registration when the IMPU is already registere
however, the IG SHALL maintain a binding betweea &lias/IMPU, the OITF device from which the regadton is
received (extracted from the sip instance featagg and the new contact information including tipeisstance feature
tag, which provides an easy way to guarantee unigggewithin the Address of Record (AOR).

Following the successful registration of the IMP&Jpeer the procedure below, the IG SHALL maintabiraling
between the Alias/IMPU, the OITF device (extradien the sip instance feature tag described abiwe) which the
registration is received, and the new contact mfgion including the sip instance feature tag, Wigoovides an easy
way to guarantee uniqueness within the AddressegbRl (AOR).

If the identity being registered is the defaultritiy, and if the default identity is not boundany OITF in the
consumer network, then the IG SHALL dergister datact address for the default identity at the efithis procedure.

If the identity being registered is not the defadéintity and if the default identity is not bouttdany OITF in the
consumer network, then the IG SHALL deregisterdbtault identity from the IG point of view at thadeof this
procedure.

Step 1:  The OITF SHALL send an HTTP POST request to themGhe HNI-IGI interface, as described in Section
5.6.1, “OITF-IG Interface (HNI-IGI).” The contenf the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

e <List of HTTP headers> - as per RFC 2616 [HTTP]

» <list of SIP headers encoded as HTTP headersperatable 58
HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers needed for the outgoing
registration message, as per Table 58. The IG SHijédct a request that is missing any mandatory SIP
headers with a non-200 OK HTTP response, incluthiegeason for the rejection.

Step 3:  Once the IG completes the IMS registration procéss|G SHALL return a HTTP 200 OK response (or
other appropriate responses) to the OITF. TheorespSHALL includes a list of SIP headers as pbiera
59 in additional to the normal HTP headers as &€ R616 [HTTP].

If the OITF does not support native HNI-IGI, usegistration SHALL be done through a DAE application

5.4.6.1.2 User De-registration
This procedure is invoked in the following cases:
e The OITF is turned off and the OITF supports nati-1GlI.

* AnIPTV end user, who has registered with his oMPU or a default IMPU, deregisters from an OITF
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Prior to de-registering the IMPU, the IG SHALL dledl SIP sessions in which the IMPU is engagedhenspecific
OITF device from which the de-registration occuraedi SHALL subsequently remove all bindings betwienMPU
and all SIP sessions on the impacted OIPF. Follgwirccessful deregistration of the IMPU, the IG $HAemove
the binding between the IMPU and the OITF devicefiwhich the de-registration has occurred.

If GRUU is not supported for this registration, i@ SHALL NOT perform IMS deregistration when anP\ is
already registered on multiple OITFs, but the IGASH remove the binding between the IMPU and the Bffom
which the user has deregistered (extracted fromsifhanstance feature tag) including the contafctrimation
(including the sip instance feature tag).

If GRUU is not supported for this registration, tl@SHALL perform the IMS deregistration procedifrthe IMPU
was bound to a single OITF.

Following a successful de-registration, the IG SHAEmove the binding between the Alias/IMPU, th&@ Bdevice
from which the registration is received (extradtedn the sip instance feature tag).

Note that if following the successful de-regiswatof the IMPU, and if there are no more OITF4 siilned on in the
consumer network, the IG SHALL re-register the défalentity from the 1G point of view.

Step 1:  The OITF SHALL send to the IG an HTTP POST requesttaining an X-OITF-Request-Line header on
the HNI-IGI interface, as described in Section 5.80ITF-IG Interface (HNI-IGI).” The content of ¢h
HTTP Request SHALL be as follows:

HTTP Request Header including the following:

» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperatable 58
HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers needed for the outgleng
registration message as per Table 58. The IG SHjdct any request that is missing any mandattty S
headers with a non-200 OK HTTP response, incluthiegeason for the rejection.

Step 3: Once the IG completes the IMS de-registration @sscthe IG SHALL return a HTTP 200 OK response (or
other appropriate responses) to the OITF. TheorespSHALL include a list of SIP headers as peld&b
in addition to the normal HTTP headers as per REGPHTTP].

Table 58: List of mandatory HTTP extension headers  for User Registration/De-Registration (OITF  2>1G)

X-OITF HTTP Header Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

The Request-URI is that of the P-CSCF, and is &ztdby REGISTER <Request URI> SIP/2.0
the OITF as per Section 7.1.1 of ETSI TS 183 018wk
Attachment: User-Network protocol Interface Defimits
[TS183019]. The IG SHALL be responsible for resotyi
the domain name.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]
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X-OITF-Contact RFC 3261 [SIP] and RFC 3840 [RFC3840]
Notes:

1. Contact MUST include Feature Tags parameter.
2. URI parameter MUST be included.

3. Expires parameter SHOULD be included

4. Priority parameter SHOULD be included

IG adds all the other mandatory parameters thaalasent
in the X-OITF-Contact. Default values are assighgdhe
IG to OPTIONAL parameters that are not providethim
X-OITF-Contact.

5. sip instance feature tag MUST be included adogrtb
Sections 4.1 and 4.2 of [RFC5626]. Its format SHAld.
identical to the format specified in [RFC4122].

The sip instance feature tag SHALL have the follayvi
syntax: +sip.instance="<urn;uuid:Unique-Instance>"

where Unique-Instance SHALL be 128 bits and SHALL
conform to the syntax in [RFC4122].

The Node field is a 48 bit field which SHALL be pdated
with the first 48 bits from the value employed in
<devicelD> used at restart or powerup of an OlITH@e

The sip instance feature tag MUST be persistemtsacr
power cycles of the device.

All OITFs that want to be able to use the sessiansfer
feature SHALL register the g.3gpp.icsi-ref mediatége tag
containing the IPTV IMS communication service idéei.

In particular the X-OITF-Contact header SHALL hadkie
following media feature tag included:
0.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-
service.ims.icsi.iptv"

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Supported set to “gruu” if the feature is RFC 3261 [SIP]
REQUIRED

RFC 5627RFC 5627]

Table 59: List of HTTP extension headers for User R egistration/De-Registration Response (IG  >OITF)

X-OITF SIP Header Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]

SIP/2.0 <response>
X-OITF-From SIP header field prefixed with X-OITF
X-OITF-To SIP header field prefixed with X-OITF
X-OITF-Expires SIP header field prefixed with X-OITF
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X-OITF-Contact SIP header field prefixed with X-OITF

The returned contact SHALL include the following 3 RFC 5627 RFC 5627]
elements if the GRUU feature is requested by thEFOI

pub-gruu, temp-gruu and the sip instance featuye ta

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

If the OITF does not support native HNI-IGI, useregistration SHALL be done through a DAE applicati

5.4.6.1.3 Procedure for Refreshing a Registration
This procedure MAY be initiated by the OITF at dimye before the expiry of the registration refréistier.

The procedure is the same as the procedure fateeigig a user. A registration SHALL be terminaifatis not
refreshed before the expiry of the registrationest timer.

For an OITF-initiated registration, the IG SHALLr=ider a registration terminated (that is, the dgeregistered) if it
is not refreshed. In this case, the IG executegitbeedures associated with user deregistration.
5.4.6.1.4 Procedure for Subscription to the Registration Event Package

This procedure SHALL be invoked immediately afteg successful registration of an IMPU (including tiefault
identity) or an IPTV end-user identity.

Step 1:  The OITF SHALL send an HTTP POST request to themGhe HNI-IGI interface, as described in Section
5.6.1, “OITF-IG Interface (HNI-IGI).” The contenf the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

o <list of HTTP headers> - as per RFC 26Hd TP]

» <list of SIP headers encoded as HTTP headersperasable 60
HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgste mandatory SIP headers for the outgoing
subscription request message, as per Table 60 B&ALL reject a request that is missing any maoda
SIP headers with a non-200 OK HTTP response, iieduthe reason for the rejection.

Step 3: The IG SHALL send a SIP SUBSCRIBE to the netwtoksubscribe to the Registration event, and SHALL
wait for the response to the subscription requésie IG SHALL return a HTTP 200 OK response (oreoth
appropriate responses) to the OITF to report thpaese to the subscription request. The respdise.lS
include a list of SIP headers as per Table 61 it to the normal HTTP headers as per RFC 2616
[HTTP].

Step 4: Following that, the OITF SHALL send an HTTP HNHIBENDING _IG request (refer to Section 5.6.1.1,
“HNI-IGI Message Types”), and SHALL wait for anysmonse.

Step 5:  When a SIP NOTIFY is received by the IG, the IBARL return a HTTP 200 OK response to the OITF.
The response SHALL include the list of SIP headasrper Table 62 in addition to the normal HTTP leesd
as per RFC 261B1TTP]. The body of the HTTP response SHALL include the Body received in the
incoming NOTIFY (See also Section 6.1.3.2.2, “Prhwe for User Registration and Authentication in a
Managed Model on UNIS-8.)”

Step 6: Once the OITF accepts the incoming SIP NOTIFBHIALL send an HTTP POST PENDING _IG request
to the 1G. The content of the HTTP Request SHALlabdollows:

HTTP Request Header: It includes the following:
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» <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperatable 63
HTTP Request Body: Empty

Step 7 The IG SHALL send the SIP 200 OK response to #tevark and then SHALL return to Step 5 to handle
any subsequent NOTIFY received from the network.

Table 60: Supported HTTP extension headers inthe H  NI-IGI SUBSCRIBE Request for the Registration
Event Package

X-OITF HTTP Header Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI SHALL be set to the Publeniity | SUBSCRIBE <Request URI> SIP/2.0
of the IPTV end user who has just registered

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP]Jand RFC 3680 (registration event)
[SIP-REG]

X-OITF-Accept RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Contact RFC 3261 [SIP]

Notes:

1. URI parameter SHALL be included, and SHALL mat
what is sent in the Contact header included in the
registration request.

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included

The IG includes all other mandatory parametersdhat

absent.

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
XOITF-Expires RFC 3261 [SIP]

Table 61: Supported HTTP extension headers inther esponse to an HNI-IGI SUBSCRIBE Request for
the Registration Event Package

X-OITF HTTP Header Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
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X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 62: List of HTTP extension headers for a HNI-

IGI NOTIFY request sent IG >OITF

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Notes: The Request URI MUST match the contact URI
included in the contact field of the SIP SUBSCRIBE

RFC 3261 [SIP]
NOTIFY <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT] and RFC 3680 (registration
event) [SIP-REG]

X-OITF-Call-ID RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Subscription-State

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3265 [SIP-EVNT] and RFC 3680 [SIP-REG]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

Table 63: List of HTTP extension headers in the res

ponse to a NOTIFY request

X-OITE HTTP Header

Sour ce of Infor mation for Coding pur poses

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

5.4.6.1.5 Procedure for Terminating a Subscription to the Registration Event Package

This procedure SHALL be invoked prior to de-registg a user

The procedure is the same as the procedure f@ting a subscription to the Registration eventyéneer in this case

the X-OITF-Expires header in Table 60 SHALL betsed.

For an OITF-initiated registration, the IG SHALLr=der a subscription terminated if is not refreshe
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5.4.6.1.6 Refreshing Subscription to Registration Event
The procedure is the same as the procedure f@ting a subscription.

It is the responsibility of the application initiag the subscription procedure to refresh the siftsmn according to the
refresh subscription timer information receivedtia response to the subscription request. Refrgsh@asubscription
SHOULD be performed before the expiry of the reirémer. A subscription that is not refreshed befthre expiration
of the refresh timer SHALL be terminated

5.4.6.1.7 Registration of DAE/Embedded Applications

IMS applications, DAE or embedded, that are irgtibin the OITF and expect unsolicited incoming rages SHALL
register with the IMS network the feature tags antlie appropriate service URN (ICSI) and /or IMfplécation
reference identifier (IARI) for the initiated apgdition where mandated by the specification goverttie application
[TS183063], [SMPL-IM], [TS124503], [RFC3840], [RF84&L]. This allows unsolicited incoming SIP messages
destined for users and targeted for these applitato be delivered to the appropriate applicatistance in the OITF.

The procedure used by an application for registettie appropriate feature tags and/or service URSI} and/or
IARI is the same procedure used for user registnati

546.2 GBA Authentication

Note that GBA authentication can be achieved usitiger the GBA Authentication using IMS Gatewayqadure,
specified in [CSP] section 5.4.5 or the, more gah@rocedure, HTTP Digest Authentication using IE@&teway in
[CSP] section 5.4.4. The latter; more general piooe allows the use of different authentication naadsm in a way
that is transparent to the OITF, including possfbtere authentication mechanisms, and should pabfe be used. It is
expected that GBA Authentication using IMS Gatewaycedure will be deprecated and removed in futarsions of
this specification.

This section describes the HNI-IGI message foiGB& Authentication. For the details of the sequeioceGBA
Authentication, refer to Section 5.4.4 of [CSP].t&lthat GBA authentication applies only for usegistration and
authentication based on IMS AKA.

5.4.6.2.1 Initial GBA registration

After IMS registration is successfully performeddaf the IG supports GBA Authentication, OITFs popting native
HNI-IGI SHALL issue following GBA registration re@st to the IG. OITFs that do not support native HB8ll do not
support GBA.

Step 1:  The OITF SHALL send an HTTP POST request to theTli& content of the HTTP Request SHALL be as
follows:

HTTP Request Headers: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <X-HNI-IGI-Request: GBA-Registration>

HTTP Request Body: Empty

Step 2:  After the GBA bootstrapping procedure over UNISK IG returns an HTTP 200 OK response.

5.4.6.2.2 Credential Retrieval by an OITF for Re-use of GBA Authentication

The key Ks that is established during the GBA region MAY be reused later for user authenticatiowl service
access by consumer network applications.

Each time an OITF needs to access a service th#feied by an AS (i.e. NAF) that requires GBA Aeintication, a
specific key Ks_NAF SHALL be derived by the IG ahe server side GBA Single Sign-on function (thé-BS his
generated key SHALL be conveyed to the OITF indtiesumer network by the IG, and to the AS by theeseside
GBA Single Sign-on function (the BSF). The key KARNSHALL then be used for authentication between@hTF
and the AS, using HTTP Digest authentication asifipd by [UB-UA]. The OITF SHALL act as the OIPB a
specified in [UB-UA].
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As a pre-requisite to this procedure, the GBA pdoce MUST have been successfully completed.
The complete procedure for retrieval of credentigishe OITF from the IG is specified in [CSP].
The HNI-IGI procedure for credential retrieval sfallows:-

Step 1:  The OITF SHALL send an HTTP POST request to theTli& request includes the FQDN of the NAF. The
content of the HTTP Request SHALL be as follows:

HTTP Request Headers: Including the following:
» <list of HTTP headers> - as per RFC 26Ha TP]
e <X-HNI-IGI-Request> - set to Fetch-GBA-Credentials

e <X-HNI-IGI-NAF-FQDN> - set to NAF FQDN extracteddm the HTTP authentication realm as specifieflUB-
UA].

HTTP Request Body: Empty
Step2:  The IG SHALL generate Ks_NAF, which is computedakows:

Ks_NAF = KDF (Ks, “gba-me”, RAND, IMPI, NAF_ID), hhere KDF is the key derivation function as
specified in Annex B ofGAA]and the key derivation parameters consist of tee'sitMPI, the NAF_ID
and RAND. The NAF_ID is constructed as follows: NAD = FQDN of the NAF || Ua security protocol
identifier as specified in 3GPP 33.2RBAA]. The identifier for Ua security protocol HTTP Dgje
authentication according to 3GPP 33.28RA] is (0x01,0x00,0x00, 0x00,0x02).

The IG SHALL return an HTTP 200 OK to the OITFthecludes the Ks_NAF, the B-TID, the lifetime of
the key Ks_NAF and OPTIONALIy the intended identiTihe lifetime indicates the expiry time of the key
Ks_NAF and is equal to the lifetime of the key Khich was specified by the BSF during the GBA
bootstrapping procedure). The content of the HTU® QK response is as follows:

HTTP Response Headers: It includes the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

o <X-HNI-IGI-KS_NAF> - set to the computed Ks_NAF

e < X-HNI-IGI-B_TID> - set to the B-TID

e <X-HNI-IGI-LifeTime> - set to life time of the kels_ NAF

» <X-HNI-IGI-Intended-Identity> - set to the intendé&tentity. This header is OPTIONAL and its useéscribed in
[CSP.

5.4.6.3 HTTP Digest Authentication

This section describes the HNI-IGI messages foHRh&P Digest Authentication using 1G. For the distaif the
sequence for HTTP digest Authentication using Eferto Section 5.4.4 of [CSP].

5.4.6.3.1 HTTP Realm Retrieval by an OITF

After IMS registration is successfully performeddaf the 1G supports HTTP Digest AuthenticationTBs supporting
native HNI-IGI SHALL issue an HTTP realm retrievafjuest to the 1G. OITFs that do not support naid#-1Gl do
not support HTTP Digest Authentication using IG.

Step 1:  The OITF SHALL send an HTTP POST request to theTli& content of the HTTP Request SHALL be as
follows:

HTTP Request Header: Including the following:
» <list of HTTP headers> - as per RFC 26H3 TP]

e <X-HNI-IGI-Request> - set to Fetch-HTTP-Realms
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HTTP Request Body: Empty

Step2:  The IG SHALL return an HTTP 200 OK to the OITFthacludes the list of supported auth-scheme and
realm. The content of the HTTP 200 OK response SHB¢ as follows:

HTTP Response Headers: It includes the following:
» <list of HTTP headers> - as per RFC 26Ha TP]

e <X-HNI-IGI-Auth-Realms> - set to a list of commapseated realm-value, for which HTTP authentication
credentials are available in the IG. Realm-valuesgaioted string as defined in RFC 26HT TPAUTH].

» <X-HNI-IGI-User-Agent-Tokens> - set to a list ofrona-separated tokens to append to the HTTP UsentAde
the OITF for signaling support of specific autheation schemes. If the IG supports GBA Authentaatthe IG
SHALL add “3gpp-gba” to the returned User-Agentdnk.

HTTP Response Body: Empty

5.4.6.3.2 HTTP Credential Retrieval by an OITF

If the OITF has registered to an IG which suppbftgP Digest Authentication using IG, each time @@ F needs to
access a service offered by an application sehatréquires HTTP authentication, the OITF mayarsédentials
retrieved from the IG. The conditions under which@ITF uses HTTP credentials retrieved from theat& described
in [CSP].

The complete procedure for use of HTTP credentigthe OITF retrieved from the IG is specified @JP].
The HNI-IGI procedure for HTTP credential retriei@hbs follows:-

Step1:  The OITF SHALL send an HTTP POST request to theTl request includes the auth-scheme and realm
as defined in RFC26 JHTTPAUTH]. The content of the HTTP Request SHALL be aofed:

HTTP Request Headers: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

e <X-HNI-IGI-Request> - set to Fetch-HTTP-Credentials

* <X-HNI-IGI-User> - set to the IMPU of the currentlggistered user.

e <X-HNI-IGI-Auth-Scheme> - set to auth-scheme asraaf in RFC261THTTPAUTH)]

* <X-HNI-IGI- Auth-Realm> - set to realm as definedRFC261{HTTPAUTH)]

e <X-HNI-IGI- Auth-Nonce> - set to nonce (server nehas defined in RFC26JHTTPAUTH)]

* <X-HNI-IGI- Auth-CNonce> - set to cnonce (clientmze) as defined in RFC26 JATTPAUTH]
» <X-HNI-IGI- Auth-Algorithm> - set to algorithm asaefined in RFC261THTTPAUTH]

HTTP Request Body: Empty

Step2:  The IG SHALL return an HTTP 200 OK to the OITF tiratludes the user-id and password for the given
auth-scheme and realm. The content of the HTTP(X®esponse is as follows:

HTTP Response Headers: It includes the following:
e <list of HTTP headers> - as per RFC 2616 [HTTP]

» <X-HNI-IGI-Auth-Credentials> - this header is.setH(Al) as defined in RFC2617 [HTTPAUTH]. If thig&der is
empty or not present, there a no credentials aaiia the 1G for this request.

» <X-HNI-IGI-Intended-Identity> - set to the intend@&tentity. This header is optional and its useasatibed in
[CSP].

HTTP Request Body: Empty
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5.4.6.4  User ID Retrieval for managed network services

The OITF SHALL retrieve a list of user IDs (IMPUaAlias) from the 1G for managed service over thelHGI
interface. This procedure SHOULD NOT require usghantication. The IG SHALL at a minimum provide tiiefault
identity for the household and MAY provide all dahie identities. OITFs that do not support natillél-1GlI
SHOULD retrieve the User IDs using DAE.

Step 1:  The OITF SHALL send an HTTP POST request to theTli& content of the HTTP Request SHALL be as
follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <X-HNI-IGI-Request: Fetch-UserIDs>

HTTP Request Body: Empty

Step 2 The IG returns a list of user IDs (IMPU and Aligsas follows:

The IG SHALL return an HTTP 200 OK to the OITF.€Ttontent of the HTTP 200 OK response SHALL
be as follows:

HTTP Response Headers: It includes the following:
» <list of HTTP headers> - as per RFC 26H3 TP]

HTTP Response Body: a list of IMPUs and Displasnea (alias). Elements are separated with commag®are
separates with semi-colon, in the format <IMPUBHBHas1>;<IMPU2> <alias2>,... etc. The first entry SHAbe the
default identity for the household.

The usage of IMPU and Alias by the OITF is defilydhe CSP specification.

Depending on the policy of the IG and service pleyj the IG MAY return the default identity only this case, the
user of the OITF SHALL be REQUIRED to enter a ufemanually.

55 Protocols for Communications Functions

551 CallerID

5.5.1.1  Procedure for Instant Message Based Caller ID — HTTP Option

5.5.1.1.1 Procedure on HNI-IGI

The OITF supports the following procedure for Call®. The incoming message carrying a Caller 1D edher be
handled by a native application in the OITF, oaiDAE application. The same HNI-IGI message forimaised in
either case.

Step 1:  The IG receives an incoming SIP MESSAGE from taevork.

Step 2:  The IG forwards the information in the SIP MESSA®Ehe OITF in the HTTP 200 OK response to a
PENDING_IG request that was established when tpécgtion started. The list of SIP headers to be
included in the message to the OITF SHALL be asldale 64. The body of the SIP MESSAGE SHALL
be included in the HTTP response body.

Step 3:  Upon receipt of the message, the OITF SHALL issuéiTTP POST request. The content of the HTTP
request SHALL be as follows:

HTTP Request Header: including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 65
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HTTP Request Body: Empty
Step 4. The IG SHALL send SIP 200 OK to the network.

Note: For handling of new incoming SIP MESSAGEegrdb Section 5.3.2 of the DAE specification [DAtEled “IMS
Notification Framework”

Table 64: List of HTTP extension headers for an Ins  tant Message Based Caller ID (IG ->OITF)

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Note: The request URI MUST be set to the IMS Public
Identity (IMPU) of the target of the message

RFC 3261 [SIP]
MESSAGE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type RFC 3429 SIP-IM], Draft OMA-TS-SIMPLE_IM-

V1_0-20080820-D[SMPL-IM]

X-OITF-Content-Length RFC 3261 [SIP]

Table 65: List of HTTP extension headers for the re  sponse to an Instant Message Based Caller ID
(OITF2I1G)

X-OITE HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

5.5.1.2  Procedure for IMS Telephony Based Caller ID (OPTIONAL)

5.5.1.2.1 Procedure for HNI-IGI — HTTP Option

The following procedure MAY be supported in the ©Ifbr Caller ID presentation to the OITF user assult for an
incoming IMS voice call to the I1G.

The incoming message, carrying information on M8 voice call, can either be handled by a nati@ieation in the
OITF, or by a DAE application. The same HNI-IGI reage format is used in either case.

Step 1:  The IG receives an incoming SIP INVITE.
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Step 2:  The IG forwards the SIP INVITE to the OITF askIRTP response to a PENDING_IG request. The list of
SIP headers to be included in the message to thE OHALL be as per Table 66. The content of théténv
message SHALL also be included.

Step 3:  Upon receipt of the message, the OITF issues anlFHA®ST request indicating that the voice call is no
supported by the OITF by response code 415 Unstgpdtedia Type. Other values MAY be used
according to RFC 326[1SI P]. The content of the HTTP Request is as follows:

HTTP Request Header Including the following:

» <list of HTTP headers> - as per RFC 26H3 TP]

» <list of SIP headers encoded as HTTP headersperatable 67
HTTP Request Body: application/sdp

Step4:  The IG SHALL forward the SIP response to the nekwo

Step 5:  When the IG receives the SIP ACK from the netwamkl SHALL forward it to the OITF as an HTTP
response to a PENDING_IG request. The list of S&ders to be included in the message to the OITF
SHALL be as per Table 68.

Note: For handling of new incoming INVITE messaffsnew dialogs, refer to Section 5.3.2 of the Dggecification
entitled “IMS Notification Framework”

Table 66: List of HTTP extension headers on the HNI  -IGI interface (IG 2 OITF) for a received SIP

INVITE
X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the IMS PubBer | INVITE <Request URI> SIP/2.0
Identity of the target of the message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Type RFC 3261 [SIP], ETSI ES 283 002 [TS124503]
X-OITF-P-Called-Party-ID ETSI ES 283 002 [TS124503]
X-OITF-P-Asserted-Identity ETSI ES 283 002 [TS124503]

Table 67: List of HTTP extension headers on the HNI  -IGl interface (OITF =1G) for a response to the

SIP INVITE
X-OITF HTTP Header Sour ce of Coding | nfor mation
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
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X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept RFC 3261 [SIP]

Table 68: List of HTTP headers in the HNI-IGI ACK M essage (IG 2OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Request-Line RFC 3261 [SIP]

ACK <Request URI> SIP/2.0
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept RFC 3261 [SIP]

5.5.2 Instant Messaging

5.5.2.1  Procedure for Instant Messaging on HGI-INI — HTTP Option

Instant Messaging on the OITF uses the HNI-IGI fiomality, as described in Section 5.6.1, “OITFi@erface (HNI-
IGI).”

There are two cases, messages originating fror@tRE, and messages terminating in the OITF.

5.5.2.1.1 Procedure for OITF Originating an Instant Messaging
The following procedure is supported in the OITBtinate instant messages:

An instant message can either originate from aveatpplication in the OITF or from a DAE applicatiol he same
HNI-IGI message format is used.

Step 1:  The OITF SHALL send an HTTP POST request to theistag the HNI-IGI functionality, as described in
5.5.1, OITF-IG interface (HNI-IGI). The contentthie HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperatable 69
HTTP Request Body: The content type as per RF@ 38P-IM]

Step 2. The IG SHALL validate that the request includdgte mandatory SIP headers for the message akabés
69. The IG SHALL reject a request that is missing mandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection.

Step 3:  The IG SHALL send a SIP MESSAGE to the networkhafvthe 1G receives the response, the IG SHALL
return a 200 OK HTTP response (or other appropregponses) to the OITF to report the respondeeto t
SIP MESSAGE. The response includes a list of ®i&dbrs as per Table 70 in addition to the normalMT
headers as per RFC 26[6TTP].
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Table 69: List of HTTP extension headers for an out

going Instant Message (OITF -2>1G)

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Note: The request URI MUST be set to the Publiaiity
of the target of the message

RFC 3261 [SIP]

MESSAGE <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Call-ID

RFC 3261 [SIP]

X-OITF-CSeq

RFC 3261 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 70: List of HTTP extension headers for the re

sponse to an outgoing and incoming Instant

Message (IG>OITF and OITF2>IG)

SIP Headers

Sour ce of Coding I nfor mation

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
5.5.2.1.2 Incoming Instant Messaging Procedure

The following procedure is supported in the OITFifecoming instant messages:

The incoming message can be handled either byieregtplication in the OITF, or in a DAE applicatiolrhe same

HNI-IGI message format is used in either case.

Step 1:  The IG receives an incoming SIP MESSAGE

Step2: The IG SHALL forward the SIP MESSAGE to the OIT&an HTTP response to a PENDING_IG request.
The list of SIP headers to be included in the feattfon forwarded to the OITF SHALL be as per Table
The body of the SIP MESSAGE SHALL be included ia thTTP body.

Step 3:  Upon receipt of the message, the OITF SHALL issuédTTP POST request. The content of the HTTP

Request SHALL be as follows:
HTTP Request Header: It includes the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperaable 70

HTTP Request Body: Empty
Step 4:

The IG SHALL forward the SIP 200 OK to the network
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Table 71: List of HTTP extension headers for an Inc  oming Instant Message (IG >OITF)

X-OITF HTTP Header Sour ce of Coding I nfor mation

X-OITF-Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the Publiaiitig MESSAGE <Request URI> SIP/2.0
of the target of the message

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Content-Type RFC 3261 [SIP], Draft OMA-TS-SIMPLE_IM-V1_0-

20080820-D[SMPL-IM]

X-OITF-Content-Length RFC 3261 [SIP]

5.5.3 IM Session (Chat using MSRP)

5.5.3.1  Procedure for initiating an Instant Messaging Session (MSRP Chat) — HTTP
Option

To initiate a chatting session using MSRP, the OBHALL use the following procedure:

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

« <list of SIP headers encoded as HTTP headersperatable 72
HTTP Request Body: Empty

Step 2:  If the request is for an Instant Messaging MSRRBt&ession, the IG SHALL validate that the request
includes all the mandatory SIP headers as per Tighl&he |G SHALL reject a request that is missing
mandatory SIP headers with a non-200 OK HTTP respdncluding the reason for rejection. The IG
SHALL generate the INVITE by mapping the X-OITF Hees to the appropriate SIP header. As the IG
implements MSRP, the IG SHALL include all the nesey additional SIP headers and the SDP body to
initiate the MSRP session as follows:

« The Content-Type header SHALL be added and sedfplication/sdp”

» The Content-Length header SHALL be added and detappropriate value

* The message body SHALL include the following infation:

* A, c= INIP4<IP address>, where <IP addresexld/contain the IP address of the IG,

* An, m = message <tcp port> tcp/msrp, where tcp igatTCP port could be set to the dummy value “9”
* An, a = accept-types:message/cpim, attribute wisichapped from the “X-OITF-Accept:” header value

e An a = path msrp://<IP address>:<tcpport>/<sesglonicp, where:
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o <IP address> would contain the IP address of the IG
0 <tcpport> would be assigned automatically by the IG
0 <session-id> would be assigned automatically byi@&and bound to the requesting OITF Chatting ajayion

NOTE: In this case the IG is not service agnodtie IG detects that this session is for MSRP byréximg the X-
OITF-Accept header which SHALL include message/cffime example in Section B.2.1.2, “Chat.”)

Step3:  The IG SHALL send a HTTP 200 OK response to thEFOihen the SIP 200 OK is received as a response
to the session invitation. The SIP 200 OK heade¥sv@pped as indicated in Table 73, in additiotihéo
normal HTTP 200 OK headers. The IG SHALL NOT fordiéine body of the SIP 200 OK to the OITF. The
IG SHALL establish and maintain the MSRP staterimiation including the binding between the logical
entities (indicated in the From and To headers)thadorresponding path (the one initiated by tddr
the OITF and the one indicated by the distant effit the To:). The IG SHALL maintain a binding laeten
the SIP dialog and the MRSP state information lierduration of the SIP dialog.

Step 4: Upon receipt of a 200 OK response, the OITF SHAEhd an HTTP PENDING _IG to acknowledge the
final response. The content of the HTTP Request ISH#e as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headers>perafable 74
HTTP Request Body: Empty

Table 72: List of HTTP extension headers for IM INV  ITE request (OITF 21G)

X-OITF HTTP Header Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]

The request URI SHALL be set to the IMPU of the INVITE <Request URI> SIP/2.0
subscriber with whom the session is requested.

X-OITF-From RFC 3261 [SIP]

X-OITF-To RFC 3261 [SIP]

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE” header

X-OITF-Contact RFC 3261 [SIP]
Notes:

URI parameter SHALL be included and SHALL match
what is sent in the Contact header included in the
registration request.

Expires parameter SHOULD be included

X-OITF-Accept-Contact Set according to [SMPL-IM]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Accept [SMPL-IM]

SHALL be set to: “message/cpim”
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Table 73: List of HTTP extension headers for a 200

OK response received for the INVITE IG

2>0ITF

X-OITE HTTP Header

Sour ce of Information for Coding pur poses

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact

RFC 3261 [SIP]

X-OITF-Accept

RFC 3261 [SIP]

Table 74: List of HTTP extension headers in HNI-IGI

ACK Request

X-OITE HTTP Header

Sour ce of Information for Coding purposes

X-OITF-Request-Line

The Request-URI in the ACK request SHALL be the
contact included in the response to the INVITE ragss

RFC 3261 [SIP]

ACK <Request URI> SIP/2.0

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Contact

The URI parameter MUST be included, and MUST matc
what has been inserted in the INVITE message.

IG includes all other mandatory parameters thatheent.

RFC 3261 [SIP]

5.5.3.2  MSRP Invocation — HTTP Option

The OITF SHALL access MSRP capabilities in the Eihg the X-HNI-IGI headers.

5.5.3.2.1 Outgoing MSRP Chat Messages

The OITF SHALL send an outgoing MSRP chat messaiggithe following procedure:

Step 1:

The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in

Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 268 TP]

« <list of HNI-IGI headers encoded as HTTP headeras per Table 75

HTTP Request Body: The Message in plain text.
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Step2:  The IG SHALL validate that the request includdgta mandatory HNI-IGI headers for the procespexs
Table 75. The IG SHALL reject a request that issimig any mandatory HNI-IGI headers with a non-200
OK HTTP response, including the reason for rejectio

Step 3:  The IG SHALL validate the Call-ID and the MessdBeif present, and subsequently SHALL send an
MSRP SEND message to the network, then wait foMB&P 200 OK response from the network. The IG
SHALL return a 200 OK HTTP response to the OITF wheeceives the MSRP 200 OK (or other
responses). The 200 OK HTTP response SHALL incthdeHNI-IGI headers as per Table 76 in addition to
the normal HTTP headers as per RFC 2B16TP].

Table 75: List of HNI-IGI HTTP extension headers fo ran MSRP SEND Request (OITF 2IG)

X-HNI-IGI HTTP Header Sour ce of Information for Coding pur poses

X-HNI-IGI-Request [SMPL-IM]
SEND MESSAGE

X-HNI-IGI-Message-1D SHALL be left blank for the first message.

X-HNI-IGI-Call-ID SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From SHALL be set to the identity of the originator dfe
message

X-HNI-IGI-To SHALL be set to the identity of the recipient dfet
message

Table 76: List of HNI-IGI HTTP extension headers in  cluded in the HTTP 200 OK response (IG ->OITF)

X-HNI-IGI Headers Sour ce of Information for Coding purposes

X-HNI-IGI-Response [SMPL-IM]

MSRP <Response>

X-HNI-IGI-Message-ID [SMPL-IM]
X-HNI-IGI-From [SMPL-IM]
X-HNI-IGI-To [SMPL-IM]

5.5.3.2.2 Sending an MSRP Chat State Message
The OITF SHALL use the following procedure to inalie the activity of the user (e.g., “Is Composing”)

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
e <list of HTTP headers> - as per RFC 26Ha TP]
» <list of HNI- IGI headers encoded as HTTP heademss per Table 77

HTTP Request Body: SHALL contain the appropriate X§#bcument as indicated in RFC 3994 [RFC3994] aMiA©
TS-SIMPLE-IM_V1_0-20080820-D [SMPL-IM].

Step2:  The IG SHALL validate that the request includdgte mandatory HNI-IGI headers for the procespears
Table 77. The IG SHALL reject a request that issinig any mandatory HNI-IGI headers with a non-200
OK HTTP response, including the reason for rejectio

Step 3: The IG SHALL validate the Call-ID and the MessdBe-and send an MSRP SEND message to the
network after performing the necessary mappingaating the appropriate tags. The IG SHALL then wait
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for the MSRP 200 OK response from the network. Mh&HALL return a 200 OK HTTP response (or
other appropriate responses) to the OITF whercéives the MSRP 200 OK (or other responses). The
response SHALL include a list of HNI-IGI headersgpas Table 76 in addition to the normal HTTP header
as per RFC 2611 TTP].

Table 77: List of HNI-IGI HTTP extension headers fo ran MSRP SEND ACTIVITY Request (OITF 21G)

X-HNI-IGI HTTP Header Sour ce of Information for Coding pur poses

X-HNI-IGI-Request OMA-TS-SIMPLE_IM-V1_0-20080820-D [SMPL-
IM

MSRP SEND ACTIVITY !

X-HNI-IGI-Message-ID SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From [SMPL-IM]

X-HNI-IGI-To [SMPL-IM]

5.5.3.2.3 Receiving an MSRP Chat Message
The IG SHALL use the following procedure when rgagj an incoming MSRP message:

Step 1.  Inresponse to a PENDING_IG request, the IG SHAEhd an HTTP 200 OK response to the OITF over
the HNI-IGI interface, as described in Section 5.60ITF-1G Interface (HNI-IGI).” The response SHAL
include the HNI-IGI headers listed in Table 78addition to the mandatory HTTP headers in RFC 2616
[HTTP]. The body of the HTTP 200 OK response SHALL in€luke received text.

Step2: The OITF SHALL respond with an HTTP POST requeish ws body containing an MSRP 200 OK
response. The contents of the HTTP Request SHALAsHellows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Hd TP]

» <list of HNI-IGI headers encoded in HTTP headerss per Table 79
HTTP Request Body: Empty

Step 3: The IG SHALL send the response from the OITF ilMEBRP response message to the network after
performing the necessary validation.

Table 78: List of HNI-IGI HTTP extension headers fo  r an incoming MSRP message (IG >OITF)

X-HNI-IGI HTTP Header Sour ce of Information for Coding purposes

X-HNI-IGI-Request [SMPL-IM]
MSRP RECEIVE MESSAGE

X-HNI-IGI-Message-ID SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From SHALL be set to the remote user

X-HNI-IGI-To SHALL be set to the recipient of the message
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Table 79: List of HNI-IGI HTTP extension headers fo ran MSRP 200 OK Response to an incoming
MSRP Message (OITF 21G)

X-HNI-IGI HTTP Header Sour ce of Information for Coding pur poses

X-HNI-IGI-Response Set to the appropriate Response
MSRP <Response>

X-HNI-IGI-Message-ID SHALL be set to the appropriate message id

5.5.3.2.4 Receiving an MSRP Chat State Message
The IG SHALL use the following procedure when reagy an incoming MSRP Chat State message:

Step 1@ Inresponse to a PENDING_IG request, the IG SHAEhd an HTTP 200 OK response to the OITF over
the HNI-IGI interface, as described in OITF-IG Irieee (HNI-IGI). The response SHALL include the HNI
IGI headers listed in Table 80 in addition to thendatory HTTP headers in RFC 2H5T TP]. The body
of the HTTP 200 OK response SHALL contain the appete XML document as indicated in RFC 3994
[RFC3994] and OMA-TS-SIMPLE-IM_V1_0-20080820-[BM PL-IM]

Step 2. The OITF SHALL respond with an HTTP POST requeish\its body containing an MSRP 200 OK
response. The contents of the HTTP Request SHALAstellows:

HTTP Request Header: Including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

» <list of HNI-IGI headers encoded in HTTP headerss per Table 46
HTTP Request Body: Empty

Step 3: The IG SHALL send the response from the OITF ilMEBBRP response message to the network after
performing the necessary validation.

Table 80: List of HNI-IGI HTTP extension headers fo r an incoming MSRP RECEIVE ACTIVITY
(IG>0OITF)

X-HNI-IGI HTTP Header

Sour ce of Information for Coding purposes

X-HNI-IGI-Request
MSRP RECEIVE ACTIVITY

OMA-TS-SIMPLE-IM-V1-0-20080820-D
[SMPL-IM]

X-HNI-IGI-Message-ID

SHALL be set to the appropriate message id

X-HNI-IGI-Call-ID

SHALL be set to the same value for the INVITE
transaction that initiated the session

X-HNI-IGI-From

SHALL be set to the remote user

X-HNI-IGI-To

SHALL be set to the recipient of the message

5.5.3.3  Terminating an IM Session (MSRP Chat) — HTTP Option
In order to terminate an MSRP session, the OITF BHiése the following procedure:

Step1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header: Including the following:
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» <list of HTTP headers> - as per RFC 26Ha TP]
» <list of SIP headers encoded as HTTP headersperatable 81
HTTP Request Body: Empty

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers for the process asgige
81. The IG SHALL reject a request that is missing mandatory SIP headers with a non-200 OK HTTP
response, including the reason for rejection. Th&HALL generate the SIP BYE by mapping the X-OITF
headers to the appropriate SIP headers

Step3:  The IG SHALL send a HTTP 200 OK response to thEFOihen the SIP 200 OK is received as a response
to the Chat session termination request. The SIPOX) headers are mapped as indicated in Table 82 in
addition to the normal HTTP 200 OK headers.

Table 81: List of HTTP extension headers foran MSR P BYE request (OITF 2IG)

X-OITF HTTP Header Sour ce of Information for Coding pur poses
X-OITF-Request-Line RFC 3261 [SIP]

BYE <Request URI> SIP/ 2.0
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]

SHALL be set to the value received in the contdiet B00
OK for session termination or SIP INVITE for sessio

origination
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Content-Length
MUST be setto 0

Table 82: List of HTTP extension headers fora 200 OK response to a BYE (IG 2>OITF)

X-OITE HTTP Header Sour ce of Information for Coding purposes
X-OITF-Response-Line RFC 3261 [SIP]
SIP/2.0 200 OK
X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-Contact RFC 3261 [SIP]
X-OITF-Content-Length: RFC 3261 [SIP]
Setto 0

Copyright 2010 © Open IPTV Forum



Page 130 (290)

5.5.3.4 Remote Termination of an IM Session (MSRP Chat) — HTTP Option

The IG SHALL use the following procedure when reagy an incoming SIP BYE message for an ongoingsédsion
(MSRP Chat):

Step 1:  The IG receives a SIP BYE message from the network

Step 2: The IG forwards the information in the SIP BYEthe OITF over the HNI-IGI interface in the HTTPQ®O0
OK response to a PENDING _IG request. The respohR#€e_5 include the list of SIP headers listed in
Table 83, in addition to the mandatory HTTP headeRFC 261dHTTP].

Step 3:  The OITF SHALL respond with an HTTP POST requéke content of the HTTP Request SHALL be as
follows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded in HTTP headers>pea3able 84
HTTP Request Body : Empty

Step4:  The IG SHALL send SIP 200 OK to the network.

Table 83: List of HTTP extension headers for an Inc  oming SIP BYE (IG >OITF)

X-OITF HTTP Header Sour ce of Coding | nfor mation

X-OITF-Request-Line RFC 3261[SIP]

Note: The Request URI MUST match the contact URI | BYE <Request URI> SIP/ 2.0
included in the contact field of the SIP INVITE (fo
outgoing session) or a 200 OK (for incoming segsion

X-OITF-From RFC 3261[SIP]
X-OITF-To RFC 3261SIP]
X-OITF-Call-ID RFC 3261[SIP]
X-OITF-CSeq RFC 3261[SIP]
X-OITF-Content-Length RFC 3261[SIP]

MUST be setto O

X-OITF-Contact RFC 3261[SI P]

Table 84: List of HTTP extension headers for the re  sponse to an SIP BYE (OITF 2>IG)

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3261SIP]

SIP/2.0 <response>
X-OITF-From RFC 3261[SIP]
X-OITF-To RFC 3261[SIP]
X-OITF-Call-ID RFC 3261[SIP]
X-OITF-CSeq RFC 3261SIP]
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5.5.3.5  Procedure for Reception of a remotely initiated Instant Messaging Session
(MSRP Chat) — HTTP Option

The IG SHALL use the following procedure when reggg an incoming SIP INVITE message for a new IMsen
(MSRP Chat):

Step 1:  The IG receives a SIP INVITE message from the agtw

Step2:  The IG SHALL validate that the request includdgla mandatory SIP headers as per Table 85. $his i
REQUIRED since the IG MUST send all this informatito the OITF. The IG SHALL reject any incoming
request that is missing any mandatory parametésegjuently, the IG SHALL perform the following
checks:

» Ensure that the Content-Type header is presenseino “application/sdp”

» Verify that the SDP body includes the followinganiation:

* A, c= INIP4 <IP address>, where <IP address>levoantain the remote IP address.

 An, m = message <tcp port> tcp/msrp, where tcpis@atTCP port and could be set to the dummy vélue
* An, a = accept-types:message/cpim, attribute wisichapped from the Accept header value.

e An a = path msrp://<IP address>:<tcpport>/<sesgionicp, where:

» <IP address> would contain the remote IP address

» <tcpport> remote IP port

e <session-id> assigned automatically by the remetz.p

Step 3:  Following that, the IG retains and stores inforiorain the SDP, and forwards only the informatiarttie
SIP INVITE headers to the OITF over the HNI-IGlarfiace in the 200 OK HTTP response to a
PENDING_IG request that was sent by the OITF to@evhen the application was launched. The response
SHALL include the list of SIP headers listed in T&aB5, in addition to the mandatory HTTP headers in
RFC 261gHTTP].

Step 4. The OITF SHALL respond with an HTTP POST requkat includes the OITF response to the incoming
INVITE. The content of the HTTP Request SHALL bealfows:

HTTP Request Header: Including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded in HTTP headers>peadable 86
HTTP Request Body: Empty

Step 5:  The IG SHALL append the SDP to the SIP 200 OK kefending it to the network. The appended SDP
SHALL include the following information:

* A, c= INIP4<IP address>, where <IP addreseuld/contain the IP address of the IG,

* An, m = message <tcp port> tcp/msrp, where tcpis@tTCP port could be set to the dummy value “9”

* An, a = accept-types:message/cpim, attribute wisichapped from the “X-OITF-Accept:” header value

» An a = path msrp://<IP address>:<tcpport>/<sesgionicp, where:

» <IP address> would contain the IP address of the IG

e <tcpport>would be assigned automatically by the IG

e <session-id> would be assigned automatically byi@&and bound to the responding OITF Chatting aggion

Step 6:  The IG receives a SIP ACK message from the network
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Step 7:  Following that, the IG SHALL send the informationthe incoming ACK message to the OITF in a 200 OK
HTTP response. The response includes a list oh8Helers as per Table 87.
Note: Any SDP information is retained in the IG since & handles the MSPP protocol

Step 8:  The OITF SHALL send an HTTP HNI-IGI PENDING_IG nggpt to the IG and SHALL wait for any

incoming messages.

Table 85: List of HTTP extension headers for an inc

oming IM INVITE request (IG >OITF)

X-OITF HTTP Header

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

The request URI SHALL be set to the IMPU of the
subscriber with whom the session is intended

RFC 3261[SIP]
INVITE <Request URI> SIP/2.0

X-OITF-From

RFC 3261[SIP]

X-OITF-To

MUST be set to the value of the request URI in the
“X-OITF-Request-Line INVITE” header

RFC 3261[SIP]

X-OITF-Contact

RFC 3261[SIP]

X-OITF-Accept-Contact

Set according tpSMPL-IM]

X-OITF-Call-ID

RFC 3261[SIP]

X-OITF-CSeq

RFC 3261SIP]

X-OITF-Accept

SHALL be set to: “message/cpim”

[SMPL-IM]

Table 86: List of HTTP extension headers for the re

sponse to an Incoming IM INVITE Request

(OITF>IG)

X-OITFE HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Response-Line

RFC 3261[SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261[SIP]
X-OITF-To RFC 3261[SIP]
X-OITF-Call-ID RFC 3261SIP]
X-OITF-CSeq RFC 3261[SIP]

X-OITF-Accept

SHALL be set to “message/cpim”

RFC 3261[SIP]

X-OITF-Contact
Notes:

URI parameter SHALL be included and SHALL match
what is returned in the contact header includekeén
response to the registration process

Expires parameter SHOULD be included

RFC 3261[SIP]
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Table 87: Supported HTTP extension headers in HNI-I Gl ACK Request for successful IM Session
(MSRP Chat) (IG>OITF)

X-OITF HTTP Headers Sour ce of Information for Coding pur poses

X-OITF-Request-Line RFC 3261[SI P]

The Request-URI in the ACK request SHALL be the ACK <Request URI> SIP/2.0
contact included in the response to the INVITE ragss

X-OITF-From RFC 3261[SIP]

X-OITF-To RFC 3261[SIP]

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

X-OITF-Call-ID RFC 3261[SIP]
X-OITF-CSeq RFC 3261[SIP]
X-OITF-Contact RFC 3261SIP]

The URI parameter SHALL be included, and SHALL nha
what been received in the incoming INVITE message.

554 Presence

5.5.4.1 Procedures for Subscription to Presence on the HNI-IGI interface — HTTP
Option

The procedure for subscription to the PresencetéMdALL be invoked from either a DAE applicationam
embedded application in the OITF. The procedussifllows:

Step1:  The OITF SHALL send an HTTP POST request to theVér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theontent of the HTTP Request SHALL be as follows:

HTTP Request Header including the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

» <list of SIP headers encoded as HTTP headersperaable 88
HTTP Request Body: Empty

Step2: The IG SHALL validate that the request includdgte mandatory SIP headers for the subscriptiocgss
as per Table 88. The IG SHALL reject a requestithatissing any mandatory SIP headers with a ndh-20
OK HTTP response, including the reason for rejectio

Step 3:  The IG SHALL send a SIP SUBSCRIBE to the netwdoksubscribe to the Presence event, and SHALL
wait for the response to the subscription requébe |G SHALL then return a 200 OK HTTP response to
the OITF to report the response to the subscriptgoest. The response includes a list of SIPdrsaas
per Table 89, in addition to the normal HTTP headerper RFC 2661 TTP].

Step4: The OITF SHALL send an HTTP HNI-IGI PENDING_IG naspt (refer to Section 5.6.1.1, “HNI-IGI
Message Types”), and SHALL wait for any incomingsseges.

Step 5: When a SIP NOTIFY is received by the IG, the IGARH return a 200 OK HTTP response to the OITF
containing the information in the incoming NOTIFYessage. The response includes a list of SIP header
as per Table 90 in addition to the normal HTTP keads per RFC 2616 TTP]. The body of the HTTP
response SHALL include the SIP body received initikeming NOTIFY compliant to Annex E of
[TS183063].
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Step 6:
the HTTP request SHALL be as follows:
HTTP Request Header: It includes the following:

e <list of HTTP headers> - as per RFC 26Ha TP]

Once the OITF accepts the incoming SIP NOTIFGHALL send an HTTP POST PENDING_IG request
to the IG to acknowledge the receipt of notificatand issue a new pending HTTP request. The cootent

» <list of SIP headers encoded as HTTP headersperatable 91

HTTP Request Body: Empty

Step 7:

The IG SHALL send the SIP 200 OK response to theork and then SHALL return to Step 5 to handle

any subsequent NOTIFY received from the network.

The OITF SHALL ensure that the presence related danforms to the appropriate XML schemas.

5.5.4.2
interface — HTTP Option

This procedure MAY be invoked at any time.

Procedure for Cancellation of a Subscription to Presence on the HNI-IGI

The OITF SHALL de-register the IPTV end user beforeking this procedure.

The procedure is essentially the same as the puoedar initiating a subscription to the Preseneent, except that the

X-OITF-Expires header in Table 88 SHALL be setto 0

Table 88: List of HTTP extension headers fora SUBS CRIBE Request (OITF 2IG)

X-OITF HTTP Header

Sour ce of Information for Coding pur poses

X-OITF-Request-Line

Note: The request URI SHALL be set to the Publenitity
of the IPTV end user who has just registered

RFC 3261 [SIP]

SUBSCRIBE <Request URI> SIP/2.0

X-OITF-From

RFC 3621 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3621 [SIP]

X-OITF-Event

RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES]

X-OITF-Accept

RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES]

X-OITF-Contact
Notes:

1. URI parameter MUST be included, and MUST match
the Contact header included in the registratiomesy

2. Expires parameter SHOULD be included
3. Priority parameter SHOULD be included

IG includes all other mandatory parameters thabheent.

RFC 3621 [SIP]
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X-OITF-Call-ID RFC 3621 [SIP]
X-OITF-CSeq RFC 3621 [SIP]
X-OITF-Expires RFC 3621 [SIP]

Note: If absent a default value SHALL be assumethiey
IG

X-OITF-Content-Type

RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 89: List of HTTP extension headers for the re

sponse to a SUBSCRIBE to Presence (IG

>0ITF)

X-OITEHTTP Header

Sour ce of Information for Coding purposes

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP]

X-OITF-Contact

RFC 3621 [SIP]

Table 90: List of HTTP extension headers for a SIP

NOTIFY (IG>OITF)

X-OITF HTTP Header

Sour ce of Coding Infor mation

X-OITF-Request-Line

Note: The Request URI MUST match the contact URI
included in the contact field of the SIP SUBSCRIBE

RFC 3621 [SIP]
NOTIFY <Request URI> SIP/2.0

X-OITF-From RFC 3621 [SIP]

X-OITF-To RFC 3621 [SIP]

X-OITF-Event RFC 3265 [SIP-EVNT], OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES]

X-OITF-Call-ID RFC 3621 [SIP]

X-OITF-Subscription-State

RFC 3265 [SIP-EVNT],OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES]

X-OITF-CSeq

RFC 3621 [SIP]

X-OITF-Content-Type

RFC 3265 [SIP-EVNT] and OMA-ERP-
Presence_SIMPLE-V1_1-20080627-A
[SMPL-PRES

X-OITF-Content-Length

RFC 3261 [SIP]
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X-OITF-Contact RFC 3621 [SIP]

Table 91: List of HTTP extension headers for a Resp  onse to a received SIP NOTIFY OITF 2IG

X-OITF HTTP Header Sour ce of Coding I nfor mation
X-OITF-Response-Line RFC 3621 [SIP]
SIP/2.0 <response>
X-OITF-From RFC 3621 [SIP]
X-OITF-To RFC 3621 [SIP]
X-OITF-Call-ID RFC 3621 [SIP]
X-OITF-CSeq RFC 3621 [SIP]
X-OITF-Contact RFC 3621 [SIP]
X-OITF-Content-Type RFC 3261 [SIP]
X-OITF-Content-Length RFC 3261 [SIP]

NOTE: Cancellation of subscription is not REQUIREEhe X-OITF-Expires header was set to O in théah
SUBSCRIBE request
5.5.4.3 Refreshing the Subscription to the Presence Event — HTTP Option

It is the responsibility of the application (in t@4TF) initiating the subscription procedure toresh the subscription
according to the refresh subscription timer reagivethe response during the subscription proc&sdfreshing
SHOULD be performed before the expiry of the reirgmer. A subscription that is not refreshed befiire expiration
of the refresh subscription timer SHALL be termathby the network.

The procedure for refreshing the subscription ®Rhesence event is the same as the procedungbiaribing to
Presence.
5.5.4.4  Procedure for Publishing Presence information — HTTP Option

This procedure for publishing an event MAY be ingdkrom either a DAE application or an embeddediegipon in
the OITF. The procedure is as follows:

Step 1:  The OITF SHALL send an HTTP POST request to thevér the HNI-IGI interface, as described in
Section 5.6.1, “OITF-IG Interface (HNI-IGI).” Theoatent of the HTTP Request SHALL be as follows:

HTTP Request Header including the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

« <list of SIP headers encoded as HTTP headersperatable 92

HTTP Request Body: As per Section 5.5.4.6, “Presa\otification and Publish Schema.”

Step2:  The IG SHALL validate that the request includdgsted mandatory SIP headers for the publicatiorcgss
as per Table 92. The IG SHALL reject a request ighatissing any mandatory SIP headers with a ndh-20
OK HTTP response, including the reason for rejectio

Step 3:  The IG SHALL send a SIP PUBLISH to the networkh&M the 1G receives the response, the IG SHALL
return a 200 OK HTTP response (or other appropregponses) to the OITF to report the respondeeto t
publish request. The response SHALL include a0lis$IP headers as per Table 93, in addition to the
normal HTTP headers as per RFC 2648 TP].
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Table 92: List of HTTP extension headers for the PU

BLISH Request (OITF 2IG)

X-OITF HTTP Header

Sour ce of Coding I nfor mation

X-OITF-Request-Line

Note: The request URI MUST be set to the IMS Pubker
Identity of the IPTV end user who has just registier

RFC 3261 [SIP]
PUBLISH <Request URI> SIP/2.0

X-OITF-From

RFC 3261 [SIP]

X-OITF-To

The URI part of X-OITF-To SHALL be set to the valok
the Request URI in the “X-OITF-Request-Line”

RFC 3261 [SIP]

X-OITF-Event RFC 3261 [SIP], OMA-ERP-Presence_SIMPLE-
V1_1-20080627-A[SM PL-PRES]

X-OITF-Call-ID RFC 3261 [SIP]

X-OITF-CSeq RFC 3261 [SIP]

X-OITF-Expires

RFC 3261 [SIP], RFC 3903 [RFC3803]

X-OITF-SIP-If-Match

RFC 3903 [SIP]

X-OITF-Content-Type

RFC 3261 [SIP]

X-OITF-Content-Length

RFC 3261 [SIP]

Table 93: List of HTTP extension headers for a resp

onse to SIP PUBLISH (IG >OITF)

X-OITF HTTP Header

Sour ce of Coding Infor mation

X-OITF-Response-Line

RFC 3261 [SIP]

SIP/2.0 <response>

X-OITF-From RFC 3261 [SIP]
X-OITF-To RFC 3261 [SIP]
X-OITF-Call-ID RFC 3261 [SIP]
X-OITF-CSeq RFC 3261 [SIP]
X-OITF-ETag RFC 3261 [SIP], RFC 3903 [RFC3803]

X-OITF-Expires

RFC 3261 [SIP]

5.5.4.5

Procedure for Refreshing Published Presence information — HTTP Option

It is the responsibility of the OITF to refresh gblished presence information before the reftesér expires. A
published event that is not refreshed SHALL beteéelén accordance with RFC 3903 [RFC3803].

5.54.6

Presence Notification and Publish Schema

When the IPTV Presence service is active, the lnddye PUBLISH request SHALL include the extended
presence schema compliant to Section 5.1.6 of [B@@38] “Procedure for IPTV presence service”.

In the XML document, each service is describedhay“service-description” OMA parameter as specified
OMA-ERP-Presence_SIMPLE-V1_1-20080627-A [SMPL-PREShew “service-id” is defined for IPTV with the

following values:
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* IPTV-BC: Scheduled Content service

+ IPTV-CoD: Content on Demand Service
* IPTV-NPVR: Network PVR Service

» IPTV-Hybrid: DVB-T/H/C/S Service

When the user has an active IPTV Presence sethig&tuple> element pertaining to the active ser8&1ALL
contain the corresponding element as defined ipthsence schema.

The presence schema extension for Open IPTV ForeseRce service is defined in Annex H, “Presencd XM
Schema (Normative).”

5.6 Protocols System Infrastructure Functions

5.6.1 OITF-IG Interface (HNI-IGI)

5.6.1.1  HNI-IGI Message Types

The HTTP protocol is used to exchange informatietwieen the IG and the OITF. The IG behaves as arP+server
and the OITF behaves as an HTTP client. The OITENAY be implemented either in native code or iAD
applications.

There are several aspects of information on the-klinterface.
* Normal HTTP headers

» Application specific information that is translatieg the IG into SIP headers. These are includddiTasP extension
headers and have the same name as in the SIP mglsstgre prefixed with X-OITF.

» Application specific information that forms the Bodf a SIP message. This corresponds to the SIBagedody
and is included as a body in the HTTP requestgsparse. An example message body type is SDP.

» HNI-IGI auxiliary information that is only used lveten OITF and IG. These parameters are prefixdu Xt NI-
IGI. An example is those parameters related tddtehing of GBA credentials by the OITF for re-ufeGBA
authentication mechanism for single sign-on (se#i@e5.4.6.2.2, “Credential Retrieval by an OITdF Re-use of
GBA Authentication”).

The general format of an HNI-IGI HTTP request is

HTTP POST <IG URI>/<HNI-IGI message type>

<HTTP headers>

<X-OITF extension headers> or <X-HNI-IGI extension headers>
Content-Type: <...>

Content-Length: <Number>

<Message body>

The general format of an HNI-IGI HTTP response is

HTTP/1.1 <HTTP response>

<HTTP headers>

<X-OITF extension headers> or <X-HNI-IGI extension headers>
Content-Type: <...>

Content-Length: <Number>

<Message body>

The following table lists the HNI-IGI message types
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Table 94: HNI-IGI Message Types

HNI-IGI message type M eaning

PENDING_IG The message is a pending HTTP request, that SHAIY. lme responded
to by the IG when it needs to contact the OITF essalt of an incoming
request from the network (e.g. an incoming MESSAGE)

SIP The message is an HNI-IGI message correspondiadSi® message. Th
IG MUST translate this into a corresponding SIP sage by adding and
changing the relevant headers.

D

AUX The message is an HNI-IGI message that does mdléte to a SIP
message. The IG processes this message and resmuoddingly.

Messages over the HNI-IGI interface can be sehbth directions.
* Normal HTTP requests are used for requests frondthé& and responses from the I1G.

e There MUST be a HTTP request from the OITF to tRenith the response pending to allow new (unsadit
messages from the network to be sent from the KBe®ITF in the response., This is a special kihdNI-IGI
message, called PENDING_IG

An example of SIP header that is mapped to an H&Xension header is: “From: david@oiptv.org” thatbmes
“X-OITF-From:david@oiptv.org”

Note that only AUX HNI-IGI message types are usgdhe HNI-IGI SIP option (see Section 5.6.1.6, “HIKHI
Auxiliary Message”.)
5.6.1.2  HNI-IGI messages in the OITF to IG direction — HTTP Option

When the IG receives an HNI-IGI message, it SHAMd ar change all SIP headers that are not spéoitite
application (Tags, Call ID, via, request URI etehile translating from HTTP to SIP.

The following table lists header values for the HSI protocol that the IG and OITF SHALL supportcilists the IG
action on those headers

Table 95: X-OITF HTTP Extension Headers and IG acti ons for OITF -1G messages

HNI-IGI Header Description IG Action

X-OITF-Request-Line This is a special header which contai| The IG SHALL map this field to the SIP
the SIP method and request URI for { request line.

corresponding SIP message, when th
SIP message is a request,

e.g. X-OITF-Request-Line PUBLISH
sip:david@oiptv.org SIP/2.0

(1]

X-OITF-Response-Line | This is a special header which contail The IG SHALL map this field to construct th
the response line of the correspondin SIP response line.

SIP message, when the SIP messag
a response, e.g. 200 OK

X-OITF-Call-ID Keeps track of sessions and dialogs.| The IG SHALL use this field internally
between an OITF and the IG to keep track ¢
sessions. The IG replaces it with a value

maintained in SIP state machine on the SIP

—h

side.
X-OITF-Contact Each method has its own use of the | The IG SHALL map to the corresponding SIP
Contact field. header. The IG MAY add other parameters.
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X-OITF-CSeq Used to keep track of requests and | IG SHALL use this field internally between an
responses. OITF and the IG to keep track of requests and
responses, and replace it with a value

maintained by the IG on the SIP side. The |
SHALL include the same value in subsequent
responses to the OITF. The OITF SHALL
respond with an error code if the value is

G)

incorrect.

X-OITF-From The IG SHALL map to the corresponding SIP
header. The IG MAY add information in
sub-fields.

X-OITF-Event The IG SHALL map to the corresponding SIP
header.

X-OITF-Expires The IG SHALL map to the corresponding SIP
header.

X-OITF-To The IG SHALL map to the corresponding SIP
header.

X-OITF-Content-Type The IG SHALL map to the corresponding SIP

header, and SHALL match it with the actual
body included in the HTTP request.

X-OITF-Content-Length The IG SHALL verify the length of the
message and insert the value in the SIP
message.

X-HNI-IGI-Request This header specifies the request typ| See appropriate sections.

of the HNI-IGI message.

The above headers are not present in all HNI-IGdgages, and are not the only headers that careberpr
The OITF SHALL use an IMPU in X-OITF headers wharelMPU is REQUIRED in the SIP header.

The OITF MAY include other headers that are apfilicaspecific (e.g. X-OITF-Accept-Contact) in whichse the IG
SHALL include them transparently in the SIP metlagdong as they comply with the appropriate syfdaxhe
header. Reference SHOULD be made to the variowissrusing the HNI-IGI interface for a list of theaders that
MUST be present.

5.6.1.3  HNI-IGI messages in the IG to OITF direction — HTTP Option

When the IG translates a SIP message to an HNHIGIP message, it SHALL remove SIP Headers that SHOU
NOT be transmitted on the HNI-IGI interface, whilanslating from SIP to HTTP.

The following table lists header values in the BtBtocol that the IG and OITF SHALL support and #otion the |G
undertakes when mapping to the HNI-IGI protocol.

Table 96: Mapping of SIP header to X-OITF HTTP Exte nsion Headers in IG >OITF

SIP header Description IG Action
Request Line (first line of| The Request Line contains the metho| The IG SHALL use this field to construct the
SIP request message) and a SIP URI. X-OITF-Request-Line
Response Line (first line | The Response Line contains the The IG SHALL use this field to construct the
of SIP response messagg response code and SIP version X-OITF-Response-Line

information.
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Call-ID Keeps track of sessions and dialogs. | The IG SHALL replace this with value used
between IG and OITF in the X-OITF-Call-ID.

Contact The IG SHALL map to the corresponding
HNI-IGI header.

CSeq The IG SHALL use this field to keep track of

requests and responses on the HNI interface.
The IG SHALL and replace it with a value
maintained in the IG. The IG SHALL include
the same value in subsequent responses to the
OITF. The OITF SHALL respond with an error
code if the value is smaller than the previous
one.

From The IG SHALL map to corresponding HNI-IG
header. The IG MAY add information in
sub-fields.

Event The IG SHALL map to the corresponding
HNI-IGI header.

Expires The IG SHALL map to the corresponding
HNI-IGI header.

To The IG SHALL map to the corresponding
HNI-IGI header.

Content-Type The IG SHALL map to the corresponding
HNI-IGI header.

Content-Length The IG SHALL verify the length of the
message and insert value in the HNI-IGI
message.

The above headers MAY not be present in all HNI-#h&ssages.

The IG SHALL map any other received SIP headeraduing X-OITF- to the specific SIP header. Refeeenc
SHOULD be made to the various services using thélidlinterface for a list of the headers that MUB& present.

The 1G handles the SIP state machines.

5.6.1.4 HNI-IGI PENDING_IG Message — HTTP Option

HNI-IGI PENDING_IG messages are sent by DAE and esdied applications in the OITF whenever these
applications are ready to receive any incoming ags$rom the network.

PENDING_IG messages MAY include a SIP Request®iParesponse. In this case, there is typicallyragoong SIP
dialog between the OITF application and a peereBidpoint in the IMS network.

HTTP headers included in a PENDING_IG messageitichtdes a SIP request or a SIP response are
the <X-OITF extension headers> that are pertineiiieé application. The content of such a messagil EHbe as
follows:

HTTP Request Header: It includes the following:
e <list of HTTP headers> - as per RFC 26Ha TP]
« <X-OITF Extension headers> Any number of those msiten headers depending on the application

HTTP Request Body: <SIP Message Body if applicable
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PENDING_IG messages that don't include a SIP requres SIP response are typically sent by appbcatin the
OITF that don't have any ongoing communication véitBIP peer but are prepared to handle incomingestg for the
IPTV user associated with any active applicatiaming in the OITF, or applications that have anang SIP dialog
with a SIP peer and are prepared to receive anyr@§sages within that dialog. The content of PENBING
messages that don't include a SIP request or e&eSfidnse SHALL be as follows:

HTTP Request Header: It includes the following:
e <list of HTTP headers> - as per RFC 26Ha TP]

» <X-OITF-Call-ID> Set to NULL for applications withd an ongoing dialog or set to the proper value for
applications with an ongoing SIP dialog.

» <X-OITF-FROM> Set to the IMPU of the target uses@sated with any active application in the OITF fo
applications without an ongoing dialog. Not neeftedapplications with an ongoing SIP dialog

HTTP Request Body: Empty

Note that once the target OITF application acceptsicoming request, the Call-ID in the outgoingp@nse SHALL
be set to the value used by the IG in its requeste OITF.

The content of the HTTP response to either of tieva requests SHALL be as follows:

HTTP Response Header: It includes the following:

» <list of HTTP headers> - as per RFC 26Ha TP]

 <X-OITF Extension headers> Any number of thoseesion headers depending on the application

HTTP Response Body: <Appropriate Message Bodgjfieaable>

5.6.1.4.1 Refreshing of HNI-IGI PENDING_IG Message

HNI-IGI PENDING _IG messages SHALL have to be refred periodically by the OITF. The refresh time $/e
maintained in the IG and SHALL NOT exceed a SIPsBasExpiry timer, or a SIP subscription Refreshe for the
SIP session under consideration.

To enable an OITF to refresh an HNI-IGI PENDING rigjuest, the IG SHALL, upon timer expiry, send R TP
200 OK response that does not include any X-OITktefision headers>.

Upon receipt of such a response, the OITF MAY detidresend a new HNI-IGI PENDING_IG request orijm
gracefully terminate the session.

5.6.1.4.2 Cancelling an HNI-IGI PENDING_IG Message
The IG considers an HNI-IGI PENDING_IG Request adiecd SHOULD it encounter one of the following et&en

» The TCP connection on which the HNI-IGI PENDING_Request has been received is explicitly discondeate
timed out

» The IG received from the OITF application with antstanding HNI-IGI PENDING_IG Request an HNI IGIFSI
Request to terminate the session (a SIP BYE)

e The IG received from the OITF application with antstanding HNI-IGI PENDING_IG Request an HNI IGIFSI
Request to terminate an ongoing subscription PaSBJBSCRIBE (with X-OITF-Expiry set to 0)

For the last 2 cases, the IG SHALL send an HTTP @00response that does not include any X-OITF-eBgion-
headers> as a response to the PENDING-IG requBstI@NALLly, the IG MAY empty its internal buffers &t MAY
include in-transit messages destined for the agiidins.

5.6.1.5 HNI-IGI SIP Message — HTTP Option

HNI-IGI SIP messages are sent by DAE and embedplglitations in the OITF whenever these applicatiaresready
to send a SIP Request or a SIP response. The tofitguich a message SHALL be as follows:
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HTTP Request Header: It includes the following:

e <list of HTTP headers> - as per RFC 2¢Ha TP]

» <X-OITF Extension headers> Any number of thasiersion headers depending on the application
HTTP Request Body: <SIP Message Body if applicable

The content of the HTTP response SHALL be as fadlow

HTTP Response Header: It includes the following:

e <list of HTTP headers> - as per RFC 2¢6Ha TP]

» <X-OITF Extension headers> Any number of thoseesion headers depending on the application

HTTP Response Body: <SIP Message Body if applecabl

5.6.1.6  HNI-IGI Auxiliary Message

HNI-IGI auxiliary messages are sent by DAE and etidieel applications in the OITF whenever these apfidins are
ready to send messages that are neither SIP tyd@ENDING |G type (for example fetching GBA credals)

The content of such a message SHALL be as follows:

HTTP Request Header: It includes the following:

e <list of HTTP headers> - as per RFC 2¢6Ha TP]

*  <X-HNI-IGI-Request> - Identifies the request

e <X-HNI-IGI Extension headers> Any number of ta@xtension headers depending on the request
HTTP Request Body: <Application Message Body blayable >

The content of the HTTP response SHALL be as falow

HTTP Response Header: It includes the following:

* <list of HTTP headers> - as per RFC 26Ha TP]

e <X-HNI-IGI Extension headers> - Any number ob#le extension headers depending on the request
HTTP Response Body: <Application Message bodypplieable>

Note that only one auxiliary message, GBA-Regikiratapplies to both the HTTP and SIP options.oMier auxiliary
messages apply only to HTTP option,

5.6.1.7  HNI-IGI Message Body — HTTP Option

The HNI-IGI messages in either direction SHALL imgé transparently the appropriate SIP body fodtfferent SIP
methods in the HTTP message body.

5.6.1.8  Guidelines for Applications using the HNI-IGI interface — HTTP Option

This section lists some guidelines that apply toED#pplication and OITF applications that use thd4® interface.
Both types of application are referred to as Aggilan here:

» Itis the responsibility of the Application to emeuhat it provides all the SIP headers that ar@ BIRED for the
correct operation of the application.

e The IG SHALL absorb “100 Trying” responses recdifimm the network and not return them to the OITF.

* The IG SHALL transparently handle X-OITF-SIP headexceived over the HNI-IGI interface unless speaiffy
stated in this specification.
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It is the responsibility of the Application to geate an ACK as the 2XX final response of an INVIff&saction;
for non-2XX responses, the IG SHALL generate theKAC

Validation (of message structure and XML schemagoéived XML data SHALL be the responsibility bét
Application.

The Application SHOULD ensure that a SIP methosligported by the I1G before using it.

The IG SHALL return a 405 Method Not Allowed erffault if it receives a request over the HNI-IGI tihacludes
a SIP method that it does not support.

The Pending Request SHALL be refreshed as perd®es16.1.4.1, “Refreshing of HNI-IGI PENDING_IG
Message.”

An HTTP pending request sent to the IG MAY incl@8IP response (or SIP request if no responseeceed) to
be transmitted to the SIP network.

The only identified case where a PENDING-IG req®&$ALL inlcude a SIP request is the case wheredtig-
application sends an ACK.

5.6.1.9  Error Recovery in the IG — HTTP Option

This section covers the handling in the IG for emtered error-cases:

1)

2)

3)

If the IG detects a timeout, or an explicit disceation on all TCP links between an OITF applicatima the IG,

the IG SHALL consider the application inactive. Tdpplication MAY become active again by re-estdiditig the
TCP link with the 1G. Any incoming SIP Messagestiesi for an application that is inactive SHALL wésin an

error message 487 Request Terminated (481 Callkaggaction Does Not Exist is also an acceptalsiparse if
the IG concludes that the application is permagén#ctive) being returned to the network as aoasp. For an

inactive application, the SIP dialog in the IG SHA&ventually time-out and clear all resources mli® and the
network.

In order to cater to the scenario of transient Ti@#Pdisconnects, and to allow incoming messagasdhe received
by the IG during the time it takes the OITF to stablish a TCP link following a disconnection,st i
RECOMMENDED that the IG waits no more than 1 secbefibre it responds to the network with a 487 48a
error message.

In cases where the WANGW is integrated into th€H&rein referred to as IG-WANGW), the IG-WANGW
SHALL detect that an OITF is restarted upon recef DHCP server discovery request (DHCPDISCOVER
message) and IP address request (DHCPREQUEST ragsand where the IG-WANGW internal state indicates
that the OITF is powered on. In such a case, tR&/KINGW SHALL terminate all active SIP sessions, tGe
WANGW SHALL de-register all users that are loggedrom the restarted OITF as stored in the IG-WANGW
state. Note that the IG-WANGW is able to keep a pivagp between the SIP dialogs ongoing, the IMPUs of
registered users and the IP addresses and devioéibs devices being used. Following deletiontafesSIP state
and de-registration of users, the IG-WANGW SHALLt an the OITF start up high level procedure Request

If the IG does not have access to the DHCP infaonaxchanged between the OITF and the WANGW, tefer
Section 5.4.6, “User Registration and Network Auati@tion” in case the OITF undergoes a restart.

The OITF SHALL detect that an IG is restarted waéim CP links to the IG timeout simultaneously,ave
explicitly disconnected. If this is the case, @@ F SHALL refrain from sending any message toltBauntil such
time that the OITF detects that the IG has restartsing UPnP |G discovery procedure in that regpodling).
Following that, the OITF SHALL execute steps 2-@haf “OITF Start up High-Level Procedure”.

For a transition period following an IG restarttiae SIP sessions in the network (that will eveliyuiameout and be
cleared) that are no longer active in the IG, wdlhtinue to send SIP messages to the IG, to whiehG SHALL
respond with error message 481 Call Leg/Transa®imes Not EXist.
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6. SIP and SIP/SDP

Within the architecture there are several intefabat support the SIP/SDP protocol. They can hetifonally grouped
as follows:

* Between the OITF and the IG over the HNI-IGI indee.

» Between the IG and the IMS core network coverirgUiNIS-8 reference point (residential LAN to costwork
interface).

Internally within the IMS network in support of \@us services covering reference points NPI-3, Blahd NPI-30
» Between the IMS and the content delivery netwonkecimg reference points NPI-19, and NPI-25

The next sections discuss these interfaces in detel. The specification is structured in 2 sebt®ns; one sub-
section covers the SIP/SDP interface in the resialdpAN (bullet 1 above), while the other sub-gentcovers the
SIP/SDP interfaces within the managed network @dstllets above). Within each sub-section, therfate details are
specified on a per service basis.

6.1 SIP/SDP Reference Points within the Managed Network

This Section defines the protocol for the use & &hd SIP/SDP within the managed network overdheviing
reference points:

* NPI-19

NPI-26

* NPI-30

* NPI-25

* NPI-3

* NPI4

* UNIS-8

With the exception of Section 6.1.1, “Generic hamglfor SIP Requests/Responses”, this sectionpicgble to the
HTTP option for the HNI-IGI interface.

6.1.1 Generic handling for SIP Requests/Responses

6.1.1.1 Locating the target OITF device for incoming requests

For all incoming SIP requests to the IG, that &a@dalone or dialog initiating the IG SHALL compéhe information
in the Accept-Contact header in the incoming Skuest, if available, against stored feature tagshi® user to select
the appropriate OITF device.

6.1.1.2  Handling of Incoming and Outgoing SIP Requests

The IG SHALL support the procedures specified iB8124503] for originating and terminating sessions.
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6.1.2 Protocols for IPTV Service Functions

6.1.2.1 Scheduled Content Service
6.1.2.1.1 Protocol over UNIS-8

6.1.2.1.1.1 Retrieval of Bandwidth Parameter for FCC/RET enabled scheduled content service

When a request to send SIP OPTIONS is received fh@e OITF, the IG SHALL use the mapping specifie&ection
5.3.1.1.2, “Retrieval of bandwidth parameter ford~&d/or RET enabled SC".

When the final response to the SIP OPTIONS mesisageeived from the network as a SIP 200 OK inicigdhe
SDP, the IG SHALL forward this information to thdT®

The information REQUIRED in the returned SDP to pate the missing parameters in the SDP offer is:

* The total bandwidth for the scheduled content servi

6.1.2.1.1.2 Session Initiation and Modification

Upon receiving a request from the OITF for theiatibn of a Scheduled Content session (see Sesth.1.1,
“Session Initiation™), the IG SHALL generate antial INVITE request as specified in [TS124503] foiginating
sessions.

The IG SHALL forward any received SIP responsehd®ITF including the information in the SDP

If the 1G receives a 488 error code with warnin@ &Tsufficient Bandwidth, the IG SHALL send an errmsessage to
the OITF.

Session modification procedure is handled by thalthe same way as a session initiation. See @ebtB3.1.1.3,
“Session Modification.”

6.1.2.1.1.3 Session Termination

On receiving a request from the OITF for the teiation of a Scheduled Content session (see Sectioh.5.4,
“Session Termination”), the IG SHALL generate a BMfuest as specified in [TS124503] for originatsegsions.

Alternatively, on receipt of a BYE request from RV Control FE, the IG SHALL forward the requéstthe OITF
as a response to a PENDING_IG request (see SécBah “OITF-IG Interface (HNI-IGI)"). The behavio of the
UNIS-8 part of the IG SHALL comply with the proceduspecified in [TS124503] for terminating UA.

6.1.2.1.1.4 Content Reporting and Management of Content Reporting

Upon receiving a request from the OITF for repgtine watched content for a scheduled Contentaeésee Section
5.3.1.1.6.1, “Content Reporting by the OITF”), ieeSHALL generate a SIP INFO including the ContBeporting
Info Package [INFO-PKG].

The IG SHALL forward any received SIP responseh®ITF.

Upon receipt of a SIP UPDATE by the IG with an eynRecv-Info header or the unwillingness to recehe Content
Reporting Info Package from the IPTV control FEstop reporting watched content, the IG SHALL foravthe SIP
UPDATE to the OITF in an HTTP 200 OK response. TB&HALL wait for the response from the OITF toviard it
to the IPTV control FE.

Upon receipt of a SIP UPDATE, including the Recfelheader set to Content Reporting Info Packageth® IG from
the IPTV control FE, to start reporting watchedteo, the IG SHALL forward the SIP UPDATE to theT®lin an
HTTP 200 OK response. The IG SHALL wait for thepasse from the OITF to forward it to the IPTV catFE.
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6.1.2.1.1.5 User-initiated Activation/Deactivation of Network-based Scheduled Content Time Shift

The following procedure is supported in the IG ddIB-8 in support of user initiated Activation/detigation of
scheduled content time shift

» Upon receiving a request from the OITF for sessmmification for an activation/de-activation of schuled
content time shift, the IG SHALL generate a SIRN®ITE as perfTS124503].

* The IG SHALL forward the received response to th€Fincluding any SDP information.
The IG SHALL generate SIP ACK when requested byQhEF

6.1.2.2 Protocol over NPI-4

6.1.2.2.1 Retrieval of Bandwidth Parameter for FCC/RET enabled scheduled content service

The SIP OPTIONS message SHALL conformf T&124503] and SHALL be forwarded through the ASM,to the YPT
Control FE. If the Request URI in the incoming |IPTIONS request is set to the PSI for the schedudetent
service, the IPTV Control FE SHALL after validatittge SIP OPTIONS perform the following:

» If the incoming SIP OPTIONS includes the a attrébatrtcp-fb:<fmt> nack under the m-line, the IPT¥n@ol FE
SHALL calculate the total bandwidth for the highesheduled content and the bandwidth for RET andl$H
return the information included in the body of #3100 OK, and which includes the same m-line cofriemh the
incoming request with an additional b-line thatlimes the total bandwidth.

» If the incoming SIP OPTIONS includes the a attribatrtcp-fb:<fmt> nack rai under the m-line, th@\PControl
FE SHALL calculate the total bandwidth for the leghscheduled content and the bandwidth for FCCSahAlL L
return the information included in the body of #3100 OK, and which includes the same m-line cofrieh the
incoming request with an additional b-line thatlintes the total calculated bandwidth.

e If the incoming SIP OPTIONS includes the a attribatrtcp-fb:<fmt> nack and the a attribute a=ftegefmt>
nack rai under the m-line, the IPTV Control FE SHAcalculate the total bandwidth for the highedtestuled
content and the bandwidth for FCC and RET sersorabined, and SHALL return the information incldda
the body of a SIP 200 OK, and which includes thaesen-line copied from the incoming request with an
additional b-line that includes the total calcuthbndwidth.

6.1.2.2.1.1 Session initiation
The IPTV Control FE SHALL support the proceduresafied in [TS183063] , Section 5.3.1.1.

The IPTV Control FE SHALL support the proceduresdfied in [TS124503] that are applicable to anak®ing as a
terminating SIP UA.

Upon receipt of a SIP INVITE request, the IPTV GohFE SHALL examine the request-URI to determinatfit is a
SC session initiation request. The IPTV ControlFHALL use the IPTV Subscription Profile to check service
rights for the requested broadcast service packaggsnulticast addresses. The IPTV Control FE SHakamine the
SDP offer parameters, as defined in [TS183063]i@e&.3.1.1.

If the SDP parameters are validated successfliy|RTV Control FE SHALL respond as defined in [B3Q63],
Section 5.3.1.1.

If the SDP also contains m lines for Network Geted\otification stream, the IPTV Control FE SHARirther
check the service rights for the requested notificeservice, using the IPTV Subscription.

If no bc_service_package attributes are includetiéenSDP offer, the IPTV Control FE SHALL includethe SDP
answer one or more a=bc_service_package attribetept if it knows that the RACS is or SHALL beep
provisioned with the list of subscribed channeld drall the subscribed channels are allowed fergbassion. In this
case, the inclusion of a=bc_service_package is ORAL.

The service packages SHALL be populated accordiniba IPTV Subscription Profile to indicate thevées packages
and SC services.
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6.1.2.2.1.2 Session modification

The IPTV Control FE SHALL support the proceduresdified in [TS183063], Section 5.3.1.2. NetworKiated
Scheduled content (SC) session modification doeapyaly.

6.1.2.2.1.3 Session termination

The IPTV Control FE SHALL support the proceduresafied in [TS183063], Section 5.3.1.4

6.1.2.2.1.4 Content Reporting and Management of Content Reporting

Upon receipt of SIP INFO including the Info Pack&pmtent Reporting for reporting the watched contena
scheduled Content session, the IPTV Control FE SHé&xamine the body.

If the body is successfully validated as compltanAnnex D of [PSS-MBMS], then the IPTV control FHALL
respond to the request with a SIP 200 OK, otherawssappropriate error message SHALL be returned.

If the IPTV control FE desires to instruct the OlfoFstop reporting watched content, it SHALL serfsiR UPDATE
to the IG and where the Recv-Info header is se¢timove support for the reception of the Contentdripg Info
Package and SHALL wait for the response.

If the IPTV control FE desires to instruct the OlftFstart reporting watched content, it SHALL sen8IP UPDATE
to the IG and where the Recv-Info header is s@tdizate support for the reception of Content Répgrinfo Package
and SHALL wait for the response.

6.1.2.2.1.5 User-initiated Activation/Deactivation of Network-based Scheduled Content Time Shift

Upon receipt of a SIP re-INVITE related to an eation/de-activation of a scheduled content timé sbssion, the
IPTV Control FE SHALL verify that it does hold aast for the session to be modified

If the IPTV Control FE does not hold a state far #ession, or if the multiparts of the message loclyding, both,
the SDP parameters, and the XML schema for thd=@PITV Commands per Section 5.3.1.1.7.3, “XML Scheor
OITF-IPTV Commands” are not successfully validatbe, IPTV Control FE SHALL reject the request w403
error code

If the request is for the activation of scheduledtent time shift, the IPTV Control FE SHALL perfoithe procedure
defined in Section 6.1.2.3.2, “Procedure for Unic&eyrvice Session Initiation,” and SHALL returntbe |G the
appropriate response including all mandatory patars@s per the said procedure (note that if thedided content is
not stored in the network, the procedure in Seddidn?.3.2, “Procedure for Unicast Service Seskidgration” SHALL
fail and an appropriate error message SHALL bermetlito the user)

If the request is for de-activation of scheduledteat time shift, the IPTV Control FE SHALL perfortime procedure
defined in Section 6.1.2.3.3, “Session Terminatiollowing the successful completion of the saidgedure, the
IPTV Control FE SHALL return a SIP 200 OK to the.IG

6.1.2.3 Content on Demand

6.1.2.3.1 Retrieving missing parameters in the SDP prior to session setup using SIP
OPTIONS
6.1.2.3.1.1 Protocol over UNIS-8

When a request to send a SIP OPTIONS is receiwasd the OITF, the IG SHALL use the mapping specified
Section 5.3.2.1.1, “Retrieval of Session Parameéters

When the final response to the SIP OPTIONS mesisageeived from the network as a SIP 200 OK inicigdhe
RTSP SDP, the IG SHALL forward this informationtte OITF.

The information REQUIRED in the returned SDP to pate the missing parameters in the SDP offer is:

» FEC Information including bandwidth for FEC streams

Copyright 2010 © Open IPTV Forum



Page 149 (290)

« Transport protocol.

6.1.2.3.1.2 Protocol over NPI-4, NPI-19, NPI-26

The SIP OPTIONS message SHALL conform to [TS124%08] SHALL be forwarded through the ASM to the IPTV
Control. If, the Request URI in the incoming SIPTOBNS request is set to the PSI for the CoD senthe IPTV
Control SHALL, after validating the request, fordahe SIP OPTIONS to the CDN Controller FE anchi t
appropriate Cluster Controller, in the same wafoashe INVITE message.

In certain cases, the CDN Controller MAY forware tBIP OPTIONS message to a default Cluster Coatroll

On receiving the SIP OPTIONS message, the ClusiatrGller SHALL issue an RTSP DESCRIBE to the CDF.
certain cases, the Cluster Controller MAY issudid@isP DESCRIBE to a default CDF.

The DESCRIBE message SHALL conform to the formdithgel by ETSI TS 102 03T S102034].

The XML description that complies to ETSI TS 1021(8S102034] included in the RTSP 200 OK response received
from the CDF SHALL be converted by the Cluster Colfér to the SDP body in a SIP 200 OK responsh¢o
OPTIONS message. The SIP 200 OK message SHALLrafded all the way back to the IG.

The explicit mapping between the XML descriptiomdhe SDP is not subject for formal specification.

This is the only case for which an OPTIONS messutidbe sent to a Cluster Controller.

Note: If, in a future release, other reasons waittzat the Cluster Controller receive the OPTION&sage, then
support for discrimination between the various oeasor sending the OPTION will be REQUIRED.

6.1.2.3.2 Procedure for Unicast Service Session Initiation

6.1.2.3.2.1 Session Initiation
The IG SHALL support the procedures specified iB8I24503] for initiating unicast sessions.

On receiving a request for a unicast session fidgtifrom the OITF, the IG SHALL generate an ifitidVITE request
as specified in [TS124503] (for an originating UAee Section 5.3.2.1.2, “Session Initiation.”

See example messages in Section B.1.1, “Examplsades for CoD session setup in a Managed Network.”

6.1.2.3.2.2 Protocol over NPI-4

The IPTV Control Function SHALL support the proceskispecified in [TS124503] as applicable to anaating as a
SIP proxy or B2B UA.

When receiving any SIP request, the IPTV ControlIJHALL examine the request to see if it is comgatikith the
user's subscription profile (e.g. parental corigeél). If the user is not allowed to initiate essen for the requested
content, the IPTV Control FE SHALL reply with anpappriate SIP error response. If the user is altbteeinitiate the
session, the IPTV Control FE SHALL forward the $IN¥ITE to a default CDN Controller.

The IPTV Control Function SHALL NOT change the upart of the To header in order to retain the coiaig in the
INVITE request.

Note: this applies only to CoD sessions and nottfercase when the session is related to a useetstt time shift. In
case of user-activated time shift, the IPTV ConEBISHALL change the To field to include the redqadsontent ID
that corresponds to the shifted scheduled conééhén the final response is received, the IPTV adiE SHALL
restore the TO field to its original value. In thaspect, the IPTV Control FE maintains this infation in the session
state as long as the session is alive.

6.1.2.3.2.3 Protocol over NPI-19

The CDN Controller FE SHALL support the proceduspecified in [TS124503] as applicable to an ASrarts a SIP
proxy or B2B UA.
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When receiving the SIP INVITE from the IPTV Contfet via the Authentication and Session ManagemEgnt F
through the NPI-19 reference point, the CDN CoterdBHALL check the CoD content id in the user mdrthe “To:”
header as well as the “From:” and “Via:” fieldsdetermine the most appropriate Cluster Controletd-serve the
User's request.

Once the appropriate Cluster Controller FE is setbdhe Content Delivery Network Controller FE SHAforward
the SIP INVITE to it by changing the “Request-UREcordingly.

The CDN Controller SHALL NOT forward 301 or 302 pesmises from the Cluster Controller to the IPTV Coint
Function. The CDN Controller SHALL take one of fislowing actions on receiving a 301 or 302 resmofiem the
Cluster Controller:-

* Cancel the transaction
» Forward to another Cluster Controller
» Forward to the suggested CC as indicated in thé3BQlresponse

» Forward to another CDN Controller

6.1.2.3.2.4 Protocol over NPI-25

On receiving the request from the IPTV Control Riowg the CDN Controller MAY decide to forward thequest to
another CDN Controller. In this case it changes‘Bequest-URI” accordingly.

6.1.2.3.2.5 Protocol over NPI-26
The Cluster Controller FE SHALL support the proaeduspecified in [TS124503] as applicable to a eatmg UA.

When receiving a CoD session initiation SIP reqéresh the CDN Controller, the Cluster Controller SEH. examine
the CoD content identifier present in the user-pathe “To:” header and the media parametersearréteived SDP
offer and then choose the CDF.

If the requested content is not managed by thist€iuController, the Cluster Controller SHALL ratu 301 response,
or a 302 response for any other reasons (e.g.dakdicing) The Cluster Controller MAY indicate asremore Cluster
Controller addresses in the contact header asatatian RFC 3261 [SIP].

If the request is not acceptable to the Clustert©@dar, it SHALL reply with an appropriate SIP erresponse.

The Cluster Controller SHALL reply with an appragig SIP error response if the request is acceptaltes Cluster
Controller but none of the Content Delivery Funeican handle the offer.

If the request is acceptable to the Cluster Coletraind a CDF can handle the request, the Clustetr@ler SHALL
initiate an RTSP session using the RTSP SETUP medsahe chosen CDF to determine its server padsthe RTSP
session ID.

Following the successful conclusion of the RTSRisessetup, the Cluster Controller allocates anRE&rver port,
binds it to the CDF RTSP server port and answetis avlSIP 200 OK, including the SDP answer.

The SDP parameters for the RTSP channel SHALL bassillows:-

e An m-line for an RTSP stream with the format: <media> <port> <transport> <fmt>
(ex.m=application 554 tcp iptv_rtsp )

e The <media> field SHALL have a value of “applicatio

» The <port> field SHALL be setup according to RFGI81SDP-TCP]. The port number SHALL be set to the port
allocated by the Cluster Controller.

» The <transport> field SHALL be identical to the aeeeived in the SDP offer in the initial INVITE.

* The <fmt> field SHALL be identical to the one ree in the SDP offer in the initial INVITE.
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A c-line SHALL include the network type with thelua set to “IN”, the address type set to “IP4” dhd IP
address for the RTSP commands.
(ex:c=IN IP4 <RTSP IP address> )

An “a=setup” attribute SHALL be present and sefpgassive”, indicating that the connection is ini¢éid by the
other endpoint (OITF), as defined in RFC 4145 [SDEPR]. (ex:a=setup:passive )

An “a= connection” attribute SHALL be present ared t® “new” as defined in RFC 4145 [SDP-TCP].
(ex:a=connection:new )

One or more a=fmtp lines representing RTSP spegifidoutes set as follows

A “fmtp:iptv_rtsp h-uri” attribute SHALL be set tine RTSP URI of the Cluster Controller to be usethe RTSP
requests. The h-uri can be in the form of an albeaurelative URI. If an absolute URI is specifibén it SHALL
be used in subsequent RTSP requests. If a reldilds specified in the form of a media path, thlee RTSP
absolute URI could be constructed by the OITF uslieglP Address (from c-line) and port (from m-)i@s the
base followed by h-uri value for the media patte. imtp:iptv_rtsp h-uri=<request-uri>)

An absolute URI SHALL have precedence over a cifitiee latter is provided.

The Cluster Controller SHALL include a “fmtp:iptusp h-session” attribute representing the sessiaf-ihe
RTSP session to be used by the OITF during medirao Optionally, a timeout parameter MAY be sified
with a numeric timeout interval in seconds for kedige (refer to Section 7.1.1.2.3, “RTSP Contanl fnedia
delivery.”) If the timeout parameter is not spexif then a default value of 60 seconds SHALL kexlysefer to
Section 12.37 in [RTSP].)

(i.e. a=fmtp:iptv_rtsp h-session=<rtsp-sessionrjpbut=<timeout>])

Note that if both RTP and RTCP are used in theizesthe RTSP server (CDF) can use the received/RTC
messages as an indication that the OITF is stilheated to the session. This avoids requiring exgRTSP keep-
alive signalling. The RTSP server can easily asdeche RTCP messages to the RTSP Session-ID th&iRTCP
message transport address and the SSRC of the smatize. If this method is used and no RTCP message
received after the default timeout period, the RE8Rer MAY tear down the session. Details of thethodology
are explained below in the b=RR:<bandwidth-valueg.|

An m-line for the actual content which indicates tigpe of the media, the transport protocol andpthré of the
related content delivery channel from the respansssage for the RTSP DESCRIBE. If a fmt paranmsterthe
SDP offer it SHALL be completed with the supporfedmat by the CDF,

A c-line SHALL include the network type with thelua set to IN, the address type set to IP4 anditieast
address of the stream related to the content dglolgannel.
(i.e.c=IN IP4 <IP_ADDRESS> )

A b-line SHALL contain the proposed “session bardtii for the COD media stream. Note that this baiddhv
value includes the IP and UDP headers (see Segtof[RTP]).
(ex.b=AS:64 , indicating 64kbps)

An a-line with a “sendonly”
(ex.a=sendonly )

A b-line, b=RR:<bandwidth-value>, specifying theeed bandwidth value (in kbps) the OITF SHALL a#te for
sending Receiver Reports (RR) in the COD session.

The Cluster Controller MAY set the bandwidth valnghe answer to zero (0) even if a non-zero vauequested
by the OITF. In the event a non-zero value is retpekby the OITF, the Cluster Controller SHALL N©fange the
proposed bandwidth value to a different non-zetaesas this could force the OITF to use a bandwidibe it

MAY not be able to allocate causing COD sessiolurfai

Optionally, a b-line b=RS:<bandwidth-value> speicifythe amount of bandwidth (in kbps) that the C&H3sion
senders (in this case only one COD server) SHAldcate for RTCP Sender Reports (SR). This value M&Y
set to zero (0), b=RS:0. Setting this value to Z8)jds not recommended if several streams wilbyaechronised.
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6.1.2.3.3 Session Termination

Session termination for COD SHALL follows the sa8i€ procedures as session termination for the Sidned
Content service. See Section 6.1.2.1.1.3, “Ses&omination.”

6.1.2.4 Forced Play Out Control

6.1.2.4.1 Forced Play Out Controlled by the Cluster Controller (Managed model)

Note: Client-based play out control is describefA C], sections 4.1 and 4.2, and[{dSP], section 6. The concept
there is applicable to downloaded, streamed oedtoontent where navigation constraints are emlkiide the
content, i.e. into MP4 files or MPEG-2 transporeatns. Release 2 of tiBAE] specification contains language that
allows a DAE application to capture navigation inpnd programmatically decide to honour or igndeeriavigation
commands, thus providing another way to restrigigetion when content is consumed in a DAE applicat

6.1.2.4.1.1 Session Initiation

Forced Play Out Control session initiation over SN is the same procedure as described in Sectloh.8.2.1,
“Session Initiation”.

6.1.2.4.1.2 Protocol over NPI-4

The IPTV Control Function SHALL support the proceshispecified in [TS124503] as applicable to amaéting as a
SIP proxy or B2B UA.

When receiving any SIP request, the IPTV ControlSJHALL examine the request to see if it is comgatikith the
user's subscription profile (e.g. parental corigeél). If the user is not allowed to initiate essen for the requested
content, the IPTV Control FE SHALL reply with anpappriate SIP error response. If the user is altbteeinitiate the
session, the IPTV Control FE SHALL interact witletiP TV Application to acquire the Forced Play Oenitol policy
per the content identity and/or user’s subscriptidarmation.

The IPTV Control FE SHALL add the policy to the SNP/ITE received, and forward the updated SIP INEI# a
default CDN Controller. The IPTV Control FunctiorlSLL NOT change the user-part of the To headerraeoto
retain the content-id in the INVITE request.

The IPTV Control Function SHALL NOT change the ¢ixig SDP parameters for the RTSP content contrahnbl
and content delivery channel which specified int®ac5.3.2.1.2, “Session Initiation”. Moreover, additional SDP
parameter for the RTSP content control channeészidbe Forced Play Out control policy SHALL beliuted as
follows:

e one or more “a=unsupport” attributes (see belowdefted in Section 6.1.2.4.1.6, “Forced Play Oanttol Policy
Attribute.”

Note: this applies only to CoD sessions and nottfercase when the session is related to a useetstt time shift. In
case of user-activated time shift, the IPTV Conilshall change the To field to include the retpetsontent ID that
corresponds to the shifted scheduled content. Whnefinal response is received, the IPTV controlskgll restore the
TO field to its original value. In that respectethiP TV Control FE maintains this information in thession state as long
as the session is alive.

6.1.2.4.1.3 Protocol over NPI-19

Protocol for Forced Play Out Control over NPI-1%his same as described in Section 6.1.2.3.2.3t6Bobover NPI-
19",

6.1.2.4.1.4 Protocol over NPI-25

On receiving the request from the IPTV Control Riowg the CDN Controller MAY decide to forward thequest to
another CDN Controller. In this case, the IPTV €ohFunction changes the “Request-URI” accordingly
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6.1.2.4.1.5 Protocol over NPI-26

The protocol for Forced Play Out Control over NBI#& similar to that described in Section 6.1.25.2Protocol over
NPI-26."

After receiving the session initiation requesthié policy is presented in the request, the Clusttroller SHALL
also store the Forced Play Out Control policy drahtchoose the CDF.

6.1.2.4.1.6 Forced Play Out Control Policy Attribute

The format of the “a=unsupport” attribute is addals:

a=unsupport: < RTSP_Operation > < Restriction_Rule >
where
<RTSP_Operation> ::[1 is the RTSP operation that is not permitted by the policy, e.g. fast forward.
<Restriction_Rule> ::= <time-range-list> | <ContentID-list>
<ContentID-list> ::= ContentID_list: <contentID> {"|" <contentID>}
<ContentID > ::=is the identifier of the media content
<time-range-list> ::= <npt-range-list> | < utc-range-list> | <smpte-range-list>
<npt-range-list> ::= npt_range_list: <npt-range> {"|" <npt-range>}

<utc-range-list> ::= utc_range_list: <utc-range> {"|" <utc-range>}

<smpte-range-list> ::= smpte_range_list: <smpte-range> {"|" <smpte-range>}

6.1.2.5 Purchase of Digital Media Service
6.1.2.5.1 Purchase Request for Digital Media

6.1.2.5.1.1 Protocol over UNIS-8

Upon receiving a purchase request from the OITé& )& SHALL send a SIP INFO Request, including theital-
Purchase info package, IPTV Control FE (via the ASE).

The IG SHALL forwards any received response to@HieF.

Upon receipt of a SIP UPDATE by the I1G with an eynRecv-Info header or unwillingness to receive Ehgital-
Purchase info package from the IPTV Control FEsttp sending digital media purchase request,Gh8HALL
forward the SIP UPDATE to the OITF in an HTTP 20K @sponse. The IG SHALL wait for the response fitten
OITF to forward it to the IPTV Control FE.

Upon receipt of a SIP UPDATE, including the Recfoelheader set to support the Digital-Purchase Rdokage, by
the 1G from the IPTV Control FE, to start sendingitl media purchase request, the IG SHALL forwdrel SIP
UPDATE to the OITF in an HTTP 200 OK response. TB&SHALL wait for the response from the OITF toviard it
to the IPTV Control FE.

Note that the IG SHALL be stateful to the SIP UPEAMessages so that it does comply to IPTV ConteoinFcase an
OITF makes an illegal request.

6.1.2.5.1.2 Protocol over NPI-4

Upon receipt of SIP INFO request from the IG inghgdthe Digital-Purchase info package, the IPTV CarFE
SHALL examine the body. If the body is not succelgivalidated as compliant to Section 5.3.5.8, “Ki8chema for
Purchase Request of Digital Media”, the IPTV CohE& SHALL issue an appropriate error message. @ikse, the
IPTV Control FE SHALL initiate a purchase requegiwthe Charging FE.
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Following the successful completion of the purchaaesaction, the IPTV Control FE SHALL inform thHeTV
Applications FE so it can update the user profited SHALL wait for a response from the IPTV Applions FE
before returning a response to the I1G.

If the IPTV Control FE desires to instruct the ®1# start sending digital media purchase reqiteSHALL send a
SIP UPDATE to the IG and where the Recv-Info isteghdicate support for the reception of DigitalrPhase Info
Package and SHALL wait for the response.

If the IPTV Control FE desires to instruct the OlftFstop sending digital media purchase requeSHALL send a
SIP UPDATE to the IG and where the Recv-Info is gngw removes support for the reception of the faigPurchase
Info Package and SHALL wait for the response.

6.1.2.6 Pay Per View Scheduled Content Service
6.1.2.6.1 Protocol over UNIS-8

6.1.2.6.1.1 PPV service initiation without existing Scheduled Content session

PPV service initiation without an existing Schedlu@ontent session over UNIS-8 SHALL be the sanmscheduled
Content session initiation and modification as dbscl in Section 6.1.2.1.1.2, “Session Initiatiow aodification.”

6.1.2.6.1.2 Switching from a PPV service to a Scheduled Content service

Switching from a PPV service to a Scheduled Corgentice over UNIS-8 SHALL be the same as schedOmutent
session initiation and modification as describe8dation 6.1.2.1.1.2, “Session Initiation and Mmdifion.”

6.1.2.6.1.3 Switching to a PPV service from a Scheduled Content service or another PPV

Switching to a PPV service from a Scheduled Corgentices or another PPV service over UNIS-8 SHAELthe
same as scheduled Content session initiation amtification as described in Section 6.1.2.1.1.2 s&@n Initiation
and Modification.”

6.1.2.6.1.4 Session Termination

PPV Scheduled Content session termination over ENSHALL be the same as Scheduled Content session
termination as described in Section 6.1.2.1.1.8s%®n Termination.”

6.1.2.6.2 Protocol over NPI-4

6.1.2.6.2.1 PPV service initiation without existing Scheduled Content session
The IPTV Control FE SHALL support the proceduresafied in [TS183063], Section 5.3.1.5.1.

The IPTV Control FE SHALL support the proceduresdfied in [TS124503] that are applicable to anak®ing as a
terminating SIP UA.

Starting watching the PPV service directly SHALleBcheduled Content session initiation as desciib&ection
6.1.2.2.1.1, “Session initiation”, with the follomg differences:

The IPTV Control FE SHALL examine the SDP parantér particular:

It SHALL examine the a=bc_service: parameter. Plaisameter contains the channel the OIPF intenpisrto

If the bc_service parameter points to a channelttieaOITF is allowed to join, the IPTV Control FHALL
perform the steps described in Section 6.1.2.2'$dssion initiation.”

If the bc_service parameter does not point toaanhl that the OITF is allowed to join, the IPTVr@wol FE
SHALL continue with step 2 below.

» If present, it SHALL examine the a=bc_program: paeter. This parameter contains the SC program ¢éDO#T F
intends to view.
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If the OITF isn't allowed to view the program indied according to the user profile, the IPTV Cdrfi® SHALL
NOT accept the offer and SHALL answer with a 40@®ecode.

If the SC program is allowed in the user profilat bas not started, i.e., the current time is eattian the program
start time, the IPTV Control FE SHALL NOT accepe thffer and SHALL answer with a 403 error code.

If the SC program is allowed in the user profileg das started, i.e., the current time is laten the program start
time, the IPTV Control FE SHALL continue with st8below.

» If no a=bc_program parameter is carried, the IRowtrol FE SHALL NOT accept the offer and SHALL ars
with a 403 error code.

It SHALL process the a=bc_service_package attrbatedefined in Section 6.1.2.2.1.1, “Sessionaitidh.”

6.1.2.6.2.2 Switching from a PPV service to a Scheduled Content service

Switching from a PPV service to a Scheduled Cordentices over NPI-4 SHALL be the same as schedbéedent
session modification as described in Section 112, “Session modification.”

6.1.2.6.2.3 Switching to a PPV service from a Scheduled Content service or another PPV

Upon receipt of a PPV session modification request]PTV Control FE SHALL follow the proceduresfided in ES
283 003 [20] concerning the AS acting as a ternmgat/A or a B2BUA.

When receiving an SDP offer, the IPTV Control FE ¥fodify the SDP answer in accordance with the user
subscription as defined in Section 6.1.2.6.2.1,VVRErvice initiation without existing Scheduled @amt session.” If
the IPTV Control FE finds a media line not complatiwith the user's subscription, it SHALL set thatof this media
line to 0. If none of the media lines are accemaiISHALL reply with a 403 error response.

6.1.2.6.2.4 Session Termination

Upon receipt of a PPV session termination requlest|PTV Control FE SHALL follow the procedures ithefd in
[TS124503] concerning the AS acting as a termimgaltid\, which is the same as Scheduled Content segsimination
as described in Section 6.1.2.2.1.3, “Session teatioin.”

Upon receipt of an internal indication that a PRRgsson SHALL be terminated, the IPTV Control FE SH/Agenerate
a BYE request and follow the procedures defingd 81124503] for an originating OIPF, which is thereaas
Scheduled Content session termination as desciib®dction 6.1.2.2.1.3, “Session termination.”

6.1.2.7 Parental Control for Scheduled Content
6.1.2.7.1 Whatis on TV — OITF initiated

6.1.2.7.1.1 Protocol over UNIS-8

The following SHALL be supported by the IG for sabiption to acquire information related to contetteamed at an
OITF:

» An outgoing SUBSCRIBE message for subscriptiomneoRarental Control Watched Content event. Notethiga
IPTV control FE SHALL reject a SUBSCRIBE messag®fra non-authorized user.

* Anincoming NOTIFY message that complies with Sat$.3.7.1.4, “XML Schema for Parental Control Wietd
Content” SHALL be proxied to the OITF, otherwis&SHALL be rejected and no further processing SHAle
performed.

» The element Programmeld (in Section 5.3.7.1.4, “X&tthema for Parental Control Watched Content”) M#eY
used.

e The OITF contact information SHALL be mapped to 2eld.

* The OITF Call-ID SHALL be mapped to Sessionid.
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6.1.2.7.1.2 Protocol over NPI-4

The IPTV control FE can OPTIONALIy use the preseseeser to support the “What is on TV” featurethat respect,
the IPTV control FE acts as a publisher for thetennbeing watched on the OITF. The usage of presserver for
parental control purposes is distinguished fromubege of presence server for sharing informateiwéen users for
presence purposes. The later depends on informatiblished directly by presence agents on behaltefs and is
under user control, and reflects what the user sventleclare as far as presence information, imofuerhat he is
currently watching. Information published by th&@WPcontrol FE is information derived during the sies
establishment procedures, and is considered a&sisfatmation.

If the IPTV control FE uses the presence serv@réoide parental control service, it SHALL supptbre SIP
PUBLISH request for publishing watched content. €aent in this case SHALL be Parental Control WatcGontent
event as per Section 5.3.7.1.4, “XML Schema foeRtal Control Watched Content”.

6.1.2.7.2 Parental Control

6.1.2.7.2.1 Protocol over UNIS-8

When receiving a request for Parental Control ftbexOITF as described in Section 5.3.7.2.1, “Praitéar OITF
Originating a Request for Parental Control,” theSBALL generate an initial MESSAGE request as djmtin RFC
3428.

When receiving a request for Parental Control ftbexnnetwork as a SIP MESSAGE as described in Sebti&7.2.2,
“Protocol for OITF Receiving a Request for Pare@ahtrol,” the IG SHALL forward this information tine OITF
including the information in the body.

When the final response to the SIP MESSAGE for itat€Control is received from the network as a 3P OK, the
IG SHALL forward this information to the OITF. TH& SHALL forward the final received response frame OITF to
the network.

6.1.2.7.2.2 Protocol over NPI-4

The IPTV Control Function SHALL support the proceshispecified in [TS124503] as applicable to amaéting as a
SIP proxy or B2B UA.

Upon receipt of a SIP MESSAGE request for Pareébtaitrol from the 1G via the Authorization and Sessi
Management FE, the IPTV Control FE SHALL identifietContent-Type associated with the MESSAGE redoest
determine that it is a Parental Control requesé IRTV Control FE SHALL check the controlled usethe “To:”
header as well as the controller in the “From:idgeto determine whether the controller has thetsigo perform
Parental Control on the controlled user.

If the controller has the rights to perform Paré@@ntrol on the controlled user, the IPTV Contféd SHALL forward
the SIP MESSAGE to the controlled user.

Upon receipt of a SIP 200 OK response to the SIBSSWGE for Parental Control from the OITF via thetiarization
and Session Management FE, the IPTV Control FE SHikward the SIP 200 OK to the controller.
6.1.2.8 Network-based User Notification Services

6.1.2.8.1 Protocol over UNIS-8 for Native HNI-IGI (IMS-based) Notification Request
Setup

Upon receipt by the IG for an HTTP POST to sendRPAMESSAGE, as described in Section 5.3.8.1.1, itdatiNI-
IGI (IMS-based) Notification Request Setup Procetuthe IG SHALL initiate a SIP MESSAGE which SHALL
conform to [SMPL-IM]. The response to the SIP MB&E SHALL comply with [SMPL-IM]. The IG SHALL NOT
retain any state information once the transactaroimpleted.
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6.1.2.8.2 Protocol over NPI-4 for IMS-based Notification Request Setup

Upon receipt by the IPTV Control Server FE of a SIBSSAGE, the IPTV control FE SHALL first validatieat the
user is authorized to initiate the request. Follgnsuccessful validation, the IPTV control FE SHASEue a store
request to the appropriate IPTV application and SHavait for the response.

Upon receipt of a response from the IPTV applicgttbe IPTV Control FE SHALL return a SIP 200 Okspense to
the I1G, or an appropriate error response.

6.1.2.9 Content Bookmarking

6.1.2.9.1 Protocol for Storing Content Bookmarks over UNIS-8

Upon receiving a request from the OITF for stordngcheduled content bookmark or a CoD bookmark, $&etion
5.3.9.1.1, “IMS-based Content Bookmark Creationuast]’), the IG SHALL generate a SIP INFO includthg
Content Bookmark Info Package.

The IG SHALL forward any received SIP responsehto®@ITF.

Upon receipt of a SIP UPDATE by the IG with an eynRecv-Info header or unwillingness to receive Gmatent
Bookmark Info Package from the IPTV Control FEstop sending content bookmarks for storage, thBHALL
forward the SIP UPDATE to the OITF in an HTTP 20K f@sponse. The IG SHALL wait for the response fithim
OITF to forward it to the IPTV Control FE

Upon receipt of a SIP UPDATE, including the Recfelheader set to support the Content Bookmark R#okage, by
the IG from the IPTV Control FE, to start storingnéent bookmarks, the IG SHALL forward the SIP UPLEAto the
OITF in an HTTP 200 OK response. The IG SHALL waitthe response from the OITF to forward it to tR&V
Control FE

6.1.2.9.2 Protocol for Storing Content Bookmarks over NPI-4

Upon receipt of SIP INFO from the IG including t@entent Bookmark Info Package [Info-packages] forisg a
content bookmark, the IPTV Control FE SHALL examihe body.

If the body is not successfully validated as coamlito Section 5.3.9.5, “XML Schema for Content Bmarking”, the
IPTV Control FE SHALL issue an appropriate errorssege. Otherwise, the IPTV control FE SHALL issue a
bookmark store request to the IPTV application oesjble for handling bookmarks and SHALL wait foetresponse
before returning a response to the IG. The treatwicthe different elements in the body is spedifie Section 5.3.9.5,
“XML Schema for Content Bookmarking”.

If the IPTV Control FE desires to instruct the OlftFstop sending content bookmarks for storagelHiALL send a
SIP UPDATE to the IG where the Recv-Info is emptyemoves support for the reception of the ConBadkmark
Info Package and SHALL wait for the response.

If the IPTV Control FE desires to instruct the Olfdstart sending content bookmark for storageHALL send a SIP
UPDATE to the IG and where the Recv-Info is sahtlicate support for the reception of Content Boakkrinfo
Package and SHALL wait for the response.

6.1.2.9.3 Content-related bookmark retrieval

6.1.2.9.3.1 Session Initiation over UNIS-8
The IG SHALL support the procedures specified i8T24503] for initiating unicast sessions.

On receiving a request for a unicast session fititidfrom the OITF, the IG SHALL generate an ifitidVITE request
as specified in [TS124503] (for an originating USge Section 5.3.2.1.2, “Session Initiation”.

When the final response to the SIP INVITE requeséceived from the network as a SIP 200 OK inclgdhe SDP
(for content delivery and content control channdéije IG SHALL forward this information to the OITF
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When the SIP INFO request with the XML body (fontent-related bookmark list) is received from tle¢work, the
IG SHALL forward this information to the OITF. TH& SHALL forward the received response from the PI® the
network.

6.1.2.9.3.2 Session Initiation over NPI-4

The IPTV Control Function SHALL support the proceskispecified in [TS124503] as applicable to anaéting as a
SIP proxy or B2B UA.

When receiving the SIP INVITE request, the IPTV @€ohFE SHALL send an XCAP GET request to the IPTV
Service Profile to get the user’s profile and catielated bookmark list with the user ID and coni® which are
retrieved from the INVITE request. and then examimether the user has the right to initiate a C@8s®n for the
content. If the user is not allowed to initiateegsion for the requested content, the IPTV CofEoEHALL replies
with an appropriate SIP error response. If the issalowed to initiate the session, the IPTV CohEE SHALL
forward the SIP INVITE to a default CDN Controller.

The IPTV Control Function SHALL NOT change the upart of the To header in order to retain the conig in the
INVITE request and maintains the SDP received fthenlG.

When receiving the SIP 200 OK response for the IN&/tequest, the IPTV Control forwards the SIP 200r@sponse
to the OITF, and then sends the SIP INFO to theFQtith the XML body for the content-related bookinéist (see
Section 5.3.9.5, “XML Schema for Content BookmagKkin

Note: this applies only to CoD sessions and nottfercase when the session is related to a usesdsct time shift. In
case of user-activated time shift, the IPTV ConBISHALL change the To field to include the reqadsontent ID
that corresponds to the shifted scheduled coritéhéen the final response is received, the IPTV ayffE SHALL

restore the TO field to its original value. In thaspect, the IPTV Control FE maintains this infation in the session
state as long as the session is alive.

6.1.2.9.3.3 Session Initiation over NPI-19

The procedure is the same as that defined in 8.2.3, “Protocol over NPI-19".

6.1.2.9.3.4 Session Initiation over NPI-25

The procedure is the same as that defined in 8.2.2, “Protocol over NPI-25".

6.1.2.9.3.5 Session Initiation over NPI-26

The procedure is the same as that defined in 8.2.8, “Protocol over NPI-26".

6.1.2.10 Local PVR Service
6.1.2.10.1 Protocol over UNIS-8

6.1.2.10.1.1 PVR Service Capture Request/Response

Upon receiving a request from the OITF for the PS#tvice Capture Request (see Section 5.3.10, “L¥¢&"), the
IG SHALL generate a SIP MESSAGE as specified in]24503].

6.1.2.10.1.2 PVR Record Request/Response

Upon receiving a request from the OITF for the PS##Rvice Capture Request (see Section 5.3.10, “L¢&"), the
IG SHALL generate a SIP MESSAGE as specified in][24503].

The IG SHALL forward any received SIP responsen®®ITF including the information

If the 1G receives PVR Record Request initiatedrfian OITF different than the one used for recordihg IG SHALL
forward PVR Record Request to relevant OITF.
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6.1.2.10.2 Protocol over NPI-4

6.1.2.10.2.1 PVR Service Capture Request/Response

The IPTV control Function SHALL support the proceskispecified in [TS124503] as applicable to anaating as a
SIP proxy or B2B UA.

When receiving SIP MESSAGE for PVR Service Capftoe the IG, the IPTV Control SHALL perform followgs
» Verifies that the user is subscribed to the service
» Verifies that there is no active Capture Ordertlfer same Program.

» Verifies that the user is allowed to set up a SaletiRecording order in the Local PVR mode. Whenltbcal
PVR mode is initiated, the IPTV Control verifiegttecording capabilities of the target local PVR.(storage of
the local PVR).

6.1.2.10.2.2 PVR Record Request/Response

When the IPTV Control initiates a SIP MESSAGE resjder PVR recording, the Request-URI SHALL betsathe
Public Identity of the target user (impu). The IP&dhtrol Function SHALL support the procedures #jegtin
[TS124503] as applicable to an AS acting as a 8Rypor B2B UA.

6.1.2.11 Network PVR (nPVR)
6.1.2.11.1 OITF-initiated nPVR

6.1.2.11.1.1 Protocol over UNIS-8

6.1.2.11.1.1.1 PVR Record Request/Response

Upon receiving a request from the OITF for the PS#Rvice Request (see Section 5.3.11, “Network PVR/R)"),
the IG SHALL generate a SIP MESSAGE message asfiguein [TS124503]. The IG SHALL forward any réced
SIP response to the OITF.

6.1.2.11.1.2 Protocol over NPI-4

The IPTV Control Function SHALL support the proceskispecified in [TS124503] as applicable to anaatihg as a
terminating SIP UA.

When receiving any NPVR request, the IPTV ContBIFHALL examine the request to see:
+ If the user is subscribed to the PVR service.

» If the program is allowed to recorded.

« Ifitis compatible with the user's subscriptiomfile (e.g. parental control level).

» If the new item to be recorded doesn't exceed ske'sistorage quota.

If the record request is successful, the IPTV GariiE SHALL create a context for the order, regisedevant
information and update the user’s profile statud¥dR to “Order Captured”, meaning that a recordinder is pending
execution.

If the record request is not valid, the IPTV Cohf& SHALL respond with a non-2XX SIP response ShtALL
subsequently issue a SIP MESSAGE compliant to €@ report the reason for rejection.

The body of the SIP MESSAGE SHALL include the MINMpe “application/vnd.oipf.pvrresult+xml” based upthe
XML schema defined in Section 5.3.11.2, “XML schefoanPVR recording result”.

At the start of the scheduled program or the sitat of the immediate NPVR request, the IPTV Cdrfat® SHALL
find the appropriate CDNC/CC/CDF to setup the contielivery channel for the content recordingsltdone by
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issuing an SIP INVITE to the selected Content DajwNetwork Control Function, and SHALL wait fod@ OK
response.

Based on the local policy, the following SHOULD &pto avoid duplicated recording:

» Upon receiving a scheduled NPVR record requestRm& Control FE check whether the same program
(identified by BCServicelD and ProgramlID) has besguested to record. If yes, the IPTV Control FEORHL.D
NOT issue another NPVR request for the same cantent

» Upon receiving an immediate NPVR record request|BTV Control FE examines the status of the pnogiathe
same program (identified by BCServicelD and ProdEgns already under recording, the IPTV Control FE
SHOULD NOT issue another NPVR request for the saoment.

* Note: in case of duplicated recording for multipkers, the users will have the same CRID for acugsise
recorded content.

The content of the SIP INVITE message SHALL bediiefs:
The Header: see Table 97.

The Body: the message body SHALL Multipart/Rela#E container [RFC2837], containing a SDP of the
scheduled content to be recorded and a nPVR rejiistdocument, with the “RequestType” set to “Sétuphe
nPVR request XML document SHALL conform to Sect®f.11.2, “XML schema for nPVR recording result”.

Table 97: List of SIP headers for PVR Service Recor ding Status (CC ->IPTV Control)

SIP Header Sour ce of Coding I nfor mation

Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to the SIP URhef | INVITE <Request URI> SIP/2.0
selected CDNC

From RFC 3261 [SIP]

To RFC 3261 [SIP]

The URI part of To SHALL be set to the value of the
Request URI in the “Request-Line”

Call-ID RFC 3261 [SIP]
CSeq RFC 3261 [SIP]
Content-Type RFC 3261 [SIP]

It SHALL be set to “multipart/related”

Content-Length RFC 3261 [SIP]

Upon receiving 200 OK response from the CDNC, €M Control FE SHALL update status of the NPVR resfun
the users’ profile with “Recording”.

Upon receiving a SIP UPDATE message from the CDIREJPTV Control FE SHALL extract the program idéat
and the status information, then update the usdilgs of all the users whom requested to recoedpttogram in the
network. Then the IPTV Control FE SHALL generatB¥E request as specified in [TS124503] for origingt
sessions.

6.1.2.11.1.3 Protocol over NPI-19

The CDN Controller FE SHALL support the procedwspscified in [TS124503] as applicable to an ASragts a SIP
proxy or B2B UA.
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When receiving the SIP INVITE from the IPTV Contfet via the Authentication and Session ManagemEgnt F
through the NPI-19 reference point, the CDN CoterdBHALL check the request type and the prograwfithe
NPVR request, and determine the most appropriatst€i Controller FE to serve the NPVR request.

Once the appropriate Cluster Controller FE is settdhe Content Delivery Network Controller FE SHAforward
the SIP INVITE to it by changing the “Request-UREcordingly.

The CDN Controller SHALL NOT forward 301 or 302 pemises from the Cluster Controller to the IPTV Coint
Function. The CDN Controller SHALL take one of fislowing actions on receiving a 301 or 302 resmofiem the
Cluster Controller:

+ Cancel the transaction

» Forward to another Cluster Controller

» Forward to the suggested CC as indicated in thé3BQlresponse

» Forward to another CDN Controller

Upon receiving a SIP UPDATE message from the Chu@tmtroller, the CDNC SHALL forward the messagéhe

IPTV Control FE.

6.1.2.11.1.4 Protocol over NPI-25

On receiving the request from the IPTV Control Rigrg the CDN Controller MAY decide to forward thequest to
another CDN Controller. In this case it changes'Bequest-URI” accordingly.

6.1.2.11.1.5 Protocol over NPI-26

The Cluster Controller FE SHALL support the proaeduspecified in [TS124503] as applicable to a iieatmg UA.

Upon receiving a NPVR Request from the CDN Corgolihe Cluster Controller SHALL examine the progra
identifier present in NPVR request XML document; dne media parameters in the received SDP offéitizn
choose a CDF.

If all the CDFs lack of storage, the Cluster Col#roSHALL return a 301 response, or a 302 respdoisany other
reasons (e.g. load-balancing) The Cluster CoetrdllAY indicate one or more Cluster Controller agkires in the
contact header as indicated in RFC 3261 [SIP].

If the request is not acceptable to the Clustert@dar, it SHALL reply with an appropriate SIP ermesponse.

The Cluster Controller SHALL reply with an appragig SIP error response if the request is acceptaltes Cluster
Controller but none of the Content Delivery Funetican handle the offer.

If the request is acceptable to the Cluster Coletraind a CDF can handle the request, the Clugintr@ller SHALL
initiate an RTSP session using the RTSP SETUP megsahe chosen CDF. the CDF then SHALL join thétizast
group, and return 2000K with the server port andbRTSession ID to setup the content delivery chameigieen the
CDF and the content source. Then CC sends a RT&6érdieg to the CDF to record the content as defineSlection
7.1.3.1, “RTSP Session Setup”.

Following the successful conclusion of the RTSRisessetup, the Cluster Controller allocates anRE&rver port,
binds it to the CDF RTSP server port and answetis aviSIP 200 OK, including the SDP answer and ¢icend status
report conforming to Section 5.3.11.2, “XML schefoanPVR recording result”.

When completing the record of the requested progtiaenCluster Controller SHALL issue a SIP UPDATESssage to
the IPTV Control FE with appropriate record stdius “Recording Completed”).

The content of the above two messages SHALL belbsfs:
» The SIP UPDATE message Header: see Table 98.

e The SIP UPDATE message Body: The Cluster Contr@i¢ALL include a body associated with the appid
“urn:oipf:PVR:2009” as defined in Section 5.3.1122ML schema for nPVR recording result”.
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Table 98: List of SIP headers for PVR Service Recor ding Status (CC ->IPTV Control)

SIP Header Sour ce of Coding I nfor mation

Request-Line RFC 3261 [SIP]

Note: The request URI MUST be set to well-known R8I | MESSAGE <Request URI> SIP/2.0
NPVR

From RFC 3261 [SIP]

To RFC 3261 [SIP]

The URI part of To SHALL be set to the value of the
Request URI in the “Request-Line”

Call-ID RFC 3261 [SIP]
CSeq RFC 3261 [SIP]
Content-Type RFC 3261 [SIP]

It SHALL be set to “application/vnd.oipf.pvr+xml”

Content-Length RFC 3261 [SIP]

6.1.2.11.2 Non-OITF-initiated nPVR

NPVR service can also be initiated by non-OITF dasser equipments so that the IPTV user can congoene
scheduled content later with an OITF. In this céise,user will send nPVR request to the IPTV Apgdiien (or other
specific FE in the service provider domain) by nteklike web browser through internet /SMS througtbileonetwork
etc.

Upon receiving such nPVR request, the IPTV appbceSHALL validate the user and then, on behalhef user, send
the nPVR request to the IPTV Control FE. The IPTahol FE SHALL validate the request, do recordamgl update
the user profile as defined in Section 6.1.2.1101T F-initiated nPVR”.

6.1.2.11.2.1 Protocol over NPI-19

The protocol used in NPI-19 for Non-OITF initiat€®MR service SHALL be the same as for OITF Initiakeztwork
PVR service, as defined in Section 6.1.2.11.1.8tttol over NPI-19".

6.1.2.11.2.2 Protocol over NPI-25

The protocol used in NPI-25 for Non-OITF initiat€®MR service SHALL be the same as for OITF Initiak&ztwork
PVR service, as defined in Section 6.1.2.11.1.4ottol over NPI-25",

6.1.2.11.2.3 Protocol over NPI-26

The protocol used in NPI-26 for Non-OITF initiat€®MR service SHALL be the same as for OITF Initiastwork
PVR service, as defined in Section 6.1.2.11.1.80tthtol over NPI-26".

6.1.2.12 Personalised Channel

6.1.2.12.1 Procedure for Network-centric Personalised Channel (unicast only)

6.1.2.12.1.1 Protocol over UNIS-8, NPI-19, NPI-25 and NPI-26

The procedures over UNIS-8, NPI-19, NPI-25 and R®Ffor PCh service SHALL follow those describedigction
6.1.2.3, “Content on Demand”, with the differenbattthe request URI and the To header in the INVid@diiest from
the OITF SHALL include the indicated Personaliséthfnel identifier.
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6.1.2.12.1.2 Protocol over NPI-4

6.1.2.12.1.2.1 PCh session initiation

The IPTV Control Function SHALL support the proceskispecified ifiT S124503] as applicable to an AS acting as a
SIP B2B UA.

When receiving any SIP request, the IPTV ControlSJHALL examine the request to see if it is comgatikith the
user's subscription profile (e.g. parental corigeél). If the user is not allowed to initiate essen for the requested
Personalised Channel, the IPTV Control FE SHALLUyepith an appropriate SIP error response.

If the user is allowed to initiate the session, A€V Control FE SHALL first retrieve the detail&Ch information for
the user from the IPTV Application FE via NPI-2eednce point, then it SHALL forward the SIP INVIT&a default
CDN Controller with the following modifications:

e The request URI SHALL be set to the Public Identitghe CDN Controller FE;

e The To header SHALL include the PChid and the aaritem which is to be played, i.e. PChid: BCSegldcor
PChid: COD content Id, which are extracted fromRi@h information.

The request body includes the SDP identical tdrtbeming INVITE request, i.e. it SHALL contain tlwmmicast content
delivery description for the OITF regardless whetie next PCh item is scheduled content or on-eeincantent.

6.1.2.12.1.2.2 PCh content switch

When it is time for the next PCh content to be pthythe IPTV Control FE SHALL initiate SIP INFO lgaisupon the
configuration of the retrieved PCh information. TIREV Control FE SHALL construct the out-going SNWFO
request to the selected CDNC/CC/CDF, as describlhb

* Request URI SHALL include the PChlid and the conitmh which is to be played, i.e. PChld: BCSerwet
PChid: COD content Id, which are extracted fromPi@h information;

The To header SHALL be the same with the Requedt UR

The From header SHALL include the Public Identifyte IPTV Control or the well-known PSI of PCh Gee;

The Content-Type header SHALL be set to applicétioh oiptvf-pchcontentswitch+xml, conforming to RB261
[SIPI;

» The message body SHALL include one or more “PCh&u®witchControl” elements.
Note: The detailed XML schema refers to Section®b1P.1.3, “XML schema for PCh content switch”.

When the CC receives the SIP MESSAGE, it SHALL oggpa SIP 200 OK, and then parse the message body f
content switch, i.e. use the Contentld and Switot€Tio initiate the RTSP PLAY towards the CDF foliv®y of the
next PCh content item as described in Section 21°RTSP PLAY for PCh content switch.”

6.1.2.12.1.2.3 PCh session termination

Session termination for PCh SHALL follow the samE Srocedures as session termination for the COlicse See
Section 6.1.2.3.3, “Session Termination”.

6.1.2.12.1.3 XML schema for PCh content switch

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="org:oipf:iptv:pchconten tswitch"
xmins:tns="org:oipf:itpv:pchcontentswitch"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema" elemen tFormDefault="qualified"

attributeFormDefault="unqualified">

<xs:element name="PChContentSwitchControl">
<xs:complexType>
<xs:attribute name="PChld" type="xs:anyURI" use= "required"/>
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<Xs:.sequence>

<xs:element name="PChContentltem" type="tPChCon

maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>
</xs:element>

<xs:complexType name="tPChContentltem">
<xs:.sequence>
<xs:choice>
<xs:element name="CoDProgramldentifier" type="t
<!--Switch to CoD->
<xs:element name="SCProgramldentifier" type="tv
<l--Switch to scheduled content-->
</xs:choice>

<xs:element name="SwitchTime" type="xs:dateTime"

</xs:sequence>
</xs:complexType>

</xs:schema>

tentltem" minOccurs="1"

va:CRIDType"/>

a:CRIDType"/>

/>

6.1.2.12.2 OITF-Centric Personalised Channel

6.1.2.12.2.1 Protocol over UNIS-8, NPI-4, NPI-19, NPI-25 and NPI-26

When recording overlapped content, the LPVR or npvétedures will be used.

The messaging and procedures for recording thdapmed content on a LPVR SHALL be as specifiedant®n

6.1.2.9.3, “Content-related bookmark retrieval.”

The messaging and procedures for recording thdapprd content on a nPVR SHALL be as specifiedeictiSn

6.1.2.11, “Network PVR (nPVR)".

6.1.2.13 Session Transfer
6.1.2.13.1 Protocol over UNIS-8

6.1.2.13.1.1 Generic Procedures

6.1.2.13.1.1.1 Session Initiation Procedures Related to a Session Transfer

The IG SHALL support the procedures specifielSRV CONT]for initiating unicast sessions associated witlsiees

transfer.

On receiving a request for a unicast session fittidrom the transferee OITF, the IG SHALL generah initial

INVITE request as specified [ISRVCONT].

6.1.2.13.1.1.2 IG initiated Session Modification Procedures

The IG SHALL support the procedures specifieflis124503]for putting media subject to transfer, on holdt{sgt
the port to 0 in the m-line in the SDP) and redgdime QoS resources for the transferor OITF dowreto, when it

detects that the transferor and the transferebeatr|d the same 1G.

6.1.2.13.1.2 Session Transfer Via Push Mode
The following SHALL be supported by the IG:

« An outgoing REFER message associated with trans@ib- SHALL conform tf SRVCONT]

Copyright 2010 © Open IPTV Forum



Page 165 (290)

» The IG SHALL forward any incoming SIP REFER, foethurpose of session transfer, that conforms to the
[TS24237] to the transferee OITF. Non-conformai® BEFER messages SHALL be rejected with the apjatepr
response code.

» An outgoing SIP NOTIFY message associated withrémesferee reporting the outcome of a sessionfeans
associated with a REFER request, SHALL conforfSRV CONT] and[RFC3515].

e The IG SHALL forward any incoming SIP NOTIFY, repiog the outcome of a session transfer associatidav
REFER request, that conforms[8RVCONT] and[RFC3515] to the transferor OITF. Non-conformant SIP
REFER messages SHALL be rejected with the apprisprésponse code.

6.1.2.13.2 Protocol over NPI-4

6.1.2.13.2.1 Generic Procedures

6.1.2.13.2.1.1 Session Initiation Procedures

When receiving a SIP INVITE request associated wiiession transfer, the IPTV Control FE SHAL Ltfaathorize
the request. If the user is not authorized or MMITE is not successfully validated, in accordamgth [SRVCONT)]
the IPTV Control FE SHALL respond with an appropei&IP error message. If the user is authorizedtatNVITE
is successfully validated, then the IPTV Controltsehaviour depends on the SDP in the incoming INK/IT

If the same CDF of the transferred session carsbd,uhen the IPTV Control FE SHALL send a SIP URBAor re-
INVITE) to the selected CNDC to update the SIP iseskeg with the new SDP.

If the same CDF of the transferred session canaaitsked, and a new one is REQUIRED, then the IPTMIGbFE
SHALL terminate the SIP leg towards the old CDNC/CDF to terminate the content flow sent to the $faror
device first. The IPTV Control FE SHALL create ann8IP session leg by forwarding the SIP INVITE tdedault
CDNC as per Section 6.1.2.1.1.2, “Session Initraiod Modification”.

6.1.2.13.2.1.2 IG initiated Session Modification Procedures

When receiving a SIP UPDATE (or re-INVITE) requassociated with a session transfer, and relatad ttngoing
session, the IPTV Control FE SHALL first validatetrequest. If the SIP UPDATE (or re-INVITE) is sassfully
validated, then the IPTV Control FE behaviour SHAlelease the resources based on the incoming SIFAUP (or
re-INVITE), SHALL put the media on hold, and SHAI&turn the received response to the IG.

6.1.2.13.2.2 Session Transfer Via Push Model

When receiving a SIP REFER request, the IPTV CoREOSHALL authorize the request. If the user i$ aathorized
to perform session transfer, an appropriate SIér eesponse is returned. If the user is authorittedl|PTV Control FE
SHALL forward the SIP REFER to the ASM for delivenyits destination (transferee OITF). The IPTV @€ohFE
SHALL be stateful to the session transfer procedure

When receiving a SIP NOTIFY associated with a SEFER request, the IPTV Control FE SHALL validate SIP
NOTIFY as pe[SRVCONT]. If not successfully validated, an appropriate 8dsponse SHALL be returned. If
successfully validated, the IPTV Control FE SHALdrward the SIP NOTIFY to the ASM for delivery teeth
destination (transferor OITF).

6.1.3 Protocols for Service Access and Control Functions

6.1.3.1 Service Provider Discovery

6.1.3.1.1 Protocol for UNIS-8 and NPI-30
The IPTV Service Provider Discovery FE SHALL gerierand/or provide the Service Provider Discovefgrimation.

The IG SHALL follow the following procedure to rawe Service Provider Discovery information:
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Step 1:  The IG SHALL send a SIP SUBSCRIBE to the netwooksubscribe to the “ua-profile” event, and SHALL
wait for the response to the subscription request.

Step 2: When a SIP NOTIFY is received by the IG for a-fuafile” event, the IG SHALL store the body of tB&
NOTIFY.

Step3a:  If the IG receives a HTTP GET for the Servicewider information, it SHALL return the body of ti&P
NOTIFY (from step 2) in the HTTP response body.

Step 3b: If the IG receives a HTTP POST on the HNI-IGleiriace from the OITF which includes a SIP SUBSCRIBE
with a message body associated with the appid diphapplication:iptv-SP-discovery”, the IG SHALlesd a
SUBSCRIBE to the network with the following capéisks:

The message body SHALL include what was receivexh fihe OITF, which are the capabilities of the Oltiich are
sent to the Service Provider Discovery FE. Thaitkebf the SIP SUBSCRIBE are as specified in [T3I63], Section
5.1.2.2.1. To wit:

The Content Type header SHALL be set to “applicdtiod.oipf.ueprofile+xml”
The UserEquipmentID is a unique global identifiéttee device.

The User Equipment Class SHALL take values “TV-OITISTB-OITF”, according to the implementation optis in
Release 1 Architecture specificatiphRCH] Annex D.

When the Service Provider Discovery FE receivefl BSCRIBE request, it MAY check the user’s IPTV suiifgtion
profile and provide a personalized Service Providiscovery information to the OITF. Filtering MAYso be
performed if device capabilities are availablehte SDF.

If the Service Provider Discovery FE receives a SUBSCRIBE message body from the IG carrying OIPF
capabilities, the Service Provider Discovery FE S Arocess the SIP request as specified below.

On successful subscription, the Service Providsc®iery FE SHALL generate a 200 OK response. Thec®e
Provider Discovery FE SHALL then send a NOTIFY resiuito the OITF in accordance with RFC 3265 [SIRNEY

The contents of the SIP NOTIFY request SHALL béadlsws:

Extend the existing “ua-profile” event package $P NOTIFY as follows:
* The Event header SHALL be set to the “ua-profileémt package.

» The “effective-by” parameter for the event headdASEL be set to 0.

» The content type SHALL be set to “application/vripfspdiscovery+xml”.

The Service Provider Discovery Information SHALL d&livered in the message body and SHALL conforitinéo
schema defined in [META].

Note: If the above extension is not accepted byEid-, then the use of a new method (New Event agekSHOULD
be re-examined. (See Annex K, “New Event packag&B SUBSCRIBE /NOTIFY (Informative).”)

When the IPTV Service Provider Discovery FE knoda change to the Service Discovery, Service Peyvid
Selection Information, the IPTV Service Provides&ivery FE SHALL inform the OITF of this changed®nding a
SIP NOTIFY message.

6.1.3.2 User Registration and Network Authentication

6.1.3.2.1 User Identity Modelling

Every IMS Subscription SHALL be allocated a singtéque default IMS Pubic Identity by the ServicatRirm
Provider. This SHALL be the identity that is regi®d in the IMS domain when an OITF is turned on.

Every IPTV end-user in an IMS Subscription MAY Iesaciated with an IMS Public User Identity by thengce
Platform Provider.

This release complies with option 1 in Annex D.4ARCH].
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6.1.3.2.2 Procedure for User Registration and Authentication in a Managed Model on
UNIS-8

The following SHALL be supported by the IG on thBll3-8 interface for user registration:

» Upon receipt of a registration request from the Blthe IG SHALL maintain a binding between theisigtance
feature tags and other feature tags declared iretfistration request against the registered aserthe OITF
device.

Furthermore if the incoming registration requestrirthe OITF includes a request for a GRUU, the HABL
allocate a new user name to the username (IMPUippasf the URI (username@host) in the contact bead
information (see Annex N why the IG needs to dad)thEhe new username will replace the existing naere
(IMPU) in the URI contact header information beftine |G registers the user with the network.

The IG SHALL maintain a binding between the IMPW@lirded by the OITF in the incoming HNI-IGI requetig
new username created by the |G, and the actual @¢Vfee (extracted from the sip instance featugg fram
which the request came.

e The IG SHALL support the 3GPP IMS registration mdare as per ETSI TS 124 50i35124503]. This includes
handling of user authentication and authorizatidris procedure SHALL be invoked when the IG powgrgin
this case the default identity SHALL be registeredupon receipt of an HTTP POST from the OITF with
REGISTER method.

e The IG SHALL report to the OITF the final outcomieamy OITF-initiated registration or de-registratio
» The IG SHALL be stateful for all successful regasions until de-registration occurs.

» For IG-initiated registration procedures, the I@dsponsible for refreshing the registration befbeeregistration
expiry time.

The following SHALL be supported by the IG on thBll3-8 interface for user de-registration:

* The IG SHALL support the 3GPP IMS de-registratisagedure as per ETSI TS 124 §03124503]. This
procedure SHALL be invoked upon receipt of an HIPF®ST from the OITF with the REGISTER method and
when the IG shuts down. Following the successfuledgstration process, the IG SHALL remove all bings
related to the de-registered IMPU.

The following SHALL be supported in the IG on UN8Sor subscription to the Registration event:

For OITF-initiated registrations, the IG SHALL sagt subscription to the registration-state evextkage as per
ETSI TS 124 503T S124503].

» For IG-initiated registrations, and following a sassful registration process, the IG SHALL SUBSCRIB the
registration event package in accordance with EITS124 503 T S124503].

e The IG SHALL always validate the XML schema asstexawith the registration event package for botand
IG initiated registrations.

* Onrequest from the OITF, as well as for IG-ingitegistrations, the IG SHALL refresh the regisrastate
event package subscription in accordance with HES124 503 TS124503].

» For OITF-initiated registrations, the IG SHALL NGstore any registration event related data, but SHB&
stateful of the subscription. For IG-initiated r&gations, the IG SHALL store registration evernated data.

» For OITF-initiated registrations, the IG SHALL sugpterminating a subscription to the registratgiate event
package as per ETSI TS 124 §0%124503].

» For IG-initiated deregistration, and following theccessful deregistration process, the IG SHALmieate the
subscription to the registration event packag@eaETSI TS 124 50BT S124503].

The appropriate procedure (SIP Digest or IMS AKA)S L be followed by the IG for user registrationdan
authentication.
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6.1.3.3 Notification of Service Profile changes

6.1.3.3.1 Notification of Service Profile changes Protocol on UNIS-8

6.1.3.3.1.1 Subscription to Notifications of Service Profile changes

If subscription to notification of changes is regigsl by the OITF, the IG SHALL send a SUBSCRIBEIes] to the
IPTV Service Profile FE in accordance with IETFfthatf-sip-xcapevent-03 [XCAP-EVT] and draft-iesfmple-
xcap-diff-09.txt [XCAP-DFF].

The I1G will process the request from the OITF aiiil generate a SUBSCRIBE request, that SHALL bspecified in
[TS183063] Section 5.1.5.1.

A well known PSI mechanism SHALL be used in theuesi URI of the SUBSCRIBE request.

Note: For changes that apply to a very large nurobsubscribers, it is up to Service Provider tougeproper rules in
the ‘notifier function’ to make the notification@redure scalable.

6.1.3.3.1.2 Processing of notifications

Refer to [TS183063] Section 5.1.5.2

6.1.4 Protocols for Communication Services

6.1.4.1 CallerIlD
6.1.4.1.1 Procedures for Caller ID on UNIS-8

6.1.4.1.1.1 Instant Message based Caller ID

Instant Message based Caller ID is identical teaimsMessaging where the incoming message inclidesaller id.
For further details reference SHOULD be made tdiGe®.1.4.2.1, “Procedure for Instant MessagindJdiS-8.”

6.1.4.1.1.2 IMS telephony service based caller identification [OPTIONAL]

IMS telephony service based caller identificatistased on the reception of the regular SIP sefSMITE request.
The incoming session request message includesliee iclentification.

Support of this feature by the IG is OPTIONAL.

6.1.4.2 Instant Messaging

6.1.4.2.1 Procedure for Instant Messaging on UNIS-8
Instant Messaging complies with the page mode efatpn. The following SHALL be supported by the IG

* Incoming SIP MESSAGE messages to the IG MUST confior OMA Instant Messaging using SIMPLE Draft
OMA-TS-SIMPLE_IM-V1_0-20080820-PSMPL-IM] to be acceptable for processing by the IG. Non-
conformant SIP MESSAGE messages SHALL be rejectedt¢éordance witfSM PL-IM] with the appropriate
response code.

e For an incoming SIP MESSAGE to the IG that is comfant to] SM PL-IM], the IG SHALL forward the message
to the OITF using HNI-IGI Notification procedurecaBHALL send a 202 Accepted to the originating end.

* An outgoing SIP MESSAGE SHALL conform [SMPL-IM]. The response to the SIP MESSAGE SHALL
comply with[SMPL-IM].

* The IG SHALL NOT retain any state information oribe transaction is completed.
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6.1.4.3 Presence

6.1.4.3.1 Procedure for Presence on UNIS-8
The following SHALL be supported by the IG for sakiption to Presence:

* An outgoing SUBSCRIBE message for a subscriptiothéoPresence event, or cancellation of an existing
subscription SHALL comply witfiSM PL-PRES].

* Anincoming NOTIFY messages that does not compth {#8M PL-PRES] SHALL be rejected with the
appropriate error code in accordance W&k PL-PRES], and no further processing SHALL be performed.

e Onrequest from the OITF, the IG SHALL refresh Bresence subscription in accordance &t PL-PRES].
* The IG SHALL NOT store any presence related data #HALL be stateful to the subscription.

e The IG SHALL consider a subscription terminated i not renewed by the OITF.

6.1.4.3.2 Procedure for Publishing Presence Information on UNIS-8

When requested by the OITF, the IG SHALL suppoet®P PUBLISH request and response in accordartbe wi
[SMPL-PRES] for publishing presence information.

6.1.4.4 Chatting

6.1.4.4.1 IM Session using MSRP over UNIS-8

The IG SHALL conform to the Client Procedure asadiged in OMA-TS-SIMPLE_IM-V1_0-20080820-D
[SMPL-IM].

The IG SHALL perform path mapping between Chatpiegrs as indicated in Section 5.5.3, “IM Sessidmf@ising
MSRP).”

The IG SHALL handle translation of Chat sessiotiation and teardown procedures when requestetid®iTF as
per Section 5.4.5, “Remote Management.”

The IG SHALL handle translation of outgoing andaming MSRP chat message as per Section 5.5.3, d84i8n
(Chat using MSRP).”
6.1.4.4.2 IM Session using MSRP over NPI-3

The P2P Chatting communication enablers FE SHAL®ficm to the IM Server procedures described in
OMA-TS-SIMPLE_IM-V1_0-20080820-D [SMPL-IM].

6.2 SIP/SDP Reference Points within the residential LAN

This Section defines the protocol for the use & &hd SIP/SDP within the residential LAN over thHelHGI
interface.

This is an alternative option to the HTTP-based #Bll option specified in section 5. As such, thadtionality is
equivalent. Hence the SIP headers used in thé&tEd HNI-IGI option are identical to the ones usethe HTTP-
based option (prefixed with X-OITF) in additionttee headers needed for the SIP state machine aict wiwviously
were not needed in the HTTP-based HNI-IGI option.

The description of this option SHALL always refecerthe various tables in section 5 when referenSiRgheaders.
The referenced SIP headers in all these casebha&P headers encoded as HTTP headers and whegresftx “X-
OITF” is included the SIP header name.
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6.2.1 IG as a B2B UA

The IG acts as a transparent B2BUA. The followiefjries the behaviour of the B2BUA of the IG:

The IG SHALL handle all IMS specific SIP headetsrig what is received from the network for redrson
during outgoing requests (e.g. P-Preferred-ldensitgording td TS124503], and stripping those headers, before a
request/response is sent to the OITF.

* The IG SHALL behave transparently to all SIP headsfined irfSI P], that are received from the network, and
SHALL NOT alter them before being sent to the OITRe same applies to SIP headers sent from thediie
network. The only exception being Call-ID, and whi#re IG SHALL insert its own, and SHALL bind it tioe
Call-ID of the OITF for the duration of the session

e The IG SHALL validate SIP requests/responses befocepting them. The various services specify tielation
to performed by the IG.

e The IG SHALL only validate compliance to XML schesmassociated with event packages.
* The IG SHALL validate SDP syntax for correctness.

* Inregard IMS registration, the IG SHALL perfornetiMS registration when requested by the OITF. hés
therefore stateful to IMS registration. Howeveragful de-registration and re-registration SHALLtlggered by
the OITF. The IG SHALL deal with all non-graceftitcumstances

» The specific sections on IMS registration spec#yailed behaviour for the OITF and IG.

* The IG SHALL be stateful, to all IMS sessions. $es initiation, termination, and session refreah be triggered
by the OITF or the network, depending on the spes#rvice. The IG SHALL deal with non-graceful
circumstances.

6.2.2 IPTV Services

6.2.2.1 Scheduled Content Service

The IG SHALL support the procedures specified iB8124503] for originating sessions.

6.2.2.1.1 Session Initiation

To initiate a scheduled content session, the OIFRIX initiate a SIP INVITE to the IG that includesd! the SIP
headers in Table 5 and any other mandatory headeguelSIP] (e.g. Via, Max-Forwards). The OITF SHALL also
include an SDP offer conformant to step 1 in Sexch@.1.1.1, “Session Initiation”.

The IG, acting as a B2B UA SHALL validate that Bk INVITE includes all the mandatory headers ad $&P] and
the headers listed in Table 5. Following a sucegssflidation, the IG SHALL generate an initial IIRVITE request
as specified in [TS124503] for originating sessions

The IG SHALL forward any received SIP responsehtd®ITF including the information in the SDP. A 460 OK
response SHALL include the SIP headers definecainld 6 and all mandatory headers ag S5?].

When the OITF receives the response to the SIP TRYIit SHALL examine the media parameters in theeneed
SDP. The OITF SHALL restrict the Scheduled Congarvices that it joins according to the parameter (
a=bc_service_package attribute). received fromRfA&/ Control FE. However, if the OITF retrieved tH&TV user
profile prior to session initiation, then it MAY ngre the=bc_service_package attribute.

If the OITF receives an error code with an Insuéfit Bandwidth indication in the response fromliGethe OITF
MAY perform a new SIP INVITE with a reduced maximumandwidth for the Scheduled Content service. This
procedure MAY be repeated. If no agreement careehed, the OITF MAY display a failure messagééouser.

Finally to complete the SIP INVITE transaction, BETF SHALL send a SIP ACK to the IG. The SIP ACKALL
include the SIP headers defined in Table 7 anchalidatory headers as &tP].
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6.2.2.1.2 Session Modification

To join a service outside the set of channels natgat at session initiation, or to perform a barttlvimodification, the
OITF SHALL generate a SIP re-INVITE request thafudes all the mandatory headers as[fHP] and the headers
listed in Table 5.

The OITF SHALL include an SDP offer in the sessioodification request. The format of this requesA&H be the
same as for a session initiation.

The IG SHALL handle session modification similarsssion initiation.

6.2.2.1.3 Session Termination

To terminate a session, the OITF SHALL send a SYIE Bequest to the IG that includes all headersdish Table 8
and any other mandatory headers aq pi].

The IG, acting as a B2B UA SHALL validate that 8> BYE includes all the mandatory headers ag@i€t] and the
headers listed in Table 8. Following a succesddlitlation, the IG SHALL generate a SIP BYE as sjettiin
[TS124503] for originating sessions. The IG SHAIldrfard the received response to the OITF. A SIPQKO
response SHALL include the SIP headers definecalnll9 and all mandatory headers ag B&?].

Alternatively, on receipt of a SIP BYE request frtime IPTV Control FE, the IG, after validating thegjuest, SHALL
forward the request to the OITF. The OITF SHALLpesd with a SIP 200 OK response, which the IG fodsdo the
IPTV Control FE.

6.2.2.1.4 Session Refresh

It is the responsibility of the OITF to refresh tBeheduled Content session, as[B&8S-TIM R] before the session
expires. The IG SHALL consider a session termin#téds not refreshed.

6.2.2.1.5 Content Reporting by an OIPF

To report watched content, the OITF SHALL sendR BIFO request to the IG based one the SIP INF@digork,
The SIP INFO request SHALL include all headerstisin Table 10 and all mandatory headers a$$é.

The IG, acting as a B2B UA SHALL validate that 8k INFO includes all mandatory headers aq $&?] and the
headers listed in Table 10. Following a successdlitlation, the IG SHALL generate a SIP INFO ascéid in
[TS124503] for originating sessions. The IG SHAIldrfard the received response to the OITF. A SIPQKO
response SHALL include the SIP headers definecainl@ 11 and all mandatory headers aq $&?].

6.2.2.1.6 Management of Content Reporting

At any time, the IG can receive a SIP UPDATE toeorithe OITF to stop or start the reporting of wattischeduled
content

The IG, acting as a B2B UA SHALL validate that B> UPDATE includes all mandatory headers aq pié?]
headers listed in Table 12. Following a successilitiation, the IG SHALL forward the SIP UPDATE tlee OITF.
The IG SHALL forward the received response to thwork. A SIP 200 OK response SHALL include the B#aders
defined in Table 13 and all mandatory headers a3bE].

6.2.2.1.7 User-Initiated Activation of Network-Based Scheduled Content Time Shift

To activate time shift for a watched scheduled enptthe OITF SHALL initiate a SIP re-INVITE to thé that
includes all the SIP headers in Table 5 and angrattandatory headers as p8irP] (e.g. Via, Max-Forwards). The
OITF SHALL also include an SDP offer conformanstep 1 in Section 5.3.1.1.7.1, “User-initiated Aation of
Scheduled Content Time Shift”.

The IG, acting as a B2B UA SHALL validate that B INVITE includes all the mandatory headers ad $&°] and
the headers listed in Table 5. Following a sucegsslidation, the IG SHALL generate an initial SIRVITE request
as specified in [TS124503] for originating sessions

The IG SHALL forward any received SIP responsen®®ITF including the information in the SDP. A 160 OK
response SHALL include the SIP headers definecainll 6 and all mandatory headers ag B&?].
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When the OITF receives the response to the SIRWTIE, it SHALL examine the media parameters in theeived
SDP. The OITF SHALL conform to step 3 in Sectio8.5.1.7.1, “User-initiated Activation of Schedul€dntent Time
Shift.” The OITF SHALL store the parameters a:frippy rtsp h-session, a:fmtp:iptv rtsp h-offset, anfintp:iptv rtsp
h-uri for later usage.

Finally to complete the SIP INVITE transaction, tBETF SHALL send a SIP ACK to the IG. The SIP ACKALL
include the SIP headers defined in Table 7 anchafidatory headers as [j&tP].

6.2.2.1.8 User-Initiated De-activation of Network-Based Scheduled Content Time Shift

To de-activate a time shift for a watched scheduotattent, the OITF SHALL initiate a SIP re-INVITE the |G that
includes all the SIP headers in Table 5 and angrattandatory headers as p8irP] (e.g. Via, Max-Forwards). The
OITF SHALL also include an SDP offer conformanstep 1 in Section 5.3.1.1.7.2, “User Initiated R&vaation of
Scheduled content time shift”.

The IG, acting as a B2B UA SHALL validate that B INVITE includes all the mandatory headers ad $&P] and
the headers listed in Table 5. Following a sucegssilidation, the IG SHALL generate an initial IIRVITE request
as specified in [TS124503] for originating sessions

The IG SHALL forward any received SIP responsehtd®ITF including the information in the SDP. A 460 OK
response SHALL include the SIP headers definecainld 6 and all mandatory headers ag SH?].

Finally to complete the SIP INVITE transaction, BETF SHALL send a SIP ACK to the IG. The SIP ACKALL
include the SIP headers defined in Table 7 anchafidatory headers as [j&tP].

6.2.2.2 Content on Demand

6.2.2.2.1 Retrieving missing parameters in the SDP prior to session setup using SIP OPTIONS

If the OITF does not have all the necessary pararsiehamely the FEC information including bandwitthFEC
streams and the transport protocol, to form the 8PR CoD session, the OITF SHALL retrieve miss8igP
parameters using the following procedure:

The OITF SHALL initiate a SIP OPTIONS request te s that includes all the SIP headers in Tablardd any other
mandatory headers as [j&tP].

The IG, acting as a B2B UA SHALL validate that & OPTIONS includes all the mandatory headereagSphP]
and the headers listed in Table 14. Following &essful validation, the IG SHALL generate an inigéd OPTIONS
request as specified in [TS124503] for originatihg.

The IG SHALL forward any received SIP responsen®®@ITF including the information in the SDP. A 180 OK
response SHALL include the SIP headers definedalnld 15 and all mandatory headers aq §d?]. The SDP
included in the SIP 200 OK response SHALL incluge missing parameters according to Section 6.1.2,3.
“Protocol over NPI-4, NPI-19, NPI-26".

6.2.2.2.2 Session Initiation

To initiate a scheduled content session, the OIFRIS initiate a SIP INVITE to the IG that includesd! the SIP
headers in Table 16 and any other mandatory headqrsSIP] (e.g. Via, Max-Forwards). The OITF SHALL also
include an SDP offer conformant to step 1 in Sectid.2.1.2, “Session Initiation”.

The IG, acting as a B2B UA SHALL validate that Bk INVITE includes all the mandatory headers ad $&°] and
the headers listed in Table 16. Following a sudoésalidation, the IG SHALL generate an initial’'SINVITE request
as specified in [TS124503] for originating sessions

The IG SHALL forward any received SIP responsen®®ITF including the information in the SDP. A 160 OK
response SHALL include the SIP headers definedalnld 17 and all mandatory headers aq $d?]. For a description
of the received SDP answer, refer to Section 8l22"Session Initiation”.

When parsing the b=RR:<bandwidth-value> line intbeeived SDP answer: if the bandwidth value agreedn-
zero, then the OITF SHALL send RTCP RRs and SHAIQMNsend RTSP keep-alive messages. If the bandwidth
value received is zero, then the OITF SHALL NOT&G&TCP RRs but instead it SHALL send RTSP keepealiv
messages.
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If the OITF receives an error code with an Insuéfit Bandwidth indication in the response fromliBethe OITF
MAY perform a new SIP INVITE with a reduced maximurandwidth for the CoD. This procedure MAY be repéda
If no agreement can be reached, the OITF MAY displ&ailure message to the user.

Finally to complete the SIP INVITE transaction, tBETF SHALL send a SIP ACK to the IG. The SIP ACKALL
include the SIP headers defined in Table 18 anchafidatory headers as [p&tP].

6.2.2.2.3 Session Termination

To terminate a session, the OITF SHALL send a SYIE Bequest to the IG that includes all headersdish Table 19
and any other mandatory headers aq p].

The IG, acting as a B2B UA SHALL validate that 8k BYE includes all the mandatory headers ag3i€ and the
headers listed in Table 19. Following a successdlitlation, the IG SHALL generate a SIP BYE as #jgtin
[TS124503] for originating sessions. The IG SHAIldrfard the received response to the OITF. A SIPQKO
response SHALL include the SIP headers definecainlé 20 and all mandatory headers ad ).

Alternatively, on receipt of a SIP BYE request frtime IPTV Control FE, the IG, after validating tregjuest, SHALL
forward the request to the OITF. The OITF SHALLpesd with a SIP 200 OK response, which the I1G fodsdo the
IPTV Control FE.

6.2.2.2.4 Session Refresh
It is the responsibility of the OITF to refresh tReheduled Content session, as[|$&S-TIMR] before the session
expires. The IG SHALL consider a session termindtéds not refreshed.

6.2.2.3 Pay Per View Scheduled Content Service

6.2.2.3.1 PPV service initiation without existing Scheduled Content session

The OITF SHALL follow the same procedure for schedwontent in Section 6.2.2.1.1, “Session Initiatito initiate
a PPV session. The SDP SHALL conform to SectioB6L.1, “Session Initiation” and 5.3.6.1.1, “PB¥rvice
initiation without existing scheduled content sensi

6.2.2.3.2 Switching from a PPV service to a Scheduled Content service

To join a scheduled content service outside thefse¢gotiated channels for the ongoing schedwsdisn, the OITF
SHALL request session modification as per Secti@i261.2, “Session Modification.”

If the channel the OITF intends to joins is alreadgotiated, the OITF SHALL follow the normal prdcees for
leaving and joining multicast channels.

6.2.2.3.3  Switching to a PPV service from a Scheduled Content service or another PPV

If the PPV service the OITF intends to join is ddesthe set of channels negotiated within the omgscheduled
session, the OITF SHALL request session modificatie per section 6.2.2.1.2, “Session Modification.”

If the channel the OITF intends to joins is alreadgotiated, the OITF SHALL follow the normal prdcees for
leaving and joining multicast channels.

6.2.2.3.4 Session Termination

Session termination is identical to session tertionaof a scheduled content as depicted in Se@&idrP.1.1.3,
“Session Termination.”
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6.2.2.4 Parental Control for Scheduled Content

6.2.2.4.1 Whatis on TV — OITF initiated

6.2.2.4.1.1 Procedure for Subscription to Parental Control Watched Content Event Package (OITF
Initiated)

To subscribe to the event package related to premntrol watched content for a registered IMPig, ©ITF with the
appropriate parental control authority over ther ®6ALL issue a SIP SUBSCRIBE request to the IG theludes the
SIP headers as per Table 27. In addition, the GBHRLL include all mandatory SIP headers as[®P] and that are
missing from the table (e.g. Via, Max-Forwards).

The IG SHALL validate that the SIP SUBSCRIBE redtasludes all mandatory SIP headers as[B8P] and the
headers listed in Table 27. Following successfiilation, the IG SHALL support the 3GPP IMS subgtidn to the
event package as parS124503]. This includes inserting any additional mandat8hy headers as REQUIRED by
[TS124503].

The IG SHALL return to the OITF the response reedifrom the network.

The IG SHALL ensure that the OITF is synchronizathwhe timer for refreshing the subscription aside by the
network.

When a SIP NOTIFY is received by the IG, the IG SHAvalidate that the body of the incoming SIP NOYIIS
compliant to XML schema associated with the evartkpge before sending it to the OITF. The inconNQT IFY
SHALL include the SIP headers depicted in Tabl@a28 any other mandatory SIP headers a§$é&y.

The OITF SHALL validate that the body of SIP NOTIkYcompliant to the XML schema associated withgheental
control watched content event package. Followisgaessful validation, the OITF SHALL send a SIP 2K
response to the IG. The SIP 200 OK response SHALtlude the SIP headers depicted in Table 30 andtey
mandatory SIP headers as f&iP].

The IG SHALL first validate the SIP 200 OK respofigeany other received response) before senditogtite
network.

For all subsequent SIP NOTIFY requests receiveagutie same SIP dialog, the IG SHALL perform thmsa

processing. The IG SHALL consider a subscriptiomigated if it is not renewed by the OITF.

6.2.2.4.1.2 Procedure for Refreshing an existing Subscription to Parental Control Watched Content
Event Package (OITF Initiated)

The procedure for refreshing a subscription issdume as the procedure for initiating a subscription
6.2.2.4.2 Parental Control

6.2.2.4.2.1 Parental Control Blocking Request — OITF Initiated

An OITF with proper parental control authority tlisires to block a watched content for an IPTV es®t under its
authority SHALL initiate an instant message forttharpose by sending to the IG a SIP MESSAGE tiaudes all
the SIP headers in Table 31 and any other mand&i®headers as pg3l P]. The content of the SIP MESSAGE
SHALL include the body associated with “urn:oipagplication:iptv-parental-control”.

The IG SHALL validate that the SIP MESSAGE includ#ishe mandatory headers as [f@iP] and the headers listed
in Table 31. Following a successful validation, lBeSHALL generate a SIP MESSAGE request to thevoskt
conformant tdSIP-IM] and[T S124503].

The IG SHALL forward any received SIP responsento®@ITF. A SIP 200 OK response SHALL include thE Sl
headers defined in Table 32 and any other mand&iéhheaders as pEsl P].
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6.2.2.4.2.2 IPTV End-user OITF Reception of a Blocking Request related to Parental Control

When the IG receives any SIP MESSAGE related temgat control, as indicated by the content typén@pset to
“urn:oiptvf:application:iptv-parental-control) amtestined for a user, the IG SHALL validate thatitleoming SIP
MESSAGE is conformant tiSl P-IM] and[ T S124503] and includes all the mandatory headers a$$é&X,
[TS124503] and all the headers listed in Table 33. Followtimg successful validation, the IG SHALL forward Bk
MESSAGE to the appropriate OITF.

The OITF SHALL act on the incoming SIP MESSAGE atardance with Section 5.3.7.2.2, “Protocol for ©IT
Receiving a Request for Parental Control” befoseitds a response back to the 1G.

When the SIP response is received from the OITé-|GhSHALL forward it to the network. The respor&eALL
include the SIP headers as p8irP] and SHALL be validated by the IG before being serthe network.

6.2.2.5 Network-based User Notification Services

6.2.2.5.1 Notification Request Setup

To initiate a notification request, the OITF SHAIditiate a SIP MESSAGE to the IG that includestladl SIP headers
in Table 34 and any other mandatory SIP headarsd$I P] (e.g. Via, Max-Forwards). The body of the SIP
MESSAGE SHALL include the MIME type defined in Siect 5.3.8.6, “Notification Request for Broadcasifitieder”.

The IG, acting as a B2B UA SHALL validate that 8> MESSAGE includes all the mandatory headerepakSpP]
and the headers listed in Table 34. Following a&essful validation, the IG SHALL generate a SIP MBGE request
as specified in [TS124503] for originating UA.

The IG SHALL forward any received SIP responseh®ITF. A SIP 200 OK response SHALL include the Sl
headers defined in Table 35 and any other mand&tiéhheaders as pgsl P].

6.2.2.6 Content Bookmarking

6.2.2.6.1 Storing Content Bookmarks

If the OITF decides to store a content bookmarkwfatched content during a scheduled content or &3ion, and if
permitted by the network to do so, the OITF SHADbitiate a SIP INFO request to the IG based orSiiReINFO
framework,. The SIP INFO request SHALL includeth# SIP headers in Table 38 and any other mandstéry
headers as p¢8l P] (e.g. Via, Max-Forwards). The body of the SIP INF@ssage SHALL include the MIME type
defined in Section 5.3.9.5, “XML Schema for ContBobkmarking”.

The IG, acting as a B2B UA SHALL validate that Bk INFO includes all the mandatory headers a$3&] and the
headers listed in Table 38. Following a successdlitiation, the IG SHALL generate a SIP INFO redquesspecified
in [TS124503] for originating UA.

The IG SHALL forward any received SIP responseh®ITF. A SIP 200 OK response SHALL include the Sl
headers defined in Table 39 and any other mand&tiéhheaders as pgsl P].
6.2.2.6.2 Network Management of Bookmark Storage Requests

At any time, the IG can receive a SIP UPDATE retjfresn the network to remove or re-instate supparthe
reception of the Content Bookmark Info package feomOITF.

The IG, acting as a B2B UA SHALL validate that 8> UPDATE request includes all the mandatory hesads per
[SIP] and the headers listed in Table 40. Followingasssful validation, the IG SHALL forward the SIPDATE
request to the OITF. The IG SHALL forward the reeei response to the network. A SIP 200 OK resp&hs&lL L
include the SIP headers defined in Table 41 andoémgr mandatory SIP headers as[j$&P].

6.2.2.6.3 Content-related bookmark retrieval

The OITF SHALL follow the procedure defined in Sent6.2.2.2.2, “Session Initiation” for establispia CoD
session. Following that, the IG SHALL receive & $NFO request from the network, based on the RFO
framework, and that includes the bookmarks lisdtesd to the requested content. The body of thd ¥F® request
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SHALL include the XML schema depicted in Sectio.8.5, “XML Schema for Content Bookmarking” andateld to
the Content Bookmark Info Package.

The IG, acting as a B2B UA SHALL validate that B> INFO request includes all the mandatory heaaerse( S| P]
and the headers listed in Table 36. Following &sssful validation, the IG SHALL forward the SIPA® request to
the OITF. The IG SHALL forward the received respois the network.

6.2.2.7 Local PVR Service

6.2.2.7.1 OIPF Initiated PVR Service Capture Request

To initiate a local PVR capture request, the OFHALL initiate a SIP MESSAGE to the IG that incliedal the SIP
headers in Table 42 and any other mandatory Sl@ehgas peSIP] (e.g. Via, Max-Forwards). The body of the SIP
MESSAGE SHALL include the MIME type defined in Siect5.3.10.2, “XML Schema for PVR”.

The IG, acting as a B2B UA SHALL validate that 8> MESSAGE includes all the mandatory headereakSpP]
and the headers listed in Table 42. Following &sssful validation, the IG SHALL generate a SIP NMASE request
as specified in [TS124503] for originating UA.

The IG SHALL forward any received SIP responsent®@ITF. A SIP 200 OK response SHALL include thE Sl
headers defined in Table 43 and any other mand&iéhheaders as pEsl P].

6.2.2.7.2 PVR Service Capture Validation

At any time, the IG can receive a SIP MESSAGE rstfrem the network related to an outstanding I6¥4R request.

The IG, acting as a B2B UA SHALL validate that 8> MESSAGE request includes all the mandatory éwesaas per
[SIP] and the headers listed in Table 44. The bodye&iP MESSAGE request SHALL include the XML schema
defined in Section 5.3.10.2, “XML Schema for PVR&llowing a successful validation, the IG SHALL veard the
SIP INFO request to the OITF. The IG SHALL forwdhe received response to the network.

6.2.2.8 Network PVR (nPVR)

6.2.2.8.1 OIPF Initiated PVR Service Capture Request

To initiate a network PVR capture request, theOSHALL initiate a SIP MESSAGE to the IG that indés all the
SIP headers in Table 42 and any other mandatory)&Bers as p¢sl P] (e.g. Via, Max-Forwards). The body of the
SIP MESSAGE SHALL include the MIME type definedSection 5.3.10.2, “XML Schema for PVR” with the
qualifications listed in Section 5.3.11.1, “Protboger HNI-IGI — HTTP Option”.

The IG, acting as a B2B UA SHALL validate that 8> MESSAGE includes all the mandatory headereakSpP]
and the headers listed in Table 42. Following &sssful validation, the IG SHALL generate a SIP MASE request
as specified in [TS124503] for originating UA.

The IG SHALL forward any received SIP responsent®@ITF. A SIP 200 OK response SHALL include thE Sl
headers defined in Table 43 and any other mand&iéhheaders as pEsl P].

6.2.2.8.2 PVR Service Capture Outcome

At any time, the IG can receive a SIP MESSAGE rstjifrem the network reporting the outcome of a lek\PVR.

The IG, acting as a B2B UA SHALL validate that 8> MESSAGE request includes all the mandatory éwsaals per
[SIP] and the headers listed in Table 44. The bodye&i® MESSAGE request SHALL include the XML schema
defined in Section 5.3.11.2, “XML schema for nP\&Rarding result”. Following a successful validatitre 1G
SHALL forward the SIP MESSAGE request to the OITRe IG SHALL forward the received response to the
network.
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6.2.2.9 Session Transfer

6.2.2.9.1 Generic Procedures

6.2.2.9.1.1 Transferee Session Initiation Procedures Related to a Transferred Session

To initiate a session related to a transferredi@esthe transferee OITF SHALL initiate a SIP IN\HTo the IG that
includes all the headers as per Table 16 and athadatory headers as j&P] with the following additions:

» An additional SIP header - Replace header is irdud the SIP INVITE request and is set to the appate
information depending on the deployed mode. Foiptleh mode, the information is retrieved from th@&iming
REFER request to the transferee as per step 4ctin86.3.13.1.2.3, “Transferee OITF Receiving acoiming
Session Transfer Request — Push Mode”.

* Inthe Request Line, the wild card part (*) represey the content instance identifier to be transfé is constructed
differently than specified in the table. In the busode, this field is extracted from the To hediadd embedded
in the Refer-To header in the incoming REFER regasper step 4 in Section 5.3.13.1.2.3, “Transf@&rF
Receiving an Incoming Session Transfer Requestsh Rlode”.

The OITF SHALL also include an SDP conformant &pst as defined in Section 5.3.2.1.2, “Sessioimbon.” The
IG acting as a B2ZBUA SHALL validate that the requesludes all the mandatory SIP headers ag$i€] and
headers listed in Table 16. Furthermore, the IGoperthe steps depicted in Section 6.2.2.9.1.2 ig&dling of
session transfers when the transferor and trarséeebehind the same 1G”.

Following that, the IG SHALL generate an initiaPSINVITE request to the network as specified in J28503] for
originating sessions.

The IG SHALL forward any received SIP responsehtd®ITF including the information in the SDP. A 460 OK
response SHALL include the SIP headers definedalnld 17 and all mandatory headers aqd $d?]. For a description
of the received SDP answer, refer to Section 8l22"Session Initiation”.

When parsing the b=RR:<bandwidth-value> line intbeeived SDP answer: if the bandwidth value agre@on-
zero, then the transferee OITF SHALL send RTCP BRESHALL NOT send RTSP keep-alive messages. If the
bandwidth value received is zero, then the trapsf@I|TF SHALL NOT send RTCP RRs but instead it SHAENd
RTSP keep-alive messages.

If the transferee OITF receives an error code waithnsufficient Bandwidth indication in the resperisom the IG, the
OITF MAY perform a new SIP INVITE with a reduced ximum bandwidth for the CoD. This procedure MAY be
repeated. If no agreement can be reached, the MAY display a failure message to the user.

Finally to complete the SIP INVITE transaction, thensferee OITF SHALL send a SIP ACK to the 1IGeT3IP ACK
SHALL include the SIP headers defined in Table 18 all mandatory headers as p8iP].

6.2.2.9.1.2 1G handling of session transfers when the transferor and transferee are behind the
same IG

Upon receipt by the IG of a SIP INVITE related teession transfer (as indicated by the presentedReplace
header), if the transferor and the transferee eninbd the same IG, then during the session trapséeredure, the
transferor OITF SHALL receive a SIP re-INVITE regu&om the IG and where the SIP headers are cofiotr to
Table 16 with the qualification in step 1 in Senti®.3.13.1.1.2, “IG handling of Session Initiati@aquests related to a
session transfer”. The SDP SHALL conform to stép $ection 5.3.13.1.1.2, “IG handling of Sessioitidtion
Requests related to a session transfer” as well.

The OITF SHALL conform to step 2 in Section 5.3113.2, “IG handling of Session Initiation Requestated to a
session transfer” and subsequently SHALL send a280POK response, and where the SIP headers aaesmting to
Table 17 with the qualification in step 2 in Sent®3.13.1.1.2, “IG handling of Session InitiatiBaquests related to a
session transfer”.

Subsequently, the transferor OITF SHALL receivdR SCK form the IG conforming to Table 14 with th&ception
that the SIP headers are populated appropriategnghat the ACK is sent from the IG to the OITF.

Following that, the IG SHALL perform steps 4 and$depicted in Section 5.3.13.1.1.2, “IG handlihession
Initiation Requests related to a session transfer”.
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Note that this entire procedure is bypassed itridnesferor and transferee are not behind the s@ne |
6.2.2.9.2 Session Transfer via Push Mode

6.2.2.9.2.1 Target discovery by the Transferor OITF

An OITF that wants to locate a target OITF for sms$ransfer purposes SHALL perform the proceddescribed in
Section 6.2.3.2.4, “Procedure for Subscriptiorti® Registration-State Event Package”.

Subsequently a target OITF (transferee OITF) casetected from the returned information.

6.2.2.9.2.2 Transferee OITF Initiating a session transfer

A transferor OITF that desires to transfer a sestia transferee OITF SHALL initiate a SIP REFERuest to the IG
that includes all the SIP headers in Table 46 anydbther mandatory headers as [®P] (e.g. Via, Max-Forwards).
The body of the SIP REFER message SHALL includeMhdE type defined in Section 5.3.13.2, “XML Scheffoeat
Session Transfer Information included in a sestimsfer request from the transferor to transferee”

The IG, acting as a B2B UA SHALL validate that 8> REFER includes all the mandatory headers agSpe} and
the headers listed in Table 46. Following a sudaésalidation, the IG SHALL generate a SIP REFERuest as
specified in [TS124503] for originating UA.

The IG SHALL forward any received SIP responseh®ITF. A SIP 202 OK response SHALL include the S
headers defined in Table 47 and any other mand&tiéhheaders as pgsl P].

Later at some point in time, the IG the SHALL reeea SIP NOTIFY request that reports the outcontb@tession
transfer request.

The IG, acting as a B2B UA SHALL validate that 8> NOTIFY request includes all the mandatory hesmds per
[SIP] and the headers listed in Table 48. Followingasessful validation, the IG SHALL forward the SIDRIFY
request to the OITF. The IG SHALL forward the reeel response to the network. The SIP 200 OK regp8ShEALL
include the SIP headers in Table 49.

6.2.2.9.2.3 Transferee OITF Handling of an Incoming Transfer

At some point in time, during a session transteg, |G the SHALL receive a SIP REFER request dedtioea
transferee OITF.

The IG, acting as a B2B UA SHALL validate that & REFER includes all the mandatory headers agSpe} and
the headers listed in Table 46. The body of theMHFSSAGE request SHALL include the XML schema dedirin
Section 5.3.13.2, “XML Schema for Session TranBfesrmation included in a session transfer reqéresh the
transferor to transferee”. Following a successélidation, the IG SHALL forward the SIP REFER regu the
transferee OITF.

The transferee OITF SHALL examine the incoming BEFER request as per step 2 in Section 5.3.13,1.2.3
“Transferee OITF Receiving an Incoming Session $i@nRequest — Push Mode”.

Once the transferee OITF accepts the incoming &EPHER request, it SHALL send a SIP 202 OK respoodbd IG.
The SIP 202 OK response SHALL include the SIP headefined in Table 47 and all mandatory headepegisS P].
The IG SHALL validate the SIP 202 OK response beforwarding it to the network for delivery to ttransferor
OITF.

The transferee OITF SHALL then follow step 4 in @t 5.3.13.1.2.3, “Transferee OITF Receiving acoiming
Session Transfer Request — Push Mode”, and prdodailiate a new session according to the proceduSection
6.2.2.9.1.1, “Transferee Session Initiation ProcesdiRelated to a Transferred Session”.

Once the session setup outcome is determinediahsféree OITF SHALL initiate a SIP NOTIFY requasthe 1G
that includes all the SIP headers in Table 48 anydbsher mandatory headers as [®P] (e.g. Via, Max-Forwards).

The IG, acting as a B2B UA SHALL validate that B NOTIFY includes all the mandatory headers ag$i€] and
the headers listed in Table 48. Following a sudoésalidation, the IG SHALL generate a SIP NOTIF&quest as
specified in [TS124503] for originating UA.
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The IG SHALL forward any received SIP responsentttansferee OITF. A SIP 200 OK response SHAL luie the
SIP headers defined in Table 49 and all mandateaylérs as pé6lP].

6.2.3 Protocols for Service Access and Control Functions

6.2.3.1 Service Provider Discovery

To retrieve the list of Service Providers, the OSIRALL issue a SIP SUBSCRIBE request to the IG theludes the
SIP headers as per Table 50. In addition, the BMRLL include all mandatory SIP headers as[®P] and that are
missing from the table (e.g., Via, Max-Forwards).

The OITF SHALL include a message body associat¢hl thie appid “urn:oipf.application:iptv-SP-discoyér
representing the capabilities of the OITF.

The IG SHALL validate that the SIP SUBSCRIBE reduesludes all the mandatory headers ag[HP] and the
headers listed in Table 50. Following a successdlitiation, the IG SHALL follow the procedure in@ien 6.1.3.1,
“Service Provider Discovery”, when it comes toiitiing a SIP SUBSCRIBE towards the Service Provider

The IG SHALL return to the OITF the response reedifrom the network as per step 3b in Section 6L1:Service
Provider Discovery”.

The IG SHALL ensure that the OITF is synchronizathwhe timer for refreshing the subscription asidesl by the
network.

The OITF is responsible for refreshing the subsicnipbased on the received timer from the netwdHhe 1G SHALL
consider a subscription terminated if it is noteshed by the OITF before expiry.

The procedure for refreshing a subscription issdume as the procedure for initiating a subscription
6.2.3.2 User Registration and Network Authentication

6.2.3.2.1 Procedure for User Registration

This procedure SHALL be invoked in the followingsea:

* When the OITF is turned on

* When an IPTV end user explicitly logs on at an OUEihg an Alias or IMPU.
The IG SHALL extract the devicelD from the sip mste feature tag.

If the devicelD and the IMPU match another devicatidl IMPU whose state is held in the 1G, the IG §HA
conclude that the OITF has undergone a restarS&ALL proceed to immediately clear all SIP sessibe®nging to
the OITF. Following that, the IG SHALL de-registdr users registered from that OITF.

If GRUU is not requested, the IG SHALL NOT perfolutS registration when the IMPU is already registere
however, the IG SHALL maintain a binding betweea &lias/IMPU, the OITF device from which the regadton is
received (extracted from the sip instance featagg tand the new contact information including sheinstance feature
tag, which provides an easy way to guarantee unigggewithin the Address of Record (AOR).

If the identity being registered is not the defadéintity and if the default identity is not bouttdany OITF in the
consumer network, then the IG SHALL deregisterdbtault identity at the end of this procedure.

If the identity being registered is the defaultritiy, and if the default identity is not boundany OITF in the
consumer network, then the IG SHALL deregistecdntact address for the default identity at the @fthis
procedure.

To register an identity, the OITF SHALL issue a HPGISTER request to the IG that includes the Si&ders as per
Table 58. In addition, the OITF SHALL include alandatory SIP headers as p8irP] and that are missing from the
table (e.g., Via, Max-Forwards).
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The IG SHALL validate that the SIP REGISTER requesludes all the mandatory headers as[fd?P] and the
headers listed in Table 58. Following a successdlitiation, the IG SHALL support the 3GPP IMS régition
procedure as per ETSI TS 124 §03%124503]. This includes handling of user authenticatiod anthorization., and
including any additional SIP headers that are mmgdoased on ETSI TS 124 503.

Once the IG completes the IMS registration procediSHALL return a SIP 200 OK to the OITF thatludes the
SIP headers listed in Table 59.

Following a successful registration, the IG SHALRimtain a binding between the Alias/IMPU, the Oldévice from
which the registration is received (extracted fithi sip instance feature tag), and the new coirtemrimation
including the sip instance feature tag for the taneof the registration.

6.2.3.2.2 Procedure for User Deregistration

This procedure is invoked in the following cases:

* The OITF is turned off

 AnIPTV end user, who has registered with his oMPU, deregisters from an OITF

If GRUU is not supported for this registration, i@ SHALL NOT perform IMS deregistration when anP\ is
already registered on multiple OITFs, but the IGASH remove the binding between the IMPU and the Bffom
which the user has deregistered (extracted fronsifhenstance feature tag) including the contaftirimation
(including the sip instance feature tag).

If GRUU is not supported for this registration, l@SHALL perform the IMS deregistration procedifrthe IMPU
was bound to a single OITF.

Note that if following the successful de-regiswatiof the IMPU, and if there are no more OITFd siilned on in the
consumer network, the IG SHALL re-register the défalentity from the 1G point of view.

To de-register an identity, the OITF SHALL issuBl® REGISTER request to the IG that includes thiei®laders as
per Table 58. The OITF SHALL set the expires paiteme O for the contact to be de-registered. dditon, the OITF
SHALL include all mandatory SIP headers as[jgP] and that are missing from the table (e.g., Viax¥arwards).

The IG SHALL validate that the SIP REGISTER requesludes all the mandatory headers as[fH?P] and the
headers listed in Table 58. Following a successdlitiation, the IG SHALL support the 3GPP IMS degistration
procedure as per ETSI TS 124 §0%124503]. Once the IG completes the IMS de-registratimtedure, it SHALL
return a SIP 200 OK to the OITF that includes tHe I8aders listed in Table 59.

Note that the OITF SHALL tear down and release&s#il sessions involving the contact to be de-regidtprior to de-
registering that contact. If the OITF does not thavn those SIP sessions before initiating theedgstration request
to the IG, the IG SHALL tear down those sessiorferieeperforming the deregistration procedure déscriabove.

Following a successful de-registration, the IG SHAEmove the binding between the Alias/IMPU, th&@ Bdevice
from which the registration is received (extradtedn the sip instance feature tag).

6.2.3.2.3 Procedure for Refreshing a Registration

This procedure SHALL be initiated by the OITF aydime before the expiry of the registration refrdisner.

The procedure is the same as the procedure fateeigig a user. A registration SHALL be terminaifatlis not
refreshed before the expiry of the registratione®f timer.

For an OITF-initiated registration, the IG SHALLrider a registration terminated (that is the deeregistered) if it
is not refreshed. In this case, the IG executeptbeedures associated with user deregistration.

6.2.3.2.4 Procedure for Subscription to the Registration-State Event Package

This procedure SHALL be invoked by the OITF immeelia after the successful registration of an IMPU.

To subscribe to the registration-state event pazkagthe successfully registered IMPU, the OITFARH issue a SIP
SUBSCRIBE request to the IG that includes the fi&ders as per Table 60. In addition, the OITF SHAidlude all
mandatory SIP headers as p@iP] and that are missing from the table (e.g., ViaxMarwards).
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The IG SHALL validate that the SIP SUBSCRIBE reduesludes all the mandatory headers ag[fHP] and the
headers listed in Table 60. Following a successdlitiation, the IG SHALL support the 3GPP IMS sufyg@on to
registration-event package as per ETSI TS 124[5&324503]. This includes inserting any additional SIP headleat
are mandatory based on ETSI TS 124 503.

The IG SHALL return to the OITF the response reedifrom the network.

The IG SHALL ensure that the OITF is synchronizathwhe timer for refreshing the subscription asidel by the
network.

When a SIP NOTIFY request is received by the 1@,Ith SHALL validate the incoming NOTIFY request toef
sending it to the OITF. The incoming NOTIFY requ8stALL include the SIP headers depicted in Tablab& any
other mandatory headers as f@P].

The OITF SHALL validate that the SIP body is coraplito the XML schema associated with the regisinagtate
event package. Following a successful validatibe,®@ITF SHALL send a SIP 200 OK response to theTiie SIP
200 OK response SHALL include the SIP headers tegbicn Table 63. The IG SHALL first validate the®S200 OK
response (or any other received response) befadérggit to the network.

For all subsequent SIP NOTIFY requests using theesalP dialog, the IG SHALL perform the same proires

6.2.3.2.5 Procedure for Terminating a Subscription to the Registration-State Event
Package

The OITF is responsible for refreshing the subsicnipbased on the received timer from the netwdHhe IG SHALL
consider a subscription terminated if it is noteshed by the OITF before expiry.

The procedure for refreshing a subscription isstume as the procedure for initiating a subscription
6.2.3.3 Notification of Service Profile changes

6.2.3.3.1 Subscription to Notifications of Service Profile changes (xcap-diff)

To subscribe for the purpose of receiving notifmatof changes in a service profile, the OITF SHAEkue a SIP
SUBSCRIBE request to the IG that includes the Si&ders as per Table 54. In addition, the OITF SHiidlude all
mandatory SIP headers as p@iP] and that are missing from the table (e.g., ViaxMarwards). The body of the SIP
SUBSCRIBE request SHALL include the list of theuwegted URIs associated with the XCAP resourcewffiich the
subscription is issued. The MIME Type of the docahieserted in the body will be signalled by then@gmt-Type
header set to “application/vnd.oipf.userprofile+xml

The IG SHALL validate that the SIP SUBSCRIBE redunsludes all the mandatory headers ag[BHP] and the
headers listed in Table 54. Following successfililation, the IG SHALL support the 3GPP IMS subgtidn to event
packages and SHALL send a SUBSCRIBE request ttPthe Service Profile FE in accordance with [TS123K0
[SIP-EVNT] and [XCAP-EVT].

The IG SHALL return to the OITF the response reedifrom the network.

The IG SHALL ensure that the OITF is synchronizathwhe timer for refreshing the subscription aside by the
network.

When a SIP NOTIFY request is received by the 18,Itd SHALL validate the incoming NOTIFY requestlimtes the
SIP headers depicted in Table 56 and any other atarydheaders as pEgs| P].

The OITF SHALL validate that the SIP body is coraplito the XML schema associated with applicati@@®®-
diff+xml as defined in [XCAP-EVT] and [XCAP-DFF].ddlowing a successful validation, the OITF SHALLnslea
SIP 200 OK response to the IG. The SIP 200 OK nesp&HALL include the SIP headers depicted in TalBleThe
IG SHALL first validate the SIP 200 OK response oy other received response) before sendingtlitemetwork.

For all subsequent SIP NOTIFY requests receiveagusie same SIP dialog, the IG SHALL perform thmsa
processing. The IG SHALL consider a subscriptiomiaated if it is not renewed by the OITF.
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6.2.3.3.2 Procedure for Refreshing a Subscription to receive notifications of Service
Profile changes over the HNI-IGI SIP option

The procedure for refreshing a subscription isstdume as the procedure for initiating a new subsonp

6.2.4 Protocols for Communication Services

6.2.4.1 Procedure for Instant Message Based CallerID

The procedure for caller id is identical to thegtion of an instant message as depicted in se6tihi.2.2,
“Procedure for Incoming Instant Messaging”.

Note: Client-based play out control is describefAN C], sections 4.1 and 4.2, and[{DSP], section 6. The concept
there is applicable to downloaded, streamed oedtoontent where navigation constraints are emlkiide the
content, i.e. into MP4 files or MPEG-2 transporeams. Release 2 of tiiBAE] specification contains language that
allows a DAE application to capture navigation inpnd programmatically decide to honour or ignbeeriavigation
commands, thus providing another way to restrigigetion when content is consumed in a DAE applicat

6.2.4.2 Instant Messaging

6.2.4.2.1 Procedure for Outgoing Instant Messaging

To initiate an instant message, the OITF SHALL sar@P MESSAGE to the IG that includes all the B#Rders in
Table 69 and any other mandatory headers agSpie}. The content of the SIP MESSAGE SHALL be confortrtan
RFC 342gSIP-IM].

The IG SHALL validate that the SIP MESSAGE inclu@ddishe mandatory headers as [@iP] and the headers listed
in Table 69. Following a successful validation, lBeSHALL generate a SIP MESSAGE request to thevoekt
conformant tdSM PL-PRES].

The IG SHALL forward any received SIP responsento®@ITF. A SIP 200 OK response SHALL include thE Sl
headers defined in Table 70 and all mandatory heatepefSI P].
6.2.4.2.2 Procedure for Incoming Instant Messaging

When the IG receives any SIP MESSAGE destined fosea, the IG SHALL validate that the incoming SIP
MESSAGE is conformant tiSM PL-PRES] and includes all the mandatory headers a§®&] and all the headers
listed in Table 71. Following the successful vatidn, the IG SHALL forward the SIP MESSAGE to Hygpropriate
OITF.

When the SIP response is received from the OITé&~|@hSHALL forward it to the network. The respor&dALL
include the SIP headers in Table 70 and SHALL Belated by the IG before being sent to the network.

6.2.4.3 Presence

6.2.4.3.1 Procedure for Subscribing to Presence Information

To subscribe to the presence event package foregistered IMPU, the OITF SHALL issue a SIP SUBSBRI
request to the IG that includes the SIP headepgi$able 88. In addition, the OITF SHALL includeéraandatory SIP
headers as p¢8l P] and that are missing from the table (e.g. Via, NMaxwards).

The IG SHALL validate that the SIP SUBSCRIBE reduesludes all the mandatory headers as[HP] and the
headers listed in Table 88. Following successflitlation, the IG SHALL support the 3GPP IMS subgtidn to
presence event package as[[8\ PL-PRES]. This includes inserting any additional SIP headkat are mandatory

The IG SHALL return to the OITF the response reedifrom the network.

The IG SHALL ensure that the OITF is synchronizathwhe timer for refreshing the subscription aside by the
network.
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When a SIP NOTIFY request is received by the 1@8,Ith SHALL validate the incoming NOTIFY request tgi
compliant to]SM PL-PRES] before sending it to the OITF. The incoming NOTIFquest SHALL include the SIP
headers depicted in Table 90 and any other mandaé&aders as p¢sl P].

The OITF SHALL validate that the SIP body is coraplito the XML schema associated with the preseweat
package. Following a successful validation, the ©OSHALL send a SIP 200 OK response to the I1G. TIRe290 OK
response SHALL include the SIP headers depictddbie 91. The IG SHALL first validate the SIP 208 @sponse
(or any other received response) before senditogtite network.

For all subsequent SIP NOTIFY requests receiveagusie same SIP dialog, the IG SHALL perform thmsa
processing. The IG SHALL consider a subscriptiomigated if it is not renewed by the OITF.

6.2.4.3.2 Procedure for Terminating a Subscription to Presence Information

The procedure for refreshing a subscription issdume as the procedure for initiating a subscription

6.2.4.3.3 Procedure for Publishing Presence Information

To publish presence information, the OITF SHALL&@nSIP PUBLISH request to the IG that includested|SIP
headers in Table 92 and other mandatory headgrarfSIP]. The content of the SIP PUBLSIH SHALL be based on
Section 5.5.4.6, “Presence Notification and Pulbishema”.

The IG SHALL validate that the SIP PUBLISH requiesiudes all the mandatory headers as[BEP] and the headers
listed in Table 92. Following a successful validatithe IG SHALL generate a SIP PUBLISH requesh&onetwork
conformant tdSM PL-PRES].

The IG SHALL forward any received SIP responsehto®@ITF. A SIP 200 OK response SHALL include thE SI
headers defined in Table 93 and all mandatory heatepefSI P].
6.2.4.4 Chatting

For IM sessions, the OITF SHALL implement the MS®&ck conformant to [SMPL-IM].

6.2.4.4.1 IM Session Initiation

To initiate an IM session, the OITF SHALL initisaeSIP INVITE request to the IG that includes adl 8IP headers in
Table 72. However, the body of the SIP INVITE SHAh& populated with the following information totiaie the
MSRP session:

* Ac= INIP4<IP address>, where <IP addressuleioontain the IP address of the OITF,
 An m = message <tcp port> tcp/msrp, where tcp is@tTCP port could be set to the dummy value “9”
* An a = accept-types:message/cpim, attribute wiighapped from the “X-OITF-Accept:” header value
e An a = path msrp://<IP address>:<tcpport>/<sesgionicp, where:
0 <IP address> would contain the IP address of tiié=Ol
0 <tcpport>would be assigned automatically by th&fl
0 <session-id> would be assigned by the OITF anchbbda the requesting OITF IM SIP Chatting applicati
The OITF SHALL also include any other mandatorgdiers as pdiSIP] (e.g. Via, Max-Forwards).

The IG, acting as a B2B UA SHALL validate that 8k INVITE request includes all the mandatory hesdes per
[SIP] and the headers listed in Table 72. Followingasssful validation, the IG SHALL generate an alitNVITE
request as specified in [SMPL-IM].

The IG SHALL forward any received SIP responsen®®ITF including the information in the SDP. A 180 OK
response SHALL include the SIP headers definedainld 73 and all mandatory headers ad ).

The OITF SHALL save the information returned in 8P for the purpose of MSRP.
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Finally to complete the INVITE transaction, the ®IBHALL then send a SIP ACK to the IG. The SIP AGKALL
include the SIP headers defined in Table 74 anchafidatory headers as [p&tP].
6.2.4.4.2 Incoming IM Session

When the IG receives a SIP INVITE request relatean IM session and destined for a user, the I@13Hvalidate
that the incoming SIP INVITE is conformant to [SMIAY] and includes all the mandatory headers aq $id?] and all
the headers listed in Table 85. Following the sastul validation, the IG SHALL forward the SIP IINKE to the
appropriate OITF including the received SDP

The OITF SHALL validate that the SDP includes h# hecessary and mandatory parameterfRIe€4975]. The
OITF SHALL store the necessary information and SHAlend its response to the IG. The SDP includeten
response SHALL include the following information:

* Ac= INIP4<IP address>, where <IP addressultvoontain the IP address of the IOITF
* An m = message <tcp port> tcp/msrp, where tcp is@atTCP port could be set to the dummy value “9”
* An a = accept-types:message/cpim, attribute
* An a = path msrp://<IP address>:<tcpport>/<sesgienicp, where:
0 <IP address> would contain the IP address of tfgOl
0 <tcpport> would be assigned automatically by th&fl
0 <session-id> would be assigned by the OITF and th@arhe responding OITF SIP Chatting application

When the SIP response is received from the OITé-|GhSHALL forward it to the network. The respor&eALL
include the SIP headers in Table 86 and SHALL Bielaged by the IG before being sent to the network.

Finally to complete the INVITE transaction, the 8BIALL forward the received SIP ACK from the netwdokthe
OITF. The SIP ACK SHALL include the SIP headersimed in Table 87 and all mandatory headers a$$ié.
6.2.4.4.3 Session Termination

To terminate a session, the OITF SHALL send a SYIE Bequest to the IG that includes all headersdish Table 81
and any other mandatory headers aq pi].

The IG, acting as a B2B UA SHALL validate that B BYE request includes all the mandatory headese(SIP]
and the headers listed in Table 81. Following &essful validation, the IG SHALL generate a SIP Béguest as
specified in [SMPL-IM].The IG SHALL forward the retved response to the OITF. A SIP 200 OK respohtéls
include the SIP headers defined in Table 82 anchafidatory headers as [p&tP].

Alternatively, on receipt of a SIP BYE request frtme IPTV Control FE, the IG, after validating teuest, to include
all headers listed in Table 83 and any other mamydteaders as p€sl P], SHALL forward the request to the OITF.
The OITF SHALL respond with a SIP 200 OK respongeich the I1G forward to the IPTV Control FE.

6.2.4.4.4 Session Termination

It is the responsibility of the OITF to refresh tiv session, as per [SES-TIMR] before the sessiqguires. The IG
SHALL consider a session terminated if it is ndteshed, and SHALL clear its internal state acaugbi.

6.2.4.4.5 Outgoing/Incoming MSRP Chat and Chat State Messages

Following the successful establishment of an incandr outgoing IM session, the OITF is ready teeree or send any
MSRP chat message or MSRP chat state messagedrg$eC4975] and [SMPL-IM].
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1. RTSP

This Section defines the protocol for the use oESRTover the following reference points:
e UNIS-11

* NPI-10

7.1 Protocols for IPTV Service Functions

7.1.1 Use of RTSP for CoD

7.1.1.1  RTSP Profile for the unmanaged model over UNIS-11 and NPI-10

The RTSP protocol SHALL be used on UNIS-11 and M@Fer unicast service setup and delivery. The OFHALL
obtain an RTSP request URL from the content guder to delivery of the media from a Cluster Catigr. The use
of RTSP SHALL comply with RFC 2326 [RTSP] and witte following profile.

The following describes the RTSP Profile for thisléase. The functionalities not identified in théxtion are out of
scope of OIPF:

NPT Range time format SHALL be supported by cliearid servers, Section 3.6[&T SP].

The extension mechanism using option tags in Se&i® of[RTSP] SHALL NOT be used.

Since in this Release is constraint to one med&ast per session (one m= line of audio/video déta):
This profile is not multi-server capable (Sectioa &f[RT SP])

This profiled does not support aggregate contrgigriégated support allows to control several assatistreams (e.g.,
video and sound track) using one RTSP URI.

This profile does not support “pipelining” of RT$fessages, see Section 9.1RT SP], “Pipelining.”
This profile SHALL support the following MIME types

SDP (application/sdp) as the normative sessionritien format, and

The MIME type text/parameters for GET_PARAMETER

Servers SHALL NOT use RTSP proxy features

Servers SHALL NOT use encryption or authentication

The RTSP client SHALL understand the class of esiatus code, i.e., 1xx Information, 2xx Succesg, Badirection,
4xx Client Error, and 5xx Server Error. Additionala client SHALL understand the following statusles:

“200” ; OK

“301" ; Moved Permanently
“302" ; Moved Temporarily
“400" ; Bad Request

“404” ; Not Found

“405” ; Method Not Allowed
“408" ; Request Time-out

“462" ; Destination Unreachable
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“500” ; Internal Server Error
“501" ; Not Implemented

Servers SHALL NOT use interleaved RTP and RTSP ®@#®, as per Section 10.12, “Embedded (InterleaBatgry
Data” of[RTSP].

Clients SHALL NOT use PLAY messages in the PLAVestas keep-alives (Section 10.5BIfT SP)).

Servers SHALL NOT use RTSP over UDP, see Appendof [RTSP] and related functionality like the rtspu URI
scheme in Section 22.14.3[&T SP].

Regarding the RTSP Header definitions, the cli¢hSL support the following headers:
Accept, Allow, Content-Type, CSeq, Location, PupRange, RTP-Info, Scale, Session, Transport
Additionally, the following clarifications and begtactices are added:

RTSP URIs SHALL comply to the encodings and esaapwentions defined ifRFC3986], which extends the
encodings and conventions that were hinted at duspecified ifRTSP].

Regarding Section 9, “Connections”[&FT SP], it is RECOMMENDED that servers use persistent TGRnections.
This reduces session management complexity (keep-&kar down, etc) in the clients and the ser@lignts
SHOULD use persistent connections.

Regarding keep-alive mechanisms, the following rmadms are RECOMMENDED in this order:

If the OITF has agreed to send RTCP packetsREEOMMENDED that these be re-used to keep the R3ESBion
alive.

If not, it is RECOMMENDED that the same empty RTétkets with payload type value 20 used for NAT draual
(see F.6.2, “NAT Traversal and keep-alive messémeSoD”) be re-used to keep the RTSP session alive

Otherwise, the SET_PARAMETER Method (or GET_PARAMER, whichever is supported) with an empty body
SHOULD be used.

Finally, the RTSP OPTIONS Method SHOULD be used.

Regarding Section 12.17, “CSeq”[6XT SP], the current best practice rules and clarificatiare added were not clear
in RTSP, in particular:

If a server returns a “400 Bad Request” responsaume the client did not include a CSeq headen, ttieresponse
SHALL NOT include a CSeq header.

The CSeq header value MUST be increased by oreafdr new RTSP request
Itis RECOMMENDED that CSeq value starts at “1” ¢pn

Regarding non-seekable streams, Annex C.1.5: #resmdicated by using open-ended time intervasakrange
attribute in SDP. E.g., a=range:npt=0-

Regarding Content-Length, an RTSP message withsaage body SHALL include the Content-Length heatleis
can be misinterpreted from Sections 4.3 and 12 TRBSP], because Section 4.3 [®TSP] refers to HTTP/1.1
(which only recommends it) while Section 12.14RT SP] clearly says that it MUST be included.

Regarding RTP-Info, Section 12.33[&T SP]:

The client SHALL NOT use the RTP SSRC parametesr¢'8) in a SETUP request. This is deprecated bexdu
incompatible with the specification of RTP in RFESB[RTP].

The URL values in the “url=" parameter SHALL be ¢, e.g.: RTP-Info:
url="rtsp://live.example.com/concert/audio". Thibws the URL to contain “;” and “,” characters.

If the value of the “url” parameter in RTP-Info luat is a relative URI, then the Request-URI is usetase-URI. If it
is an absolute URI, then this URI is the same dBeérSETUP message.
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7.1.1.1.1 RTSP Session Setup

When performing RTSP session setup, the OITF SHA&¢ the request URL to send a DESCRIBE message to t
Cluster Controller to obtain a media SDP. The DEEBERmessage SHALL include the Accept header with th
application/sdp content type. The Cluster Corgratir CDF SHALL return a Content-Type header with
application/sdp and the format of the body SHALLaweording to RFC 4566 [SDP] unless there is retioe of
DESCRIBE or SETUP. The OITF SHALL then issue a SPTidquest to the Cluster Controller.

If the Cluster Controller can handle the requéws,DESCRIBE and SETUP messages SHALL be forwaral okt
most appropriate CDF.

If the Cluster Controller cannot handle the requist Cluster Controller SHALL reply with a rediteesponse
(Moved) message containing a URL of another Clustartroller. The redirection MAY occur when receigieither a
DESCRIBE or a SETUP.

If the Cluster Controller sends a redirect respdoghe SETUP request, the OITF MAY send a new DEBE
request.

If the setup is successful the CDF SHALL reply watR00 OK message that SHALL be proxied by the t€lus
Controller to the OITF. After receiving the set@sponse the OITF MAY send PLAY and PAUSE messap#set
Cluster Controller.

The Cluster Controller SHALL modify the RTSP URLftorward the RTSP messages to the chosen CDF &umcti
when the messages are initiated from the OITF.

When receiving error messages from the CDF, thet@uController SHALL either forward them to theT®lor try
another CDF.

When the OITF receives an error message, it MAYldisappropriate messages to the end user. Thermessages
MAY also be handled by the downloaded DAE or natipplication before being displayed to the user.

7.1.1.1.2 RTSP Control for media delivery

7.1.1.1.2.1 Handling of Media Control for Starting Playback

On receiving a request from the user to start @akbthe OITF SHALL send an RTSP PLAY message edChuster
Controller.

The RTSP fields in the RTSP PLAY message SHALLilbedfas follows:

On receiving a request from the user to modifytlagback, the OITF SHALL send an RTSP PLAY messaigle a
request to modify the position, speed and/or dimaadf playback. The OITF indicates the directiowér speed of
playback by including a Scale header or changepdbgion of playback by including a Range header.

* The Scale header SHALL be set as follows:

1 indicates normal play;

If not 1, the value corresponds to the rate wipeet to normal viewing rate;
» A negative value indicates reverse direction.
If the request is to pause the playback, the OIFRIS. send an RTSP PAUSE message.

On receipt of a RTSP PLAY or PAUSE request, thes@uController SHALL forward the message to thesemn
CDF.

The CDF SHALL respond with a 200 OK message. Theerds of the 200 OK response SHALL be as follows:

e CSeq SHALL be set to the same value as that inetpeest.

7.1.1.1.2.2 Handling of Media Control for Retrieving Playback Information

For OITF devices that require retrieving the positand the duration parameter from the server ferational reasons,
the OITF SHALL support the method GET_PARAMETER sage for that purpose.
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All OITF devices SHALL support the retrieval froiimet server of the scales parameter through the GERARETER
message.

Any other parameter not supported by the Clustemti©@ter used in the GET_PARAMETER request SHALL be
rejected by the Cluster Controller with an apprafarierror code. An empty body SHALL be allowedtfer RTSP
keep-alive message.

If RTSP is used as a keep-alive, then the timemusénding the request is based on the timeoutnedea specified in
the session header in the RTSP SETUP responsmelftit parameter is not specified then a defalitevaf 60
seconds SHALL be used.

On receipt of the RTSP GET_PARAMETER request, thesteér Controller SHALL forward the message to ¢thesen
CDF.

The CDF SHALL respond with a 200 OK message withrégguested values or empty in the case of a kéep-a
message. The message SHALL be forwarded to the OITF
7.1.1.1.2.3 Handling of Beginning and End of Stream

On receipt of the beginning-of-stream or end-oéain indication from the CDF, the Cluster ControlMAY send an
RTSP ANNOUNCE to the OITF with an indication thag theginning-of-stream or end-of-stream has beachies.
The Notice header SHALL be included with the noticele value set to “2104 Start-of-Stream Reached2101 End-
of-Stream Reached”.

Note: The header and code is based on [RTSP2-AN].

On receipt of the RTSP ANNOUNCE with an end-of-atreor beginning-of-stream indication, the OITF MAake
relevant actions to handle the event (e.g. ternmgahe session, rewinding the media stream, €fbg.OITF SHALL
respond with a RTSP 200 OK.

7.1.1.1.2.4 Handling by the CDF for multiple PLAY messages in Play state

The CDF SHALL NOT queue successive PLAY messageprficessing while in a play state. An incoming new
PLAY message SHALL result in an immediate termimatby the CDF of the processing associated witfegipus
pending PLAY message if applicable.

7.1.1.1.2.5 Handling of CDF-initiated session termination

If the CFD detects an event that leads it to hawerminate a user session, the CDF SHALL sendTe&®FR
ANNOUNCE to the cluster controller with an indiaatithat the session SHALL be terminated. The Ndieader
SHALL be included with the notice code value set3402 Client Session Terminated”. The clustertomter SHALL
forward the message to the OITF, and return an RAGRPFOK to the CDF.

Note: The header and code is based on [RTSP2-AN].

On receipt of the RTSP ANNOUNCE with a client sesgierminate indication, the OITF SHALL return am$P 200
OK then proceed to terminate the session in acooslaith Section 7.1.1.1.3, “RTSP Session Teardown”

7.1.1.1.2.6 Handling of Cluster Controller-initiated session termination

If the Cluster controller detects an event thatl$eidto have to terminate a user session, theéeclasntroller SHALL
send an RTSP ANNOUNCE to the OITF with an indicatibat the session SHALL be terminated. The Ndieader
SHALL be included with the notice code value set502 Client Session Terminated”.

Note: The header and code is based on [RTSP2-AN].

On receipt of the RTSP ANNOUNCE with a client seedierminate indication, the OITF SHALL return am$P 200
OK then proceed to terminate the session in acoolwith Section 7.1.1.1.3, “RTSP Session Teardown”
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7.1.1.1.3 RTSP Session Teardown

To tear down a unicast session, the OITF SHALLa&SP TEARDOWN message and SHALL wait for a 200 OK
response from the Cluster Controller. The Clustenttdller SHALL relay the RTSP TEARDOWN messagéhte
CDF and relay the 200 OK message to the OITF.

7.1.1.1.4 Supported RTSP Messages

The OITF acting as an RTSP Client and the Clustati©ller acting as an RTSP Server SHALL suppol¢ast the
following messages: RTSP SETUP, RTSP TEARDOWN, RDEBCRIBE, RTSP PLAY, RTSP PAUSE, RTSP
GET_PARAMETER, RTSP ANNOUNCE, and RTSP OPTIONS.

The CDF as an RTSP server SHALL support at leastdtiowing messages: RTSP SETUP, RTSP TEARDOWN,
RTSP DESCRIBE, RTSP PLAY, RTSP PAUSE, RTSP OPTIO&8, RTSP GET_PARAMETER.
7.1.1.2  RTSP for managed model over UNIS -11 and NPI-10

The RTSP protocol SHALL be used on NPI-10 for C@Bsson setup and UNIS-11 and NPI-10 for CoD service
delivery.

In the managed model, the OITF SHALL obtain therappgate RTSP request URI, RTSP session ID, andRi
media parameters, prior to content delivery fromadksigned Cluster Controller.

If the OITF supports RTSP/RTCP monitoring, it SHAALso include the a=OIPF-QoS-Metrics line, the gz=tr line
and the b=RR line prior to content delivery frore tissigned CC, where:

* The a=0IPF-QoS-Metrics line includes informationtba cumulative performance metrics the ServiceiHes
requests from the client for that session (seei@eét2.1, “Performance Monitoring over UNIT-18.").

e The a=rtcp-xr line includes information on the séemmerformance metrics the Service Provider reguesin the
client for that session (see Section 9.2.1, “Perforce Monitoring over UNIT-18.")

« Finally, the b=RR line specifies the reporting baitth assigned to the OITF in bits per second,3&&ion 2 of
RFC 355 SDP-RTCP]. If this line is not retrieved via SIP OPTION&eh the OITF SHALL use the RTP
default of 5% of the stream bandwidth for RTCP répo

The use of RTSP SHALL comply with RFC 2326 [RTSkwnodifications defined by this specification.

Annex B.2.4 gives guidelines for specifying cumivlatmetrics to be conveyed using the RTSP Headxfiseadl herein.
Similarly to the RTCP case, “OIPF-BasicPerfMonCuBubsetl” is used in this specification as a plalktand for
illustrative purposes.

7.1.1.2.1 Missing SDP parameters Retrieval

When the Cluster controller receives a SIP OPTIONSsage to retrieve missing parameters, it SHAIND san RTSP
DESCRIBE message to an appropriate CDF. The “A¢deader SHALL be set to “application/sdp”.

The CDF SHALL reply with a RTSP 200 OK message \tlin Content-type header set to “application/sdp”.

If the CDF replied with a redirection response, @aster Controller SHALL send a new RTSP DESCRiBEhe new
CDF.

If the Cluster Controller failed to successfullyngolete the RTSP DESCRIBE transaction, it SHALL retan
appropriate error message to the SIP OPTIONS messag

7.1.1.2.2 RTSP Session Setup

The OITF SHALL NOT use the RTSP SETUP messagehdmanaged network case, the RTSP session setup is
initiated with a SIP INVITE.

When receiving a COD session initiation SIP reqéresh the CDN Controller, the Cluster Controller SIH. choose
the appropriate CDF and issue an RTSP SETUP messtmthe following parameters:
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» The RTSP URI SHALL have a path that is compatibit whe requested content indicated in the usdrqfahe
“To:” header of the SIP message.

* The Transport header SHALL contain a “Destinatisnb header indicating the IP address o the OITF'.
The CDF SHALL reply with an RTSP 200 OK messagthoCluster Controller.

* The message SHALL contain an RTSP session ID.

e The CSeq SHALL be set to the same value as in TRFRSETUP request

If the Cluster Controller receives an error mesdega the CDF, it MAY try another CDF. It MAY als@ply with the
appropriate SIP error message to the CDN Contr(dk Section 6.1.2.2.1.4, “Content Reporting aashdgement of
Content Reporting.”)

The Cluster Controller SHALL issue a SETUP reqdeseach media line (if the content is FEC protdjte

If the new CDF sends a redirect response to thd B&Equest, the Cluster Controller SHALL send a &&TUP
request to the new CDF.

If the Cluster Controller failed to successfullyngolete the RTSP SETUP transaction, it SHALL retammappropriate
error message to the SIP INVITE.

7.1.1.2.3 RTSP Control for media delivery

7.1.1.2.3.1 Handling of Media Control for Starting Playback

On receiving a request from the user to start @albthe OITF SHALL follow the procedures defined TS183063],
Section 7.1.1.2 with the OITF acting as a OIPF twedCluster Controller acting as a MCF-.

Note: The technical content of this section indécalby the quoted reference does not differ fronttreesponding
section in Release 1.

7.1.1.2.3.2 Handling of Media Control for Modifying Playback

On receiving a request from the user to modify pék, the OITF SHALL follow the procedures defiriad
[TS183063], Section 7.1.1.3 with the OITF acting as a OIP#& e Cluster Controller acting as a MCF.

Note: The technical content of this section indécalby the quoted reference does not differ fronttreesponding
section in Release 1.

On receipt of a RTSP PLAY or PAUSE request, thes@uController SHALL forward the message to thesamn
CDF.

The CDF SHALL respond with a 200 OK message. Theerds of the 200 OK response SHALL be as follows:

» CSeq SHALL be set to the same value as that incttpeest.

7.1.1.2.3.3 Handling of Media Control for Retrieving Playback Information

On receiving a request from the user to retrieegtphck information, the OITF MAY send an RTSP
GET_PARAMETER message. The OITF MAY retrieve thiofeing information:

e position
The position in the media in seconds.

» scales
The allowed scales that can be used in the PLAYasy Syntax SHALL be a comma separated arrayafiad
scales.

e duration

The total duration in seconds of the media to lagqd.
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Any other parameter not supported by the Clustemti©@ber used in the GET_PARAMETER request SHALL be
rejected by the Cluster Controller with an apprafarierror code. An empty body SHALL be allowedtfer RTSP
keep alive message.

On receipt of the RTSP GET_PARAMETER request, thes@r Controller SHALL forward the message to ¢thesen
CDF.

The CDF SHALL respond with a 200 OK message withrdquested values. The message SHALL be forwaodtm
OITF.

7.1.1.2.3.4 Handling of Beginning and End of Stream

On receipt of the beginning-of-stream or end-oéain indication from the CDF, the Cluster ControMAY send an
RTSP ANNOUNCE to the OITF with an indication thaé tbeginning-of-stream or end-of-stream has beschiezl.
The “Notice” header SHALL be included with the maticode value set to “2104 Start-of-Stream-Reachet2101
End-of-Stream Reached”.

Note: The header and code is based on [RTSP2-AbtE that the RTSP version used in this specificagd'1.0” and
not “2.0” as in the examples in [RTSP2-AN].

On receipt of the RTSP ANNOUNCE with a beginningstbam or an end-of-stream indication, the OITFYWAke
relevant actions to handle the end of stream geegt terminating the session, rewinding the mettigam, etc.). The
OITF SHALL respond with a RTSP 200 OK.

7.1.1.2.3.5 Handling of CDF-initiated session termination

If the CDF detects an event that leads it to haverminate a user session, the CDF SHALL sendTE®AR
ANNOUNCE to the cluster controller with an indiagaithat the session SHALL be terminated. The Ndieader
SHALL be included with the notice code value set502 Client Session Terminated”. The clustertoaller SHALL
perform the following:

* Return an RTSP 200 OK to the CDF,

* Proceed to tear down the RTSP session in accorddtit&ection 7.1.1.1.3, “RTSP Session Teardowrd where
the cluster controller plays the role of the OITF,

* Proceed to tear down the IMS session with the CDNCF

7.1.1.2.3.6 Handling of Cluster Controller-initiated session termination

If the Cluster controller detects an event thatl$eidto have to terminate a user session, thet&lasntroller SHALL
perform the following:

» Proceed to tear down the RTSP session in accordgtit&ection 7.1.1.1.3, “RTSP Session Teardown where
the cluster controller plays the role of the OITF,

* Proceed to tear down the IMS session with the CDNCF

7.1.1.2.4 RTSP Session Teardown
The OITF SHALL NOT use the RTSP TEARDOWN message.
Note: In the managed network case, the RTSP setsaotown is initiated via SIP.

When the Cluster Controller receives a SIP BYE mgsdo teardown a SIP CoD session, the Cluster@ltamt
SHALL send a RTSP TEARDOWN message to the CDF.GD& SHALL reply with a 200 OK.

The Cluster Controller SHALL issue a TEARDOWN regutr each media line (if the content is FEC peted).

7.1.1.25 RTSP Messages supported

The OITF acting as an RTSP Client SHALL support RT8.AY, RTSP PAUSE, , RTSP GET_PARAMETER, RTSP
ANNOUNCE, and RTSP OPTIONSs.
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The Cluster Controller acting as an RTSP ProxyRn8P Client SHALL support at least the followingssages:
RTSP SETUP, RTSP TEARDOWN, RTSP DESCRIBE, RTSP PLRYSP PAUSE, RTSP OPTIONS, and RTSP
GET_PARAMETER.

The CDF acting as an RTSP server SHALL supportagtithe following messages: RTSP SETUP, RTSP
TEARDOWN, RTSP DESCRIBE, RTSP PLAY, RTSP PAUSE, RTSPTIONS, and RTSP GET _.
7.1.2 Use of RTSP for Forced Play Out Control

7.1.2.1  RTSP for managed model over UNIS-11 and NPI-10

The RTSP/RTCP monitoring, RTSP session setup amdde/n procedures are unchaged by Forced Playr@ut a
SHALL follow the description in Section 7.1.1.2, TBP for managed model over UNIS -11 and NPI-10".

7.1.2.1.1 RTSP Control for media delivery

7.1.2.1.1.1 Forced Play Out Controlled by the Cluster Controller

On receiving a request from the user to controptlagback (e.g. RTSP PLAY, PAUSE, etc), the OITFARH follow
the procedures specified in Session 7.1.1.2.3, fRT8ntrol for media delivery.”

On receiving a request from the user to controptgback (e.g. RTSP PLAY, PAUSE, etc), the Clu§tentroller
SHALL examine the request to see whether the plelybaeration is permitted based on the Forced ®layControl
policy. If the requested playback operation is fdden by the policy -- for example, the user ttie$ast forward when
an advertisement is showing -- the Cluster CordrdiHALL disable the request and respond with alR#85
message. If the playback is permitted, the CluStertroller SHALL forward the request to the seldc@DF.

The CDF SHALL respond with a 200 OK message. Theearts of the 200 OK response SHALL be as follows:
» CSeq SHALL be set to the same value as that inctpeest.

Handling of Media Control for Retrieving Playbackdrmation is the same as specified in Sectionl 7213, “RTSP
Control for media delivery.”

Handling of End of Stream is not affected by ForBéaly Out and is the same as specified in Sectibl 2.3, “RTSP
Control for media delivery.”

7.1.3 Use of RTSP for nPVR

7.1.3.1 RTSP Session Setup

When performing recording, the Cluster ControlletAR L first retrieve the SDP of the scheduled conterogram and
then issue a DESCRIBE messages to the most appt®@DF. The DESCRIBE message SHALL include theeftc
header with the application/sdp content type. Thé& SHALL return a Content-Type header with apglar@sdp and
the format of the body SHALL be according to RFG@%SDP]. The Cluster Controller SHALL then issuBEBTUP
request to CDF. The CDF then SHALL join the mulsicgroup as defined in Section 8.1.3.1, “ProtodaiRVR on
NPI-40".

If the setup is successful the CDF SHALL reply vatR00 OK message to the Cluster Controller.
e The message SHALL contain a RTSP Server port &8%P session ID.
* The CSeq SHALL be set to the same value as in TRFRSETUP request

After receiving the setup response, the Clusterti©tder SHALL send RECORD message to the CDF. TthenCDF
start recording the content. When receiving erressages from the CDF, the Cluster Controller SHA&llanother
CDF.
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7.1.3.2  Handling of End of Recording

When finishing the recording, the CDF SHALL issuBBSP ANNOUNCE message to the Cluster Controlleeport
the record result.

Within the message body, the CDF SHALL include dybassociated with the appid “urn:oipf:npvr:rep2009”. The
parameters SHALL be set:

» Result: the result of the recording (i.e. Completedor).
» CRID: the identifier reference to the recorded eotitfor OITF to request later.

e Spare: the spare storage existing in the CDF.

7.1.3.3 RTSP Session Teardown

When the Cluster Controller receives a SIP BYE mgsdo tear down a SIP nPVR session, the Clustetr@ter
SHALL issue a RTSP TEARDOWN message to the CDF.GBE& SHALL reply with a 200 OK.

7.1.4 Use of RTSP for Personalized Channel

7.1.4.1 RTSP Session Setup for PCh

When receiving a PCh session initiation SIP INVIff@n the CDN Controller, the Cluster Controller SHAchoose
the appropriate CDF and SHALL issue an RTSP SETEBRsage with the following parameters:

* The RTSP URI SHALL contain a path that is compatibith the requested PCh item indicated in the paerof
the “To:” header of the SIP message.

e The Transport header SHALL contain a “Destinatisab header indicating the IP address of the OITkeif
content item is COD content, if the content iterBG service, this header SHALL indicating the nualsit address
related to the SC service.

On reception of RTSP SETUP message, the CDF SHA&plyrwith an RTSP 200 OK message to the Cluster
Controller.

* The message SHALL contain an RTSP session ID.

» The CSeq SHALL be set to the same value as in TRFRSETUP request

If the requested PCh item is SC Program and the @i#sn’t cache the content, the CDF MAY fetch thetent, e.g.,
join the associated multicast group and fetch theent using IGMPV3 as described in RFC33T6{ P3)).

7.1.4.2 RTSP PLAY for PCh content switch

When receiving a PCh content switch request SIP 8#&K5E from the CDN Controller, the Cluster Control&8HALL
issue an RTSP PLAY message to the same CDF asezskladhe PCh session initiation, with the follogiiparameters:

e The RTSP URI SHALL contain a path that is compatisith the Contentld that is carried in the SIP ONFessage
body.

» The session ID SHALL be set to identically to thithe RTSP SETUP request.

» The Transport header SHALL contain a “Destinatisnb header indicating the IP address of the OITheif
content item is COD content, if the content iterBG service, this header SHALL indicating the nualsit address
related to the SC service.

On reception of RTSP PLAY message, the CDF SHAldlyravith an RTSP 200 OK message to the Cluster
Controller.

e The message SHALL contain the same session |IDeaRTISP SETUP.

» The CSeq SHALL be set to the same value as in TRFRSETUP request
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If the requested PCh item is SC Program and the @i#Sn’t cache the content, the CDF MAY fetch thetent, e.g.,
join the associated multicast group and fetch trent using IGMPv3 as described in RFC33T6 P3]).

7.1.5 Content Streaming Post Session Transfer

The following procedure SHALL be undertaken byam#iferee OITF to view the CoD, once it has sucagsf
established the CoD session to handle the transfer:

Step 1:  If the transferee OITF has the content bookmar8HALL send the RTSP PLAY to the CC/CDF and the
bookmark SHALL be added in the Range header te#tdithe content start time to be played. The CE&/CD
SHALL send the related content through the condefivery channel established in the CoD sessidhdo
transferee OITF. The procedures in Sections 7.81:RTSP Control for media delivery” and 7.1.1,2.4
“RTSP Control for media delivery” for media contpmirposes can be reused and this procedure tegsinat

Step 2:  If the transferee OITF does not have the conteokimark, it can use the procedure defined in 5.319.4
“Protocol for Retrieving Stored Content Bookmarks'tetrieve the content bookmark, and subsequéntly
can use the procedure defined in Step 1.

7.2 Protocols for Service Access and Control

7.2.1 Performance Monitoring over UNIT-18

QoS metrics can be classified as those that need to be repatgrdarly, i.e. ‘sample metrics’, and those that a
typically REQUIRED when the service ends, i.e.nulative metrics’. Periodic RTCP reports are magoprapriate for
transport of sample metrics (see Section. 9.2.&rft®Pmance Monitoring over UNIT-18"), while on-denthor
scheduled RTSP reports are especially suitabledasport of cumulative metrics. In general, an\/FsErvice might
need a combination of both.

This section specifies the OPTIONAL RTSP mechanifmgerformance monitoring of CoD services.

If the OITF supports QoS metrics and has beenlsyitonfigured to use them, then the CoD sessittiaiion request
over HNI-IGI interface SHALL include the selectéd( accepted by client) or modified (for re-negtitin) QoS
metrics for either the session level or media level

The QoS metrics negotiation SHALL start at the Cluster Controll€&Q) on reception of a response to an RTSP
DESCRIBE including metrics information embeddedhie session description. The RTSP DESCRIBE at thésC
triggered by a SIP OPTIONS request for missing ipetars from the CDN Controller, as per Section1z212, “RTSP
Session Setup.”

On receiving this SETUP request, the Content Dgfivinction (CDF) SHALL return the RTSP 200 OK respe
with the “accepted” QoS metrics (i.e. metrics agplarting values which are identical to the onethaclient’s request
and accepted by the CDF) and the “re-negotiationS @etrics (i.e. metrics and reporting values whihnot
identical to the ones in the client’s request amdlified for re-negotiation by the CDF). The echoofghe “accepted”
QoS metrics is for re-acknowledging the client'suest.

The CDF MAY also reject the changes made by thentli.e. reject the “re-negotiation” of QoS medritf the CDF
rejects the changes, it SHALL either set new valresresend the modified metrics back to the clienit SHALL
ignore the “re-negotiation” metrics and not re-amkfedge them. Any QoS metric that has been ackroyelé as
“accepted” by the CDF SHALL NOT be re-negotiated,,iit SHALL NOT be resent in the “OIPF-QoS-Met'ic
header in the next RTSP request and SHALL NOT keckmowledged in the next RTSP response.

If the CDF does not approve the modifications miagl¢he client, they SHOULD continue to re-negotidtewever,
negotiations SHOULD NOT exceed 4 round trips, idesrto minimize the potential delay of the negadiafprocess.
The negotiation process MAY delay the start-uphefservice and it MAY be avoided by carefully séterthe value
of theMetrics-Set parameter in the service information. It MUST beedlathat each time the “QoS-Metrics” header
field is sent in an RTSP request, it SHALL alsopbesent in the response corresponding to thatcpdatirequest.
Otherwise, the receiver of the response SHALL asstirat the other end does not support QoS metrics.

If there is no DESCRIBE request-response pair sgnai the beginning of the RTSP session betwee@thand the
CDF, it means that the session description is veceby other means. If such a description contdiesOIPF-QoS-
Metrics” attribute, the negotiation starts at the @ith a SETUP request containing the “OIPF-QoS+Mst header.
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If the session description does not contain the?fQoS-Metrics” attribute and the CDF would sikelto check
whether the client supports the QoS Protocol oy thet CDF SHALL include the “OIPF-QoS-Metrics” head
containing the initial QoS metrics in the SETUPpasse. If the OITF sends the QoS metrics infornmaiticthe next
request (indicating that it supports the QoS Pml)pthe negotiation SHALL continue until a mut@greement is
reached or the negotiation limit of 4 round-tripséached.

To inform the client of the CDF’s desire to receieports for the session, a new SDP attributeésifipd to convey
the QoS metrics. This attribute is defined inlingwection. 5.3.3.6 of TS26.234v750 [PSS].

The ABNF definition (See RFC 4234 [ABNF]) is aslfols:

OIPF-Qo0S-Metrics-Att = “a=" “OIPF-Qo0S-Metrics” “:” Measure-Spec *(*,” Measure-Spec) CRLF
Measure-Spec = "Metrics “;” Sending-rate [";” Measure-Range] *([*;” Parameter-Ext])
Metrics = “cumul-metrics” “=" Metrics-Set / (“{” Metrics-Name *(*|” Metrics-Name) “}")
Metrics-Name = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except ", “", “{“ or "}’
Metrics-Set = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;", “,”, “{* or "}"
Sending-Rate = “rate” “=" 1*DIGIT / “End”
Measure-Range = “range” “:” Ranges-Specifier

Parameter-Ext = “On”/"Off"/ (1*DIGIT [*.” 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a)
/ 0x7c / Ox7e))

Ranges-Specifier = as defined in RFC 2326 [RTSP]

CRLF = %d13.10

This specification defines two new RTSP Headersegotiate and report the ‘cumulative metrics’ dgragssion setup.
These new RTSP headers follow the semantics of|[R88 are accordingly call€gdl PF-QoS-Metrics andOIPF-QoS
Feedback. They SHALL be used as follows:

*  OIPF-QoS-Metrics SHALL be used for setting up and controlling teparting of cumulative metrics, i.e. turn
on/off reporting, negotiate the set of metricsfriggjuency and the report range. This header caeibEin requests
and responses of the RTSP Methods SETUP (in unrednaggworks), SET_PARAMETER, OPTIONS (with
Session ID) and PLAY. The OITF SHOULD use the OPN8Xwith Session ID) or SET_PARAMETER RTSP
methods to turn off the QoS feedback.

The ABNF [ABNF] definition is as follows:
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QoS-Header = “OIPF-Qo0S-Metrics” “:” (“Off” / Measure-Spec *(“,” Measure-Spec)) CRLF

Measure-Spec = Stream-URL ;" ((Metrics “;” Sending-rate [";”
Measure-Range] *([";” Parameter-Ext])) /  “Off”)

Stream-URL = “url” “=" <">Rtsp-URL<">

Metrics = “cumul-metrics” “=" Metrics-Set / (“{” Metrics-Name *(|” Metrics-Name) “}")
Metrics-Set = 1*((0x21..0x2b) / (Ox2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;”, “,", “{* or "}’
Metrics-Name = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except *;", “,”, “{* or "}"

Sending-Rate = “rate” “=" 1*DIGIT / “End”
Measure-Range = “range” “:” Ranges-Specifier

Parameter-Ext = “On”/"Off"/ (1*DIGIT [*.” 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) /
0x7c / 0x7e))

Ranges-Specifier = as defined in RFC 2326 [RTSP]
Rtsp-URL = as defined in RFC 2326 [RTSP]

CRLF = %d13.10

* OIPF-QoSFeedback SHALL be used for sending (or requesting) the @alc@oS metrics feedback to (or from) the
CDF. This header can be sent in requests and respaf the following RTSP Methods: SET_PARAMETER (o
GET_PARAMETER), or PAUSE Methods.

ABNF [ABNF] definition follows:

Feedback-Header = “OIPF-QoS-Feedback” “;” Feedback-Spec *(“,” Feedback-Spec) CRLF
Feedback-Spec = Stream-URL “;” 1*(“;” Parameters) [";” Measure-Range]
Stream-URL = “url” “=" <">Rtsp-URL<">
Metrics-Set = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;", “,”, “{* or "}"
Parameters = Metrics-Name “=" “{" SP / (Measure *(“|” Measure)) “}”

Metrics-Name = “1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e) ;VCHAR except “;", “,", “{*
or"y

Rtsp-URL = as defined in RFC 2326 [RTSP]
Measure-Range = “range” “:" Ranges-Specifier
Ranges-Specifier = as defined in RFC 2326 [RTSP]
Measure = Value [SP Timestamp]

Value = ([-“]1*DIGIT [".” *DIGIT]) / 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / OX7e) ;
VCHAR except fon “{" or "}"

Timestamp = NPT-Time
NPT-Time = as defined in RFC 2326 [RTSP]

CRLF = %d13.10

The OITF SHALL use the SET_PARAMETER method for elative QoS metrics reporting, using the OIPF-QoS-
Feedback Header defined in this specification. Hmrein some cases, the RTSP method MAY also ba: use
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* When the client wants to pause the streaming ftbevQoS information SHOULD be embedded into a PAUSE
method. The OITF SHOULD NOT send any QoS reporthéocCDF when the media stream is paused, as nmmed
is being exchanged.

The reporting CDF SHALL use the GET_PARAMETER mettior retrieving cumulative QoS metrics from theT®l
on-demand, using the OIPF-QoS-Feedback Headeredkifinthis specification.

The RTSP header and attribute definitions aboveknest identical to those in [PSS]. The semargid&\LL comply
with Section 5.3.2.3 except for the differencesaming and the following Open IPTV Forum speciti@nges:

» There is a possibility to simplify the request aagdorting of a (potentially large) set of metrigsibtroducing a
Metrics-Set attribute in theDl PF-QoS-Metrics andOI PF-QoS-Feedback headers. i.e., theletrics-Set attribute
MAY be used instead of listing each metric explycitis these would have empty values during theioset
negotiation phase anyway; this makes messagescoorgact when the number is large.

Note the commonalities between the definition ef RrSP Header OIPF-QoS-Metrics and the SDP atéribbove.
Note also, that the Stream-URL is not presenténSBP attribute; this is because the value of trea-URL is
present in the session description and is thus krimpthe CC at the time of issuing the RTSP SETatRe&ch media
line.
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8. IGMP and Multicast Protocol

This section defines the protocol for the use diilsand Multicast over the following reference peint
* UNIS-13

e UNIS-7

e UNIS-15

* UINS-RMS

¢ UNIS-6

* UNIS-12

« NPI-40

8.1 Protocols for IPTV Service Functions

8.1.1 Scheduled Content

The OITF SHALL support IGMPv3 as described in RREZ8 ([IGMP3]). If the Transport Processing Function
supports a lower IGMP version, the backward corbjiayi rules between the OITF and the Transportcéssing
Function SHALL conform to [IGMP3] Section 7.

8111 Procedure for Scheduled Content on UNIS-13 with Session Initiation

The use of IGMP on UNIS-13 with session initiat®HALL be as defined in [TS183063] Section 8.1.2 Sedtion
8.2, where the OITF replaces the OIPF, the Trandpraicessing Function replaces the Transport Famgtithe BTF
replaces the ECF/EFF and the Service DiscoveryFHB/IMetadata Control FE replaces the SSF.

8.1.1.2 Procedure for Scheduled Content on UNIS-13 without Session Initiation

The use of IGMP on UNIS-13 without session inibatSHALL be as defined in Section 8.1.1.1, “Procedor
Scheduled Content on UNIS-13".

In the case there is no session initiation, thegdares described in Section 8.1.2 of [TS183063ktdhe
Group/Multicast Address Records will not retrievey @hannel or source address information from &sisn initiation
step.

8.1.1.3 Procedure for RET IP Multicast for Scheduled Content on UNIS-13

The use of IGMP on UNIS-13 SHALL be defined as ati®n 8.1.1.1, “Procedure for Scheduled ConterlNihS-13
with Session Initiation” or as defined in sectiad.&.2, “Procedure for Scheduled Content on UNISvitBout Session
Initiation”.

In this context, the IP Multicast group and souddress are not related to a “channel” but to anaated RET IP
Multicast, as defined in Annex F of ETSI TS 102 pi3&102034] and Annex M.1.2, “Multicast RET for Content on
Demand Service” in this specification.

8.1.2 Pay Per View Scheduled Content

PPV Scheduled Content session initiation over UNBSSHALL be same as Scheduled Content sessioatinitias
described in Section 8.1.1, “Scheduled Content.”
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8.1.3 nPVR

8.1.3.1 Protocol of nPVR on NPI-40

The controlling protocol of CDN for nPVR is IGMPh& use of IGMP on NPI-40 SHALL be as defined intibec
8.1.1.1, “Procedure for Scheduled Content on UNBSvith Session Initiation”. In this case, the CDRle CDN acts
as an OITF for the Scheduled Content service.

When the CDF receives the request to record a @anagt SHALL send an IGMP Join to the Transportdessing
Functions.
8.1.4 Network Generated Notification Service

Whenever the network generated notification evear detected, the IPTV Application SHALL send théfitation
message as well as the destination multicast gammifier to the MCDF over NPI-42. The destinatimalticast group
identifier indicates the multicast group used far hetwork generated notification service whicliedsf from the
related scheduled content service.

Upon receiving the notification message, the MCIBFASL distribute the notification message to the timalst group
identified by destination multicast group identifias defined in Section 9.1.3, “nPVR”.

For the OITF, Network Generated Notification sessiotiation over UNIS-13 SHALL be the same as Skied
Content session initiation as described in Sed@idnl, “Scheduled Content”.
8.1.5 Emergency Notification Service

Upon receiving an emergency notification from Enegricy Services, the Notification Services SHALL sémel
emergency notification message as well as thergggin multicast group identifier to the MCDF oW#PI-38.

Upon receiving the notification message, the MCIHHAEL distribute the emergency notification messagé¢he
multicast group identified by destination multicgsbup identifier, as defined in Section 9.1.3, VifP.

Emergency Notifications are delivered to an OITEUNIS-13, when the OITF joins the correspondingtivast
group with the access parameters derived from SB&8efined in [META].

8.2 Protocols for Service Access and Control Function

8.2.1 Service Discovery and Content Selection

8211 Protocol on UNIS-15 and UNIS-7

DVB SD&S Transport Protocol (DVBSTP) specified iaclon 5.4.1 of [TS102034] SHALL be used to tranmspioe
Service Discovery and Content Metadata relatedinddion over multicast.

8.2.1.2 Protocol on UNIS-13

The use of IGMP on UNIS-13 for Service Discoverd &ontent Selection SHALL be as defined in [TS18306
Section 8.1.1 where the OITF replaces the OIPFStreice Provider Discovery FE replaces the SDFthadervice
Discovery FE/Metadata control FE replaces SSF.

8.2.2 Remote Management

8.2.2.1 Protocol on UNI-RMS

The UNI-RMS provides the functions for the remotenagement of the OITF devices. This interface SHAkLbased
on DSL Forum TR-069 Remote Management FrameworlOpBER
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8.3 Protocols for System Infrastructure Functions

8.3.1 Interactive application delivery

8.3.1.1 Protocol over UNIS-6 and UNIS-12

The use of multicast is an OPTIONAL feature forueidg network and server traffic when DAE and PAdplacations
are delivered to the OITF and AG respectively.

FLUTE [RFC3926] SHALL be used when DAE and PAE &mtlons are delivered through multicast. The FDT-
Instance XML Schema defined in [RFC3926] is extehdéh two additional attributes: Tags and Priarifjhe Tags
attribute is a list of tags, and indicates to th&fwhether the file SHOULD be stored or not. THrority attribute
takes values between 1 and 10, with 10 being thleelst priority. The Priority attribute can helgt®ITF during
garbage collection to decide which files can begpdr

The Content-Location element in the FDT-InstancéBHbe the same URI which is used to fetch the obyeith
unicast, e.g., http://server/DAE_pictures/backgrbjpy. If the OITF has stored an object, it SHALON download
the object again using unicast unless it has edpire

If certain parts of the file are lost, the OITF MA¥tch the missing parts using HTTP with range keesad
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9. RTP/RTCP

This Section defines the protocol for the use oPRIhd RTCP over the following reference points:
e UNIT-17
e UNIT-18

« NPI-41

9.1 Protocols for IPTV Service Functions

9.1.1 Scheduled Content

Scheduled content is delivered either as a muttimaa unicast stream over UNIT-17.

9111 Protocol over UNIT-17

The use of RTP on this reference point SHALL compith [TS102034] Section 7.1 and subsection 7.1.1.

9.1.2 CoD

Streamed Content on Demand is delivered as a trsttaam over UNIT-17. RTP and HTTP MAY be usedisTh
section specifies the use of RTP.

9.1.2.1 Protocol over UNIT-17
RTP SHALL be used on this reference point and SHAbmply with [TS102034] Section 7.1 and subsectdnl.

The use of RTCP SHALL be compliant to Section 9.2.1

9.1.3 nPVR

9131 Protocol over NPI-41

This interface is used for multicast delivery fréime Transport Processing Functions to the CDFar@BN for the
purposes of nPVR. RTP SHALL be used on NPI-413HALL comply with [TS102034] Section 7.1 and suliset
7.1.1.

9.2 Service Access and Control

9.2.1 Performance Monitoring over UNIT-18
This section specifies the OPTIONAL setup and répgrof sample metrics for CoD services.

The setup is initiated when the SDP session pammate retrieved. A CDF requesting sample metepsrts via
RTCP SHALL include the performance reporting infatian in the retrieved SDP information using thetep-xr SDP
attribute as defined below.

RTCP SHALL be used as per subsection 7.1.1.1 o1(P834] with the following additions:

» RTCP Receiver Reports defined by RFC 3§8TP] SHALL be used to include RTCP XR extended reports
following the rules of RFC 361/RTCP-XR] and as defined further below.

» The RTP default value for RTCP bandwidth of 5% MB& overridden by using the SDP bandwidth modiféers
specified in RFC 355B5DP-RTCP]. See Section 7.1.1.2 for details.
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Unlike the case of cumulative metrics, the sampdrics are not present in the OIPF-QoS-Metrics RH&ader as
there is already a framework for reporting mettis;xg RTCP, namely the RTCP XR extended reporea&®RpC 3611
[RTCP-XR]. A consequence of this is that the sanmpédrics cannot be negotiated, as RTSP cannot iaégot
parameters present in the SDP.

The SDP attributes to define the REQUIRED sampl&iogein accordance with Section 5.1 of RFC 361T(R-XR]
are as follows:

rtcp-xr-attrib = “a=" “rtcp-xr” *:” [xr-format *(SP xr-format)] CRLF
xr-format = default-OIPF-xr-report / new-OIPF-xr-report
default-OIPF-xr-report = “OIPF-BasicPerfMonSampleSubset1”
new-OIPF-xr-report = non-ws-string ; non-white-space string
non-ws-string = 1*(%x21-FF)
CRLF = %d13.10

An OITF using RTCP reporting SHALL support the exded report blocks defined in future versions f th
specification. Annex B.2.4 gives guidelines forafeng RTCP XR Extended Report containing sampkgrins.
OIPF-BasicPerfMonSampleSubsetl is used in this specification as a formal placebplhd for illustrative purposes.

The OITF MAY support other RTCP XR extended repadslefined in RFC 3611 [RTCP-XR] (e.g., pkt-loks-pkt-
dup-rle, pkt-rcpt-times, etc...) but these areRBQUIRED for the performance monitoring to work remtly.

9.3 Application Layer Forward Error Correction

This section specifies the protocol for Applicaticeyer FEC (AL-FEC) protection of streaming media $cheduled
services carried over RTP transport.

The Application Layer FEC is conforming to [TS102(3Annex E. Only the base layer of DVB-IP AL-FEE i
supported in this specification, the enhancemey@rlaupport is out of scope.

DVB AL FEC base layer is signalled in DVB SD&S, @efined in [TS102034], Section 5.2.6.2.

9.4 Application Layer Retransmission (RET)

This section specifies the RTP retransmission gwidioth for scheduled content services and Coygafibemand
service transported over RTP, to provide for palidk&t repair service. The solution SHALL be confaninto the
application layer retransmission (RET) solutiorspscified in Annex F ofT S102034].

9.4.1 Protocol over UNIT-17

The unicast RTP retransmission data associatedSeitieduled Content service or Content on Demarniceas
transferred over the UNIT 17, in conformance Wikl$102034].

For content-on-demand services, RTP retransmigmsokets SHALL be SSRC multiplexed with the origiRaIP
packets.

For scheduled content services, in addition toasti®TP retransmission data, there MAY also beioagt RTP
retransmission data and related multicast RTCRmsinission information (such as RTCP FeedForwar@KA
message) transferred over UNIT 17, as specifidd $102034].

94.2 Protocol over UNIT-18

Unicast RTCP SHALL be used on this reference p@nNRET requesting -by means of the RTCP FeedBaskR
message- and reporting for both scheduled contehtantent-on-demand service and SHALL comply it Annex
F of [TS102034].
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9.5 Fast Channel Change (FCC)

This section specifies the fast channel changeisaoléor scheduled services transported over RT. Solution
SHALL be conformant to the server-based fast chiarimenge solution as specified in [ref].

Editor's Note: We need the DVB Bluebook referencks. this A0O86r77?

95.1 Protocol over UNIT-17

The unicast Fast Channel Change RTP burst datanisférred over the UNIT-17, in conformance wigf][r

95.2 Protocol over UNIT-18

RTCP SHALL be used on this reference point and SHaamply with [ref].
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10. UPNnP

10.1  Protocols for System Infrastructure Functions

10.1.1  UPnNP Discovery

OITFs that do not support native HNI-IGI do not papt UPnP-based IG discovery.
10.1.1.1 Procedure for IG Discovery

10.1.1.1.1 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdilscover the I1G using the UPnP Discovery Mechanis
defined by UPnP Device Architecture [UPNP]. A surmynaf the steps are as follows:

Step 1:  An OITF sends the UPnP search request with thelsearget (urn:oipf-org:device:ig:1) to the spacif
multicast IP/Port address (239.255.255.250:1900)

Step2: When an IG receives the search request, the |@sdbe response message with its UPnP device gegnri
location (URL, e.g. http://IGAddress/Description yrio the requester’s IP address by HTTP-U protocol

Step 3:  The OITF sends the HTTP GET request for retrietirgUPnP device description from the location
(e.g. http://IGAddress/Description.xml)

Step 4. The IG sends the response with its UPnP deviceriggion, which holds the IG description.

10.1.1.1.2 urn:oipf-org:device:ig:1 device definitions

This section defines the urn:oipf-org:device:igeivide Type.

deviceType Root R/O ServiceType R/O ServicelD
urn:oipf-org:device:ig:1 Root or REQUIRED | see below n/a n/a
Embedded

As described above, the urn:oipf-org:device:ig:ticeType does not have any specific definitiontfar serviceType it
supports. It MAY have services of any serviceType.

10.1.1.1.3 |G Description

To interact with the 1G, the OITF MUST know the lWRI and possibly a set of supported methods. Thedelement
of the device description document for the urn:apj:device:ig:1 deviceType SHALL contain this infeation, 1G
description, which is described as an XML fragmdie XML schema for the 1G description is as foltlow

& sttributes |

[iopessrpion &

<xs:schema targetNamespace="urn:oipf-org:device:ig: 1"
xmlns:tns="urn:oipf-org:device:ig:1"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault="qualified" attributeFormDefaul t="unqualified">
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<xs:element name="igDescription">
<xs:complexType>
<xs:sequence>
<xs:element name="igURL" type="xs:anyURI" />
</xs:sequence>
<xs:attribute name="SupportedMethod"
type="tns:Hexadecimall6bit" use="optional" />
</xs:complexType>
</xs:element>
<xs:simpleType name="Hexadecimall6bit">
<xs:restriction base="xs:string">
<xs:pattern value="[0-9a-fA-F|{1,4}" />
</xs:restriction>
</xs:simpleType>
</xs:schema>

Element/Attribute Description

Name

igDescription The root element of the IG Description XML fragment

@SupportedMethod Hexadecimall6bit to describe the methods suppdayetie IG over the HNI-IGI

interface (Section 5.6.1, “OITF-IG Interface (HNG)"), which correspond to SIP
methods and other functionality. Each bit represargupported method as follows :

0001 : REGISTER

0002 : INVITE

0004 : BYE

0008 : CANCEL

0010 : SUBSCRIBE

0020 : NOTIFY

0040 : PUBLISH

0080 : MESSAGE

0100 : OPTIONS

0200 : GBA Authentication
0400 : HTTP Digest Authentication

(0800~8000 : Upper 5 bits are currently not assigng these bits could be used for
other methods defined later)

The value of this attribute is the result of a #I60R operation with representative
values of supported methods. If the SupportedMetiuibute is not described, the 1G
SHALL support all methods.

igURL IG URL for the HNI-IGI (refer to Section 5.6.1, fTOF-IG Interface (HNI-IGI).”)

It MAY be relative to base URL (URLBase of uPnP idewdescription if it exists or
the URL from which the device description was mted).

It SHALL NOT exceed 256 bytes in URI-escapes UTér8oded form.

Note that GBA authentication can be achieved usititer the GBA Authentication using IMS Gatewayqadure,
specified in [CSP] section 5.4.5 or the, more geh@rocedure, HTTP Digest Authentication using IE&teway in
[CSP] section 5.4.4. The latter; more general potaoe allows the use of different authentication naagsm in a way
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that is transparent to the OITF, including possfbtere authentication mechanisms, and should pabfe be used. It is
expected that GBA Authentication using IMS Gatewaycedure will be deprecated and removed in futarsions of
this specification.

The namespace of this fragment is “urn:oipf-orgiceng:1".

Example:

<ig:igDescription xmlIns:ig="urn:oipf-org:device:ig: 1" SupportedMethod="01ff">
<ig:igURL>
http://192.168.0.2/1G/
</ig:igURL>
</ig:igDescription>

10.1.1.2 Procedure for AG Discovery

10.1.1.2.1 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdilscover the AG using the UPnP Discovery Mechanis
defined by UPnP Device Architecture [UPNP]. A suamnof the steps are as follows:

Step 1:  The OITF sends the UPnP search request with #rels¢arget (urn:oipf-org:device:ag:1) to the sfieci
multicast IP/Port address (239.255.255.250:1900)

Step 22 When an AG receives the search request, the AGsgbe response message with its UPnP device
description location (URL, e.g. http://AGAddressfdgption.xml) to the requester’s IP address by RIO
protocol

Step 3:  The OITF sends the HTTP GET request for retrietirgUPnP device description from the location.(e.g
http://AGAddress/Description.xml)

Step4: The AG sends the response with its UPnP devicerigisn, which holds the AG description.

10.1.1.2.2 urn:oipf-org:device:ag:1 device definitions

This Section defines the urn:oipf-org:device:agelideType.

deviceType Root R/O ServiceType R/O Servicel D
urn:oipf-org:device:ag:1 Root or REQUIR | see below n/a n/a
Embedded | ED

As described above, the urn:oipf-org:device:agMiad ype does not have any specific definitionderviceType it
supports. It MAY have services of any serviceType.

10.1.1.2.3 AG Description
The OITF MAY interact with the AG in one of two way

The applications running in the AG MAY provide retmdJ| as defined by the XML Ul listing in CEA-2014
[CEA2014].

The applications running in the AG MAY provide nbi-based services, for example listening for XML
Requests from DAE applications. No specific methaidservices are defined.

To interact with the AG, the OITF MUST know the AGRL and possibly a set of supported methods. Thede
element of the device description document forutreoipf-org:device:ag:1 deviceType SHALL contdinst
information, AG description, which is describedaamsXML fragment. The XML schema for the AG desdaptis as
follows:

<xs:schema targetNamespace="urn:oipf-org:device:ag: 1"
xmins:tns="urn:oipf-org:device:ag:1"
xmins:xs="http://www.w3.0rg/2001/XMLSchema"
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elementFormDefault="qualified" attributeFormDefaul

<xs:element name="agDescription">

<xs:complexType>
<xs:sequence>

<xs:element name="agDefaultURL" type="xsd:anyUR
<xs:element name="agUIServerURL" type="xsd:anyU

</xs:sequence>
</xs:complexType>
</xs:element>
</xs:schema>

t="unqualified">

I" />

RI” minOccurs="0" />

Element/Attribute

Name

Description

agDescription

The root element of the AG Description XML fragment

agDefaultURL

URL describing default address of AG, e.g. htt®./111.2

agUIServerURL

URL or URLSs for remote Ul provided by applicationsning on the AG

The namespace of this fragment is “urn:oipf-orgicexag:1”.

10.1.1.3 Procedure for CSPG-DTCP Discovery

10.1.1.3.1 Discovery Sequence

When an OITF powers up, the OITF SHALL automaticdiiscover the CSPG-DTCP using the UPnP Discovery

Mechanism defined by UPnP Device Architecture [UPN& summary of the steps are as follows

Step 1:  An OITF sends the UPnP search request with thels¢arget (urn:oipf-org:device:cspg-dtcp:1) to the

specific multicast IP/Port address (239.255.255P310).

Step2:  When a CGPG-DTCP receives the search requestSR&-DTCP sends the response message with its
UPNP device description location (URL, e.g. htpSPGDTCPAddress/Description.xml) to the requester’'s
IP address by HTTP-U protocol.

Step 3:  The OITF sends the HTTP GET request for retrieWdnP device description with the location
(e.g. http://CSPGDTCPAddress/Description.xml).

Step4:  The CSPG-DTCP sends the response with its UPnieeddescription which holds the CSPG-DTCP

description.

10.1.1.3.2 urn:oipf-org:device:cspg-dtcp:1 device definitions

This section defines the urn:oipf-org:device:cspepdl deviceType.

deviceType Root R/O ServiceType R/O Servicel D
urn:oipf-org:device:cspg-dtcp:1 Root or REQUIR | see below n/a n/a
Embedded | ED

As described above, the urn:oipf-org:device:cspp:dt deviceType does not have any specific dedinifor
serviceType it has. It MAY have services of anwe=Type.
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10.1.1.3.3 CSPG-DTCP Description

To interact with the CSPG-DTCP, the OITF MUST knahich DRM system is supported, the port number dsed
DTCP key exchange and on which port the differemtent access protocols are proxied. The devicaazieof the
urn:oipf-org:device:cspg-dicp:1 deviceType SHALLntan this information, and is described basedhenfollowing
XML schema:

<xs:schema targetNamespace="urn:oipf-org:device:csp g-dtcp:1"
xmlns:tns="urn:oipf:device:cspg-dtcp:1"
xmins:xs="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault="qualified" attributeFormDefaul t="unqualified">
<xs:element name="cspgdtcpDescription">
<xs:complexType>
<xs:sequence>

<xs:element name="DtcpPort" type="xs:integer" / >
<xs:element name="HttpProxyPort" type="xs:integ er' />
<xs:element name="RtspProxyPort" type="xs:integ er />

<xs:element name="DRMSystemID" type="xs:anyURI"
minOccurs="1" maxOccurs="unbounded" />
</xs.sequence>
</xs:complexType>
</xs:element>
</xs:schema>

Element/Attribute Name Description
cspgdtcpDescription The root element of CSPG-DTCP Description XML fragrm
DtcpPort TCP port number for DTCP-AKE
HttpProxyPort TCP port number for HTTP proxy in CSPG-DTCP
RtspProxyPort TCP port number for RTSP proxy in CSPG-DTCP
DRMSystemID Supported DRM system. The format of this attribzagenplies with DRMSystemld as
defined in DRMControlinformation extension[iM ETA].

The namespace of this fragment is “urn:oipf-orgidexspg-dtcp:1”.

Example:

<cg:cspgdtcpDescription xmins:cg="urn:oipf-org:devi ce:cspg-dtcp:1">
<cg:DtcpPort>12345</cg:DtcpPort>
<cg:HttpProxyPort>12346</cg:HttpProxyPort>
<cg:RtspProxyPort>12347</cg:RtspProxyPort>
<cg:DRMSystemID>urn:dvb:casystemid:12348</cg:DRMSy stemID>
<cg:DRMSystemID>urn:dvb:casystemid:12349</cg:DRMSy stemID>
</cg:cspgdtcpDescription>

10.1.1.4 Procedure for OITF Discovery

10.1.1.4.1 Discovery Sequence

When an OITF powers up, the IG SHALL automaticaligcover the OITF using the UPnP Discovery Mechanis
defined by UPnP Device Architecture [UPNP]. A sumynef the steps are as follows:

Step 1:  The IG sends the UPnP search request with thels&nget (urn:oipf-org:device:oitf:1) to the syfeci
multicast IP/Port address (239.255.255.250:1900)

Step 22 When an OITF receives the search request, the &nHs the response message with its UPnP device
description location (URL, e.g. http://OITFAddrd3sécription.xml) to the requester’s IP address
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Step 3:  The IG sends the HTTP GET request for retrievilgllPnP device description from the location
(e.g. http://OITFAddress/Description.xml)

Step 4. The OITF sends the response with its UPnP dewdserigption, which holds the OITF description.

10.1.1.4.2 OITF Description
This section defines the urn:oipf-org:device:oitfidvice Type.

The OITF can act as either a Media Renderer or did®erver, and these two kinds of devices arenddfin UPnP
DCP (Device Control Protocol) related specificaidd@PNP-M R], [UPNP-M S]). Detailed descriptions and schemas
of the ServiceTypes are defined in these spedificat

deviceType Root R/O ServiceType R/O Servicel D
MediaRenderer:1 Root or | REQUIRED | RenderingControl:1.0 REQUIRED Renderingtain
Embedded

ConnectionManager:1.00  REQUIRED ConnectionMangger

AVTransport:1.0 OPTIONAL| AVTransport

MediaServer:1 Root or | REQUIRED | ContentDirectory:1.0 REQUIRED ContentDinry
Embedded

ConnectionManager:1.0 REQUIRED ConnectionMandger

AVTransport:1.0 OPTIONAL| AVTransport

The OITF can also act as a Digital Media Playet this device type is not discoverable so no dediggcription is
needed.

Copyright 2010 © Open IPTV Forum



Page 210 (290)

11. DLNA

11.1 DLNA Function

DLNA Function is an OPTIONAL gateway function whiskrves IPTV content to other DLNA devices in astoner
network. It converts the IPTV protocols, such atadata access and media delivery protocols, to DipkbAocols. It
MAY also convert media format and content protatsochemes, if necessary. The interface betweeDIthA
Function of the OITF and DLNA devices SHALL be cdrapt with the DLNA Networked Device Interoperabjli
Guidelines (October 2006) [DLNA].
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12. DHCP

This Section defines the protocol for the use of@bver the following reference points:

* UNIT-16

12.1  Protocols for System Infrastructure Functions

12.1.1 Network Attachment

Network attachment provides IP addresses and amafign information to elements in the Consumer Romprior to
any other action regarding IPTV services. The miovi and management of IP addresses has two npéotas

| P address management within the Consumer Network: Deals with the attachment of the IG, AG and OITk®
WAN Gateway. The WAN Gateway SHALL act as a DHCRvBeand a NAT. This type of attachment allows lGe
AG and OITF to communicate with each other withia tonsumer network. In the unmanaged network mtus|
allows the OITF to send and receive messages tdranmmdthe Internet.

| P address management for communication with the Provider Network (M anaged Network model only): 2 cases
are supported.

« MANDATORY: The WAN Gateway translates the in-honfredddress to an IP address recognizable to the
provider's addressing plan. In this case a NAT SHAE supported.

 OPTIONAL: The WAN Gateway assigns an IP addredhédG, AG and OITF from the managed network’s IP
addressing pool. In this case, NAT is hot REQUIRED.

Configuration information (e.g. DNS server) SHALE provided to the OITF, AG and IG
At power up all devices in the consumer networkT®IIG, AG and other devices) SHALL request anddrass and
network configuration parameters from the WAN gatgwsing DHCP.

12.1.1.1 DHCP Option Usage

12.1.1.1.1 Common Options

The following is the minimum set of DHCP optiondided in RFC 3442 [CLSLESS] and RFC 2132 [DHCP-ORiE}
SHALL be used by the OITF, IG and AG when requestitHCP configuration information from the WAN Gatayv

» Option 1: Subnet Mask
e Option 6: DNS

* Option 61: Client identifier. In this specificatipthe DHCP Client Identifier used in OITF deviceghe devicelD,
defined as follows:

o devicelD - Identifies the device. It SHALL be un&gwithin the home network and SHALL NOT change
between restarts. The devicelD SHALL be the SHAa&hof the MAC address of the interface used tmeocin
to the IPTV service as bytes concatenated wittdtimeain name received via DHCP option 15 in ASCII
characters:

= devicelD = SHA-1(X)
where: X = (MAC address as bytes) + (domain nam&3€Il characters) and the '+’ denotes the

concatenation operation. SHA-1 SHALL be used &sifipd in[SHA-1]. The domain name SHALL be set
to the domain name received cia DHCP option 15 $sstion 12.1.1.1.2, “Option 15.”)

For the IG and AG to support TR-069 based remoteagement, the following SHALL be supported:

» Option 43: Vendor Specific Information is used étrieve the Remote Management Server IP addrdsdiyor
qualified domain name (FQDN). This information SHAbe provided by the DHCP server.
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» Option 60: Vendor Class identifier is used to irdéto the DHCP server that it is compliant wite Broadband
Forum TR-069 specification. The vendor-class idemtSHALL be set to “IG_IPTV” or “AG_IPTV” by théG or
AG, respectively.

If the OITF supports TR-069 based remote managertienfollowing SHALL be supported:

» Option 43: Vendor Specific Information is used étrieve the Remote Management Server IP addresdyor
qualified domain name (FQDN). This information SHAbe provided by the DHCP server.

» Option 60: Vendor Class identifier is used to irdéto the DHCP server that it is compliant wite Broadband
Forum TR-069 specification. The vendor-class idemtSHALL be set to “OITF_IPTV” by the OITF.

For Managed Networks, the following SHALL be suppdt

e Option 120: The address of the P-CSCF as per sectiol of ETSI TS 183 019 Network Attachment: User
Network protocol Interface Definitions. [TS183019]

12.1.1.1.2 Option 15

Option 15 SHALL be used by the OITF to requestdbmain name used to generate the device identiddID) as

per Section 6.1.3.2.1, “User Identity Modelling”.

12.1.1.1.3 Option 124/125

The OITF SHALL send a Vendor-Identifying Vendor €daoption 124 as specified in RFC 3925 [DHCP-VNDEw
it requests a DHCP lease from the WAN Gateway. dpten is specified with an enterprise-number drevtendor-
class-data identifier as “OITF_IPTV”.

The DHCP server delivers the Service Provider Discpentry point via Vendor-ldentifying Vendor-Syifec
Information DHCP option 125 as defined in RFC 3fRBICP-VND].

In this specification, the Service Provider Disagventry points used are either:

The FQDN/IP address of the IG, as per Annex F.1TFOStart up High-Level Procedure”, or

The FQDN/IP address of the Service Provider Disgpfinctional Entity (SP Discovery FE), as per #ec6.1.3.1,
“Service Provider Discovery”.

Format of DHCP payload

The format of the vendor-specific binary buffer taining addresses returned by the DHCP serveliss af sub-
options starting with sub-option number (one byse-option length (one byte) and sub-option vélise of bytes).

The following vendor-specific sub-options are dedin

e Sub-Option: IPTV-ENTRYPOINT: Code=0x01. This opticarries either an IP Address or a fully-qualifaeain
name, as determined by a one byte “enc” field &lus indicate the type of encoding.

o Ifthe “enc” field has a value of 0x01, then thiglicates an IP Address. The “enc” field is followsd4 bytes
corresponding to the IP Address. This value is dsethe Service Provider Discovery Entry pointdtian.

o Ifthe “enc” field has a value of 0x02, then thiglicates a FQDN (Fully-Qualified Domain Name). Stalue
is used for the Service Provider Discovery Entrinptunction.

0 The code of OxFF is used to indicate end of thédouf

e Sub-Option: FCC/RET server location: Code=0x02 sTdption carries either a comma delimited listrf |
Addresses or a comma delimited list of fully-quelif domain names, as determined by a one byte ‘fegid"is
used to indicate the type of encoding.

o Ifthe “enc” field has a value of 0x01, then thislicates a list of comma-delimited I[P Addresses.

o Ifthe “enc” field has a value of 0x02, then thiglicates a list of comma-delimited FQDNs (Fully-(fied
Domain Name).
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0 The code of OxFF is used to indicate end of théepuf
0 In either case, the servers SHALL be in the ordgriority from first to last server to connect to.

» In conformance with [ref], the values for the FCEMRserver location(s) retrieved with DHCP are owuferd by the
SD&S elements “/BroadcastDiscovery/ServicelList/88grvice/ServiceLocation/IPMulticastAddress/Server
based LMB Enhancement Service/RTCPReporting@ DéestimEddress” providing the address of the FCC/RET
server per each channel, when present.

Note: for this release it is not defined how to fagure the DHCP server on the WAN gateway for FCETRserver
location.
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13. UDP

13.1 Protocols for IPTV Service Functions

13.1.1 Scheduled Content

13.1.1.1 Protocol over UNIT-17

When MPEG2-TS are encapsulated directly in UDP (Dsgagram Protocol) the encapsulation SHALL comfoo
ETSI TS 102 034 [TS102034] Section 7.1.2:

The use of RTP or direct UDP encapsulation SHALIsigmalled by Service Discovery and Selection fartMast.
For unicast in the managed model, SIP OPTIONS SHBelutilized for the signalling.

In addition, it SHOULD be possible for an OITF tetelct the usage of RTP or direct UDP encapsulétydooking for
the value 0x47 in the first byte after the UDP hexath case of Direct UDP encapsulation this isfits byte of a 188
byte MPEG2-TS packet which always have the valuE’Qgynchronization byte of transport stream hedeéer any
other value then RTP encapsulation is used).

13.1.2 CoD

13.1.2.1 Protocol over UNIT-17
The use of UDP on this reference point SHALL bsecified in Section 13.1.1.1, “Protocol over UNIT-"

13.1.3 nPVR

13.1.3.1 Protocol over NPI-41
The use of UDP on this reference point SHALL bsecified in Section 13.1.1.1, “Protocol over UNIT-"
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14. FLUTE

This section defines the protocol for the use oJFFE over the following reference points:

* UNIT-19

14.1 Protocols for IPTV Service Functions

14.1.1 Emergency Notification

Emergency notification is delivered in a multicasssion over UNIT-19.

14.1.1.1 Protocol over UNIT-19

The use of FLUTE SHALL comply with [RFC3926]. Wheransported, an emergency notification message SH#d_
carried in the FLUTE session as a TO (transpotahjwhile FDT (File Delivery Table) SHALL be usemdescribe
the notification message. The schema of FDT Ingt&t¢ALL conform to [RFC3926] with the extensionidefl in
Section 8.3.1.1, “Protocol over UNIS-6 and UNIS*Ithe FDT shall comply to the schema defined in éxi©, “FDT
Schema Extensions (Normative)”.

14.1.2 Network Generated Notification

Network generated notification is delivered via alticast session over UNIT-19. When the networkegated
notification is not tightly synchronized with a sthuled content, FLUTE SHALL be used.

14.1.2.1 Protocol over UNIT-19

The use of FLUTE SHALL comply with [RFC3926]. Wheansported, a network generated notification ngssa
SHALL be carried in the FLUTE session as a TO @&pemt object), while FDT (File Delivery Table) SHAlbe used
to describe the notification message. The schenk®dfInstance SHALL conform to [RFC3926] with theension
defined in Section 8.3.1.1, “Protocol over UNISf@laJNIS-12.” The FDT shall comply to the schemard in
Annex O, “FDT Schema Extensions (Normative)”.
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15. Diameter
This section defines the protocol for the use afrieter protocdIRFC3588] over following referenced points.

* NPI-11

15.1 Protocols for IPTV Service Functions

15.1.1 Purchase of Digital Media

15.1.1.1 Protocol over NPI-11

The use of Diameter protocol SHALL comply w[thl AM CHG] and[RFC3588]. Two messages will be used,
Accounting-Request (ACR) message and Accountinga®ngACA) message. The ACR message format is define
according tgRFC3588] (see Section 6.2.2 dDIAM CHG] to get more information about ACR). The ACA messag
format is defined according {RFC3588] (see Section 6.2.3 pbIAM CHG] to get more information about ACA):

Step 1:  The IPTV Control FE sends ACR message to Charigi¢p charge for the selected Digital Media. The
ACR message is defined in Section 6.2.200fAM CHG].

Step2:  The Charging FE returns ACA message to IPTV CoftEowith purchase result. The ACA message is
defined in Section 6.2.3 §pIAM CHG].
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Annex A. Change History (Informative)
Document Version Date Sections | Description
V1.0.0 30.09.2008| All Release 1
V1.1.0 8.10.2009 All Maintenance release for Redehs
v2.0.0 6.09.2010 | Release 2
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Annex B. Example Messages (Informative)

B.1 IPTV Service Functions Message Examples

B.1.1  Example Messages for CoD session setup in a Managed Network

(ad

Iptv_service_control.orange.com

9- 200 OKa
3- INVITE a
B 31IANI -¥
€0 00C -01

1 INVITE 4 \ 2- INVITE & \\K
S )
k R 200 OK - 11 -
\ = NS
R2000K-12 &

) scscf.orgnge.com
Alice IG pcscf.orange.com J

8-200 0K a
B 31IANI -G

2 31IANI -9

Rennes_Cluster_Controller.orange.com

Figure 7: COD Session Set Up Sequence

Note: The IG had received in the response to th€ IBEER the service route e.g.
<sip:pcscf.orange.com:5060;Ir;comp=sigcomp> <sgrEorange.com:5060;Ir; comp=sigcomp>
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The following Request_URI example is for the HDsien of the movie “Twister”. In the BCG, Twister $ignalled
with the CRID: “CRID://warnerbros.com/Twister” atite HD instance is signalled with the IMI: “imi:HD”

Note: One or more of the characters “.”, “/" and i# the example below MAY need to be escaped ak ¥2), %2F
(“/") and %23 (“#”) depending on the restrictiomaposed by the SIP Request URI.

In the call flows below, unchanged information €afthe = sign) in any step are left blank.

Step 1:  Alice IG to P-CSCF:

INVITE sip: OIPF_IPTV_COD_SERVICE_warnerbros.com/Tw ister#HD @orange.com SIP/2.0 //CRID
before @
Via: SIP/2.0/UDP 172.102.12.5:5061 //where to send the response

Max-Forwards: 70
Route: <sip:pcscf.orange.com:5060;Ir;comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir;comp=sigcomp>
From: AlicelG <sip:alicelG@orange.com>;tag=19283017 74 |/ tag for integrity verification
To: sip: OIPF_IPTV_COD_SERVICE_warnerbros.com/Twist er#HD@orange.com //same as request URI
CSeq: 314159 INVITE
Contact: <sip: 172.102.12.5:5061;transport=UDP>
Content-Type: application/sdp
Content-Length: (..)

v=0

o=AlicelG 2890844527 2890844527 IN 1P4 172.102.12.5

s=Streaming Session

i=A Streaming session declared within the session d escription protocol
t=0

m=application 9 TCP iptv_rtsp // media line for RTS P control protocol
c=IN IP4 172.102.12.5

a=connection:new

a=setup:active

m=video 6666 RTP/AVP 33 // video
c=IN IP4 172.102.12.5

b= AS:4000

a=rcvonly

Step 2: P-CSCF to S-CSCF in ASM

INVITE

Via: SIP/2.0/UDP pcscf.orange.com:5060, SIP/2.0/UDP 172.102.12.5:5061
Max-Forwards: 69

Route: <sip:scscf.orange.com:5060;Ir>

Record-Route: <sip:pcscf.orange.com:5060;Ir;,comp=si gcomp>
From:

To:

CSeq:

Contact:

Content-Type:

Content-Length: (..)

V=
o=
S=
i=
=
m=
c=
a=
a=

m=
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Step3: S-CSCF to IPTV Control

INVITE

Via: SIP/2.0/UDP scscf.orange.com:5060, SIP/2.0/UDP
SIP/2.0/UDP 172.102.12.5:5061,

Max-Forwards: 68

Record-Route: <sip:scscf.orange.com:5060;Ir,comp=si
<sip:pcscf.orange.com:5060;Ir;,comp=sigcomp>

From:

To:

CSeq:

Contact:

Content-Type:

Content-Length: (..)

V=

pcscf.orange.com:5060,

gcomp>

Steps 4-5: IPTV Control to CDN Controller via S-CSCF

INVITE sip: CDN_Controller@orange.com SIP/2.0

Max-Forwards: 66

Route: <sip:CDN_Controller.orange.com:5060;Ir>

Record-Route: <sip:scscf.orange.com:5060;Ir;comp=si
<sip:IPTV_SCSCF.orange.com:5060;Ir;comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir;comp=sigcomp>,
<sip:pcscf.orange.com:5060;Ir;,comp=sigcomp>

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)
V=

gcomp>,
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Step 6:  CDN Controller to Rennes Cluster Controller

INVITE sip:Rennes_Cluster_Controller@orange.com SIP /2.0

Record-Route: <sip:CDN_Controller.orange.com:5060;! r,comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir,comp=sigcomp>,
<sip:IPTV_SCSCF.orange.com:5060;Ir,comp=sigcomp>,
<sip:scscf.orange.com:5060;Ir, comp=sigcomp>,
<sip:pcscf.orange.com:5060;Ir;,comp=sigcomp>

Max-Forwards: 65

Route: <sip:Rennes_Cluster_Controller.orange.com;Ir >

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)
V=

Step 7: Cluster Controller Reply to the CDN Controller

SIP/2.0 200 OK

Via: SIP/2.0/UDP CDN_Controller.orange.com
Record-Route: <Rennes_Cluster_Controller.orange.co m;lr,comp=sigcomp>

From:

To:

CSeq:

Contact:
Content-Type:
Content-Length: (..)

v=0

0= Rennes_Cluster_Controller IN IP4 Rennes_Cluster_ Controller.orange.com
S=

i=

c=IN IP4 Rennes_Cluster_Controller.orange.com

t=0

m=application 999 TCP iptv_rtsp // media line for R TSP control protocol chosen by CC
a=connection:new

a=setup:passive

a=fmtp:iptv_rtsp h-uri=rtsp://Rennes_Cluster_Contro ller.orange.com/Twister ;
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h-session = 940211290776250

m=video 7777 RTP/AVP 33 // server video port
a=sendonly

Message Examples

Steps8-12: 200 OK sent back to Alice IG using the same route
B.2 Communication Services
B.2.1  Examples of HNI-IGI Message mapping to SIP

The sample mappings provided in this Section atafed on Chat and Presence. They are not exhaustive

The main use cases described in the Open IPTV iemattArchitecture document are covered:

Presence

Publication

Subscription

Notification

Chat

Init

Outgoing message (standard)
Outgoing message (isComposing)
Incoming message

Teardown

As an illustration, a typical IMS presence docunisrdiso presented at the end of the Section.

B.2.1.1 Presence

B.2.1.1.1 Initial publication

HNI-I1GI Interface

S|P equivalent

POSTIG_URI/SIP

X-OITF-Request-Line: PUBLISH sip:david@oiptv.org
SIP/2.0

Host : 192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OITF-Expires: 3600
X-OITF-Event: presence

X-OITF-Call-Id:
78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x

X-OITF-CSeq: 1 PUBLISH

PUBLISH sip:david@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9n4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
To: sip:david@oiptv.org
CSeq: 1 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Max-forwards: 10
Expires: 3600

Event: presence
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X-OITF-Content-Type: application/pidf+xml
X-OITF-Content-length: (...)

Content-Type: application/pidf+xml

Content-Length: (...)

<?xml version="1.0"' encoding="UTF-8' ?>

<presence xmins="urn:ietf:params:xml:ns:pidf’
entity="sip:david@oiptv.org">

</presence>

Content-Type: application/pidf+xml

Content-Length: (...)

<?xml version="1.0"' encoding='"UTF-8' ?>

<presence xmlns='urn:ietf:params:xml:ns:pidf’
entity="sip:david@oiptv.org'>

</presence>

HTTP/1.1 200 OK
X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org

X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF- CSeq: 1 PUBLISH
X-OITF- SIP-ETag: 1514024804
X-OITF- Expires: 6002
X-OITF-Content-Length: O

Content-Length: O

SIP/2.0 200 OK

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713

To: sip:david@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 1 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Expires: 6002
SIP-ETag: 1514024804

Content-Length: O

Notes:

Specifying both a ‘From’ and a ‘To’ allows an idigyto publish on behalf of another identity

Here the server has requested a shorter expirdti@nthat will be handled internally by the 1G

B.2.1.1.2 Updated publication

HNI-IGI Interface

S|P equivalent

POSTIG_URI/SIP

X-OITF-Request-Line: PUBLISH sip:david@oiptv.org
SIP/2.0

Host:192.168.1.1

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org
X-OITF-Expires: 3600

PUBLISH sip:david@oiptv.org SIP/2.0

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z29h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
To: sip:david@oiptv.org
CSeq: 2 PUBLISH

Call-1D:
78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x
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HNI-I1GI Interface

SIP equivalent

X-OITF-Event: presence
X-OITF- CSeq: 2 PUBLISH

X-OITF- Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

X-OITF- SIP-if-match: 15140248043
X-OITF- Content-Type: application/pidf+xml
X-OITF- Content-length: (...)

Content-Type: application/pidf+xml
Content-Length: (...)
<?xml version="'1.0' encoding='"UTF-8' ?>

<presence xmins='urn:ietf:params:xml:ns:pidf'
entity="sip:david@oiptv.org'>

</presence>

Max-forwards: 10

SIP-if-match: 15140248043

Expires: 3600

Event: presence

Content-Type: application/pidf+xml
Content-Length: (...)

<?xml version="1.0' encoding='"UTF-8' ?>

<presence xmins='urn:ietf:params:xml:ns:pidf'
entity="sip:david@oiptv.org">

</presence>

HTTP/1.1 200 OK
X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org

X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x

X-OITF- CSeq: 2 PUBLISH
X-OITF- SIP-ETag: 7816034523
X-OITF- Expires: 600
X-OITF-Content-Length: O

Content-Length: 0

SIP/2.0 200 OK

Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713

To: sip:david@oiptv.org;tag=12ba5d-287-55-
1366522802

CSeq: 2 PUBLISH

Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

Expires: 600
SIP-ETag: 7816034523

Content-Length: 0

Notes:

SIP-IF-Match As retrieved from the previous pubica acknowledgment

B.2.1.1.3 End of publication

HNI-IGI Interface

S| P equivalent

POSTIG_URI/SIP
Host : 192.168.1.1

X-IOTF-Request-Line: PUBLISH sip:david@oiptv.org

SIP/2.0

PUBLISH sip:david@oiptv.org SIP/2.0

\Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989

From: sip:david@oiptv.org;tag=48240713
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HNI-1GI Interface SIP equivalent
X-OITF-From: sip:david@oiptv.org To: sip:david@oiptv.org
X-OITF-To: sip:david@oiptv.org CSeq: 3 PUBLISH
X-OITF-Expires: 0 Call-ID:

78A09080Ca3502i6414m360Bt38A6b2E4FXx61C8x
X-OITF-Event: presence

Max-forwards: 10
X-OITF-CSeq: 3 PUBLISH

SIP-if-match: 78160345234

X-OITF- Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x [Expires: O

X-OITF- SIP-if-match: 78160345234 Event: presence

X-OITF- Content-Type: application/pidf+xml Content-Type: application/pidf+xml
X-OITF- Content-length: O Content-Length: O

Content-Type: application/pidf+xml

Content-Length: O

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK Via: SIP/2.0/UDP
10.194.56.134:5060;branch=z9h4bK61C529E16989
X-OITF-From: sip:david@oiptv.org
) _ ) From: sip:david@oiptv.org;tag=48240713
X-OITF-To: sip:david@oiptv.org
To: sip:david@oiptv.org;tag=12ba5d-287-55-
X-OITF-Call-ID: 1366522802
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x

CSeq: 3 PUBLISH
X-OITF-CSeq: 3 PUBLISH

Call-ID:
X-OITF-Content-Length: 0 78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x
Content-Length: O Content-Length: 0

Notes:

Sip-if-match as retrieved from the previous pulilima acknowledgment

B.2.1.1.4 Initial subscription

HNI-IGI Interface SIP equivalent

POSTIG_URI/SIP SUBSCRIBE sip:fouz@oiptv.org SIP/2.0
X-OITF-Request-Line: SUBSCRIBE sip:fouz@oiptv.qVia: SIP/2.0/UDP

SIP/2.0 10.193.106.81:5060;branch=z9hG4bK1AD46E5D1E]L
Host : 192.168.1.1 From: sip:david@oiptv.org;tag=2764425547
X-OITF-From: sip:david@oiptv.org To: sip:fouz@oiptv.org

X-OITF-To: sip:fouz@oiptv.org CSeq: 4 SUBSCRIBE

X-OITF-Expires: 3600 Call-ID:

78A00080Ca3502i6414m360Bt38A6b2E4FXx61C8x
X-OITF-Event: presence

Contact:
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HNI-1GI Interface SIP equivalent

X-OITF-Accept: application/pidf+xml <sip:david@10.193.106.81:5060;transport=UDP>
X-OITF- CSeq: 4 SUBSCRIBE Expires: 3600

X-OITF- Call-ID: Event: presence

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x o )
IAccept: application/pidf+xml
X-OITF- Content-length: 0
Content-length: 0

Content-length: 0

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK Via: SIP/2.0/UDP

10.194.56.134:5060;branch=z9h4bK61C529E16989
X-OITF-From: sip:david@oiptv.org
From: sip:david@oiptv.org;tag=2764425547
X-OITF-To: sip: fouz@oiptv.org
To: sip:fouz@oiptv.org;tag=12ba5d-287-55-1366522802
X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x (CSeq: 4 SUBSCRIBE

X-OITF-CSeq: 4 SUBSCRIBE Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4FX61C8x
X-OITF-Expires: 6005
Expires: 6005
X-OITF-Content-Length: 0
Content-Length: O
Content-Length: O

Notes:

Here the server has requested a shorter expirétienthat will be handled internally by the IG

B.2.1.1.5 Notification (individual)

HNI-1GI Interface S|P equivalent
HTTP 200 OK NOTIFY sip:david@10.193.106.72:5060;transport=U
SIP/2.0

X-OITF-Response-Line: NOTIFY
sip:david@10.193.106.72:5060;transport=UDP SIP/2Via: SIP/2.0/UDP
10.194.117.18:5060;branch=z29hG4bK0014c262ba5(

0
N

X-OITF-From: sip:fouz@oiptv.org
. ' . From: sip:fouz@oiptv.org;tag=10014c262ba5d
X-OITF-To: sip:david@oiptv.org
To: sip:david@oiptv.org;tag=2764425547
X-OITF-Event: presence

CSeq: 1001 NOTIFY
X-OITF-CSeq: 1001 NOTIFY

Call-1D:

X-OITF-Call-ID: 78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
o ) ] Subscription-State: active; expires=600
X-OITF-Subscription-State: active; expires=600
o _ Contact: <sip:10.194.117.18:5060;transport=UDP>
X-OITF-Content-Type: application/pidf+xml
Event: presence
X-OITF-Content-Length: (...)
o ) Content-Type: application/pidf+xml
Content-Type: application/pidf+xml
Content-Length: (...)
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Content-Length: (...) <?xml version="1.0" encoding="UTF-8"?>

<?xml version="1.0" encoding="UTF-8"?> <presence xmins="urn:ietf:params:xml:ns:pidf
) . entity="sip:fouz@oiptv.org">
<presence xmlns="urn:ietf:params:xml:ns:pidf"
entity="sip:fouz@oiptv.org">

</presence>

</presence>

Note that an acknowledgment from the IG to the pektvis REQUIRED but not described here.

B.2.1.1.6  Subscription Refresh

HNI-IGI Interface S| P equivalent

POSTIG_URI/SIP SUBSCRIBE sip:fouz@oiptv.org SIP/2.0
X-OITF-Request-Line: SUBSCRIBE sip:fouz@oiptv.qVia: SIP/2.0/UDP

SIP/2.0 10.193.106.81:5060;branch=z9hG4bK1AD46E5D1EL
Host: 192.168.1.1 From: sip:david@oiptv.org;tag=2764425547
X-OITF-From: sip:david@oiptv.org To: sip:fouz@oiptv.org

X-OITF-To: sip:fouz@oiptv.org CSeq: 5 SUBSCRIBE

X-OITF-Expires: 3600 Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x
X-OITF-Event: presence

Contact:
X-OITF-Accept: application/pidf+xml <sip:david@10.193.106.81:5060;transport=UDP>
X-OITF-CSeq: 5 SUBSCRIBE Expires: 3600
X-OITF-Call-ID: Event: presence

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
IAccept: application/pidf+xml
X-OITF-Contact:

<sip:david@10.193.106.81:5060;transport=UDP>  |Content-length: O
X-OITF-Content-length: 0

Content-length: 0

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK \Via: SIP/2.0/UDP

10.194.56.134:5060;branch=z29h4bK61C529E16989
X-OITF-From: sip:david@oiptv.org
) ) From: sip:david@oiptv.org;tag=2764425547
X-OITF-To: sip: fouz@oiptv.org
To: sip:fouz@oiptv.org;tag=12ba5d-287-55-1366522802
X-OITF-Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x |CSeq: 5 SUBSCRIBE

X-OITF-CSeq: 5 SUBSCRIBE Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4Fx61C8x
X-OITF-Expires: 6005
Expires: 6006
X-OITF-Content-Length: O

Content-Length: 0
Content-Length: O
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Note that from the OITF’s point-of-view, both irtiand refresh subscription requests are identical.

Here the server has requested a shorter expirt@ti@n which will be handled internally by the 1G

B.2.1.1.7 End of subscription

HNI-IGI Interface S| P equivalent

POSTIG_URI/SIP SUBSCRIBE sip:fouz@oiptv.org SIP/2.0
X-OITF-Request-Line: SUBSCRIBE sip:fouz@oiptv.qVia: SIP/2.0/UDP

SIP/2.0 10.193.106.81:5060;branch=z9hG4bK1AD46E5D1EL
Host: 192.168.1.1 From: sip:david@oiptv.org;tag=2764425547
X-OITF-From: sip:david@oiptv.org To: sip:fouz@oiptv.org

X-OITF-To: sip:fouz@oiptv.org CSeq: 6 SUBSCRIBE

X-OITF-Expires: 0 Call-ID:

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
X-OITF-Event: presence

Contact:
X-OITF-Accept: application/pidf+xml <sip:david@10.193.106.81:5060;transport=UDP>
X-OITF-CSeq: 6 SUBSCRIBE Expires: 0
X-OITF-Call-ID: Event: presence

78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
IAccept: application/pidf+xml

X-OITF-Contact:
<sip:david@10.193.106.81:5060;transport=UDP>  (Content-length: O
X-OITF-Content-length: 0

Content-length: 0

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK Via: SIP/2.0/UDP

10.194.56.134:5060;branch=z29h4bK61C529E16989
X-OITF-From: sip:david@oiptv.org
. ] From: sip:david@oiptv.org;tag=2764425547
X-OITF-To: sip: fouz@oiptv.org
To: sip:fouz@oiptv.org;tag=12ba5d-287-55-1366522B02
X-OITF-Call-ID:
78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x |CSeq: 6 SUBSCRIBE

X-OITF-CSeq: 5 SUBSCRIBE Call-ID:

] 78A0g080Ca3502i6414m360Bt38A6b2E4FXx61C8x
X-OITF-Expires: 6005

Content-Length: O
X-OITF-Content-Length: O

Content-Length: 0
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B.2.1.2 Chat

B.2.1.2.1 Chat session setup

HNI-I1GI Interface

S|P equivalent

POSTIG_URI/SIP
Host: 192.168.1.1

X-OITF-Request-Line: INVITE
sip:sports.room@chat.oiptv.org SIP/2.0

X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:sports.room@chat.oiptv.org
X-OITF-Accept: message/cpim
X-OITF-Call-ID: 3413an89KU
X-OITF-Content-Type: application/sdp
X-OITF-Content-length: (...)

Content-length: 0

INVITE sip:sports.room@chat.oiptv.org SIP/2.0
ITo: sip:sports.room@chat.oiptv.org

From: sip:david@oiptv.org;tag=786

Call-ID: 3413an89KU

Content-Type: application/sdp

Content-length: (...)

c=IN 1P4 10.194.52.13

m=message 7654 TCP/MSRP *
a=accept-types:message/cpim

a=path:msrp://10.194.52.13:7654/jshA7weztas;tcp

HTTP/1.1 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK
X-OITF-From: sip:david@oiptv.org
X-OITF-To: sip:sports.room@chat.oiptv.org
X-OITF-Call-ID: 3413an89KU
X-OITF-Content-Type: application/sdp
X-OITF-Accept: message/cpim
X-OITF-Content-length: (...)

Content-Length: 0

SIP/2.0 200 OK

To: sip:sports.room@chat.oiptv.org;tag=087js
From: sip:david@oiptv.org;tag=786

Call-ID: 3413an89KU

Content-Type: application/sdp
Content-length: (...)

c=IN IP4 chat.oiptv.org

m=message 12763 TCP/MSRP *
a=accept-types:message/cpim

a=path:msrp://chat.oiptv.org:12763/kjhd37s2s20veda

Note that a final acknowledgment from the IG to tie¢work is REQUIRED, but not described here.

B.2.1.2.2 Chat outgoing message (standard)

HNI-IGI Interface

M SRP equivalent

POSTIG_URI/AUX
X-HNI-IGI-Request: MSRP SEND MESSAGE
X-HNI-IGI-Message-ID:

X-HNI-IGI-From: sip:david@oiptv.org

MSRP a786hjs2 SEND

To-Path:
msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp8

From-Path: msrp://10.194.52.13:7654/jshA7wezta8;tq

p
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X-HNI-IGI-To: sip:sports.room@chat.oiptv.org

\Who else thinks this late penalty was a disgrace?

Message-ID: 87652491

Byte-Range: (...)

Content-Type: message/cpim

To: sip:sports.room@chat.oiptv.org

From: David <sip:david@oiptv.org>

DateTime: 2008-06-15T15:02:31-03:00
Content-Type: text/plain

\Who else thinks this late penalty was a disgrace?

------- a786hjs2$

HTTP/1.1 200 OK

X-HNI-IGI-Response-Line: MSRP 200 OK
X-HNI-IGI-Message-ID: 87652491
X-HNI-IGI-From: sip:david@oiptv.org
X-HNI-IGI-To: sip:sports.room@chat.oiptv.org

Content-Length: O

MSRP a786hjs2 200 OK

To-Path:
msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp

------- a786hjs2$

The IG is responsible for mapping the caller arltbedJRIs to the actual MSRP paths exchanged duheghat setup

B.2.1.2.3 Chat outgoing message (isComposing)

HNI-IGI Interface

M SRP equivalent

From-Path: msrp://10.194.52.13:7654/jshA7weztas;t¢

POSTIG_URI/AUX

X-HNI-IGI-Request: MSRP SEND ACTIVITY
X-OITF-Message-ID: 87653492
X-HNI-IGI-From: sip:david@oiptv.org
X-HNI-IGI-To: sip:sports.room@chat.oiptv.org
<?xml version="1.0" encoding="UTF-8"?>

<isComposing xmins="urn:ietf:params:xml:ns:im-
iscomposing"

xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-
instance”

xsi:schemalocation="urn:ietf:params:xml:ns:im-
composing

iscomposing.xsd">
<state>active</state>

<contenttype>text/plain</contenttype>

MSRP a786hjs2 SEND

To-Path:
msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp9

From-Path: msrp://10.194.52.13:7654/jshA7wezta$;tq
Message-ID: 87652492

Byte-Range: (...)

Content-Type: message/cpim

Content-Length: (..)

To: sip:sports.room@chat.oiptv.org

From: David <sip:david @oiptv.org>

DateTime: 2008-06-15T15:02:31-03:00
Content-Type: application/im-iscomposing+xmi
<?xml version="1.0" encoding="UTF-8"?>

<isComposing xmIns="urn:ietf:params:xml:ns:im-
iscomposing"

p

p
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<refresh>90</refresh> xmins:xsi="http://www.w3.0rg/2001/XMLSchema-
instance"

</isComposing>
xsi:schemalocation="urn:ietf:params:xml:ns:im-
composing

iscomposing.xsd">

<state>active</state>
<contenttype>text/plain</contenttype>
<refresh>90</refresh>

</isComposing>

------- a786hjs2$
HTTP/1.1 200 OK
X-HNI-IGI-Response-Line: MSRP 200 OK MSRP a786hjs2 200 OK
X-HNI-IGI-Message-ID: 87652491 To-Path:

. _ _ msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp
X-HNI-IGI-From: sip:david@oiptv.org
) ) From-Path: msrp://10.194.52.13:7654/jshA7weztas;t¢cp
X-HNI-IGI-To: sip:sports.room@chat.oiptv.org

------- a786hjs2$
Content-Length: O

The IG is responsible for mapping the caller arltbedJRIs to the actual MSRP paths exchanged duheghat setup

B.2.1.2.4 Chat incoming message

HNI-1GI Interface M SRP equivalent

HTTP/1.1 200 OK MSRP a786hjs2 SEND
X-HNI-IGI-Request: MSRP RECEIVED MESSAGE [To-Path: msrp://10.194.52.13:7654/jshA7weztas;tcp10
X-OITF-From: sip:sports.room@chat.oiptv.org From-Path:

. . . msrp://chat.oiptv.org:12763/kjhd37s2s20w2a;tcp10
X-OITF-To: sip:david@oiptv.org
Message-ID: 56712483
X-OITF-Message-ID: 56712483
Byte-Range: (...)
Content-Type: message/cpim
| don't care: we won anyway!
Content-Length: (...)

To: sip:sports.room@chat.oiptv.org
From: Fouz <sip:fouz@oiptv.org>
DateTime: 2008-06-15T15:02:31-03:00
Content-Type: text/plain

| don't care: we won anyway!

——————— a786hjs2$
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Note that an acknowledgment from the IG to the oekvis REQUIRED, but not described here.

The IG SHALL be responsible for mapping the MSREhpa&xchanged during the chat setup to the actliar@and
callee URIs

B.2.1.2.5 Chat session teardown

HNI-1GI Interface SIP equivalent
POSTIG_URI/SIP BYE sip:sports.room@chat.oiptv.org SIP/2.0
X-OITF-Request-Line: BYE Via: SIP/2.0/UDP 192.0.2.4;branch=z9hG4bKnashdg10

sip:sports.room@chat.oiptv.org SIP/2.0
Max-Forwards: 70

Host: 192.168.1.1 _ ) )
To: sip:sports.room@chat.oiptv.org;tag=087js

X-OITF-From: sip:david@oiptv.org ] ] .
From: sip:david@oiptv.org;tag=786

X-OITF-To: sip:sports.room@chat.oiptv.org
Call-ID: 3413an89KU11

X-OITF-Call-ID: 3413an89KU11
CSeq: 231 BYE

X-OITF-CSeq: 231 BYE
Content-Length: 0

X-OITF-Content-Length: O

Content-length: 0

HTTP/1.1 200 OK SIP/2.0 200 OK

X-OITF-Response-Line: SIP/2.0 200 OK To: sip:sports.room@chat.oiptv.org;tag=087js
X-OITF-From: sip:david@oiptv.org From: sip:david@oiptv.org;tag=786
X-OITF-To: sip:sports.room@chat.oiptv.org Call-ID: 3413an89KU

X-OITF-Call-ID: 3413an89KU CSeq: 231 BYE

X-OITF-CSeq: 231 BYE Content-length: 0

X-OITF-Content-Length: O

Content-Length: 0

B.2.1.3 Presence Document

B.2.1.3.1 Presence Schema

See Annex | for the Presence XML Schema.

B.2.1.3.2 Presence schema examples

Examples of how the Presence information semaatislescribed in a typical Presence Information Xddhema are
shown below.

B.2.1.3.2.1 Example of Open IPTV Presence for Scheduled Content service

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns:xsi="http://www.w3.0rg/2001/XMLSche ma-instance"
xmins:iptv="urn:oipf:service:oitfpresence:2008"
xmins:oma="urn:oma:xml:prs:pidf:oma-pres"
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xmins:pdm="urn:ietf:params:xml:ns:pidf:data-model"
xmlns="urn:ietf:params:xml:ns:pidf" entity="sip:so
<import schemal.ocation="service-presence.xsd" />
<tuple id="abcde">
<status>
<basic>open</basic>
</status>

<oma:service-description>
<oma:service-id>IPTV-BC</oma:service-id>
<oma:version>1.0</oma:version>
<oma:description>IPTV Scheduled Content</oma:des
</oma:service-description>

<BC>
<currentBCServicelD>BC-service-id</currentBCServ
<currentBCProgramID>BC-program-id</currentBCProg
</BC>

<timestamp>2008-07-08T12:34:21Z</timestamp>
</tuple>

<pdm:device id="aalll">
<pdm:devicelD>
urn:uuid:11162e19-5fbf-43fc-a2fd-d23002787599
</pdm:devicelD>
<pdm:timestamp>2008-07-08T12:34:21Z</pdm:timestam
</pdm:device>

</presence>

meone@example.com">

cription>

icelD>
ramlD>

P>

B.2.1.3.2.2 Example of Open IPTV Presence for Hybrid service

<?xml version="1.0" encoding="UTF-8"?>
<presence xmins:xsi="http://www.w3.0rg/2001/XMLSche
xmins:iptv="urn:oipf:service:oitfpresence:2008"
xmlns:oma="urn:oma:xml:prs:pidf:oma-pres"
xmlns:pdm="urn:ietf:params:xml:ns:pidf:data-model"
xmins="urn:ietf:params:xml:ns:pidf" entity="sip:so
<import schemalocation="service-resence.xsd" />
<tuple id="abcde">
<status>
<basic>open</basic>
</status>

<oma:service-description>
<oma:service-id>IPTV-Hybrid</oma:service-id>
<oma:version>1.0</oma:version>
<oma:description>IPTV Hybrid service</oma:descri
</oma:service-description>
<iptv:IPTVHybridService>
<iptv:IPTVHybrid Tecnology="DVB-T">
<iptv:watchedBroadcast>
<iptv:currentChannel>BCC</iptv:currentChannel>
<iptv:currentProgram>News</iptv:currentProgram
<iptv:servicelD>BBC_I|D</iptv:servicelD>
any
</iptv:watchedBroadcast>
any
</iptv:IPTVHybrid>
</iptv:IPTVHybridService>

ma-instance"

meone@example.com">

ption>
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<timestamp>2008-07-08T12:34:21Z</timestamp>
</tuple>

<pdm:device id="aalll">
<pdm:devicelD>
urn:uuid:11162e19-5fbf-43fc-a2fd-d23002787599
</pdm:devicelD>
<pdm:timestamp>2008-07-08T12:34:21Z</pdm:timestam p>
</pdm:device>

</presence>
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Annex C. User Profile Description (Informative)

C.1 IPTV Subscription Profile

IPTV Subscription Profile encompasses relevantrmédgion REQUIRED to operate an IPTV service. Thidudes
user settings regarding:

» Global settings (Language preference, user actioordable).
» Broadcast settings, with List of subscribed SCiserpackages.

Broadcast service refers to Scheduled ContentcgrviAccordingly, Broadcast settings refer to thkeefuled Content
settings.

A SC service package is a set of elementary SCervices, along with a description. These SC sesviwere the same
authorization and charging policy.

A SC IPTV service is for instance a multicast ctelnmteractive channel, mosaic that a user MAYssuibe to.

NOTE: The Broadcast settings only provide a refeeeo service package and/or associated serviaea tiven IPTV
user has subscribed to, and is not meant to benplete description of the service package andimticse The
complete service package and/or service descrigid@ULD be available in an associated IPTV Sertiodile
definition. If the list of elementary IPTV servicassociated with a given service package are muicély listed in the
IPTV subscription profile, then it implies that tHeTV user has implicitly subscribed to all of #¥l'V services within
that service package.

» Content on demand settings (Parental control level)
* PVR settings (PVR preferences network/local, PV& usstrictions, PVR storage limit).

» User Equipment information (OITF) which uniqueleidifies the user’'s OITF, classifies it as a dewygee (OITF-
STV, OITF-TV) and provides relevant device capdiefi. An IPTV user MAY be associated with one oreno
OITF(s) and every OITF is uniquely identified whJnique Identifier ({(UEID). The OITF capabilitiassociated
with an IPTV user profile MAY be used for custontina of IPTV service selection data that is proddsy the
IPTV Service Discovery to the IPTV user (based apabilities of the OITF with which the IPTV usercisrrently
associated). For instance, an IPTV user on a SPp-amlice would not be provided with informationatgld to HD
services. The OITF settings is not intended to callénformation related to the OITF and currertilgids only the
OITF capabilities attribute since this informatiBlAY be used by the IPTV service discovery for paalized
service selection.

Note that detailed information about the OITF MA¥ located elsewhere and can be referenced by Thé IP
Subscription Profile using the tUEID element.

C.1.1  OITF XML Schema for the IPTV Subscription Profile

OITF XML Schema for the IPTV profile, based on [B3063] Annex C:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="org:oipf:iptv:IPTVProfi le:2008
xmlins:tns="org:oipf.iptv:IPTVProfile:2008"
xmlins:ueprofile="org:oipf:iptv:UEProfile:2008"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema"
elementFormDefault="qualified"
attributeFormDefault="unqualified">

<xs:import namespace="org:oipf:iptv:UEProfile:2008
schemalocation="iptv-UEProfile.xsd" />
<xs:element name="IPTVProfile">
<xs:annotation>
<xs:documentation>
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XML Schema for representing the IPTV Profile ob
</xs:documentation>
</xs:annotation>
<xs:.complexType>
<xs:sequence>
<xs:element name="UEProfile" type="ueprofile:tU
<xs:element name="GlobalSettings" type="tns:tGl
<xs:element name="BCProfile" type="tns:tBCProfi
<xs:element name="CoDProfile" type="tns:tCoDPro
<xs:element name="PVRProfile" type="tns:tPVRPro
<xs:element name="Extension" type="tns:tExtensi
<xs:any namespace="##other" processContents="la
maxOccurs="unbounded" />
</xs:sequence>
<xs:attribute name="Profileld" type="xs:ID" />
<xs:anyAttribute/>
</xs:complexType>
</xs:element>

<xs:complexType name="tBCProfile">
<xs:sequence>
<xs:element name="BCServicePackage" type="tns:tB
minOccurs="1" maxOccurs="unbounded" />
<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax
maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:complexType name="tBCServicePackage">
<xs:sequence>
<xs:element name="BCPackageld" type="tns:tBCServ
minOccurs="1" />
<xs:element name="Description" type="tns:tBCServ
minOccurs="0" />
<xs:element name="BCService" type="tns:tBCServic
maxOccurs="unbounded" />
<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax
maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tBCServicePackagelD" final="1
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tBCServicePackageDescription"
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="64" />
</xs:restriction>
</xs:simpleType>

<xs:complexType name="tBCService">
<xs:sequence>
<xs:element name="ParentalControl" type="tns:tPa
minOccurs="0" />
<xs:element name="BCServiceld" type="tns:tBCServ

ject

EProfile" minOccurs="0" />
obalSettings" />

le" minOccurs="0" />

file" minOccurs="0" />

file" minOccurs="0" />

on" minOccurs="0" />

X" minOccurs="0"

CServicePackage"

n" minOccurs="0" />
" minOccurs="0"

icePackagelD"
icePackageDescription™
e" minOccurs="0"

n" minOccurs="0" />
" minOccurs="0"

ist restriction">

final="list restriction">

rentalControlLevel"

icelD" minOccurs="1" />
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<xs:element name="QualityDefinition" type="tns:t
minOccurs="0" />
<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tBCServicelD" final="list res
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tQualityDefinition" final="li
<xs:restriction base="xs:unsignedByte">
<xs:mininclusive value="0" />
<xs:maxlnclusive value="1" />
<xs:enumeration value="0">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">SD</xs:label>
<xs:definition xml:lang="en">Standard Definit
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="1">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">HD</xs:label>
<xs:definition xml:lang="en">High Definition<
</xs:documentation>
</Xs:annotation>
</xs:enumeration>
</xs:restriction>
</xs:simpleType>

<xs.complexType name="tCoDProfile">
<xs:sequence>
<xs:element name="ParentalControl" type="tns:tPa
minOccurs="0"/>
<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tParentalControlLevel" final=
<xs:restriction base="xs:unsignedByte">
<xs:mininclusive value="0"/>
<xs:maxlInclusive value="5"/>
<xs:enumeration value="0">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">ALL</xs:label>
<xs:definition xml:lang="en">All contents</xs
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="1">
<xs:annotation>

QualityDefinition"

n" minOccurs="0" />
" minOccurs="0"

triction">

st restriction">

ion</xs:definition>

/xs:definition>

rentalControlLevel"

n" minOccurs="0"/>
" minOccurs="0"

"list restriction">

:definition>
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<xs:documentation>
<xs:label xml:lang="en">Level 1</xs:label>
<xs:definition xml:lang="en">Level 1 contents
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="2">
<xSs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Level 2</xs:label>
<xs:definition xml:lang="en">Up to level 2</x
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="3">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Level 3</xs:label>
<xs:definition xml:lang="en">Up to level 3</x
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="4">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Level 4</xs:label>
<xs:definition xml:lang="en">Up to level 4</x
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:enumeration value="5">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Level 5</xs:label>
<xs:definition xml:lang="en">Up to level 5</x
</xs:documentation>
</xs:annotation>
</xs:enumeration>
</xs:restriction>
</xs:simpleType>

<xs:complexType name="tPVRProfile">
<xs:.sequence>
<xs:annotation>
<xs:documentation>
Unit of the StorageLimitinVolume element is th
</xs:documentation>
</xs:annotation>

<xs:element name="PVRPreference" type="tns:tPVRP
<xs:element name="StorageLimitinTime" type="tns:

minOccurs="0"/>

<xs:element name="StorageLimitinVolume" type="tn

minOccurs="0"/>

<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax

maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tPVRPreference" final="list r
<xs:restriction base="xs:unsignedByte">
<xs:mininclusive value="0"/>

</xs:definition>

s:definition>

s:definition>

s:definition>

s:definition>

e GigaOctet
reference"/>
tStorageLimitinTime"
s:tStorageLimitinVolume"

n" minOccurs="0"/>
" minOccurs="0"

estriction">
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<xs:maxlnclusive value="1"/>
<xs:.enumeration value="0">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Network</xs:label>
<xs:definition xml:lang="en">
Recording is done in the network
</xs:definition>
</xs:documentation>
</xs:annotation>
</xs:enumeration>
<xs:.enumeration value="1">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">User_Equipment</xs:la
<xs:definition xml:lang="en">
Recording is done on the user equipment
</xs:definition>
</xs:documentation>
</xs:annotation>
</xs:enumeration>
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tNPVRStorageLimitinTime">
<xs:restriction base="xs:duration">
<xs:mininclusive value="PTOH"/>
<xs:maxlInclusive value="PT1000000000H"/>
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tNPVRStorageLimitinVolume">
<xs:restriction base="xs:nonNegativelnteger"/>
</xs:simpleType>

<xs:complexType name="tGlobalSettings">
<xs:sequence>
<xs:element name="LanguagePreference" type="tns:
<xs:element name="UsersActionRecodable" type="tn
<xs:element name="Extension" type="tns:tExtensio
<xs:any namespace="##other" processContents="lax
maxOccurs="unbounded"/>
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tLanguage">
<xs:restriction base="xs:string">
<xs:annotation>
<xs:documentation>
<xs:definition xml:lang="en">ISO 639-2 Languag
</xs:documentation>
</xs:annotation>
<xs:minLength value="3"/>
<xs:maxLength value="3"/>
</xs:restriction>
</xs:simpleType>

<xs:complexType name="tExtension">
<xs:sequence>
<xs:any processContents="lax" minOccurs="0" maxO
</xs:sequence>
</xs:complexType>

bel>

tLanguage" minOccurs="0"/>
s:tUserActionRecordable"/>
n" minOccurs="0"/>

" minOccurs="0"

e code</xs:definition>

ccurs="unbounded"/>
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<xs:simpleType name="tUserActionRecordable">
<xs:restriction base="xs:boolean"/>
</xs:simpleType>

</xs:schema>

C.2 XML Schema for the OIPF Profile

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="org:oipf:iptv:UEProfile :2008"
xmins:tns="org:oipf:itpv:UEProfile:2008"
xmins:xs="http://www.w3.0rg/2001/XMLSchema"
xmins:tva="urn:tva:metadata:2007" elementFormDefau [t="qualified"
attributeFormDefault="unqualified">

<xs:import namespace="urn:tva:metadata:2007"
schemalocation="tva_metadata 3-1 v141.xsd" />
<xs:annotation>
<xs:documentation xml:lang="en">
Defines the capabilities of the OIPF that is cur rently
associated with the user
</xs:documentation>
</xs:annotation>

<xs:element name="UEInformation” type="tns:tUEProf ile" />
<xs:complexType name="tUEProfile">
<xs:sequence>

<xs:element name="UserEquipmentID" type="tns:tUE ID" />
<xs:element name="UserEquipmentClass" type="tns: tUserEquipmentClass” />
<xs:element name="Resolution" type="tns:tResolut ion"
minOccurs="0" />
<xs:element name="SupportedEncodings" type="tns: tSupportedEncodings"
minOccurs="0" maxOccurs="unbounded" />
<xs:element name="SupportedProtocols" type="tns: tSupportedProtocols"

minOccurs="0" maxOccurs="unbounded" />

<xs:element name="SupportedContentProtection"
type="tns:tSupportedContentProtection"
minOccurs="0" maxOccurs="unbounded" />

<xs:element name="SupportedCSPG" type="tns:tCSPG "
minOccurs="0" maxOccurs="unbounded" />

<xs:element name="IPEncapsulations" type="tns:tl PEncapsulations"
minOccurs="0" maxOccurs="unbounded" />
<xs:element name="Extension" type="tns:tExtensio n"

minOccurs="0" />
<xs:any namespace="##any" processContents="lax"
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tUEID">
<xs:annotation>
<xs:documentation>

<xs:label xml:lang="en">User Equipment ID</xs:I abel>
<xs:definition xml:lang="en">
Unique Identifier for the OIPF(to be specified )

</xs:definition>
</xs:documentation>
</xs:annotation>
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<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tUserEquipmentClass"
final="list restriction">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">User Equipment class</x
<xs:definition xml:lang="en">
Specifies the type of OIPF
</xs:definition>
</xs:documentation>
</xs:annotation>

<xs:restriction base="xs:string">
<xs:.enumeration value="OITF-TV" />
<xs:enumeration value="OITF-STB" />
</xs:restriction>
</xs:simpleType>

<xs:complexType name="tResolution">
<xs:attribute name="HorizontalSize" type="xs:inte
<xs:annotation>
<xs:documentation>
horizontal size in pixels of the screen
</xs:documentation>
</xs:annotation>
</xs:attribute>
<xs:attribute name="VerticalSize" type="xs:intege
<xs:annotation>
<xs:documentation>
vertical size in pixels of the screen
</xs:documentation>
</xs:annotation>
</xs:attribute>
<xs:attribute name="Rotate" type="xs:boolean">
<xs:annotation>
<xs:documentation>
set to TRUE if the screen can be rotated (hori
becomes vertical)
</xs:documentation>
</xs:annotation>
</xs:attribute>
</xs:complexType>

<xs:complexType name="tSupportedEncodings">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">encodings</xs:label>
<xs:definition xml:lang="en">
Specifies the supported audio and video encodi
(eg. MPEG2,H264 AC3, AAC etc)
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="AudioEncoding" type="tns:tAudi
minOccurs="0" maxOccurs="unbounded" />
<xs:element name="VideoEncoding" type="tns:tVide

s:label>

ger..>

s

zontal

ngs

oEncoding"

oEncoding"
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minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:complexType name="tAudioEncoding">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Audio Encoding</xs:labe
<xs:definition xml:lang="en">
Specifies supported audio encoding Properties
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="Encoding" type="tva:Controlled
<xs:element name="Extension" type="tns:tExtensio
minOccurs="0" />
<xs:any namespace="##any" processContents="lax"
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:complexType name="tVideoEncoding">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Video Encoding</xs:labe
<xs:definition xml:lang="en">
Specifies supported video encoding properties
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:sequence>
<xs:element name="Encoding" type="tva:Controlled

<xs:element name="SupportedFrameRate" type="tva:

minOccurs="0" maxOccurs="unbounded" />
<xs:element name="Extension" type="tns:tExtensio
minOccurs="0" />
<xs:any namespace="##any" processContents="lax"
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>

<xs:simpleType name="tSupportedProtocols">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Protocols</xs:label>
<xs:definition xml:lang="en">
Specifies a list of supported protocols (‘OIPF
Adaptive Streaming as defined in OIPF, 'HTTP-P
Download, 'HTTP-DL' for HTTP Download)
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="OIPF-HTTP-AS" />
<xs:enumeration value="HTTP-PDL" />
<xs:enumeration value="HTTP-DL" />
</xs:restriction>
</xs:simpleType>

<xs:complexType name="tSupportedContentProtection”
<xs:annotation>

TermType" />
"

TermType" />
FrameRateType"

n

-HTTP-AS' for HTTP
DL' for Progressive
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<xs:documentation>
<xs:label xml:lang="en">Content Protection</xs:
<xs:definition xml:lang="en">
Specifies the supported content protection sys
"urn:dvb:casystemid:19188") with optionnally t
"DTCP-IP") and supported protected formats
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:.sequence>
<xs:attribute name="ContentProtectionSystemID"
type="string" use="REQUIRED" />
<xs:attribute name="CSPG" type="tns:tCSPG" minOc
<xs:anyAttribute namespace="##any" processConten
minOccurs="0" maxOccurs="unbounded" />
<xs:element name="ProtectedFormat" type="tProtec
minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
<xs:any namespace="##any" processContents="lax"
minOccurs="0" maxOccurs="unbounded" />
</xs:complexType>

<xs:simpleType name="tns:tCSPG">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">CSPG type</xs:label>
<xs:definition xml:lang="en">
Specifies the type of CSPG
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="OIPF-CI+" />
<xs:enumeration value="OIPF-DTCP-IP" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tns:tProtectedFormat">
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">Protected Format</xs:la
<xs:definition xml:lang="en">
Specifies the supported Protected Format
</xs:definition>
</xs:documentation>
</xs:annotation>
<xs:restriction base="xs:string">
<xs:enumeration value="BBTS" />
<xs:enumeration value="PF" />
<xs:enumeration value="PDCF" />
<xs:enumeration value="MPIMP" />
<xs:enumeration value="DCF" />
</xs:restriction>
</xs:simpleType>

<xs:simpleType name="tIPEncapsulations"” final="lis
<xs:annotation>
<xs:documentation>
<xs:label xml:lang="en">encapsulation</xs:label
<xs:definition xml:lang="en">
Specifies the IP encapsulation that is support

the device (UDP/RTP, UDP/M2TS, UDP/RTP/M2TS)

label>

tem (e.g.,
he gateway (e.g., "CI+" or

curs="0" maxOccurs="1"/>
ts="lax"

tedFormat"

bel>

t restriction">

ed on
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</xs:definition>

</xs:documentation>

</xs:annotation>

<xs:restriction base="xs:string">
<xs:enumeration value="UDP/RTP" />
<xs:enumeration value="UDP/M2TS" />
<xs:enumeration value="UDP/RTP/M2TS" />

</xs:restriction>

</xs:simpleType>

</xs:schema>

C.3 IPTV Subscription Profile Elements classification

In this Section, IPTV Subscription Profile elemeats classified according to the desired visibildythe user:

» User visible and manageable data

» User visible, but not user-manageable data

» Data neither visible nor manageable by the usevifseparameters that remain in the network, etc.)

Elements MAY remain without classification (thatwld mean that it is not determined if the data SHOWemain in

the network or visible to the user.)
element="IPTVProfile"

attribute ="Profileld"

C.3.1  User visible and manageable data
CoD Profile:
In complexType ="tCoDProfile"

Element ="ParentalControl" type="tParentalContelél
Global Settings:

In complexType ="tGlobalSettings"

Element="LanguagePreference" type=tLanguage

C.3.2 User visible, but not manageable data

The term UE (User Equipment) is equivilant to thee® IPTV Forum term OITF.

In complexType="tUEProfile"
Element ="UserEquipmentID" type="tUEID"

Element ="UECapabilities" type="tUECapabilities"

In complexType="tUECapabilities">
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Element ="UserEquipmentClass" type="UserEquipm&g

N-PVR:
In complexType="tPVRProfile"
Element="PVRPreference" type ="tPVRPreference"
Element ="StorageLimitinTime" type="tNPVRStoragglifinTime"

Element ="StorageLimitinVolume" type="tNPVRStoragmitinVolume"

C.3.3 Data neither visible nor manageable by the user

BC Profile:

In complexType ="tBCProfile"

Element ="BCServicePackage" type="tBCServicePaekag

In complexType ="tBCServicePackage"
Element name="BCPackageld" type="tBCServicePadkdge
Element name="Description" type="tBCServicePackaggeription"

Element name="BCService" type="tBCService"

complexType ="tBCService"
Element name="BCServiceld" type="tBCServicelD"

Element name="QualityDefinition" type="tQualityDmition"
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Annex D. Mapping attributes for Scheduled Content
(Normative)

D.1 Mapping SDP attributes from DVB SD&S information

| P SDP parametersfor each media stream Corresponding DVB SD& S element in [TS 102 034], Section
5.2.6.2 tables4 and 5 and 8.

Scheduled Content stream

Connection Data
c=<network type> <address type> <connectio

address>

<network type> Not retrieved from SD&S
<address type> Not retrieved from SD&S
<connection address> IPMulticastAddress@Address

Media Announcements for content delivery
m=<media> <port> <proto> <fmt >

<media> "video" (also present in SD&S)
<port> IPMulticastAddress@Port
<proto> “RTP/AVP” if IPMulticastAddress@ Streaming="rtp” afr

IPMulticastAddress@Streaming is not present

“RTP/AVPF” if (IPMulticastAddress@ Streaming="rtp’r &
IPMulticastAddress@Streaming is not present) anbFQvants to
make use of FCC and/or RET service offer. (Note 1)

“MP2T/H2221/UDP” or “RAW/RAW/UDP” if
IPMulticastAddress @ Streaming="udp”

<fmt> When MPEG2-Transport Stream [MPEG2-TS] is used,txfm
SHALL be “33” as specified in RFC 3551.
When OPTIONAL Timestamped-TS defined by [DLNA] isadl, the
RTP/AVP dynamic payload type SHALL be used and e
name> of "a=rtpmap" line SHALL be "vnd.dlna.mpeg-tas
specified in [DLNA].
Example

m=video 49232 RTP/AVP 98

a=rtpmap:98 vnd.dIna.mpeg-tts/27000000

Bandwidth MaxBitrate (Note 1: the “MaxBitrate” sttribute irD&S is
b=AS:<bandwidth> calculated according to the TIAS bandwidth moditiefined in
RFC 3890, but expressed in kbps. The OITF SHOULEhéo
necessary conversion to express the bandwidtreisSDP as
“b=AS:<bandwidth>".)

(Note 2: If the OITF wants to make use of FCC/REiviEe, the
<bandwidth> for the FCC/RET enabled SC service isd retrieved
from the SIP OPTIONS response message.)

BCServiceld Textualldentifier@ServiceName*:"Textualldentifier@BainName

Note that the Textualldentifier@DomainName is ariT@MNAL
attribute; therefore when not present, it is cogiedh the
OfferingBase@DomainName

BCPackageld Package@Id
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FEC stream

Note that the multicast address and source addféke FEC stream can be the same as the Sche@Qatgdnt stream.

Media Announcements for FEC delivery
m=<media> <port> <proto> <fmt>

Note: the FEC delivery can only be associatedRI R delivered
content.

<media> “application”, not retrieved from SD&S
<port> IPMulticastAddress.FECBaselLayer@Port
<proto> RTP/AVP

<fmt> Dynamic payload type

a=rtpmap:<fmt> <encoding_name/clock_rate>

<encoding_name/clock_rate> referring to the DVBAIRFEC Base
layer and is equal to:

“vnd.dvb.iptv.alfec-base/90000"

Connection Data at media level

c=<network type> <address type> <connectio
address>

<network type>

Not retrieved from SD&S

<address type>

Not retrieved from SD&S

<connection address>

IPMulticastAddress.FECBaselLayer@Address

Network Generated Notification stream and Emergency Notification stream

Note that the multicast address and source ad
stream.

dfdébke notification stream can be the same as thed®iled Content

Connection Data at media level

c=<network type> <address type> <connectio
address>

<network type>

Not retrieved from SD&S

<address type>

Not retrieved from SD&S

<connection address>

IPMulticastAddress@Address

Media Announcements for content delivery
m=<media> <port> <proto> <fmt >

<media>

"application" (also present in SD&S)

<port> IPMulticastAddress@Port

<proto> “FLUTE/UDP”

<fmt> 0

BCServiceld Textualldentifier@ServiceName*“:"Textualldentifier@BainName

Note that the Textualldentifier@DomainName is anT@NAL
attribute; therefore when not present, it is cogied the
OfferingBase@DomainName

BCPackageld

Package@ld

IPMC RET stream
Note that the multicast address and source ad
Stream.

dfébse MC RET stream can be the same as the SawQantent

Media Announcements for MC RET delivery
m=<media> <port> <proto> <fmt >

Note: The MC RET delivery can only be associateR &
delivered content

<media>

"application", not retrieved from SD&S

<port> MulticastRET @DestinationPort
<proto> “RTP/AVP”
<fmt> MulticastRET @RTPPayloadTypeNumber

a=rtpmap:<fmt> <encoding_name/clock_rate>

<encoding_name/clock_rate> is equal to:
“rtx/90000” (RFC 4588) (not signalled in SD&S)

Connection Data at media level
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c=<network type> <address type> <connectio

address>

<network type> Not retrieved from SD&S
<address type> Not retrieved from SD&S
<connection address> MulticastRET @GroupAddress

Note: RTP/AVPF (RFC 4588) is the protocol identitiy which an RTP agent can indicate it suppomrsetktended
RTP profile for RTCP-based feedback. It is REQUIRIBDFCC/RET services.

D.2 Service Package SDP attributes

The format of the a=bc_service_package attributkdédollowing:

a= bc_service_package : <BCPackageld> [mult_list] [bc_tv_service_id_list]
where
<mult_list> ::= mult_list:<source_unit>{“|"<source_unit>}
<source_unit> ::= [src_list:"(“<src-list>"),"]<multicast_address>{(“,”|"-“)<multicast_address>}
<src-list> ::= <source_address>{(“,"|"-“)<source_address>}
<source_address> ::= <IP_address>
<multicast_address> ::= <IP_address>
<bc_tv_service_id_list>::=<BCServiceld> {“,"<BCServiceld>}

<BCServiceld> is the string defined above.

<BCPackageld> is the service package ID string defined above.

(BNF notation). As seen in this notation the mdilst parameter can contain one or more source pamémeters with
multicast addresses that can be separated wittr &jtlor ‘-,

When they are separated with ‘-* it means that & range of addresses. In addition there can ORALLY be a list of

source addresses within the source unit paramétiehvis applicable for all the multicast addressékin the source
unit parameter.
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Annex E. <protocol> names (Normative)

E.1 Definition of <protocol> names

Following table shows the names (labels) of <prot®evhich SHALL be a combination of signalling poabls and
media transport protocols on UNI.

Table 99: Definition of <protocol> names

Service Network Type | Signalling protocol | Media Transport | Name of <protocol>
protocol
Scheduled Managed SIP + IGMP RTP “sip-igmp-rtp-udp”
Content i _
direct-UDP “sip-igmp-udp”
Unmanaged IGMP RTP “igmp-rtp-udp”
CoD streaming | Managed SIP + RTSP RTP “sip-rtsp-rtp-udp”
direct-UDP “sip-rtsp-udp”
Unmanaged RTSP RTP “rtsp-rtp-udp”
N/A HTTP “http-get”
CoD download | Both N/A HTTP “http-get”
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Annex F. System Infrastructure (Normative)

F.1 OITF Start up High-Level Procedures

F.1.1 OITF with Native HNI-IGI Support

Figure 8 shows the high-level procedural flow fdiT® starts up i.e. up to the point where all OITiRdtions are
available. The following is a description of theys:

Step 1:  The local device start up procedure (which is enpdntation dependent).

Step 22 The OITF SHALL discover the IG through a UPnP muabare (Section 10.1.1.1, “Procedure for I1G
Discovery”).

Step 3: The OITF SHALL use the DHCP option 124/125 to gqutie DHCP server to obtain the SP Discovery
entry point. (See Section 12.1.1.1.3, “Option 128/7) If the deployment includes an 1G, the DHCPvee
SHOULD! be configured to return the IG address in the DH@fon 125, either as a FQDN or as an IP
address. In other words, in such a deploymentGhects as the SP Discovery entry point (see Seétid,
“IG Startup and Shutdown procedures” for how arati& in this role).

Step4:  The OITF SHALL retrieve the list of subscriptioreiatities (IMPUs) (Section 5.4.6.3, “HTTP Digest
Authentication.”)

Step 5:  The OITF SHALL registers the user identity witietlG (Section 5.4.6.1, “Procedure for User Regi&in
and Authentication in the Managed Model on the HiGllinterface.”)

Step 6:  If the IG supports GBA, the OITF SHALL perform @Ruthentication (Section 5.4.6.2.1, “Initial GBA
registration.”)

Step 7:  The OITF SHALL perform service provider discovéBection 5.4.1, “Service Provider Discovery.”) The
service provider information MAY be returned dilgdty the 1G.

Step 8 The OITF (or the DAE application, whichever appli8$ALL prompt the user to choose an SP. For any
device, the timing and method of presentation dkagehe relative positioning of the different 3Bthe user is out of
scope of the IPTV Solution specifications.

Step 9:  The OITF (or the retrieved DAE application, whigbeapplies) SHALL perform service discovery (see
Section 5.4.2, “Service Discovery”.)

1 The DHCP server MAY, e.g., return the FQDN or tRless of the SP Discovery FE in the network irstea
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IPTV Service .
OITF IG V(‘;’m ASM Dalij:t?arse Provider 'PI;_V Service
Discovery Iscovery

1. Local
Startup
procedures

2. OITF discovers IG via UPnP

3. DHCP Option 124/125 to retrieve SPD entry point

4. OITF retrieves user identities ( IMPUs)

5. OITF registers a user identity with the ASM

6. OITF performs GBA authentication if supported

7. OITF performs Service Provider Discovery (information may be returned by IG) and 7c. Service provider
selection

8. User
selects Service
Provider

9. OITF performs Service Discovery

Figure 8: High level Start up procedural flow fora  n OITF with native HNI-IGI support

F.1.2  OITF with Non-Native HNI-IGI Support

Step 1:  The local device start up procedure (which is enpéntation dependent).

Step2:  The OITF SHALL use the DHCP option 124/125 to quitie DHCP server to obtain the SP Discovery
entry point. (See Section 12.1.1.1.3, “Option 128/1) If the deployment includes an 1G, the DHClvee
SHOULD? be configured to return the IG address in the DH@fon 125, either as a FQDN or as an IP
address. In other words, in such a deploymentGhacts as the SP Discovery entry point (see Seétid,
“IG Startup and Shutdown procedures” for how arati& in this role).

Step 3:  The OITF that has received the SP Discovery guigt via DHCP option 125 SHALL retrieve the Servic
Provider information by querying this entry poifBee Section 5.4.1.2, “Protocol over UNIS-19 fa th
Unmanaged Model and Non-native HNI-IGI.”) For argvite, the time at which to trigger the query for
Service Provider Discovery information is out obpe of the IPTV Solution specifications.

2 The DHCP server MAY, e.g., return the FQDN or tieleess of the SP Discovery FE in the network istea
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Step 4:  The OITF (or the DAE application, whichever appli&HALL prompt the user to choose an SP. For any
device, the timing and method of presentation dkagehe relative positioning of the different 3Bghe user is out of
scope of the IPTV Solution specifications.

Step 5:  The OITF SHALL retrieve the list of user identitis|em the |G using the DAE application retrievedstep
4 (see Section 5.4.6.3, “HTTP Digest Authenticdtipn

Step 6:  The OITF SHALL register a user identity with thengce platform provider, using a DAE application
retrieved in step 4 (see Section 5.4.6.1, “Proceflur User Registration and Authentication in tharidged Model on
the HNI-IGI Interface”.)

Step 7:  The OITF (or the retrieved DAE application, whigbeapplies) SHALL perform service discovery (see
Section 5.4.2, “Service Discovery”.)

WAN User IPTV Senvice| | 51y service
OITF IG GW ASM BElalmse Provider Di
Discovery ey

1. Local
Startup
procedures

2. DHCP Option 124/125 to retrieve SPD entry point

The target for the Service Provider Discovery depends
3. OITF performs Service Provider Discovery on the information returned in step 2.

3. OITF performs Service Provider Discovery

4. User
selects Service
Provider

5. OITF retrieves user identities (IMPUs)

6. OITF registers a user identity with ASM

7 . OITF performs Service Discovery

Figure 9: High-level start-up procedural flow fora  n OITF without native HNI-IGI support

F.1.3 Integrated OITF/IG with no HNI-IGI Support

Figure 10 shows the high-level procedural flowdarintegrated OITF/IG device with no HNI-IGI suppoif he
following is a description of the steps:

Step 1:  The local device start up procedure (which is enpdntation dependent).

Step 2:  The IG SHALL register the default user identi8e¢tion 5.4.6.1, “Procedure for User Registratioth a
Authentication in the Managed Model on the HNI-IBterface.”).

Step 3:  The IG SHALL perform GBA authentication if it spprts the procedure (Section 5.4.6.2.1, “Initial &B
registration.”)
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Step 4a:  The IG SHALL perform service provider discove8egtion 5.4.1, “Service Provider Discovery.”).

Step 4b: The OITF (or the DAE application, whichever appli€$1ALL prompt the user to choose an SP. For any
device, the timing and method of presentation dkagehe relative positioning of the different 3Bghe user is out of
scope of the IPTV Solution specifications.

Step 5:  The OITF (or the retrieved DAE application, whigbeapplies) SHALL perform service discovery (see
Section 5.4.2, “Service Discovery”.)

IPTV Service .
OITF/IG V(\;’I’\*A’;' ASM Dat’;sgse Provider IPS_V Service
Discovery Iscovery

1. Local
Startup
procedures

2. OITF discovers IG via UPnP

3. OITF performs GBA authentication if supported

4a. OITF performs Service Provider Discovery (information may be returned by IG) and 4b. Service provider
selection

5. OITF performs Service Discovery

Figure 10: High-level start-up procedural flow for an integrated OITF/IG

F.2 High-Level Procedure for an OITF Graceful Shut Down for
the Managed Model

Figure 11 shows a high-level procedural flow wharQATF is shut down, i.e. the OITF functionalitynade
completely inactive. The following steps are perfed:

Step 1:  The OITF gracefully terminates any ongoing IPT1@gsion. (See appropriate IPTV Service Termination
Sections)
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Step 22 The OITF de-registers the logged-in users (Sedde5.4.6.1.2, “User De-registration.”)

Step 3:  The IG terminates all activities for communicatiervices for the de-registered identity thataasociated
with the OITF contact point (IP address) (See $eadsi.1.4, “Protocols for Communication Services.”)

Step 4. The IG de-registers the logged in user from tigvork. (See Section 6.1.3.2.2, “Procedure for User
Registration and Authentication in a Managed MadeUNIS-8.") If this is the last OITF to shut downd
if this is a default identity, then the IG MUST dgister the old contact point with the network asd
register the 1G as the new contact point. If thia user identity being deregistered, then the IESW
deregister this identity and register a defaulhtig with the IG as the contact point.

Step 5:  The OITF performs local shut down procedure.

IMS Gateway
P — R2E
IG-OITF | |Auth/Session o entlca}lon User Communication Control
OITF Server Mgmt ) ST Database Enabler Server
Management

1. Terminate any ongoing session (CoD or Schedu ed Content Session)

2. De-register the logged in user
identity.

3. Terminate any p2p communication suoscription for the IMPU to be de-registered

4. De-register the logged in Identity from the network:

5. Execute OITF
local shut down
procedure

Figure 11: High level Shut-down procedural flow for an OITF

F.3 OITF Restart high level procedures for an IG integrating
GW

This section details how stale SIP state can bectkt in an IG integrating the GW, i.e. IG-GW, wizenOITF
restarts. This procedure is valid for both natind aon-native HNI-IGI interfaces.

Figure 12 depicts how the IG-GW is able to esthatdisnapping between the SIP state (SIP dialog, IMRUIP
address) and the network state (IP address andedByi

The ability of the IG-GW to detect stale SIP stapen restart is based on the fact that when an @d$tarts, it re-
initiates the DHCP server discovery (sends a DHETDVER message) and IP address request (DHCPREQUEST
procedures. This is an indication that the OITE teastarted. This is depicted in Figure 13.
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OITF Start-up High Level Overview
OITF

IG-GW

1st OITF Startup IG-GW Startup

| Network bootstrapping: OITF requests IP address via DHCP, OITF informs DHCP server of DevicelD via Option 61 |

|G maintains a binding between user IP address and DevicelD

| |G Discovery: via UPnP (native) or DHCP 125 (non-native) |

I
| Retrieve IMPU list |

HNI-IGI: OITF SIP REGISTER(IMPU, Contact address=OITF IP address)

IG maintains a binding between user IMPU, Contact address (IP address), and DevicelD

Note that this address is mapped to the proper MAC address at lower layers so that the SIP 200 OK gets routed {o the correct OITF

. HNI-IGI: OITF SIP 200 OK (Contact address)

HNI-IGI: OITF SIP INVITE (IMPU, Contact address)

HNI-IGI: OITF SIP 200 OK (Contact address)

HNI-IGI: OITF SIP ACK (IMPU, Contact address)

>
IG maintains a binding between SIP Dialog, user IMPU, Contact address (IP address), and DevicelD
All incoming SIP message from the network on the same dialog are thus sent to the correct OITF

Figure 12: Overview of OITF Startup
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OITF Re-start High Level Overview
OITF IG-GW

' |
E)?‘I#r? or Oihﬁr reason caused IG maintains mapping between SIP dialog,
o resta IMPU, IP address, and DevicelD from
sessions before restart

OITF Startup |

| Network bootstrapping: OITF requests IP address via DHCP, OITF informs DHCP server of DevicelD via Option 61 |

DHCP client restarts DHCP server discovery and address retrieval (DHCPDISCOVER,
DHCPREQUEST, ...)

DHCP server may assign a new |IP address or the same IP address to OITF after reboot
RFC 2131 recommends that same is used

IG knows that OITF has restarted because it sends
DHCPDISCOVER. IG can now safely delete all SIP
state related to this DevicelD

OITF continues with SIP registration |

| IG Discovery: via UPnP (native) or DHCP 125 (non-native) |
I I
| Retrieve IMPU list |

HNI-IGI: OITF SIP REGISTER(IMPU, Contact address =OITF IP address)

HNI-IGI: OITF SIP REGISTER(IMPU, Contact address = OITF IP address)

/

|G re-establishes a binding between user IMPU, Contact address (OITF IP address), and DevicelD
Note that this address is mapped t the proper MAC address at lower layers so that the SIP 200 OK gets routed to fhe correct OITF
HNI-IGI: OITF SIP 200 OK (Contact address)

A

HNI-IGI: OITF SIP INVITE (IMPU, Contact address)

Figure 13: Overview of OITF Restart

F.4 IG Startup and Shutdown procedures

F.4.1 |G Startup procedures
Step 1. |G power up initialization procedures (this isplementation dependent).

Step 22 The IG SHALL retrieve or receive user identiteessociated with the IMS subscription and other
configuration information from the network (see &t 5.3.5.1.3 Configuration of the I1G via Configtion File)

Step 3:  The IG SHALL register the default identity astsded with the IMS subscription with the servicatfibrm
(IMS) provider (see user registration section §.3.2

Step 4:  The IG SHALL perform the SP Discovery proced(see section 6.3.1.1 for details). The IG SHALdrst
the SP Discovery information in the format (see [M¥) it was received.

At this point, the IG has completed its startupgedures and is ready to accept requests from the @md/or network
entities.

The IG SHALL drop any messages received from thevowk related to the default user until such timattit detects
that a default user has registered at an OITF.

F.4.2 |G Shutdown procedures

Step 1:  The IG terminates all activities for communicatigervices.

Step 22 The IG SHALL terminate all other SIP sessions.

Step 3:  IG SHALL de-register all users bound to OITFs.
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Step4:  The IG SHALL de-register any IG-initiated regéion (if applicable).

Step 5:  The IG performs its local shutdown procedimgplementation dependent)

F.5 WAN Gateway Functions

The WAN Gateway SHALL support multiple in-home deas for the consumer network, which SHALL be ablgin
the same multicast streams.

It SHOULD support IGMP snooping on all LAN sideénfiaces and forward inbound multicast packets ¢se¢h
physical interfaces which are connected to dewicashave joined the specific multicast group.

The WAN Gateway SHALL support full IGMP v3 (RFC 337
It SHALL implement an IGMP proxy mechanism (RFC 850

F.6 NAT Traversal

The reason why IPTV will not function by defaultied a NAT is that many of the communication parergin SIP
and in RTSP are transported within the SDP messhgse parameters include the IP and port numised for
signalling and media. A device behind a NAT doeskmow how it will be seen from the Network domaitnpnly
knows its own IP address and the ports on the s&rvere the application runs.

Once communication with a server starts, the NAUigtetranslates the private IP and port combinatibtihe device
connected on the private NAT interface to a temponaapping of a public IP and port on the interfacaenected to the
public network.

When the Consumer Network uses a private IP addgesshema (e.g. RFC 1918) and the NAT device it goud/or
address restricted, Consumer Network devices #uaive incoming signalling (such as session setojification
message, etc...) SHALL implement a mechanism to ra@mtpen and active the necessary pin holes oNATe
device.

F.6.1 NAT Traversal for SIP based services for the Managed Model
The two main NAT traversal scenarios are summaitisdolv:
Hosted NAT for SIP over |PSec

The NAT traversal solution defined for this sceaagquires the following steps:

Step 1:  Verify that the client (e.g. SIP UA) is behind & Ndevice. In the IMS/3GPP scenario, this is acbikiy
using a plain text SIP message (the first SIP RHGF). Note that within standard RFC IPSec the 8tsp
is performed directly within IKE (Internet Key Exahge), but within the IMS environment the
authentication and key agreement phase is perfohyesing the AKA algorithm.

Step 2:  The SIP UA establish the IPSec tunnel with theSEE using the IETF IPSec NAT traversal solutiort tha
based on UDP encapsulation;

Step 3:  The UA maintains the pin holes open in the NATidewith UDP keep alive messages;

Step 4: All SIP message are sent over the IPSec tunnélafim direction).
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Residential Network

SIP / IPSEC P-CSCE

SIP-ALG
T :
I NAT device ;
IMS UA UDP keep alive (RG?V) UDP keep alive
Private realm Public/external realm

& > . & a
< > . < >

As there is a permanent communication path opbeégdeen the consumer device and the P-CSCF, livesya
possible to send SIP messages between the emit@gsed in the communication (also when the SIBsage request
is originated from the network).

Hosted NAT for SIP plain text
The NAT traversal problem for SIP signalling cansoéved by simply implementing keep alive messaging

When it receives the first message, the P-CSCFkloack the presence of a NAT device by comparin@tidress and
port contained in the “Via” header to the actuahi® port combination in the received IP message.

Once registered with the SIP Registrar, the SIPMUIAST maintain the communication channel open bylsen
successive keep-alive packets before the bindipges<in the NAT device.

The keep alive messages CAN either be SIP REGISGrERRP OPTION sent by the client device.

Residential Network

P-CSCF
SIP-ALG

SIP / UDP

'\~ 7 sIP Keep Alive
NAT device

(RGH)

SIP Keep Alive

&
<

Private realm ¢ Public/external realm

A
v
v

As there is a permanent communication path opeaegden the consumer device and the P-CSCF, ivisyal
possible to send SIP messages between the eititidged in the communication (also when the SIRsage request
is originated from the network).

Itis REQUIRED to use symmetric signalling, thisans that the proxy MUST send and receive data@sadme port
number.

Copyright 2010 © Open IPTV Forum



Page 259 (290)

F.6.2 NAT Traversal and keep-alive messages for CoD

The NAT traversal problem for the media parametienssported within the SDP signalling can be soled
implementing a symmetric-RTP mechanism, as per B¥&1 [RFC4961]:

When the OITF activates a CoD service it SHALL starsend keep-alive messages that consist of eRipB/packets
with a payload type of 20 to the appropriate desiim address and port, which depend on the saeofthe
deployment and the model.

In addition to the NAT traversal problem, ther@iBlAT binding keep-alive problem. In generalsitiot possible to
determine or modify a retail NAT'’s binding lifetimél herefore, in order to keep the NAT bindingsmpeis necessary
to send keep-alives frequently. The REQUIRED feggny of the keep-alive messages is governed bgp-&live
timer. The value of the keep-alive timer SHALL&eandom number between 24 and 29 seconds, ifomdigared.
This timer MAY be configurable as described in RFB7 [RFC4787]. The empty RTP packet with a paylyae of
20 is defined in TS 24.229 and endorsed in [TS13}50

These empty RTP packets with payload type 20 Fulfé following functions:

The packets are used by the network for the diggasfethe public client IP address and port (adyydhe address and
port of the WAN gateway) to use for the deliverytiod RTP stream, and

The packets are also used to keep the necessanplpmon the NAT device open and active for thetion of the
incoming RTP streaming.

This solution applies for all cases with the follog/difference:
Managed Model: IG and WAN GW in different physidavices

The functional entity that changes the destinatiddress to the address and port discovered byetie &ive messages
is the BGF (this is a component of the TranspootBss Function defined in ES 282 (&%282003]), under the
control of the P-CSCF (this is a component of tigAdefined ifARCH]).

Managed Model: IG and WAN GW in one physical device
In this scenario the IGFWAN GW device SHALL catadasuppress the keep-alive messages.
Unmanaged Model

The functional entity that changes the destinatiddress to the address and port discovered bydtisgehe keep-
alive messages is the CDF, under the control o€ieThe keep-alive message, reaching the CDFjgesthe
client’s IP address and port to use for the dejiwdrthe RTP stream.

Section 7.1.1.1, “RTSP Profile for the unmanagediehover UNIS-11 and NPI-10", gives some recommé&ada for
selecting a mechanism for keeping the RTSP se&slime.” In order to minimize OITF uplink traffiche NAT
binding keep-alives SHOULD be re-used as RTSP gessep-alive messages whenever possible. Noté thaght
be necessary for the OITF to send both NAT bindiegp-alive messages and RTSP session keep-alivedmple,
when the server cannot bind the RTP and RTSP sissio

When the MPEG2TS is encapsulated in UDP (direct }JPorder to keep the NAT bindings open the kabye
SHALL be a UDP packet with the body of the packi&td with the value 20. The sender and destinalffoaddresses
and ports SHALL follow the same rules as RTP kelegs.

Annex H gives more detail and describes the infdional flow for these cases.
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Annex G. System Infrastructure Mechanisms (Informative)

G.1 NAT-T Informational flows for Managed IPTV Services

The WAN Gateway itself can perform simple Networdtdhess Translation (NAT) at the network and transiagyer,
but it is not able to modify the addresses embedétk encapsulated signalling message. In oatehe SIP services
to work with NAT in this specification there aredwossible alternatives that take into accountifferent
deployment scenario defined in the architectureidemt [ARCH]:

1. If the WAN Gateway and the IG are deployed together physical device the NAT-T can be solved with
embedded SIP application-level gateway (SIP-AL@}his scenario the SIP signalling is generatethftiis
device using the public address and the contrti@incoming media streams can be performed intgriog the
device.

2. For other deployment scenarios, the NAT-T can Iheeslin the network with a SIP application-levetaaay (SIP-
ALG) in the P-CSCF that coordinate the work of B@F; this solution is commonly defined Hosted-NAT

The main advantages for the Hosted-NAT architestare:

* Minimal impact on the user device and the WAN gatgw

e Security protocols supported (e.g. IPSec)

* Main components already defined by TISPAN and 3GPP

Since the Hosted-NAT solution is already used foeoIMS services (e.g. voice call), it can be ezlior the managed
IPTV scenario in a general deployment option.

G.1.1 1G and WAN GW in one physical device

This Section defines the NAT Traversal mechanisramwtie IG and WAN Gateway are deployed in the saenice.
This is considered to be a common scenario for gethaetworks. An embedded NAT-T solution and impatad
internally in this device is considered an effitiemechanism.

%

Residential Network Authentication and Session Management sp

SPIPSEC f  POSCF Pl iscsor % IPTV
: / d Control
/:: 1 :
keep alive IG + The P-CSCF controls the C-BGF SIP
oI T T T T 7 waNGw (through SDPF) for pinholing NPI4]
(NAT device)
Transport Processi
RTP fﬁnspsunc;:;-lessln. Content Delivery | Content Delivery
and RTSP/TL (CBGF) |4 Funcion | NPI-26/ | Network Controlier
RTP NPI-10

Private realm Public/external realm

The following informational flow describes the irdetion between the functional entities defineddpen IPTV
Forum for Content On-Demand services in this séentor simplicity the S-CSCF is not shown:
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(o) (B [rom] ()|

1. http request

10. http response

>
>

2. INVITE (SDP)

IPTV
Control

] [CDN*,

3. Pinholing Port

9. 200 OK (SDP’)

v

ingres traffic

4. INVITE (SDP)

| 7.200 OK (SDP')

5. INVITE (SDP)

| 6. 200 OK (SDP")

8. Pinholing Port

Egres traffic

>

d

11. RTSP PLAY

12. Keep Alive

Step 1:
Step 2:

Step 3:

Step 4:
Step 5:
Step 6-7:
Step 8:

Step 9:

Step 10:
Step 11:
Step 12:

NOTE: In this scenario the IG+WAN GW device SHALL cat@hd suppress the keep alive messages.

14. RTP Flow

The INVITE is forwarded to the IPTV Control.

The 200 OK message is sent back to the P-CSCF.

The 200 OK message is sent back to the IG+WAN GW.

13. RTP Flow

G ————————————————————————————————

The INVITE is forwarded to the Cluster Deliverytwork Controller (and Cluster Controller).

The OITF sends a HTTP request for the desired Salice to the IG (collocated with the WAN Gateway)

The IG translates the request to a SIP INVITE \&jppropriate SDP description of the media requést.
private address of the OITF is replaced with itbljpuaddress.

The P-CSCF (on GQ’) requests to the BGF to operpih hole for the ingress RTSP and eventually RTP
media streams.

The P-CSCF on Gq’ updates the allocation on th& B the RTSP and RTP media streams (egress
traffic).

The information carried with the 200 OK is senthe OITF (inside the HTTP replay message).
The OITF send a RTSP PLAY command to receive tadianstream to the Content Delivery Function

The OITF starts sending keep alive messages ¢imsist of empty RTP packet with a payload type®f®
the destination address and port contained in @eCX.

Step 13:  The CDN starts to send the media stream to th&\IGM GW (by using the IP/Port received in the SDP

packet as modified by the IG in step 2);

Step 14:  The NAT device delivers the stream to the OITRubing its internal NAT table;
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G.1.2 1G and WAN GW in different physical devices

In this scenario, the WAN GW is the NAT device dhd solution is based on the 3GPP TS 33.203 IM8sacSAT-T
model.

Authentication and Session Management

Residential Network i SIP
: . siP : NPI-4 PV
R (NP4
|SIP-ALG| VS-CSCF //_ Control
e T o
(through SDPF) for addr.
latching, ...
A
I'ransp:rt :;ocessing] Content Delvery | Content Defivery
unclon—{ Function NPI-26 /| Network Controller
C-BGF)
( RTP NPI-10

Private realm ¢ Public/external realm

It is REQUIRED to maintain a permanent communigapath opened between the IG and the P-CSCF. @hibe
achieved using the hosted NAT solution describe@.th1. The following informational flow describée interaction
between the functional entities defined by OpenMAFbrum for Content on Demand services and expliiaeseed for
the RTP keep-alive messages; for simplicity theS$3E is not shown:

ENEIEN =S

1. http request
P e o 2. INVITE (sDP) 3. NAT-T Port
© request/response

A4

»

4. INVITE (SDP’

| 5. INvITE (sDP)

6. 200 OK (SDP’)

8. 200{OK (SDP") 7.200 OK (SDP")

9. http response
10. RTSP PLAY
11. Keep Alive
- »
7 L
12. RTP Flow
13. RTP Flow o
14, RTP Flow <

11b. Keep Alive

O
J
\4

Step 1:  The OITF sends a HTTP request for a CoD servitbddG.

Step 2:  The IG translates the request to a SIP INVITE \ajppropriate SDP description of the media requested
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Step 3:

Step 4:
Step 5:
Step 6-7:
Step 8:

Step 9:
Step 10:
Step 11:

Step 12:
Step 13:
Step 14:

The P-CSCF over the Gq’ interface requests tloeation of address ports on the BGF for the RTPianed
streams; this information is also used to updagdRhand port address in the SDP message thailu=stne
RTP stream.

The INVITE with SDP updated is sent to the IPTVnBol FE.
The INVITE is forwarded to the Cluster Delivery tMerk Controller (and the Cluster Controller).
The 200 OK message is sent back to the P-CSCF.

The SDP in the 200 OK answer is updated with t@&Bddress and port reserved for this media stiram
the step 3.

The information from the 200 OK is sent to the BIT
The OITF sends a RTSP PLAY command to receivertbdia stream from the Content Delivery Function.

The OITF starts sending keep alive messages ¢inaists of empty RTP packet with a payload typ2Gofo
the destination address and port contained in @eCX.

The CDN starts to send the media stream to the @@ Esing the IP/Port received in the SDP packet).
The BGF changes the destination address to thessldnd port discovered by the keep alive messages

The NAT device delivers the stream to the OITRubing its internal NAT table.

Note: The transport for RTSP is TCP only with eithersistent or transient connection.

G.2

G.2.1

NAT Traversal for the Unmanaged Model

Symmetric-RTP for Unmanaged Model

In a similar way to the managed network case, §marSetric-RTP mechanism can also enable the NAT @nsal of
RTP stream if the CDF for CoD service supportsdibiection of the external port number to send Rif@am towards
the OITF. This solution will work even if multiplAT devices exist between the CDF and the OITF.

The following flow describes the main steps invalwe the Symmetric-RTP mechanism:

Consumer Network

RTSP/TCP (UNIS-11)

1 RTSP SETUP |Cluster Controller

OITF — S 4. Response
/ NAT device \
(VéAN 5. keepall 6. RTSP PLAY 7'y
= - . keepalive
Gatéway) T~ e - 3. 2.
. [ y
T~~a - Content Delivery
7.RTP ~ ~)
Function
Private realm Public/external realm

< o

A

Step 1.

Step 2:

v

< »

The OITF sends an RTSP SETUP request to the Q&t@lController). The CC detects the client’s
external IP address by the source IP address iPtheader.

The CC forwards the information to the CDF.
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Step 3:  The CDF returns the server IP address and porbauof the RTP stream.

Step 4. The CC returns the response for SETUP request®® @hich contains the server IP address and port
number of CDF.

Step 5: The OITF sends the keep-alive messages that tafigmpty RTP packet with a payload type of 2¢h®
CDF. The keep-alive message punches a hole in Aied¢vice and then, reaching the CDF, provides the
client’s IP address and port to use for sendingRhE stream.

Step 6:  The OITF issues an RTSP PLAY request.
Step 7:  The RTP packets can now be delivered from the @XRe OITF.

G.3 Port mapping and NAT traversal for FCC/RET (Scheduled
Content) for managed and unmanaged model

The port mapping procedure that is defined in t¢pfovides a means by which the OITF can signahéoFCC/RET
server the port on which the FCC/RET server SHOWaDsmit the FCC/RET RTP packets. However, the RET/
RTP packets transmitted by the FCC/RET server MAYhe able to reach the OITF when positioned behihT.
This is because the RAMS-R and NACK RTCP messegpsesting the FCC/RET RTP packets, are sent b@Ihe
to the feedback target receive port on the FCC/B&Ver which is in general different from the pmmtwhich the
FCC/RET RTP packets are sourced. l.e. the 4-tiP(source and destination ports and IP sourcelastination
addresses) of the FCC/RET request messages withatwh with the 4-tuple of the FCC/RET packets, lagdce MAY
be blocked by a NAT positioned between the FCC/REfver and the OITF.

It MUST be noted that the main difference with poex sections in this Annex addressing NAT traviefsa CoD
streams, is that there are no dedicated SIP (mdmagédel) and/or RTSP (managed and unmanaged)adtitens
between the OITF and the network, prior to theast (FCC/RET) RTP packet transmission.

The way NAT traversal is addressed for FCC/RETejsathdent upon whether cookie signalling is usetbar

G.3.1 Cookie Signalling

In the port mapping process defined in [ref] arfémed to in Annex M, “Fast Channel Change and &etmission
(FCC/RET) (Normative)” the FCC/RET-enabled OITFd&a port mapping (request) RTCP message to the
retransmission source entity RTP/RTCP receive @ittie FCC/RET server (this is a single port asREBE/RET
server is REQUIRED to support RTP/RTCP port muttiahg for the unicast RTP FCC/RET session) pricarig
RAMS (FCC) or NACK message exchange. The sourcegbdhis port mapping (request) message indicatéise
FCC/RET server the (public) port on which the OMénts to receive the FCC/RET packets. This infoionais
encapsulated in a unique cookie that is generateédedoFCC/RET server and which is transferred ¢o@hTF along
with the port mapping (response) message. Thisiedskhen sent by the OITF along with an FCC/REQuest
(RAMS-R or NACK FB RTCP message) to the Feedbaakdizentity of the FCC/RET server and hence pravitiee
informationin-band to the FCC/RET server on which port the FCC/RETPRBckets MUST be sent.

For FCC services, the RTCP port mapping requessageswill “prime” the NAT between the OITF and theC
server for the short-lived and contiguous uniclst fof the FCC RTP/RTCP packets transmitted byRGE server to
the OITF. No keep-alive mechanism is REQUIRED Ffa NAT binding.

To keep the NAT binding open for RET services, Emio the symmetric RTP/UDP concept detailed enghevious
sections of this annex, the OITF SHALL send “kebyed messages to the retransmission source eRiity/RTCP
receive port of the RET server (which is differéoim the feedback target RTCP port of the FCC/REiver!). These
“keep alive” messages can be empty RTP packetspaigtoad type 20 and need to be sent with a frejugaverned
by an OITF keep-alive timer that SHALL be a randoumber between 24 and 29 seconds (as specifiegciting
F.6.2, “NAT Traversal and keep-alive messages fuld'q.

Note: the initial RTCP port mapping request messagebe considered the 1st “keep alive” packet

The process is depicted in Figure 14 in the cordé€RET service.
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Transport i
OITF WG Processing Fg S:\ZET l[\)/lull_ncasthOmtgm
Function elivery Function

a. OITF sends RTCP port mapping message (RTCP, UNIT 18)

>

b. FCC server responds with RTCP port mapping message, including cookie (RTCP, UNIT 18)

Multicast RTP

1. Packet loss event |

a

c. OITF sends “keep alive” RTP packet

v

2. OITF requests missing packet by means of RTCP FB NACK message (together with cookie)

n
>

3. RET server sends missing packet as retransmission packet

A

Figure 14: Port mapping process and keep-alive pack  ets for RET

Figure 15 shows the relevant ports used for theashFCC/RET RTP and RTCP packet flows when tlokieo
signaling method is used.

FCC/RET server
RTPRx  NAPT /?SM
(OITF) Port Mapping RTCP FT
\ |
P1 Ep-l,ﬂ. P2 Server
~ Port Mapping Response RTCP geners_tes
| cookie
RTCPE (RR, NACK, RA
A , RAMS-R, SDES BYE) wi ,
Mokue
- R7P keep alive
PT  ipgqa T T m===a P2

0

-l

>

[

|

|

|
|
|
I
!
|
'
+

. RTCP (RR, RAMS-T, SDES, BYE)

*RTF & RTCP muxed on single port

Figure 15: NAPT traversal for FCC/RET with cookie s  ignalling
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The OITF issues the RTCP port mapping message drPRP@nd are destined to port P2 of the retrarsaniserver
(RS) entity of the FCC/RET server. The NAPT wilhmthe port P1 to Port P1 prime. The RS entityardp with a
port mapping response message including the carsiigy the same ports.

The RTCP messages sent by the OITF to the feedbegdt (FT) entity of the FCC/RET server (RAMS-RAGK,

RR, Bye combined with the Session Description Rmat&ecurity Descriptions for Media Streams (SDES§) sourced
on port P3 and destined to port P4 (when passe@thPT, the port P3 is mapped to a port P3 pritd&CKs or
RAMS-R MUST be accompanied with the cookie. Theki@indicates to the FCC/RET server that the respao the
NACK or RAMS-R MUST be sent to destination port jgtime.

The RTP packets and associated RTCP packets (SRANM®-I combined with SDES) transmitted by the Rty of
the FCC/RET server to the OITF are sourced onp@rand destined to port P1 prime. The NAPT will rfadp to the
port P1 when forwarding the packet to the OITF.

In the case of RET services, the OITF sends a REER-alive on source port P1 and destination potbR3sure the
NAT traversal of the RET packet(s). These RTP kabpe-messages can be ignored by the RET server.

The OITF sends RTCP packets (RR, RAMS-T, Bye coethinith SDES) to the RS entity of the FCC/RET sewi¢h
destination port P2 and with P1 as source port.

P4 and P2 are determined by SD&S, whereas the @¢términes the port P3 and P1.

G.3.2  Without Cookie Signalling

When the FCC/RET-enabled OITF is instructed tousa port mapping messages, i.e. no cookie siggdliiee section
M), the NAT traversal will be guaranteed becausth wiis method the source port of the RAMS-R or NARTCP FB
message indicates to the FCC/RET server the Ol@éiwe port for FCC/RET RTP/RTCP packets and the lRET
server also assures that the source port of thdlRETCpackets matches the FCC/RET server FT requvtefor the
RTCP RAMS-R/ NACK messages. No keep-alive messtgeasthe OITF are REQUIRED.

FCC/RET server
RTF Rx NAPT { RS \
(OITF) FT
RTCP

(RR, NACK RAMS-R, SDES, BYE} (no

COOKig)
P3 p3a P4

TP | RTCP (SDES, SR, RAMS 1)’
P4

P3  |P3
RTCP (RR, RAMS.

T, SDES, BYE) p2
P'I\‘P']ﬂ\.

*RTP & RTCF muxed on single port

et B

Figure 16: NAPT traversal for FCC/RET without cooki e signalling

Figure 16 shows the relevant ports used for theastiFCC/RET RTP and RTCP packet flows in the rokie
signaling method.
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The RTCP messages sent by the OITF to the FT enftitye FCC/RET server (RAMS-R, NACK, RR, Bye comdxl
with SDES) are sourced on port P3 and destinedtbRst, but when passing the NAPT, the port P3dpped to a port
P3 prime.

The RTP packets and associated RTCP packets (SRANM®-I combined with SDES) transmitted by the Rty of
the FCC/RET server to the OITF are sourced onpérand destined to port P3 prime. The NAPT will rfadp to the
port P3 when FW-ing the packet to the OITF.

The OITF sends RTCP packets (RR, RAMS-T, Bye costbinith SDES) to the RS entity of the FCC/RET sewi¢h
destination port P2 and with P1 as source port.

P4 and P2 are determined by SD&S, whereas the @é¢términes the port P3 and P1.

G.3.3 Correlation of RTCP messages sent to the RS and FT entity

In both the cookie and non-cookie signaling mettibd, RTCP messages sent by the OITF to the FlyentiPort P4
and to the RS entity on Port P2 are correlatechbyACC/RET server and linked to the same OITF bymaef
inspecting the SSRC identifier present in any R paeket and the unique OITF C-NAME present togettidr the
SSRC in accompanying SDES RTCP packets.

Each OITF has two SSRC identifiers that are assmtiaith its unigue C-NAME: one SSRC identifier dse the IP
MC RTP session (where the RTCP messages usinG8R€ are directed to the FT entity of the FCC/R&Ter) and
one SSRC identifier in the unicast session (wheeeRTCP messages using that SSRC are directed RStentity of
the FCC/RET server). Those two SSRC-IDs MAY or MAdt have the same value, and hence the OITF CNAME
SHALL be used by the FCC/RET server for RTCP messagrelation purposes.
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Annex H. Presence XML Schema (Normative)

<?xml version="1.0" encoding="UTF-8"?>
<I-- edited with XMLSpy v2008 rel. 2 spl (http://ww
<xs:schema targetNamespace="urn:oipf:service:oitfpr
xmins:tns="urn:oipf:service:oitfpresence:2008"
xmins:xs="http://www.w3.0rg/2001/XMLSchema"
xmins:pdm="urn:ietf:params:xml:ns:pidf:data-model"
elementFormDefault="qualified" attributeFormDefaul
version="0.1">
<xs:import namespace="urn:ietf:params:xml:ns:pidf:
schemalocation="data-model.xsd" />
<l-- OMA extensions to PIDF tuple element for IPTV
<xs:import namespace="urn.oipf:service:oitfpresenc
schemalocation="./iptv-IPTVProfile.xsd" />
<l-- Import of the IPTV Profile elements -->
<!-- list of definition of TISPAN element -->
<xs:simpleType name="tCurrentBCProgramID" final="|
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simpleType>
<xs:simpleType name="tCurrentContentID" final="lis
<xs:restriction base="xs:string">
<xs:minLength value="0" />
<xs:maxLength value="16" />
</xs:restriction>
</xs:simpleType>
<xs:complexType name="tBCServicePresence">
<xs:sequence>
<xs:element name="CurrentBCServicelD" type="tBCS
<xs:element name="CurrentBCProgramID" type="tns
minOccurs="0" />
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>
<xs:complexType name="tCoDServicePresence">
<xs:sequence>
<xs:element name="CurrentCoDContentID" type="tns
minOccurs="0" />
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:.complexType>
<xs:complexType name="tNPVRServicePresence">
<xs:sequence>
<xs:element name="CurrentNPVRContentID" type="tn
minOccurs="0" />
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>
<!-- end TISPAN basic element definition -->
<xs:simpleType name="hybridTechnologyType">
<xs:restriction base="xs:string">
<xs:enumeration value="DVB-T" />
<xs:enumeration value="DVB-H" />
<xs:enumeration value="DVB-S" />

w.altova.com) -->
esence:2008"

t="unqualified"
data-model"

Presence services-->
€:2008"

ist restriction">

t restriction">

ervicelD" minOccurs="0" />
:tCurrentBCProgram|D"

:tCurrentContentID"

s:tCurrentContent|D"
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</xs:restriction>
</xs:simpleType>
<xs:complexType name="IPTVHybridType">
<xs:sequence>
<xs:element name="watchedBroadcast" type="tns:hy
<xs:element ref="pdm:devicelD" />
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
<xs:attribute name="Technology" type="tns:hybridT
</xs:complexType>
<xs:complexType name="hybridContentType">
<xs:sequence>
<xs:element name="currentChannel" type="xs:strin
<xs:element name="currentProgram" type="xs:strin
<xs:element name="servicelD" type="xs:string" />
<xs:any namespace="##other" processContents="lax
minOccurs="0" maxOccurs="unbounded" />
</xs:sequence>
</xs:complexType>
<xs:element name="IPTVHybridService">
<xs:complexType>
<xs:sequence maxOccurs="unbounded">

<xs:element name="IPTVHybrid" type="tns:IPTVHyb

</xs:sequence>
</xs:complexType>
</xs:element>
</xs:schema>

bridContentType" />

echnologyType" />

ridType" />
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Annex |. Protocol Procedure Section Structure (Informative)

Each of the protocol Sections of this document $iesahe protocol procedures for a specific proide.g. SIP, HTTP
etc.). The Sections have the following Section sugsection structure.

Protocol A

Eg. (HTTP) Protocol B | -

System System | .
Function A Function B
E.g.. Service o
Discovery
Reference Reference
Point 1 Point 2

This approach of structuring by protocol in the samay as the IMS IPTV Protocols specification deped in
TISPAN SHOULD ensure that it is straightforwardnwestigate alignments with TISPAN. The structanesen for
this specification differs slightly from the TISPAdbdcument structure, with the aim of helping thdenstanding of the

end-to-end design, as it lends itself to the ussegiience charts to visualize the flow of a prdtdwough multiple
components.

The actual TISPAN IMS IPTV Stage 3 specificatiomusture is as follows:

Protocol A

S R =T —

Functional Functional | .
Entity 1 Entity 2
E.g. OITF |-
/ System
System System | System Fur¥ction B |~
. Function B F :
Function A unction A
E.g.. Service E.g... Service
Discovery Discovery
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Annex J.OITF-specific TR-135 and TR-106 Remote
Management Objects (Normative)

A specific data model for the Remote Managemeiat iftail OITF device has been defined. The dataefivaks been
obtained from TR-135 and TR-106 with a selectioa ofduced set of parameters with the same seragniiih a few

exceptions) and the same types.

J.1

OITF-specific TR-135 Remote Management Object

The following table, obtained from "Table 1/TR-13%arameter list for an STB CPE device" in TR-1BB135], is
the specific data model to manage an OITF in Reldas

Table 100: Parameter list for an OITF using TR-135

Parameter

R/W

Description

.STBService.{i}.Capabilities.

The overall capabilities of the OITF. Thisis a
constant read-only object, meaning that only a
firmware update will cause these values to be
altered

MaxActiveAVStreams

max no of simultaneous AV streams active

.STBService.{i}.Capabilities.PVR.

PVR Capability

MaxIOStreams

0 means no PVR function, 1 mean PVR function
(0,1)

.STBService.{i}.Capabilities.AudioDecoder.

Audio decoder capabilities

AudioStandards

Comma-separated list of audio standards supported
by this OITF

.STBService {i}.Capabilities.VideoDecoder.

Video decoder capabili ties

VideoStandards

Comma-separated list of video standards supported
by this OITF

.STBService.{i}.Capabilities.VideoDecoder.M
PEG4Part10.

Object describing the set of supported profiles
and levels for this OITF. It also describes the set
of audio standards supported when MPEG4 Part
10 is used as the video standard.

AudioStandards

Comma-separated list of supported Audio
Standards supported by the Player when
associated with MPEG4 Part 10 video. Each
item is taken from the list defined by
.Capabilities.AudioDecoder.AudioStandards

ProfileLevelNumberOfEntries

Number of instances of ProfileLevel

.STBService.{i}.Capabilities.VideoDecoder.M
PEG4Part10.ProfileLevel.{i}.

Table to describe the set of profiles and levels
combinations supported by the OITF when
MPEG4 Part 10 is used as video standard. Each
entry in this table refers to a distinct
combination of profile and level. The table
MUST include a distinct entry for each
supported combination of these parameters.

Profile

Comma-separated list of supported MPEG4 Part 10
profiles. Each item is an enumeration of:
“BASELINE”

“MAIN"

“EXTENDED”

“HIGH"

“HIGH 10”

“HIGH 4:2:2”

“HIGH 4:4:4”

Level

Comma-separated list of supported MPEG4 Part 10
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Levels. Each item is an enumeration of:
wq
Hlb”
“1.1”
“1.2”
“1.3”
wom
“2.1"
“2.2"
wg
“3.1”
“3.2”
agr
“4.1"
“4.2"
ag
“5.1"

.STBService.{i}.Capabilities.DRM.

This object describes the characteristics of the
Conditional Access and/or Digital Rights
Management of the OITF.

DRMSystems R Comma-separated list of unique identifiers of OIPF
supported Content Protection systems
Each item is an enumeration:
“urn:dvb’casystemid:19188”
“OIPF-DTCP-IP”
“OIPF-CI+”
“urn:dvb:casystemid:456 OIPF-CI+”
“urn:dvb:casystemid:12345 OIPF-DCTP-IP"
.STBService.{i}.Capabilities.Servi ceMonitori This object describes the capabilities of the
ng. ServiceMonitoring object.
MaxActiveMainStreams R Maximum number of AV Main streams for which the
STB can simultaneously collect statistics.
MinSamplelnterval R Minimum sample interval in seconds that the STB
MUST be able to support.
MaxReportSamples R Maximum number of samples of each statistic that
the STB is able to store and report.
.STBService.{i}.Capabilities.FrontEnd. Front -end capabilities.
.STBService.{i}.Capabilities.FrontEnd.DV BT. Capabilities of the DVB -T receiver.
MaxActiveDVBT Streams R Maximum number of simultaneous active AV
streams supported by the DVB-T FrontEnd.
0,1)
.STBService.{i}.Capabilities.FrontEnd.IP. IP Front -End capabilities.
MaxDejitteringBufferSize R Describes the maximum de-jittering buffer size, in
bytes, supported by the OITF.
.STBService.{i}.Components. Details of OITF logical or physical internal
components.
FrontEndNumberOfEntries R Number of FrontEnd instances.
AudioDecoderNumberOfEntries R Number of AudioDecoder instances.
VideoDecoderNumberOfEntries R Number of VideoDecoder instances.
DRMNumberOfEntries R Number of DRM instances.
.STBService.{i}.Components.FrontEnd.{i}.
Name R
.STBService.{i}.Components.FrontEnd.{i}.DV DVB-T front -end details.
BT.
.STBService.{i}.Components.FrontEnd.{i}.DV DVB-T modulation details.
BT.Modulation.
SNR R This parameter is normally the Signal/Noise ratio in

the carrier band, measured in dB. In the context of
OITF, this parameter (0 to 10) gives a signal quality
value from 0 (no signal), 1 (weak signal), 5 (medium
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signal) to 10 strong signal, when information is
available from the chipset

.STBService {i}. Components.FrontEnd.{i}.IP.

DVB-T front -end details.

InboundNumberOfEntries

Number of Inbound instances.

.STBService.{i}.Components.FrontEnd.{i}.IP.
RTCP.

Parameters related to RTCP receiver report
generation

Enable

Enables or disables RTCP receiver report
generation. If the OITF does not implement RTCP,
then the OITF SHALL send error code 9001,
“Request denied (no reason specified)” when the
server tries to enable RTCP feedback.

Status

The status of RTCP receiver report generation.
Enumeration of:

“Disabled”

“Enabled”

“Error” (OPTIONAL)

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

.STBService.{i}.Components.FrontEnd.{i}.IP.I

Inbound IP streams currently entering the OITF

nbound.{i}. via this front-end.

SourceAddress IP address of the source of the current stream
content.

SourcePort TCP or UDP port number of the source of the
current stream content, or 0 if the content is not
being delivered via IP or if not applicable.

URI RFC 3986 URI that indicates the current source

(possibly including Multicast group and port, if
relevant) of the stream content, or an

empty string if the source is not known or cannot be
represented as a URI.

.STBService.{i}.Components.AudioDecoder.{
i}.

Audio decoder instance table. It contains data
representing the current status of the Audio
decoder.

Status

The status of this audio decoder.
Enumeration of;

“Disabled”

“Enabled”

“Error” (OPTIONAL)

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

Name

Human-readable name associated with this audio
decoder.

AudioStandard

Audio standard currently being processed by this
audio decoder, or an empty string if no audio
standard is currently being processed.

.STBService.{i}.Components.VideoDecoder.{
i}.

Video decoder instance table. It contains data
representing the current status of the video
decoder.

Status

The status of this video decoder.
Enumeration of:

“Disabled”

“Enabled”

“Error” (OPTIONAL)

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

Name

Human-readable name associated with this video
decoder.

MPEG4Part10

Path name of the MPEG4 Part 10 profile and level
object instance.

ContentAspectRatio

Indicates the native aspect ratio of the content
available at this decoder. Enumeration of:
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“4:3”
“16:9”

.STBService.{i}.Com ponents.DRM {i}.

This object describes the characteristics of the
Digital Rights Management

Status

The status of this DRM system. Enumeration of:
“Disabled”

“Enabled”

“Error” (OPTIONAL)

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

Name

Indicates a unique identifier for this DRM system.
This name MUST appear in the
.Capabilities. DRM.DRMSystems list.

.STBService.{i}.AVStreams.

AV Streams object. If more than one AV stream
can be active at a time, it MAY contain several
AVStream instances.

ActiveAVStreams

Number of AV streams currently active

AVStreamNumberOfEntries

Number of AVStream instances.

.STBService.{i}.AVStreams.AVStream.{i}.

Details of each AVStream. AV streams are
created statically. Each AV stream corresponds
to a valid {FrontEnd, Audio- Decoder,
VideoDecoder} instance combination

Status

The status of this AV stream. Enumeration of:
“Disabled”

“Enabled”

“Error_PVRWriteFailure”
“Error_PVRReadFailure”

“Error” Unspecified error (OPTIONAL)

An AV stream is disabled if any of the referenced
objects are disabled.

If an AV stream is disabled then the values of other
AV stream parameters are not significant.

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

Name

Human-readable name associated with this stream

FrontEnd

Path name of the input FrontEnd object instance
associated with this AV stream.

AudioDecoder

Path name of the Audio Decoder object instance
associated with this AV stream.

VideoDecoder

Path name of the Video Decoder object instance
associated with this AV stream.

Inbound

Path name of the inbound IP stream object instance
associated with the FrontEnd for this AV stream.

.STBService {i}.ServiceMonitoring.

Contains statistics relating to the QoS / QoE of
Main AV streams. Note that OITF devices do not
support the collection of statistics while in
STANDBY mode.

SampleEnable

Enables or disables collection of Sample statistics.

SampleState

=

Indicates availability of Sample statistics.
Enumeration of:

"Disabled" Collection is disabled

"Enabled" Collection is enabled

"Trigger" Collection is enabled and the ACS
SHOULD now fetch the collected data

The transition from Enabled -> Trigger -> Enabled
MUST be instantaneous and so will result in only a
single value change for notification purposes.

Samplelnterval

The sample interval in seconds.

ReportSamples

2|2

The number of samples that the OITF can store and
report for each statistic.

TimeReference

An absolute time reference in UTC to determine
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when sample intervals will complete.

ReportStartTime The absolute time at which the sample interval for
the first stored sample (for each statistic) started.
ReportEndTime The absolute time at which the sample interval for

the last stored sample (for each statistic) ended.

MainStreamNumberOfEntries

Number of MainStream instances.

.STBService.{i}.ServiceMonitoring.MainStrea

m.{i}.

List of Main AV stream objects. Each instance is
associated with a specified service type and will
collect statistics only for the main stream that
matches that service type.

Enable

Enables or disables collection of Total and Sample
statistics for this object instance.

Status

Total and Sample statistics collection status for this
object instance. Enumeration of:

“Disabled”

“Enabled”

“Error” (OPTIONAL)

The “Error” value MAY be used by the CPE to
indicate a locally defined error condition.

ServiceType

Service type associated with this main stream
instance, or an empty string if this instance is
disabled. ServiceType is taken from the list:
“IPTV”

“VoD”

“|p”

“CAB"

“DTT”

“SAT”

“PVR”

AVStream

Path name of the Main AV stream object instance
currently associated with this ServiceMonitoring
main stream instance.

.STBService.{i}.ServiceM onitoring.MainStrea
m.{i}.Total.

Total statistics since this ServiceMonitoring
main stream instance was last enabled or Total
statistics were last reset.

Reset

When set to true, resets Total statistics for this
ServiceMonitoring main stream instance.
Setting it to false has no effect. The value is not
saved in device state and is always false when
read.

ResetTime

Number of seconds since the Total statistics were
last enabled or reset for this ServiceMonitoring
main stream instance.

.STBService.{i}.S erviceMonitoring.MainStrea
m.{i}. Total.DejitteringStats.

Total de -jittering statistics for this
ServiceMonitoring main stream instance.

Overruns Total number of times the receive jitter buffer has
overrun for this AV stream.
Underruns Total number of times the receive jitter buffer has

underrun for this AV stream.

.STBService.{i}.ServiceMonitoring.MainStrea
m.{i}.Total. RTPStats.

Total RTP statistics for this ServiceMonitoring
main stream instance.

PacketsReceivedBeforeEC

Total number of RTP packets received for this AV
stream.

These statistics are collected before any EC, if
available, is applied.

PacketsLostBeforeEC

Total number of RTP packets lost for this stream.
These statistics are collected before any EC, if
available, is applied.

.STBService.{i}.ServiceMonitoring.MainStrea
m.{i}. Tota. MPEG2TSStats.

Total MPEG2 -TS statistics for this
ServiceMonitoring main stream instance.

TSPacketsReceived

Total number of MPEG2-TS packets received for
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this AV stream.

PacketDiscontinuityCounter

Total number of MPEG2-TS Discontinuity errors
that have been captured for this AV stream. This
parameter accumulates all of the discontinuities

observed for all currently monitored PIDs.

.STBService.{i}.ServiceMonitoring.MainStrea
m.{i}.Total.VideoDecoderStats.

Total video decoder application layer statistics
for this ServiceMonitoring main stream
instance.

ILostFrames

The number of | frames that could not be
reproduced by the OITF for this AV stream.

.STBService {i}.ServiceMonitoring.MainStrea
m.{i}.Sample.RTPStats.

RTP Sample statistics for this Service -
Monitoring main stream instance.

SampleSeconds

Comma-separated list; each entry is the number of
seconds during which RTP data was collected for
this AV stream during the sample interval.

PacketsExpected Comma-separated list; each entry is the total
number of RTP packets expected for this AV
stream during the sample interval

PacketsLostBeforeEC Comma-separated list; each entry is the total

number of RTP packets lost for this AV stream
during the sample interval.

PacketsReceivedBeforeEC

Total number of RTP packets received for this AV
stream.

These statistics are collected before any EC, if
available, is applied.

.STBService.{i}.ServiceMonitoring.MainStrea
m.{i}.Sample. MPEG2TSStats.

MPEG2-TS Sample statistics for this Service -
Monitoring main stream instance.

SampleSeconds

Comma-separated list; each entry is the number of
seconds during which MPEG2-TS data was
collected for this AV stream during the sample
interval.

TSPacketsReceived

Comma-separated list; each entry is the total
number of MPEG2-TS packets received for this AV
stream during the sample interval.

PacketDiscontinuityCounter

Comma-separated list; each entry is the total
number of MPEG2-TS Discontinuity errors that
were captured for this AV stream during the sample
interval.

.STBService.{i}.ServiceMonitoring.MainStrea
m.{i}. Sample.DejitteringStats.

De-jittering Sample statistics for this
ServiceMonitoring main stream instance.

SampleSeconds

Comma-separated list; each entry is the number of
seconds during which de-jittering data was
collected for this AV stream during the sample
interval.

Overruns Comma-separated list; each entry is the total
number of times the receive jitter buffer has overrun
for this AV stream during the sample interval.

Underruns Comma-separated list; each entry is the total

number of times the receive jitter buffer has
underrun for this AV stream during the sample
interval.

J.2 OITF-specific TR-106 Remote Management Object

The following table, obtained from “Table 3 — Comm®bject definitions for Device:1” in TR-106 Amendnt 1,
“Data Model Template for TR-069-Enabled DevicesR[I06], is the specific data model to manage an GiTF

Release 1.

Note that:
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For Device.Devicelnfo, the 3 parameters Manufac@tH, ProductClass and Serial Number have sligtitfgrent
semantic meanings in the context of OIPF and ataimdxd from the devicelD identifier (refer to Secti6.1.3.2.1,

“User ldentity Modelling”):

ManufacturerOUI = HEX(first 3 bytes of SHA-1(X))

ProductClass = "OIPF"

SerialNumber = HEX(remaining bytes, from 4th onSéfA-1(X))

where X = (MAC address as bytes) + (domain nanm®&S€II characters).

All Device.LAN parameters are read-only

Table 101: Parameter list for an OITF using TR-106

Parameter

R/W

Description

Device.

DeviceSummary

R

The DeviceSummary parameter is defined to provide an explicit
summary of the top-level data model of the device, including
version and profile information.

Device.Devicelnfo.

General information about the device, including its identity
and version information.

Manufacturer

The manufacturer of the CPE (human readable string).

ManufacturerOUI

|0

In the context of OIPF, this parameter is the hexadecimal value
of the first 3 bytes of SHA-1(X)

ModelName

Model name of the CPE (human readable string).

Description

A full description of the CPE device (human readable string).

ProductClass

In the context of OIPF, this parameter is always "OIPF"

SerialNumber

A |0 (0|0

In the context of OIPF, this parameter is the hexadecimal value
of the remaining bytes (from 4th on) of SHA-1(X)

SoftwareVersion

A string identifying the software version currently installed in the
CPE.

Device.ManagementServer.

3

This object contains parameters relating to the CPE
association with an ACS.

S

URL

URL for the CPE to connect to the ACS using the CPE WAN
Management Protocol. This parameter MUST be in the form of a
valid HTTP or HTTPS URL. The “host” portion of this URL is
used by the CPE for validating the ACS certificate when using
SSL or TLS. Note that on a factory reset of the CPE, the value of
this parameter might be reset to its factory value. If an ACS
modifies the value of this parameter, it SHOULD be prepared to
accommodate the situation that the original value is restored as
the result of a factory reset.

Username

Username used to authenticate the CPE when making a
connection to the ACS using the CPE WAN Management
Protocol. This username is used only for HTTP-based
authentication of the CPE. Note that on a factory reset of the
CPE, the value of this parameter might be reset to its factory
value. If an ACS modifies the value of this parameter, it
SHOULD be prepared to accommodate the situation that the
original value is restored as the result of a factory reset.

Password

Password used to authenticate the CPE when making a
connection to the ACS using the CPE WAN Management
Protocol. This password is used only for HTTP-based
authentication of the CPE. When read, this parameter returns an
empty string, regardless of the actual value. Note that on a
factory reset of the CPE, the value of this parameter might be
reset to its factory value. If an ACS modifies the value of this
parameter, it SHOULD be prepared to accommodate the
situation that the original value is restored as the result of a
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factory reset.

PeriodicinformEnable w Whether or not the CPE MUST periodically send CPE
information to the ACS using the Inform method call.
Periodicinforminterval W The duration in seconds of the interval for which the CPE MUST

attempt to connect with the ACS and call the Inform method if
PeriodicinformEnable is true.

PeriodicinformTime wW An absolute time reference in UTC to determine when the CPE
SHOULD initiate the Inform method calls. Each Inform call
MUST occur at this reference time plus or minus an integer
multiple of the {{param|PeriodicInforminterval}}.

A zero dateTime value (0000-00-00T00:00:00) indicates that no
particular time reference is specified. That is, the CPE MAY
locally choose the time reference, REQUIRED only to adhere to
the specified

ParameterKey R ParameterKey provides the ACS a reliable and extensible
means to track changes made by the ACS. The value of
ParameterKey MUST be equal to the value of the ParameterKey
argument from the most recent successful SetParameterValues,
AddObiject, or DeleteObject method call from the ACS.

ConnectionRequestURL R HTTP URL for an ACS to make a Connection Request
notification to the CPE.

ConnectionRequestUsername w Username used to authenticate an ACS making a Connection
Request to the CPE.

ConnectionRequestPassword w Password used to authenticate an ACS making a Connection

Request to the CPE. When read, this parameter returns an
empty string, regardless of the actual value.

Device.Gatewaylnfo. This object contains information associated with a
connected Internet Gateway Device.
ManufacturerOUI R Organizationally unique identifier of the associated Internet

Gateway Device. An empty string indicates that there is no
associated Internet Gateway Device that has been detected.

ProductClass R Identifier of the product class of the associated Internet Gateway
Device. An empty string indicates either that there is no
associated Internet Gateway Device that has been detected, or
the Internet Gateway Device does not support the use of the
product-class parameter.

SerialNumber R Serial number of the associated Internet Gateway Device. An
empty string indicates that there is no associated Internet
Gateway Device that has been detected.

Device.LAN. This object contains parameters relating to IPbased LAN
connectivity of a device.

AddressingType R The method used to assign an address to this interface.
Enumeration of:
“DHCP”
“Static”

IPAddress R The current IP address assigned to this interface.

SubnetMask R The current subnet mask.

DefaultGateway R The IP address of the current default gateway for this interface.

DNSServers R Comma-separated list of IP address of the DNS servers for this

interface.
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Annex K. New Event package for SIP SUBSCRIBE
INOTIFY (Informative)

Event: oipf-spdlist;DomainName="koreatelecom.co.kr”
The newly created event name SHALL be “oipf-sptlist

» Also, theDomainName parameter can have eith&l'L” or a certain service provider's domain nameh# value
of DomainName parameter SHALL beALL”, IPTV SP Discovery FE SHOULD return all SP diseoy
information of all service providers. However,hietDomainName value SHALL be a specific domain address, the
SP Discovery FE SHOULD return the request speS8Rcdiscovery information.

Extending the existing Accept-Encoding:

» The value of “Accept-Encoding” can be either “gzg”“xml-oipf-bim”. When OITF requests with “xml-pf-bim”,
the SP Discovery FE SHOULD return the SP Discowenydocument which SHALL be encoded with BiM.

New Event package for SIP NOTIFY request

* The Event header of the SIP NOTIFY request SHALIs&ewith “oipf-spdlist”.
» Event: oipf-spdlist;

» The Content-Encoding SHALL be either “gzip” or “xoipf-bim”.

» The "effective-by" parameter for the event head¢ABL be set to 0.

» The Content-Type SHALL be “application/vnd.oipf.dptxml”.
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Annex L.Overview of Notification Services in OIPF R2
(Informative)

«— Residential Network —)E(—— Provider's Network ——>»
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= s s Emergency notification session)

- .> User notification IMS based notification (In-session & Out of

session)
Figure 17: Overview of notification services

In Release 2, several notification mechanisms efiaed for different purpose. The above picturesgian overview of
them.

* Network generated notification: defined in presgmtument. In this mechanism, notification is traitted via
multicast session and therefore particularly slététr service provider to provide notification gees to a
number of users in the same time. The typical serig notification associated with a SC service.

» Emergency notification: defined in present docum&imhilar with network generated notification meoisan, the
notification is also transmitted via multicast sessThis mechanism is used for service providgsrtavide
emergency naotification services.

» User notification: defined in present documentthis mechanism, notification is subscription baaed is
transmitted via SIP and proxied by IG. The typicade is for service provider to provide the remirsgvice
about program starts.

» CEA based notification (In-session & 3rd party)fided in section 5.3.1 in [DAE] based on [CEA2014] this
mechanism, notification can be transmitted eithamulticast session within home network or via HPTFolling
(within or outside home network).

» IMS event notification ((In-session & 3rd partygfihed in section 5.3.2 in [DAE]. In this mechanjsmtification
can be transmitted either via SIP and proxied hyTli@ typical case is providing Call-ID, Messagi@patting
service.

Following is the protocol and delivery manner farious notification mechanisms:
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Table 102: Summary of notification mechanisms

Unicast/multicast Protocol
NG Notification Multicast FLUTE
Emergency Notification Multicast FLUTE
User Notification Unicast SIP + HTTP
CEA-based Notification | Multicast*/Unicast | HTTP/UDP
IMS event Notification Unicast SIP + HTTP
* Here multicast is only applicable within the hometwork domain.
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Annex M. Fast Channel Change and Retransmission
(FCC/RET) (Normative)

M.1 Application Layer Retransmission (RET)

Retransmission service is based on a server-baskditue to prevent visual and audio distortiomdRPdV end users,
caused by the loss of packets that MAY occur insierice provider network or home network.

RET MAY be applied to both CoD and Scheduled CanBarvices carried over RTP.

M.1.1 Unicast RET for Scheduled Content Service

The OITF interacts with a RET server to make ustefunicast RET service for SC service. This REer receives
and caches the IP MC streams transporting the 8/4tss for a limited time, and acts simultaneowssy

» the unicast feedback target (FT) entity for théPRTP unicast session transporting the SC serviberevthe OITF
sends its RTCP messages -including the Retransmissquests — in unicast to this FT.

* retransmission source (RS) transmitting RET padkets its cache in a dedicated unicast RTP session.

It MUST be noted that when a SC service is both RBdbled and FCC-enabled, the RET server and F&/€rse
SHALL be one and the same.

The following steps take place for the unicast REEilivice when a packet loss event occurs in thearktimpacting
the OITF:

Step 1:  The OITF detects one or several missing RTP padieded on RTP sequence number tracking.

Step 2:  The OITF requests the retransmission of any ngsgackets with a RTCP FB NACK message to the FT
entity of the RET server.

Step 3:  The retransmission source entity of the RET seseads the missing packet(s) as RTP retransmission
packet(s), formatted as defined in RFC 4588.

The received retransmitted packet(s) is/are pthéroriginal sequence slot in the OITF buffer, etalbe decoded.
» Cookie signalling

a) The OITF sends a port mapping RTCP (requestagesto the RET server. The source port of thisages
indicates to the RET server the OITF receive polid used for RET RTP packets.

b) The FCC/RET server responds with a RTCP portpimgp(response) message containing a cookie, which
SHALL be sent by the OITF in a dedicated RTCP mgssagether with any subsequent NACK RTCP message
requesting RET.

The RET server processes the cookie received wihyeRTCP NACK from the OITF, and this way knows fhort
for the subsequent RET packet to be sent to thBFOI

This RTCP port mapping message exchange needset@lace prior to the requesting and delivery offRiackets,
and SHALL be performed each time the OITF conntctsnew SC service or IP MC channel, where thé&ieoo
remains valid until the OITF disconnects from tReMC stream. If an OITF makes use of both the REXT RCC
services for the SC service, there is a single pagiping message exchange process, as FCC andd&Rkdtpare
transmitted in the same RTP session. Hence the saokie is transmitted along with the FCC reqaest RET
request (NACK) RTCP messages.

» Without cookie signalling

With this method the source port of the NACK RTCPssage indicates to the RET server the OITF regqeivtefor
RET RTP packets. The RET server SHALL also asthakthe source port of the RET packet matcheREE
server receive port for the RTCP NACK messages.
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Note 1: A RET-enabled OITF SHALL support RTP/RTCBExing, i.e. the OITF SHALL be able to receive thERR
and RTCP packets in the unicast RET session osaime receive port, regardless if method a or basl by the OITF.

Note 2: For a RET-enabled SC service where no eosiginaling is used, the unicast RET packets vailldrse any
NAT between OITF and RET server because the NAJriieed by the RTCP FB NACK message. Hence, the OITF
does not need to send RTP Keep-alive messages iMheookie signaling method is used, the OITF SHAkeed to
send RTP keep-alives to guarantee the NAT travéssal Section G.3, “Port mapping and NAT traveimaFCC/RET
(Scheduled Content) for managed and unmanaged Méalethe RET packets.

SD&S signals whether the port mapping messagingga®(cookie signaling method) MUST be performedabiby
the OITF for the RET/FCC-enabled SC service. Thekepsignaling method SHALL be supported by the RIT

Figure 18 shows schematically the steps involvedmdm OITF makes use of the unicast RET servic€dbeduled
Content. Steps a and b are only present when the Gdes the cookie signalling method.

OITF WG Transpor FCCI/IRE Multicast
t T Content

a. (OPTIONAL) OITF sends RTCP port mapping request message (RTCP, UNIT 18)

b. (OPTIONAL) RET server sends RTCP port mapping response, including cookie (RTCP, UNIT 18)

Multicast RTP

1+

1. Packet loss event

2. OITF requests missing packet by means of RTCP FB NACK message (together with cookie if steps a and b have been executed))

>

3. RET server sends missing packet as unicast retransmission packet

a

Figure 18: Call flow for Scheduled Content with uni  cast retransmission service

Note: For Scheduled Content Services RET MAY alsoffered as a multicast service (See Section M:Malticast
RET for Content on Demand Service”.).

M.1.2 Multicast RET for Content on Demand Service

The same steps 1, 2 and 3 take place as descob#tefunicast RET-enabled Scheduled Content Sefs&e Section
M.1.1, “Unicast RET for Scheduled Content Servic&it the server is the RET-server function thaedded in the
CoD media server.

M.1.3 Multicast RET for Scheduled Content Service

Multicast RET (MC RET) for Scheduled Content Seevémables scalable packet loss recovery for pdmseEvents in
the multicast stream taking place deep in the nédwdulticast RET service SHALL be supported by @8 F when
the OITF supports Unicast RET service for SC servic

Similar to unicast RET, the IPTV service provideeds to assure there is extra bandwidth availaddecempared to a
scheduled content service without RET- for this RE€fvice. The extra bandwidth budget can be sharemhg unicast
and multicast RET for SC service.
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When MC RET service is offered, along with the jointhe IP Multicast on which the SC channel is$gorted, an
OITF supporting RET SHALL also join the IP MC REdusced by the RET server, on which the OITF MAYeige
RTCP FB NACKs and RET packets, triggered by paldss events deep in the network.

A distinction can be made whether the packet lossitttakes place upstream of the RET server or dweam of the
RET server. Figure 19 shows a topology examplstiliting where packet losses in the IP Multicaste8ialed Content
Service tree MAY occur relative to the RET served $o the OITFs serviced by this RET server.

iy
;X’ Packet Loss event .
IP Multicast Router \\
N
§\ RET server ’
- RET-enabled OITF I \\
I X
e IP MC SC service tree ! 3
~~a [P MC RET tree i

Figure 19: Example showing location of packet loss deep in the network relative to the RET server

M.1.3.1 Packet loss event upstream of the RET server

The packet loss events indicated as “1” and ‘ZFigure 19 are examples of packet loss events #pstof the RET
server.

The RET server is able to detect such packet losstes there are missing packets in the IP MGustsereceived by
the RET server. Upon such packet loss detecti@nR&ET server transmits a RTCP FB NACK on the IP RET
towards the RET-enabled OITFs.

Those OITFs that were instructed with SD&S totwaiandom or fixed period before sending a (utjd@$CP FB
NACK upon packet loss detection (i.e. non-immediaforters), SHALL abstain from sending a unicaB€R FB
NACK when receiving the RTCP FB NACK in the IP MER within this waiting period. This mechanism alkt
prevention or mitigation of NACK storms.

Note: DVB SD&S contains attributes for MC RET byiait can signal to OITFs the duration of the wajtperiod, if
any, and this waiting period can be different p€Fi©

When the RET server is capable of recovering thesimi packet(s), these are sent as retransmisaaketfs) over the
RET Multicast. How the RET server performs packsslrecovery for upstream packer loss is not adddei this
specification.

Note that the RET server in general can not disfsigbetween packet loss event 1 and packet las# v therefore
sending IP MC RET packets is only effective whemplacket loss event took place on a branch of theduled
Content IP MC tree that also feeds the branchasioh the OITFs serviced by this RET server arenecied (packet
loss event 1 in the figure). This means that indhge of packet loss event 2, the MC RET packetsransmitted
unnecessarily to the OITFs. The OITF SHALL discRET packets when the corresponding original RTHKkgiachave
been received in the SC service IP MC stream.
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Transport i
QITF e Processing SRET Multicast Content
Function EFyer Delivery Function

Join [P MC (SC service)

Join [P M RET .
ik LW 4
h FaY
Packet loss evert
]
| Pmbod loem aa 0 |
Packet loss detection ‘ 1 Packet loss detection 1 ————-
: . | "announce” packet loss detection with RTCP FB NACK message over P MC RET _i i_
! = *---—- |
| 25 l
L-'ag-gt-;-rp Abstain fram sending an RTCRFBMACK vy
& ZE i Packet loss recovery i
o g { {optioral and out of scope) i

Optional | Missing packet retransmitted over IP MCRET !

Figure 20: MC RET protocol interaction for packet|  oss upstream of RET server

M.1.3.2 Packet loss event downstream of the RET server

The packet loss event “3” in Figure 19 is illustratfor a packet loss event downstream of the R&Ves and
impacting several OITFs.

When there is a packet loss event on the Sched@detent service IP MC tree branch downstream oRiE& server,
impacting a large subset of OITFs, the RET servaiYNnhdirectly detect this by receiving a large ambof RET
requests from OITFs for the same missing packek(g)se will be OITFs configured with SD&S as imreadi
reporters (no waiting period)

The RET server MAY then resend the packet(s) repass missing RET packet(s) over the IP MC RET.

A RET-enabled OITF that was impacted by the paldest AND receives the IP MC RET packet(s) durisgéporting
waiting period SHALL NOT send a unicast RTCP FB NAC
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Transpott ]
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Join 1P WS (ST service]

L

Join 1P MC RET

Multicast RTP

F 3
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Figure 21: MC RET protocol interaction for packet|  oss downstream of RET server, with the OITF
acting as immediate reporter

The RET server MAY be provisioned to NOT servicécast retransmission requests from non-immedigierting
OITFs for packet losses that have been address#teRET server by means of sending an RTCP FB NACHKe
retransmission packet over MC RET. However, as @ddss events in the MC RET MAY trigger such usica
retransmission requests, this is a service provdépendent decision and capabilities of the REVesen terms of
keeping track of each OITF's requesting behaviodia redundancy measures in the MC RET will steat decision.

M.2 Fast Channel Change (FCC)

The FCC solution is an OPTIONAL add-on serviceh® $cheduled Content Service, based on a served-bas
technique allowing minimization of the time betweha request from a user for a new channel anth#tant when the
new channel starts displaying.

FCC is defined only for combination with Schedu@ohtent Service carried over RTP.

The FCC-enabled OITF interacts with a FCC servar fhceives and caches the IP MC streams for &elinime, and
acts simultaneously as

» the unicast feedback target (FT) entity for thePRPP multicast session transporting the SC servibere the OITF
sends its RTCP messages, including the FCC requestsicast to this FT entity.

* a burst source transmitting the FCC packets fremathe in a dedicated unicast RTP session.
When a SC service is both RET and FCC-enabledREE server and FCC server SHALL be one and the same
When an end-user zaps to a channel that is FCCleshamd the OITF supports FCC, the following stigh® place:

Step 0:  The OITF leaves the “previous” IP MC channel of 8@ service that MAY still be received when an end-
user zaps (away) to the new FCC-enabled SC service.

Step 1:  The FCC client of the OITF requests a fast chanhahge by sending a RTCP RAMS-R Feedback (FB)
message to the FT entity of the FCC server. WheriTF performed the port mapping message exchange
process, it also transmits the previously assigmedie.

Step2: The FCC/RET server responds with a RTCP RAMS-Inkéssage indicating that it accepts or does not
accept the FCC request. This message also com&itaglata that describes the data burst when the FCC
server accepted the FCC request.

Copyright 2010 © Open IPTV Forum



Page 287 (290)

Step 3:  The burst source entity of the FCC server stansling RTP data (unicast stream) to the OITF friam i

cache and formatted as defined in RFC 4588. The $&2¢r sends the unicast data to the client iergén
at a higher bitrate than the nominal bitrate ofittwming multicast channel. Video display at thert
starts as soon as sufficient data is receivedarbttifer.

Step 4: As the FCC/RET server sends the last data frorbtiffered IP multicast content, the burst sourdéyen

signals the OITF by means of RTCP RAMS-I thatais o join the multicast stream (this message is
OPTIONAL as the FCC server MAY have been forwarmklog and include this information in the RAMS-
| message of step 2).

Step 5:  The OITF SHALL send an IGMP/MLP join message t® TPF to receive the IP multicast stream (as

defined in Section 8.1.1, “Scheduled Content”).

Step 6:  The OITF receives the IP multicast stream.

Step 7:  When OITF receives the first multicast packesgihds an RTCP RAMS-T FB message to the burstsourc

entity of the FCC server with the RTP sequence rarmobthat packet such that the FCC server knowsnwh
to stop forwarding the incoming multicast datahia tinicast FCC RTP session.

When the end-user selects a new channel, the fioltpgteps take place:

Step 8:  The OITF issues an IGMP/MLP leave for the “old’aadimel (in line with the scheduled content service

specification) once it has executed step 5.

Step 90 The OITF sends an RTCP Bye message to the burstesentity of the FCC server to indicate it isvieg

the unicast RTP session. The OITF also sends egst)iBye message to the FT entity of the FCC sérve
to indicate it is leaving the “old” IP Multicast RTsession once it has executed step 5.

Then the FCC procedure for an FCC-enabled chatart$ igain with steps 1, 2, etc.

The FCC server will send the unicast RTP FCC padkethe OITF that issued the FCC request, bugetls to
determine on which UDP port the OITF expects theast RTP FCC packets. There are two methods lighvthe
OITF indicates to the FCC server its receive portlie unicast stream of RTP FCC packets:

Cookie signaling

This method is defined in “http://tools.ietf.orgifdraft-ietf-avt-ports-for-ucast-mcast-rtp-01” atiee procedure is
as follows:

a) The OITF sends a port mapping RTCP (request) medsattpe burst source entity of the FCC server. Schece
port of this message indicates to the FCC senelTF receive port for FCC RTP packets

b) The burst source entity of the FCC server respauitiisa port mapping response RTCP message congainin
cookie, which SHALL be sent by the OITF in a detkcbhRTCP message together with the RAMS-R RTCP
message to the FT entity of the FCC server whenesting the FCC service.

The FCC server processes the cookie received gtiRT CP RAMS-R from the OITF, and this way, it krsotlve
port for the subsequent FCC RTP packet flow taresmitted to that OITF.

This RTCP port mapping message exchange SHALL piddae prior to sending the RAMS-R message, and SHAL
be performed by the OITF each time the end-uses tap new channel that is FCC-enabled when caigieling
MUST be used.

If an OITF makes use of both the RET and FCC sesvior the SC service, there is a single port nmappiessage
exchange process, as FCC and RET packets are ttizukim the same RTP session by the FCC/RET selamnce
the same cookie is transmitted along with the RTFCE request and RET request (NACK) RTCP messadesew
the cookie remains valid until the OITF disconndotsn the IP MC stream.

Without cookie signaling

With this method the source port of the RAMS-R RTEB’message indicates to the FCC server the Old&ive
port for FCC RTP packets. The FCC server SHALL alssure that the source port of the FCC packetshresithe
FCC server receive port for the RTCP RAMS-R message

Note 1: A FCC-enabled OITF SHALL support RTP/RTCExing, i.e. the OITF SHALL be able to receive thERR
and RTCP packets in the unicast FCC session osetime receive port.
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Note 2: The unicast FCC packet flow will traversg &IAT between OITF and FCC server because the 4Ffimed
by either the RTCP port mapping request messagi@signaling approach) or by the RTCP RAMS-R ragss
(without cookie signaling). See Section G.3, “Ruodpping and NAT traversal for FCC/RET (Scheduledt€nt) for
managed and unmanaged model”.

SD&S signals whether the port mapping messagingga®(cookie signaling method) MUST be used obgdhe
OITF for the RET/FCC-enabled SC service. The coslgealing method SHALL be supported by the OITF.

Figure 22 shows schematically the steps involvedrmdm OITF makes use of the FCC service for Scedddontent.
Steps a and b are only present when the cookialiiggmnmethod is used.

QITF T "
WG Prr:cT:g;ng FCCRET Multicast Cortent
Function Server Delivery Function

End-uzer selects channel |

| TY Charnels 1P Multicast |

——

End-user
selects
niesny channel

a. (optional) OITF sends RTCP port mapping message (RTCP, UNIT 18) B ]

b

. (optional) FCC server responds with RTCP part mapping message, including cookie (RTCR, UNIT 18)

—

. QITF requests a fast channel change with RTCP RAMS-R FE (optionally together with a cookie retrieved frorm b) (RTCP, UNIT 18)

L

. FCC server responds with a RTCP RAMS-I FE (RTCR, UMIT 18)

. FCC server starts sending data, RTP Unicast stream to the QITE (UNIT 17173

[optional) FCC server signals QITF to join [P MC with a ETCP RAMS-1FB (RTCP, LIMIT 13)

. The DITF zends an IGMP/MLP join (UNIS 13)

»

. The DITF receives the RTP IP multicast strearn (UNIT 17M)

. The DITF sends a RTCP RAMS-T FB message (UNIT 18)

o

CDITF sends IGMP/MLP leave for ald channel [UMIS 13)

[{u]

. The OITF sends RTCP Bye messages (UNIT 18)

Steps arb/1/2..

Figure 22: Call flow for Fast Channel Change Servic e

Note: The RTCP FCC control messages are defindweifETF Unicast-Based Rapid Acquisition of Mulst& TP
Sessions (RAMS) internet draft (draft-ietf-avt-r@dyaicquisition-for-rtp).
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Annex N. |G handling of IMPUs in association with GRUU
(Informative)

3GPP has mandated the usage of GRUU for certaiarésasuch as session transfer. Support for GRWUrhpacts on
the OITF and the IG.

The OITF impacts involve requesting a GRUU from tieéwork.

Support in the I1G is more complex due to the fast IGRUU works. The following is a brief descriptiof rationale
for the impacts ain the IG.

The URI in the contact header used for registesinger is made up of user@host, where user isstr@ame or IMPU
and the host is the IP address of the IG.

According to [RFC5627], a GRUU returned from théwak to an OITF requesting a GRUU, includes theisstance
feature tag for the OITF. That GRUU can be latedu® address that specific user on the specificd€OITF).
Since the same user registered from multiple Ol@Waks will have a distinct sip instance per Oliffe GRUU
allocated by the network to each user on each @Thiferent. As such, a request can be explitéhgeted to a
specific user on a specific device.

However, using GRUU requires some special handtirthe 1G. The problem arises from how GRUU is gssed by
the network; a GRUU deployed to address a usem in@ming request is dereferenced by the netwmtke user
contact registered for the specific user beforedlogiest is delivered to the user. Typically ifrthis no IG, each
contact will have a distinct IP address, henceetlieno ambiguity. However given that users insadential LAN are
behind the same IG, hence they the same IP addrased in all the contacts. As such if the saser is registered
from multiple devices, the same contact will bedygven though the GRUU is different, but becabhsenetwork
dereferences the GRUU to the user contact, tleme ivay for the IG of selecting the right useaxr &n incoming
request.

To remedy this, the IG MUST allocate for every uselistinctive virtual user name that can be pléndtie user
portion for the user@host portion when it registeesuser with the IMS network. When an incominguest arrives to
the IG, the IG will be able to identify the riglatrget device and consequently the correct OITF.IGheaintains a
binding between the real username submitted b@tA& and the allocated virtual name used by théoiGegistration
purpose for the entire time the user is registered.
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Annex O. FDT Schema Extensions (Normative)

This section describes the FDT schema extensions:

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmins:xs="http://www.w3.0rg/2001/XMLSch
xmlns="urn:oipf:iptv:fdt:2010"
targetNamespace="urn:oipf:iptv:fdt:2010"
elementFormDefault="qualified">
<xs:element name="FDT-Instance">
<xs:complexType>
<xs:sequence>
<xs:element name="File" maxOccurs="unbounded">
<xs:complexType>
<xs:attribute name="Content-Location" type="x
<xs:attribute name="TOI" type="xs:positivelnt
<xs:attribute name="Content-Length" type="xs:
use="optional"/>
<xs:attribute name="Transfer-Length" type="xs
use="optional"/>
<xs:attribute name="Content-Type" type="xs:st
<xs:attribute name="Content-Encoding" type="x
use="optional"/>
<xs:attribute name="Content-MD5" type="xs:bas
use="optional"/>
<xs:attribute name="FEC-OTI-FEC-Encoding-ID"
use="optional"/>
<xs:attribute name="FEC-OTI-FEC-Instance-ID"
use="optional"/>
<xs:attribute name="FEC-OTI-Maximum-Source-BlI
type="xs:unsignedLong" use="optional"/>
<xs:attribute name="FEC-OTI-Encoding-Symbol-L
type="xs:unsignedLong" use="optional"/>
<xs:attribute name="FEC-OTI-Max-Number-of-Enc
type="xs:unsignedLong" use="optional"/>
<xs:attribute name="Tag" type="xs:string" use
<xs:attribute name="Priority" type="xs:int" u
<xs:anyAttribute processContents="skip"/>
</xs:complexType>
</xs:element>
</xs:sequence>
<xs:attribute name="Expires" type="xs:string" us
<xs:attribute name="Complete" type="xs:boolean"
<xs:attribute name="Content-Type" type="xs:strin
<xs:attribute name="Content-Encoding" type="xs:s
<xs:attribute name="FEC-OTI-FEC-Encoding-ID" typ
use="optional"/>
<xs:attribute name="FEC-OTI-FEC-Instance-ID" typ
use="optional"/>
<xs:attribute name="FEC-OTI-Maximum-Source-Block
type="xs:unsignedLong" use="optional"/>
<xs:attribute name="FEC-OTI-Encoding-Symbol-Leng
use="optional"/>
<xs:attribute name="FEC-OTI-Max-Number-of-Encodi
type="xs:unsignedLong" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</xs:complexType>
</xs:element>
</xs:schema>

ema

s:anyURI" use="required"/>
eger" use="required"/>
unsignedLong"
:unsignedLong"

ring" use="optional"/>
s:string”

e64Binary"
type="xs:unsignedLong"
type="xs:unsignedLong"
ock-Length"

ength"

oding-Symbols"

="optional"/>
se="optional"/>

e="required"/>
use="optional"/>

g" use="optional"/>

tring" use="optional"/>
e="xs:unsignedLong"
e="xs:unsignedLong"
-Length"

th" type="xs:unsignedLong"

ng-Symbols"
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