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Foreword

This informative Technical Specification (TS) haseh produced by the Open IPTV Forum.

This specification provides informative examplegeztures defined in Volume 4. As such, this isaetand-alone
document and must be read in conjunction with Vaum

This document is Volume 4a in the 9 Volume setpafcifications that define the Open IPTV Forum Reée2 Solution.
Other Volumes in the set are:

Volume 1 — Overview

Volume 2 — Media Formats

Volume 2a — HTTP Adaptive Streaming

Volume 3 — Content Metadata

Volume 4 — Protocols

Volume 5 — Declarative Application Environment
Volume 6 — Procedural Application Environment

Volume 7 — Authentication, Content Protection aedviee Protection

Copyright 2010 © Open IPTV Forum e.V.
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Introduction

This document provides non-normative examples Ibfloavs that realize the functionality define imWume 4[PROT].
As such, this document cannot be taken in a stiomeananner, but rather must be read alongsiderw®Min order to
gain an understanding of the mechanisms behindalhdows. The interfaces demonstrated in thisudoent include:

The UNI interfaces, between the network or serpiceider domains and the consumer domain
The HNI interfaces, between the functional entitiethe consumer network domain

The NPI interfaces, between the functional entitiethe network and service provider domains
Interfaces to external systems, which include

DLNA networks in the consumer domain

For the details on the requirements and functiothe$e interfaces, please see VolunieROT].

Copyright 2010 © Open IPTV Forum e.V.
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Service Protection”, V2.0, September 2010.
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September 2010.
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2. Conventions and Terminology

2.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD", “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in RFC2119
[KEYWORD]. All Sections and Annexes, except “Inttadion”, are normative, unless they are explidtigicated to be
informative.

2.2 Terminology

Term Definition

Native HNI-IGI function
(often shortened to
Native HNI-I GI)

The procedures for interactions on the HNI-IGI ifdee are provided as part of the OITF implemeatat
- typically in native code.

Non-native HNI-I Gl
function (often shortened
to Non-native HNI-1Gl)

The procedures for interactions on the HNI-IGI ifgee are provided by a service provider in Javip8cr
as part of a DAE application.
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3. Release 2 Interfaces
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| IPTV Service Discovery | UNIS-15, UNIS-19
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UNI-RMS
| Remote Management client | ANIAGC HNLAGH U
[ttt |
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UNIT-16
IGMP Attachment
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Figure 1: Consumer Network High Level Architecture

Figure 1 depicts the functional entities, functiamsl reference points defined by the Open IPTV idfunctional
Architecture [ARCH] in the Consumer Network.
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In a device that implements both the OITF and @Ggthe use of the HNI-IGI interface is OPTIONALn this case, the
device SHALL support the UNIS-8, UNIS-9 and UNI-RNt&erfaces.

The HNI-IGI interface consists of a set of interaigs between the OITF and the IG.

The HNI-IGI interface supports two OPTIONAL protdso

- An HTTP option, where HTTP is deployed over theiifdce.

- A SIP option, where SIP as defined in RFC 3261 @attinent RFC extensions is deployed over the finter

The functionality supported by the OITF and theid@lentical for both options. All IMS specificseasupported by the
IG in both options as well.

For the HTTP option, certain interactions on thel#iBll interface MAY be implemented either natively as a DAE
application, whereas other interactions cannohiamented as a DAE applications and MUST be implged in
native code. An OITF is said to implement the ir@tHNI-IGI HTTP option function” if it supports &ast (but is not
limited to) the interactions which MUST be implentethin native code. The case where no native ictierais
supported is hereafter known as "non-native HNIHH3TTP option function".

The interactions that MUST be implemented natialgsist of user registration, including servicevider discovery,
and GBA procedures performed at OITF startup.

An OITF that supports the non-native HNI-IGI HTTPtion function can still be used in a managed neitvgoenario,
but without the support of GBA based authenticaboR TTP digest authentication using IG to applmatservers.

Note that GBA authentication can be achieved usitiger the GBA Authentication using IMS Gatewayqadure,
specified in [CSP] section 5.4.5 or the, more galng@rocedure, HTTP Digest Authentication using I&eway in
[CSP] section 5.4.4. The latter; more general ptace allows the use of different authentication Inaeism in a way
that is transparent to the OITF, including possfhtere authentication mechanisms, and should pkfg be used. It is
expected that GBA Authentication using IMS Gatewaycedure will be deprecated and removed in futarsions of
this specification.

Table 1: UNI Reference Points and Protocols

Reference Description Protocols
Point
UNIP-1 Reference point for user initiated IPTV service peainanagement. HTTP, XCAP
UNIP-2 Reference point for user initiated profilermagement of Person-to-Person Communication OMA XDM, OMA
Enablers, such as presence privacy, resourcedishgement, group management, etc. Presence Enablers
. ) IMS SIP
Note that group management is included to suppertrianagement of pre-defined groups that can
be reused for several purposes, such as presamaeypipresence request, massaging, chatting, fetc.
UNIS-6 Reference point for user interaction with laggtion logic for transfer of user requests and HTTP, FLUTE
interactive feedback of user responses (providecip GUI). HTTP and FLUTE are used to
interface between the DAE and the IPTV Applicattamction in both the managed and unmanaged
models.
UNIS-7 Requests for transport and encoding of cdrgerde metadata. The reference point includes the| HTTP, DVBSTP
metadata and the protocols used to deliver thedattaand SHALL be based on DVB-IP BCG.
[BCG]
UNIS-8 Authentication and session management foraged network model. IMS SIP
UNIS-9 Authentication for GBA Single-Sign on. See S HTTP
UNIS-11 Reference point for control of real timeesiming (e.g. control for pause, rewind, skip fodyaThe | RTSP
reference point includes content delivery sessatasin the case of the unmanaged model.
UNIS-12 Reference point between the AG and the gespecific application functional entity. HTTP, FLUTE

Encompasses two functions:

- Signalling and download of applications in a gemésrmat. This function is subject to
standardization.

- Interaction of generic applications with the prardetwork. This function is not subject to
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standardization.

UNIS-13 User Stream control for multicast of reale content and data for the managed network model.| IGMP
This interface MAY also be used by service provadeho wish to offer multicast services without
session initiation.

UNIS-14 Reference point used for authorization o¥ise access for the unmanaged network model. See| HTTP
[CSP]

UNIS-15 Reference point to the IPTV Service Discgveunctional Entity (FE) to obtain information attou| HTTP, DVBSTP
IPTV services offered by an IPTV Service Provider.

UNIT-16 Reference point used for Network AttachmeRtinctions connected to this reference point ohelu| DHCP
DHCP Server and DHCP Relay.

UNIT-17 Content stream including content; conterdrgption (for protected services) and content emapd | RTP, HTTP, UDP
This reference point MAY be used for both multicastl unicast (UNIT-17M and UNIT-17U,
respectively).

UNIT-18 Performance monitoring interface for reoag the performance monitoring results, includRgCP | RTCP, RTSP
for RET/FCC requesting/control.

UNIT-19 Multicast Data Channel, used to deliver daftdifferent kinds to the OITF by means of mulsta | FLUTE
This reference point can carry discrete data thaairied over unicast through e.g., the interfaces
UNIS-6 and UNIS-7. Other uses such as UNI-RMS atesrcluded.

UNIS-19 Reference point to the IPTV Service ProviDircovery functional entity to obtain the list of HTTP
Service Providers, and related information.

UNI-RMS Remote Management using DSL Forum TR-069 éaork [TR069] and related extensions based HTTP/TR-069
on the DVB-IP-RMS specification.

UNIS-CSP-T Rights management for protected contémtiading key management and rights expression. SeeHTTP/MARLIN
[CSP]

UNIS-CSP-G Reference point to support a service anteat protection solution specific to the IPTV Beg

Provider. This interface MAY be used to obtairefises for purchases/subscribed content, cont

ol

content and the service protection system and MIB¥ be used to deliver content.

Table 2: Other interfaces

WAN gateway | Interface between OITF/IG and AG and the WAN Gatewa DHCP, IGMP
LAN

Interfaces

HNI-DM Interface between the WAN gateway and th&®to support remote management of the OITF in UPnP DM[UPNP]

the home.
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3.2 Provider Network Reference Points Description
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Figure 2: Provider Network High Level Architecture
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Figure 2 shows the Functional Entities and Referguaints in the service provider network defineflARCH].

Table 3: NPI Reference Points and Protocols

Reference | Description Protocols

Point

NPI-1 Reference point between the Service Acceshehication FE and the User Database. Not Specified

NPI-2 An OPTIONAL reference point allowing interat between IPTV applications and the IPTWot Specified
Control FE.

NPI-3 The reference point between Authenticatieas®n Management and Person-to-Person | ISC interface
Communication Enablers. [TS124503]

NPI-4 Reference point for routing of IPTV servicéated messages to the IPTV Control FE. ISC interface

[TS124503]

NPI-6 This reference point allows the IPTV Contréd f retrieve the subscriber’s IPTV-related | Not Specified
service data when a user registers in the IMS mitwo

NPI-7 This reference point allows person-to-perapplication enablers to retrieve the subscriber{sSh Interface
IMS data from the user database. [UMTS-SH]

NPI-9 This reference point allows the IPTV ControirR to retrieve the subscriber’s IMS-specific| Sh Interface
data from the user database. [UMTS-SH]

NPI-10 A reference point for the allocation/de-aliion and control of content for a unicast sessignRTSP

NPI-11 A reference point for sending events andgihg information. Rf and Ro [CHNG]

NPI-12 This reference point allows the Authenticatand Session Management FE to retrieve thg Cx [DIAM]
subscriber’'s IMS data from the User Database asteopthe user’'s IMS registration.

NPI-14 A reference point from Charging FE and Autiwation and Session Management FE. Rf [CHNG]

NPI-15 This reference point controls the Resouroeisfamission Control. Gq' [AFSPDF]

NPI-16 Reference point between the Transport Prowgesainction and Resource and Admission | Re [RACS-RE]
Control.

NPI-17 Reference point between the IPTV Applicatiand the IPTV Service Profile. XCAP

NPI-18 Reference point between the Service Acces\athentication FE and the IPTV Not Specified
Applications. This SHALL only be used in the unmgead network model.

NPI-19 This reference point SHALL be used for ustcgession setup control between the SIP/SDP
Authentication and Session Management and the @obivery Network Controller.

NPI-20 This OPTIONAL reference point allows therimtal of CG data. Not Specified

NPI-21 This reference point allows the GBA SinglgrSon functional entity to validate user Not Specified
credentials.

NPI-25 This reference point allows forwarding uisiceontrol messages to the appropriate Content SIP/SDP
Delivery Network Controller FE.

NPI-26 The reference point allows the Content Dejivetwork Controller to delegate the handling SIP/SDP
of a unicast session to a specific Cluster Controller

NPI-27 The reference point between the Authenticeiroxy and the GBA Single Sign-on node | Not Specified
allows the proxy to retrieve a user key for autfoation purposes.

NPI-28 This reference point SHALL be used to pushuser access capabilities to the Network e4 [NASS-E4]
Attachment and the RAC.

NPI-30 This reference point supports the IPTV SarRrovider Discovery step of the service ISC interface

discovery procedure for managed model.

[TS124503]
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3.3 Interfaces to External Systems
3.3.1 Consumer Network
Table 4: External Interfaces from the Consumer Netw  ork
DLNA Interface between the OITF and DLNA devices intibene. DLNA
Function
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4, Example of IPTV Protocol Sequences

All the examples in this document are based onttReIGI HTTP Option.

4.1 IPTV Service Functions Protocol Sequences

4.1.1 COD Sequences

4.1.1.1 RTSP specific usage on UNIS-11 and NPI-10 for the managed model

In this example, the RTSP delivery parameters e obtained as indicated in VolumfPROT].

The RTSP URI is: rtsp://Cluster.orangeCDN.net/clieva du_ciel

The session ID is 940211290776250

OITF

Cluster
Controller

CDF

Step 1 - Play

Step 2 - Play

Step 3 -200 OK

Step 4 — 200 OK

Step 5 — RTP Stream

Figure 3: RTSP Procedure on UNIS-11 for managed mod el

Step 1:  The OITF sends an RTSP PLAY to the Cluster Colatrol

CSeq: 1981

PLAY rtsp://Cluster.orangeCDN.net/chevaliers_du_ciel

Session: 940211290776250

Step 2:  The Cluster Controller forwards the PLAY messagthe CDF

CSeq: 1981

PLAY rtsp://serverl.Cluster.orangeCDN.net/chevaliers_du_ciel

Session: 940211290776250
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Step 3:  The CDF replies to the Cluster Controller

200 OK
CSeq: 1981
Session: 940211290776250

Step 4. The Cluster Controller replies to the OITF witle tppropriate RTSP session ID

200 OK
CSeq: 1981
Session: 940211290776250

Step 5: The RTP media starts

4.1.1.2 RTSP specific usage on UNIS-11 and NPI-10 for the unmanaged model

The following example is only one example of penforg redirection at initiation using the 303 Moveéssage. It
does not take into account the effects of Netwodkiress Translation (NAT).

Cluster uster
QITF Controller Controller CDF
Default B

Step 1 - Describe
Step 2 - Moved

Step 3 - Describe Step 4 = Describe

4.

Step 5200 O SOP

Step 6 —200 OkKIF SOP

Figure 4: RTSP Usage for COD on UNIS-11 and NPI-10

Step 1:  The OITF to the Cluster Controller

DESCRIBE rtsp://Cluster.orangeCDN.net/chevaliers_du_ciel RTSP/1.0
CSeq 1306
Accept: application/sdp

Step 2:  The Cluster Controller responds to the OITF intlicaredirection to Cluster Controller B

RTSP/1.0 302 Moved Temporarily
CSeq 1306
Location: rtsp://Cluster_B.orangeCDN.net/ chevaliers_du_ciel RTSP/1.0
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Step 3:  The OITF sends a DESCRIBE to the indicated CluStartroller

DESCRIBE rtsp://Cluster_B.orangeCDN.net/chevaliers_du_ciel
CSeq: 1979
Accept: application/sdp

Step 4:  The Cluster Controller chooses the appropriate @Bd-forwards the DESCRIBE message to it

DESCRIBE rtsp://Serverl.orangeCDN.net/chevaliers_du_ciel RTSP/1.0
Cseq: 1979
Accept: application/sdp

Step 5: The CDF replies to the Cluster Controller with #pgoropriate SDP

200 OK
Cseq: 1979
Content-Type: application/sdp
Content length: .....
1l SDP/II

Step 6:  The Cluster Controller replies to OITF with thepagpriate SDP

200 OK
CSeq: 1979
Content-Type: application/sdp
Content length: ...
[IIISDP [l

4.1.2 Content Reporting and Content Reporting Management

4.1.2.1 Content Reporting
Figure 5 shows a call flow for an OITF initiatingrtent reporting. Below is a brief descriptiortiod call flow:

Step 1:  Itis assumed that the OITF established a requalaeduled content session, and that the IPTV ClofEo
indicated its willingness to receive Content Rejpgrtnfo Package (through Recv-Info header in )P 2
OK response to the INVITE). It is assumed thattiimer for content reporting is pre-configured.

Step 2:  If zapping is performed and stopped for the camigl timer or in case of powerup without zappingd dre
user settled on a channel for the configured titier OITF issues a request to the IG for contgunténg.

Step 3:  The IG validates the request then issues a SIPINRhe network including the Content Reportinfpin
Package to report the watched content

Step 4. The ASM forwards the request to the IPTV contrial F

Step 5-7: The IPTV control FE generates a 200 OK that isigeball the way to the IG, then from the IG to DEF
it is forwarded in an HTTP 200 OK response.

Step 8:  The user performs channel zapping
Step 9:  The user stops zapping and finally settles onamél for the configured timer.

Steps 10:  This step reports the watched content and is sinalateps 2-7.
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1. Scheduled Content Session established |

user settles on a channel (without

. User performs zapping then stops for
he configured time. or after powerup
apping) for the configured timer

3. HTTP POST ( <HTTP headers>, <SIP Headers>, SIP INFC: 4. SIP INFO (Info Package= Content Reporting)
» 5. SIP INFO (info Package = Content Reporting)
_—
8. 200 OK HTTP (<HTTP Headers> <SIP Headers> SIP 200 OK) 7.200 OK 6.2000K 0
9. User stop Channel Zapping for a
minimum configurable period

10. Report watched Content (steps 2-7)

41.2.2

Figure 5: Content Reporting

Management of Content Reporting

Figure 6 shows a call flow for the management oftent reporting. Below is a brief description loé tcall flow:

Step 1:

Step 2:
Step 3.

Step 4:

Step 5:
Step 6:

Steps 7-9:

Step 10:
Step 11:

The OITF established a scheduled content and qmesfoontent reporting as required by the IPTV Gantr
FE.

The OITF performs content reporting when user pearfozapping then stops for the configured time.

The OITF issues an HTTP HNI-IG PENDING_IG requesthe IG. This request can be issued at any time
after step 1.

At some point in time, the IPTV control FE decidkdt it does not want any more content reporfirige
IPTV control FE sends a SIP UPDATE with the Recfelheader set to ‘nil’ to the ASM to that effect.

The ASM forwards the SIP UPDATE to the IG.
The IG forwards the SIP UPDATE in an HTTP 200 @sponse to the OITF

The OITF issues an HTTP POST request to the IGikbludes the SIP 200 OK response. The SIP 200 OK
is forwarded all the way to the IPTV control FE.

The user performs channel zapping and no conteanttieg is performed

The OITF issues an HTTP HNI-IGI PENDING_IG requessthe IG.

Step 12-14:  These steps request the OITF to start reportingviiehed content and is similar to steps 4-6. The

difference being that the Recv-Info header isa&dntent Reporting Info Package

Steps 15-17: The OITF issues an HTTP POST request to the IGitikchtdes the SIP 200 OK response. The SIP 200

Step 18:

OK is forwarded all the way to the IPTV Control FE.

This step reports the watched content. See Figifwe detailed call flow.
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| 1. Scheduled Content Session established and IPTV Control FE indicate its willingness to receive Content Reporting Info Package |

| 2. Content Reporting is performed when user stops zapping for a configurable period of time |

3. HTTP POST ( <HTTP headers> Pending Request) Ttﬂgggf 1t° rfquesttthe OITF to ‘
stop Content reporting

4. SIP UPDATE (Recv-info = nil)
5. SIP UPDATE (Recv-info = nil) —

6. 200 OK HTTP (<HTTP Headers> <SIP Headers> SIP UPDATE)

7. HTTP POST ( <HTTP headers>, <SIP Headers>, 200 OK)
8.200 OK ()

v

9. 200 OK

10. User performs zapping but no
content reporting is performed

—

11. HTTP POST ( <HTTP headers> Pending Request) Trigger (!:0 fetquteS! thiOITF to
> resume Content reporting

12. SIP UPDATE (Recv-info =
Content Reporting Info Package
—

13. SIP UPDATE (Recv-info=Content Reporting Info
14. 200 OK HTTP (<HTTP Headers> <SIP Headers> SIP UPDATE) ‘Package)

15. HTTP POST ( <HTTP headers>, <SIP Headers>, 200 OK) 16. 200 OK ()

> 17.200 OK

| 18. Content Reporting is performed when user stops zapping for the configurable period of time

—

Figure 6: Management of Content Reporting

4.1.3 Purchase of Digital Media

4.1.3.1 Purchase Request procedure of selected Digital Media related to the content

Confirmation process: After retrieving and adwarty the Digital Media, users can select the Diditadia they want
to buy. When a user selects one Digital MediaQhEF pops up a dialog box to let the user confine $elected
Digital Media for purchase purpose.

Repeat billing check: Before sending the purcliageest for Digital Media, the OITF must check tiser's profile
first (in order to avoid repeat billing). If theqeested Digital Media is already recorded in usprifile, the OITF pops
up a dialog box to let user know the repeat billiagd then stop sending the purchase request.

If the requested Digital Media is not recorded $ets profile, the OITF sends the HTTP purchaseesgto 1G, and
IG generates a SIP request to IPTV Control FE tinodSM FE, and then the IPTV Control FE sends tirelpase
request (ACR) to Charging FE.

After receive the purchase response (ACA) from Gingr FE, and if the purchase is successful, th&/IEdntrol FE
sends Digital Purchase Request to IPTV ApplicatielBdo update the user’s profile, and then the IAPglications
FE sends the XCAP PUT to IPTV Service Profile FEpolate the purchased digital media record.

After receive the HTTP response sent from IPTV ®erfProfile FE, the IPTV Applications FE sends tesponse to
IPTV Control FE. The IPTV Control FE sends the 30® OK response (with no message body) to I1G tHrAgM

FE if the purchase request success; otherwiséPi¢ Control FE sends the SIP 403 Forbidden respgihe message
body is Result-Code that defined in [RFC 3588])\Gahrough ASM FE. Finally, the IG sends the HTT®O DK to
OITF with purchase result (it can be either “sustes Result-Code).

Figure 7 shows the purchase request procedurdeaftse Digital Media related to the content.
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Ol

IPTV _
= IG ASM IPTV IPTV Service|  |Charging
Control Applications| | Profile

OITF has established a schedule content or a CoD session

1. XCAP GET

user’s profile)

2. HTTP 200 OK

Ch

eck repeat billing |

3. HTTP POST (S

electedDigitalMe

4. HTTP 200 OK

| 4. SIP INFO ‘S

diaURI, UserID)
electedDigitalMedia

URI, UserID)
tedDigitalMediaUR

5. SIP INFO (Seleg

6. ACR (Selected

, UserlD)
DigitalMediaURI, U

serlD)

7. ACA (Purchase result)

8. Digital Purchas

e Request (Selec

L0. HTTP 200 OK

12. SIP response

13. SIP respons

(Purchase Resu

Figure 7: Purchase Request Procedure of selected Di

e (200 OK or 403 R
It)

11. Response

200 OK or 403 For

orbidden)

bidden)

edDigitalMediaURI, UserID)

L 9. XCAP PUT (SelectedDigitalMediaURI, UserID)

gital Media related to the Content

Because the purchase request happen in the pdnp@iise during a Scheduled content (if supported) ©oD content,
the OITF has already established a session betitgstinand IPTV Control FE. The SIP INFO will udag established
session to transmit information about purchaseeasiqu

Step 1.

Step 2:

Step 3.

Step 4.
Step 5:

Step 6:

Step 7:

Step 8:

Step 9:

Step 10:

The OITF sends XCAP GET to IPTV Service ProfiletBEget the user’s profile about Digital Media.

The IPTV Service Profile FE returns HTTP 200 OKhniiser’s profile to OITF. If the requested Digital
Media is already recorded in user’s profile, th&®heeds to popup a dialog box to let user knowdpeat
billing, and then stop sending the purchase request

The OITF sends an HTTP POST (with SelectedDigitadMURI, UserID) to IG for purchasing selected
Digital Media.

The IG sends a SIP INFO Request (with Selected@ldediaURI, UserID) to ASM FE for authentication.

The ASM FE forwards the SIP INFO (with SelectedfaillediaURI, UserID) to IPTV Control FE for
purchase.

The IPTV Control FE sends Accounting-Request (AG@Rssage (with SelectedDigitalMediaURI, UserID)
to Charging FE.

The Charging FE returns Accounting-Answer (ACA)ssegge with purchase result (success or fail) t&/IPT
Control FE.

The IPTV Control FE sends the Digital Purchaseurst)(with SelectedDigitalMediaURI, UserID) to IPTV
Applications FE.

The IPTV Applications FE issues an XCAP PUT reque$PTV Service Profile FE to update user’s geofi
(adds a SelectedDigitalMediaURI and/or other infation). In order to avoid falsifying the informatio
about Purchase of Digital Media in user’s profiteamot updated by OITF.

The IPTV Service Profile FE returns an HTTP 200 tOKPTV Applications FE.
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Step 11:
Step 12:

Step 13:

Step 14:

414

The IPTV Applications FE returns a response toM~ontrol FE.

The IPTV Control FE returns SIP 200 OK (if purohasquest success) or 403 Forbidden including Resul
Code (if purchase request failure) to ASM FE.

The ASM FE forwards SIP 200 OK (if purchase retjsescess) or 403 Forbidden including Result-Code
(if purchase request failure) to 1G.

The IG sends the HTTP response including purcresét to OITF.

Pay Per View

The PPV stream may be protected, and the key magtideved in the PPV subscription procedure.

4141

PPV service initiation without existing Scheduled Content session

Figure 8 shows a typical call flow for watchingrétinting PPV service without an existing ScheduRmhtent session.

Stepl:
Step2:

Step3:
Step4:

1. HTTP POST( HTTP Heaflers, SIP
Headers, SIP INVITE, $DP )
2.INVITE(BC servige ID, BC program ID)
3. Resource reservation
4.INVITE(BC service ID,
BC program ID)
5. 200 OK
6. Resource commit
7.200 PK
[
8. HTTP 200 OK(SDP) -
9. IGMP Join
4>
10. Media stream
- ——————— 4 ————-

Figure 8: User-initiated PPV service without existi  ng Scheduled Content session

The OITF sends a HTTP POST to the IG to initialRP&/ session.
The IG validates the request and sends an INVITHBecASM.

The ASM uses the services of the “Resource andiggiom Control” functional entity to perform resoar
reservation.

The ASM uses the services of the RAC functionaitetd perform resource reservation.

The ASM forwards the INVITE to the IPTV Control. idg the BC service ID and BC program ID, the
IPTV Control verifies that the user has a PPV stipson. The IPTV Control verifies whether the pram
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has started or not. If the program has startedsaedcrypted, the IPTV Control may interact withRCS
functions directly or through the IPTV applicatitmverify the user entitlements, and then perfotimes

following steps. If the program has started ambisencrypted, the IPTV Control performs the foliogy
steps. If the program has not started, the IPTVt@brefuses the request.

Step5s: The IPTV Control sends a 200 OK response to the Al the bandwidth required for the specific
scheduled content channels and other parameters.

Step6: The ASM instructs the RAC to commit the reservesbteces.
Step7: Finally, a 200 OK for the session setup requekirisarded to the OITF.
Step8: The IG returns the SDP to the OITF in a HTTP 200 i@%ponse.

Step9: The OITF issues an IGMP Join request to the tramgmocessing functions to access the multicasthiobia
for the PPV service.

Step10:  The media stream is delivered to the OITF.

41.4.1.1 User-initiated switch from PPV service to a Scheduled Content service
The user initiates a switch from the PPV servica tegular Scheduled Content.

If the Scheduled Content service is inside thetehannels negotiated at PPV session initiatioa,QITF shall send
an IGMP Leave request to stop watching the PPViezrand send an IGMP Join request to join the @dled Content
service.

If the Scheduled Content service is outside thefehannels negotiated at PPV session initiatios OITF shall
initiate a Scheduled Content Session Modificateouest as described in Volum@éRROT].

4.1.4.1.2 User-initiated switch from regular Scheduled Content to PPV service
The user initiates a switch from the regular SclhetiContent to a PPV service.

The OITF shall initiate a PPV Session Modificati@quest as described in Volum¢RROT].

4142 User-initiated PPV service switched from the Scheduled Content service

Figure 9 shows a typical call flow for watching B\Pservice switched from the Scheduled Contenticeimitiated by
the user.
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Scheduled Content session established

1. HTTP POST( HTTP Heafers, SIP
Headers, SIP ReINVITE [SDP )

2.Re-INVITE(BC seryice ID, BC program ID)

3. Resource modification

4. Re-INVITE(BC service
ID, BC program ID)

5.200 OK

6. Resource commit

7.200 PK

8. HTTP 200 OK(SDP) -

N

9. IGMP Join

10. Media stream

Figure 9: User-initiated PPV service switched from the Scheduled Content service

It is assumed that the user has established a @elde@ontent session. When the user switches fnenstheduled
Content service to a PPV service, the OITF shallseHTTP POST to the IG to modify the Scheduledt€at session
to a PPV session.

4.1.4.2.1 User-initiated switch from PPV service to a Scheduled Content service

The user initiates to switch from PPV service tegular Scheduled Content.

If the Scheduled Content service is inside thetehannels negotiated at PPV session initiatioa,QITF shall send
an IGMP Leave request to stop watching the PPViezrand send an IGMP Join request to join the @dled Content
service.

If the Scheduled Content service is outside th@kelhannels negotiated at PPV session initiatios OITF shall
initiate a Scheduled Content Session Modificateouest as described in Volum@éRROT].

4.1.4.2.2 User-initiated switch from a PPV service to another PPV service
The user initiates to switch from a PPV servicariother PPV service.

The OITF shall initiate a PPV Session Modificati@quest as described in Volum¢RROT].
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415 Network-based Scheduled Content Time Shift

4151 User Activation for Scheduled Content Time Shift

Figure 10 shows a call flow for an IPTV end- usethating a scheduled Content Time Shift. Below isrief
description of the call flow (the procedure assuthasthe scheduled content to be time shifteddésmded in the
network, and is thus available for time shifting)

Step 1. Itis assumed that the OITF successfully estabtigshecheduled content session

Step 2:  The activation of time shift procedure can be teiggl by the user, through a menu selection, ingplie
time shift option.

Step 3: The OITF issues a request to the IG to activatestheduled content time shift.
Step 4: The IG validates the request then issues a SIRWTIE to the network.

Step 5: The ASM performs initial resource modification a&s the incoming request.
Step 6: The ASM forwards the re-INVITE to the IPTV ContiielE.

Step 7:  The IPTV Control FE performs the necessary valatads per Volume fPROT].
Steps 8-18:  These steps show how the unicast session is establi

Step 19:  The IG forwards the SIP 200 OK to the OITF in anTHT200 OK response.
Step 20: The OITF issues an HTTP POST request to send an ACK

Steps 21-24: The ACK is propagated to the IPTV Control server FE

Step 25:  OITF can deploy RTSP media control commands tad stezaming the unicast content

1. Scheduled Content Session established

2. User selects
to time shift scheduled content he is culrently watching

3. HTTP POST (<HTTP headers>, <SIP headers>, SIP re-INVITE)
> 4. SIP Re-INVITE

>
>

5. Initial Resource Modification

6. SIP re-INVITE

7. Validate request
Select appropriate CDNC
where the madia is held,
modify SDP as required

'§, INVITE

9. INVITE . 10.INVITE

T Select CDF
P
11. RTSP setup
1 >
13. 200 OK 12. 200 OK (RTSP Session id)

14. 200 OK (RTSP Session id) -—

<

15. 200 OK (RTSP Session id)

16. 200 OK (RTSP Session id)
—

17. Final Resource Modification |
18. SIP 200 OK

<
<

19. 200 OK HTTP (<HTTP Headers> <SIP Headers> SIP 200 OK)

20. HTTP Post (<HTTP headers>, <SIP headers>, SIP ACK)
—_— 21. ACK . 22.ACK

23. ACK

24. ACK

25. RTSP Media Control

a

Figure 10: IPTV End-user Activation of Scheduled Co  ntent Time Shift

Copyright 2010 © Open IPTV Forum e.V.



Page 31 (85)

4152 User Deactivation for Scheduled Content Time Shift

Figure 11 shows a call flow for an IPTV end- usetiating a de-activation of a scheduled Contemd iShift. Below
is a brief description of the call flow:

Step 1:  Itis assumed that the OITF is successfully stregrai unicast session representing a time shifteedsded
content

Step 2:  The procedure can be triggered by the user, thrauglenu selection, invoking the de-activation eftiime
shift option.

Step 3: The OITF issues a request to the IG to activatestheduled content time shift.
Step 4: The IG validates the request then issues a SIRWTIE to the network.

Step 5: The ASM performs initial resource modification & the incoming request.
Step 6: The ASM forwards the re-INVITE to the IPTV ContifelE.

Step 7:  The IPTV Control FE performs the necessary valiadatis per Volume fPROT].
Steps8-18:  These steps show how the unicast session is teledina

Step 19:  The IG forwards the SIP 200 OK to the OITF in anTHPT200 OK response.
Step 20: The OITF issues an HTTP POST request to send an. ACK

Steps 21-24: The ACK is propagated to the IPTV Control server FE

Step 25:  OITF can issue an IGMP JOIN to join the multicaddss for the last viewed channel.

<

<

2. User selects
to go back to scheduled content
—_

3. HTTP POST ( <HTTP headers>, <SIP Headers>, SIP re-INVITE, or UPDATE
_—

4. re-Invite or Update

>
—»>

5. Initial Resource Modification

6. re-INVITE

7. Validate request
Select appropriate CDNC

.BYE

9 BYE.

» 10. BYE
11. RTSP Tear Down
12. 200 OK
13. 200 OK
_ 14.200 0K ()
15. 200 OK
16 200 OK

17. Final Resource Modification

18. 200 OK

19. 200 OK HITP (<HTTP Headers> <SIP Headers> SIP 200 OK)
~—

20. HTTP Post (<HTTP headers>, <SIP headers>, SIP ACK)

> 21. ACK . 2.ACK
OITF sends an IGMP 23. ACK
JOIN to the appropriate
Multicast address 24. ACK g

_25.IGMP JOIN

Figure 11: IPTV End-user Deactivation of Scheduled  Content Time Shift
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4.1.6

What is on TV Service

Figure 12 shows a call flow for a user, with paaéobntrol authority, acquiring information relatexdthe content being
streamed on an OITF, watched by another user uhdgrarental supervision of the request originaielow is a brief
description of the call flow:

Step 1-4:

Step 5:
Step 6:
Step 7:

These steps are optional and show how the IPT\@loRE may store state information to support the
feature. Optionally this storage may be on thegores server. The rest of the call flow describés t
option.

The OITF issues an HTTP POST request to substitiee Parental Control Watched Content event.
The IG validates the request then issues a SIPSRIRBBE to the network.

The ASM forwards the request to the IPTV contriél F

Steps8-11:  The IPTV control FE validates that the user ieva#d to access the requested information. If sstaks

Step 12:

Step 13:
Step 14:
Step 15:

steps 8-10 are optional and are implemented ortheilPTV control FE uses presence to supportdhtufe
as per steps 1-4

The IPTV control FE generates a SIP 200 OK if therus allowed access to requested information or
proxies the received 200 OK from the presence séfrgteps 8-11 are performed. The SIP 200 OK raspo
is sent to the ASM.

The ASM proxies the SIP 200 OK response to the IG.
The IG returns the SIP 200 OK to the OITF in an IFTZ00 OK response.

The OITF issues an HTTP HNI-IGI PENDING_IG requiesthe IG in anticipation of the incoming SIP
NOTIFY

Steps 16-17: These steps are implemented only if the IPTV @diE uses presence per steps 1-4. In these $teps,

Step 18:

SIP NOTIFY including the requested informationésto the IPTV control FE via the ASM.

If presence is not used to support this featine)PTV control FE generates the SIP NOTIFY, otlisgvthe
received NOTIFY from the presence server is proxiethe ASM.

Copyright 2010 © Open IPTV Forum e.V.



Page 33 (85)

1 PUBLISH ( user, content information)

2. PUBLISH (user, content information)

_____________________________________ >
3. SIP 200 OK ()
15 g
4. .SIP 200 OK ()
5. HTTP POST (SIP SUBSCRIBE) ¢ ¢ jnscpipewhat is on TV
> 7. SUBSCRIBE (Whatis on TV) ,,
¢ BSUBSCRIBE (Whatis on TV)
________ 9. SURSCRIBEWhatisonIV) . - - oo
€---——e——___10.SIP200OKO _______________
| I 11, SIP 200 0K 0 _ _
I 12. SIP 200 OK
14. HTTP 200 OK (SIP 200 OK) B 13. SIP 200 OK () < &
< 16. NOTIFY (Information)
15. HTTP POST (HNG-IGI Pending Request Il ittt
e 17. NOTIFY (information
P 18. NOTIFY (Information)
19. NOTIFY (Information)
20. HTTP 200 OK (SIP NOTIFY) <
21 HTTP POST (SIP 200 OK) R
22. SIP 200 OK 0 > 23. SIP 200 OK ()
24. SIP 200 OK ()
4_ _________________
25. SIP 200 OK ()
_____________________________________ ->

Figure 12: Acquiring Information on Content streame d on an OITF

Step 19:  The ASM proxies the SIP NOTIFY to the IG.
Step 20:  The IG forwards the SIP NOTIFY in an HTTP 200 Gd#§ponse to the OITF

Steps 21-23: The OITF issues an HTTP POST request to the IGitikchtdes the SIP 200 OK response. The SIP 200
OK is forwarded all the way to the IPTV control FE.

Steps 24-25: These steps are optional if presence is used tmosuthe feature.

4.1.7 What is on TV Service — SMS Initiated

Figure 13 shows a call flow for a user, with paaénbntrol authority, acquiring information relatedthe content being
streamed on an OITF, watched by another user uhdgrarental supervision of the request originaielow is a brief
description of the call flow:

Step 1:  The end user through his cellular device issuextamessage to the MSISDN (or short code) assakiate
with IPTV Application AS supporting the parentaintiml feature to query what content is being wadchg
another user. The MSISDN (or short code) for $leisvice is allocated by the SP and is given to@iliers
who subscribe to this service. The content of éx¢ thessage is implementation specific.

Step2:  The message is routed through the cellular nettwthke Notification AS which implements the netkwor
side Parlay X SMS Web Service InterfaarlayXSM S].

Step 3:  The Notification AS notifies the SMS receptionthe IPTV AS which implements the application side
Parlay X SMS Web Service Interfaces. The delivdr$MS reception is done by invoking the
NotifySMSReception operation in SmsNotification Weérvice Interface exposed by the IPTV AS.

Step4:  The IPTV AS sends a request to the IPTV Controtdé-Euery the content being watched by another. user
This interface is implementation specific.

Steps 5-8: The IPTV Control FE authorizes the request. Refjasthorization can be achieved if the callingssuiber
is validated to be the parental control authomitythe incoming request. If the request is autlaafithen
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Step 9:

Step 10:

steps 5-8 are performed only if the IPTV Controles the presence server for storing watched mioloye
an OITF. In the case where a presence mechanigsed; an extension of the Presence Informatioa Dat
Model is needed which is vendor specific. Other msegre possible but are not described in this
specification.

The IPTV control FE returns to the IPTV AS the rested information in a response. This interface is
implementation specific. Note that the IPTV Conff@l may return the requested information per retjoes
based on a preconfigured time interval, or contirslpuntil the stop request is received, etc.

ThelPTV AS invokes the SendSms operation in SendSmis 8¢evice Interface exposed by the
Notification AS.

Steps 11-12: The message is delivered to the cellular devicautgh the cellular network.

Mobile
Phone

Other Delivery Notification Presence
Networks AS IPTV AS IPTV Control o

4.1.8

1. Send SMS (What is on V)

12. Deliver SMS (information)

2. SMPP (submit_sm)

3. Parlay X SMS Web Service
(SMSNtification: NotifySmsReception)

4. Request (What is on TV

Parent Control
Authorization

5. SIP SUBSCRIBE

(9. Response (Information)

10. Parlay X SMS Web Service
(SendSms: SendSms)

_11. SMPP (deliver_sm)

Figure 13: Call Flow for an SMS initiated Parental  Control Request

Parental Control for Scheduled Content Sequences

Figure 14 shows a detailed call flow which takes¢hannel change as an example for the ParentaldCoommand.
The following is a brief description of the steps:

Step 1.
Step 2:

Step 3.

The child is watching a scheduled content programescribed in Volume @lPROT].

The parent retrieves information related to thecivatl scheduled content as described in 4.1.6, “Velat
TV Service.”

The parent decides to block the content being veatdty the child. The OITF issues a request to&ad
described in Volume BPROT] and includes the following parameters:

e« PC-Command: the command for parental control,ahgnnel change, session teardown.

» PC-ChannelChangedTo: When the PC-Command is chaharfie, the PC-ChannelChangedTo may be included.
It indicates the new channel to change to.
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* PC-ContentControlled: the identifier of the corttkaing blocked by the controller. For scheduledtent, it shall
be the BC service ID. Controlling Content on Demanfibr future study.

Step 4:  The IG validates the request and issues a SIP MBE&So the ASM as described in VolumgRPROT].

Steps 5-7: The ASM routes the SIP MESSAGE to the IPTV Conkahction which validates the MESSAGE and
checks whether the initiator has the right to penf@arental Control on the other user. Then the/IPT
Control function forwards the SIP MESSAGE to theM\8s described in Volume[#PROT]. The ASM
routes the SIP MESSAGE to the OITF of the contrbliser.

Steps8-10:  Upon receiving the SIP MESSAGE, the OITF of thatoolled user implements the command according
to the PC-Command as described in VolunjfPROT].

Steps 11-16: The response to the SIP MESSAGE is sent from i ©f the controlled user to the OITF of the
controller via the IG, ASM and IPTV Control Funatio

@ G TPF ASM IPTV Control P2P Communication G
Presence Enaler Parent
Child OITF
\ OITF
‘ 1. Call flow for scheduled content ‘
\ 2. Call flow for What is on TV |
3. Http POST
P 4. MESSAGE “
5. MESSAGE
6. MESSAGE
L 7. MESSAGE
8. Notification
¢Mechinism |
9. IGMP Leave R
10. IGMP Join
11. Hitp POST
12.200 OK R
g 13.200 OK
14.200 OK
]
15. 200 OK R
16. Hitp 200

Figure 14: Procedure for Parental Control commandt o change channels

419 Network-based User Notification Services

4.1.9.1 Native HNI-IGI (IMS) based User Notification Setup Request
Figure 15 shows a call flow for a user setting uptification request. Below is a brief descriptifrthe call flow:

Step 1@ Itis assumed that user is interacting with the EIR@ made a selection for a notification requesofe of
the services offered by the service provider. Thigld include a broadcast reminder, or servicegedlto
recorded content requested by the user

Step 22 The OITF issues an HTTP POST request to the I@daest the service.
Step 3:  The IG validates the request then issues a SIPIWEE to the network.
Step 4-5:  The Messaging AS validates the request than falsviire request to the IPTV Control FE via the ASM
Step 6:  The IPTV Control FE validates the request thenassastore request to the appropriate IPTV appitat

Step 7:  The IPTV application validates the included schetian issues an XCAP PUT request to the IPTV servic
profile
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Step 8:  The IPTV service profile returns an HTTP 200 Okthe IPTV AS.

Step9:  The IPTV AS returns a response to the IPTV corfiol

Step 10-13:  The IPTV control FE generates a SIP 200 OK thathes the IG via the ASM.
Step 14:  The IG returns the SIP 200 OK to the OITF in an TZ00 OK response.

User interacts with EPG to select
one of offered services

1.HTTP POST (<HTTP Headers>, <SIP Headers>, SIP MESSAGE)
T 2.SIP MESSAGE (notification Request)
:3. SIP MESSAGE (Notification Request)
4. SIP MESSAGE (Notification Request)

5. SIP MESSAGE (Notification Reguest)

6. Store request (Notification Request)
—_—

Validate the content
against schema

7. XCAP PUT (Notification Request)
—_—

8. HTTP 200 OK
9. Response
10. SIP 200 OK
11. SIP 200 OK

13. SIP 200 OK <12 SIP 200 OK

14. HTTP 200 OK (200 OK)
—

Figure 15: IMS-based User Notification setup Reques t

4.1.9.2 DAE-based User Notification Setup Request

Figure 16 shows a call flow for a DAE-based usédification setup request. Below is a brief desdoiptof the call
flow:
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IPTV Metadata IPTV IPTV Service
OITF Control Application Profile

User interacts with EPG to select one
of offered services

1. HTTP PUT (notification request)

3. XCAP PUT ( Notification request)

»

4. HTTP 200 OK (result)

4. HTTP 200 OK (result)

Figure 16: DAE-based User Notification setup Reques 't

It is assumed that user is interacting with the ElR@ made a selection for a notification requesbfe of the services
offered by the service provider. This could incladleroadcast reminder, or services related to decbcontent
requested by the user

Step1:  The OITF sends an HTTP PUT to the IPTV applicatmsubmit the notification setup request.

Step2:  The IPTV application authorizes and validatesrdwiest. Upon successful completion of the abadve, i
sends an XCAP PUT request to the IPTV service lertdi store the request.

Step 3:  The response is returned by the IPTV service lgrafian HTTP 200 OK response
Step 4: The IPTV Application in turn returns the respotsé¢he OITF in an HTTP 200 OK response
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4.1.9.3 Native HNI-IGI Update of Pending Notification Requests

1. XCAP GET (List of Pending Notification Services)

2. HTTP 200 OK (data)

3. Update XML
Page to delete
request

4. XCAP PUT (Update List of Pending Notification Services)

5. Notify Request ()
— 7

6. Update Pending Requests (request ID)

7. Update
internal state

8. Response ()

9. Response ()
L 5

10. HTTP 200 OK ()

Figure 17: IMS-based Update of Pending Notification Requests

Figure 17 shows an IMS-based call flow for updapeading user notification requests.
Below is a brief description of the call flow:

Step 1:  The OITF issues an XCAP GET request to the IPT Viserprofile to fetch all outstanding notification
requests

Step 2:  The IPTV service profile returns the requestecd daan HTTP 200 OK response.
Step 3:  The user performs the necessary modification

Step4: The OITF issues an XCAP PUT request to the IPTVise profile to store the updated the list of piegd
notification requests

Step 5:  The IPTV service profile updates the IPTV Con&&l in regard the changes to the list of pending
notification requests.

Step 6:  The IPTV Control FE sends a update request téRf¥® application so it can update its state.
Step 7:  The IPTV application updates its internal state

Step 8:  The IPTV application then acknowledges the reqteeite IPTV Control FE.

Step 9:  The IPTV Control FE acknowledges the request¢dBTV Service profile.

Step 10: The IPTV Service Profile returns an HTTP 200 OKpasse to the OITF.
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4.1.9.4 DAE-based Update of Pending Notification Requests

1. HTTP GET (List Pending Notification Requests)

2. XCAP GET (List of Pending Notification Requests)
-—

3. HTTP 200 OK (data)
ALt Y

4. HTTP 200 OK ()

5. Update XML
Page to delete
Request

6. HTTP POST (Update List of Pending Notification Requests)

7. Update
internal state

8. XCAP PUT (Update List of Pending Notification Requests)
-—

9. HTTP 200 OK ()
e T ERY

10. HTTP 200 OK ()

Figure 18: DAE-based Update of Pending Notification Requests

Figure 18 shows a DAE-based call flow for updatperiding user requests.
Below is a brief description of the call flow:

Step 1:  The OITF issues an HTTP GET request to the IPT\liegon service profile to fetch all outstanding
notification requests.

Step 2:  The IPTV application validates and authorizesrdwuest. Upon successful completion of the abdve, i
sends an XCAP GET request to the IPTV service lgrtdi store the request.

Step 3:  The response is returned by the IPTV service lerofian HTTP 200 OK response
Step 4. The IPTV Application in turn returns the respots¢he OITF in an HTTP 200 OK response
Step 5:  The user performs the necessary modification

Step 6:  The OITF issues an HTTP PUT request to the IPTViegion service profile to update pending
notification requests.

Step 7:  The IPTV application validates and authorizesrdwiest. Upon successful completion of the abdve, i
updates its internal state.

Step 8:  Following that, the IPTV application sends an XCRBT request to the IPTV service profile to stdre t
updated pending requests

Step 9:  The response is returned by the IPTV service lerofian HTTP 200 OK response
Step 10:  The IPTV Application in turn returns the respots¢he OITF in an HTTP 200 OK response

4.1.9.5 DAE-based Fetching of Pending Notification Requests
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1. HTTP GET (List of Pending Notification Requests)

2. XCAP GET (List of Pending Notification Requests)
—

3. HTTP 200 OK (data)
ot AR IR

4. HTTP 200 OK (data)

Figure 19: DAE-based fetching of Pending Notificati  on Requests

Figure 19 shows a DAE-based call flow for fetch@ligpending user requests. Below is a brief deionpof the call
flow:

Step 1:  The OITF issues an HTTP GET request to the IPTliegon service profile to fetch all outstanding
notification requests.

Step2:  The IPTV application validates and authorizesrdwuest. Upon successful completion of the abdve, i
sends an XCAP GET request to the IPTV service lgrtdi fetch all outstanding requests.

Step 3:  The response is returned by the IPTV service lgrofian HTTP 200 OK response

Step 4. The IPTV application, in turn, returns an HTTP 2DR response to the OITF.
4.1.9.6  Sending a Notification to an OITF

Notification Services IPTV
G ASM IMAS (LIS (PR 2% Py Service
OITF Web Services) Application Profile

_:L. XCAP GET (User Prefgrence for Delivery)

2. HTTP 200 OK ()
(2 HATTRP2000K0

3.HTTP POST (<HTTP Headers>, Pending Request) 4. HTTP POST ( Operation — ormat set to IMPagierMode)
—_—

5. SIP MESGAGE (notification or URL) ¢
7. HTTP 200 OK (Message) 5. SIP_MESSAGE

«
8. HTTP 200 OK (<HTTP Headers>, <SIP Headers>, SIP MESSSAGE)
—

9. HTTP POST (<HTTP Headers>, <SIP Headers> Pending Request

Y
10. S|—>P 200 OK 11. SIP 200 OK 12. SIP 200 OK 13. HTTP 200 OK
_— =

14. Update

internal state
15. XCAP PUT (Notification Requests)
e e

16. HTTP 200 OK ()
—

Figure 20: Sending a Notification to an OITF

Figure 20 shows a Notification sent to an OITF gdMS pager mode (SIP MESSAGE).
Below is a brief description of the call flow:

Step 1-2: The IPTV Application fetches the user prefereraredilivering a notification to an end user usingAe
for that purpose.

Step 3:  The OITF has an HTTP pending request in antiaypedif an incoming MESSAGE

Step4: An IPTV Application that wants to send an IMS pagerde notification to an OITF issues an HTTP POST
request to invoke the SendMessage operation oNdtification Services AS (MMS Parlay X web services
AS). The requested message format shall be IMPaggeNdased on the user preference fetched in pieviou
steps.
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Step 5:

Step 6-7:
Step 8:
Step 9:

The Notification Services AS, issues a correspopd@lP MESSAGE to the IMS AS for delivery towards
the intended user.

The SIP MESSAGE reaches the IG via the ASM.
The messages is sent to the OITF in an HTTP 200e€3gonse.

The OITF issues an HTTP POST HTTP pending reghastncludes the SIP 200 OK response to
acknowledge the incoming notification.

Step 10-12:  The SIP 200 OK is transferred from the IG to thaifitation services AS via the ASM.

Step 13:
Step 14:

The Notification services AS sends an HTTP 200r@sponse to the IPTV application

The IPTV application updates its internal state

Step 15-16: The IPTV Application uses XCAP to update the usevise profile to reflect the outcome

4.1.9.7

Sending a Notification to a Cellular Device

Notification to a Cellular Device

Cellu'lar Notification Services IPTV IPT.V
Robie SMS-SC (SMS Parlay X Pl - Service
Device Web Service ) Profile

1. XCAP GET (User Preference for Delivery)

2. HTTP 200 OK ()

A

3. HTTP POST (SendSmsOperation)

<
<

4. SMPP ()

5. SMS
6. HTTP 200 OK

A

>

7. Update
internal state

8. XCAP PUT (Notification Requegs)

L 9. HTTP 200 OK ()

<}

Figure 21: Sending a Notification to a Cellular Dev  ice

Figure 21 shows a Natification sent to a cellulavide

Below is a brief description of the call flow:

Step 1-2:

Step 3.

Step 4:

Step 5:
Step 6:

The IPTV Application fetches the user prefereraredilivering a notification to an end user usingAP
for that purpose.

An IPTV Application that wants to send an SMS riéfion to a cellular device OITF sends an HTTP
POST request to invoke the SendSms operation o8kt Parlay X web services AS based on user
preference.

The SMS Parlay X web services AS submits the spording message to the SMS-SC using standard
procedures.

The SMS-SC delivers the SMS to the mobile viacltular network
The SMS Parlay X web services AS sends an HTTRGX0esponse to the IPTV application,
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Step 7:
Step 8-9

4.1.10

The IPTV application updates its internal state

The IPTV Application uses XCAP to update the smwice profile to reflect the outcome

Content Bookmarking

4.1.10.1 Content Bookmarking in a scheduled Content Session

Content bookmarking in a scheduled content sesseantially represents a mark in a file storedhénntetwork for the
scheduled content. As such, it is a pre-requibie the scheduled content be stored in the netfeordny bookmarking
to be available for a scheduled content. The stboadkmarking hence will be a pointer in the netwstdred scheduled

content

Figure 22

shows a call flow for a user requestingrtent bookmark to be stored within a schedutedent session.

This call flows assumes that the scheduled coigealteady stored in the network. Below is a bdiescription of the

call flow:

Step 1.

Step 2:

Step 3.
Steps 4:

Step 5:

Step 6:

Step 7:
Step 8:
Step 9-10:
Step 11:

As a perquisite it is assumed that the user hablestted a scheduled content session and is watchin
content. At some point in time, the user issuesgaiest to bookmark the content. The OITF issuddTarP
POST request to store content bookmark.

The IG validates the request then issues a SIPItdRhe network including the Content Bookmarlolnf
Package.

The ASM forwards the request to the IPTV Contrial F

The IPTV Control FE validates that the user isvald storing content bookmarks. Following that, A€V
Control FE issues a request to the bookmark IPTligation to store the information.

The bookmark IPTV Application verifies if the sefed content is stored in the network and as such
available for bookmarking.

If the scheduled content is available for bookrragkthe bookmark IPTV Application sever issues an
XCAP PUT request to the IPTV Service Profile

The IPTV Service Profile returns an HTTP 200 OKhe bookmark IPTV Application.
The bookmark IPTV Application returns a resporsthe IPTV control FE.

The IPTV control FE generates a SIP 200 OK thathes the IG via the ASM.

The IG returns the SIP 200 OK to the OITF in an IFTZ00 OK response.
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OITF has established a Scheduled Content Session

<
<

User requests
a bookmark
 —

1. HTTP POST (Info-Event TV-Bookmark, option)

2.The IPTV control
server must
determine that this
program is available
for bookmarking

3. XCAP put (TV-Bookmark other data)
-

4. 200 OK

5. HTTP 200 OK

Figure 22: Content Bookmarking in a scheduled Conte  nt Session

4.1.10.2 Content Bookmarking in a CoD Session

Figure 23 shows a call flow for a user requestingr@tent bookmark to be stored within a contend@mand session.
Below is a brief description of the call flow:

Step 1:  As a perquisite it is assumed that the user habléstied content on demand session. At some potihe,
the user issues a request to bookmark the coitéime OITF does not have information about theseff the
OITF issues an RTSP GET_PARAMETER request.

Step 2:  The response including the offset is returnechiik@SP 200 OK response.
Step 3:  The OITF issues an HTTP POST request to storesnbhbokmark.

Step4:  The IG validates the request then issues a SHDIN the network including the Content Bookmarfoln
Package.

Step 5: The ASM forwards the request to the IPTV conEE&l

Step 6:  The IPTV control FE validates that the user isvagd storing content bookmarks. Following thag tRTV
control FE issues a request to the bookmark IPTgli&ation to store the information.

Step 7:  The bookmark IPTV Application issues an XCAP PUtgjuest to the IPTV Service Profile
Step 8:  The IPTV Service Profile returns an HTTP 200 OKHe bookmark IPTV Application.
Step 9:  The bookmark IPTV Application returns a respomsthe IPTV control FE.

Step 10-11:  The IPTV Control FE generates a SIP 200 OK thathes the I1G via the ASM.

Step 12:  The IG returns the SIP 200 OK to the OITF in an IFTZ00 OK response.
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OITF has established a CoD Session

-
<

User request a
bookmark
—_—

1. RTSP GET_PARAMETER (position)

3.HTTP POST (<HTIP Headers>, <SIP Headers>, SIP INFO)

4. SIP INFO (info-gvent: Content Bookmark)

5. SIP INFO (info-event = Content Bookmark)
2o TS

6. Bookmark reqguest (Content Bookmgrk)

7. XCAP put (Content Bookmark)
—

8. HTTP 200 OK

) 9. Response ()

10. SIP 200 OK
11. SIP 200 OK

12, HTTP 200 OK (200 OK)
Pbbhiinidedhndbl vt
Figure 23: Content Bookmarking in a Content on Dema  nd Session

4.1.10.3 Content-related bookmark retrieval

Content-related retrieval allows a user to retriaN¢he bookmarks previously set against the autritem the user had
chosen for viewing. For example, the user watehsisow, and sets bookmarks on some terrific sceméizat they
may be reviewed later. Some time later, when tlee wants to review the show, the user requestsahtent for
viewing. At the same time, all the bookmarks fattbontent item are transferred from the networth&OITF, and
the user can watch from any of the bookmarked point
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IPTV
OITF IG RAC ASM IPTV CDNC/CC/ Seies
Control CDF
Profile
1. HTTP POST( HITTP Headers,

SIP Headers, SIP INVITE, SDP )

2. SIP INVITE( user ID,
content ID, $DP )

»
>

Resource reservation

2. SIP INVITE( pser
ID, content ID, SIDP )

f 3. XCAP GET( uper ID, content ID )

"t

4.200 OK ([service profile,
5. SIP INVITE( usgr bookmark list )
1D, content ID, SD

«

5. SIP INVITE( user
1D, content ID] SDP )

__ 6. SIP 200 OK( $DP)
6. SIP 200 OK( §DP)
| oo SR

7. SIP 200 OK( SI)P)
<<—.

Resource commit

8. HTTP 200 OK(SDP) 7. SIP 200 OK( SDP )

«

HTTP Pending 9. SIP INFO ( bogkmark list)
—]

9. SIP INFO ( bookmark list)

10. HTTP 200 OK| ™

I! bookmark list) |
11.200 OK

HTTP Pending o 200 OK
| P

12. Display the bookmark list and the user selects to start from one of the bookmarks

Figure 24: Content-related Bookmark Retrieval

Step 1:  The OITF sends a HTTP POST to the IG to initia@CGD session with the user ID (impu in the X-OITF-
From header), COD content ID and SDP Offer for enhtlelivery channel and content control channel.

Step 2:  The IG validates the request and sends an INVIT#adPTV Control via the ASM to set up a CoD sessi
with the user ID, COD content ID, and SDP OffereTAEM uses the services of the “Resource and
Admission Control” functional entity to perform mgce reservation.

Step 3:  The IPTV Control sends an XCAP GET to retrieveuber’s service profile and bookmark list with the
content ID and user ID retrieved from the INVITEjvest.

Step4: The IPTV Service Profile returns 200 OK to the IPTW@ntrol with the user’s service profile and bookkna
list related to the content ID for the user, anel ATV Control FE uses the user’s service profdtado
check the service rights for the requested service.

Step 5:  The IPTV Control validates the request, selectsafheropriate CDNC for the requested content, andse
the INVITE to the CDNC via the ASM. The CDNC thezlects the CC and sends the INVITE to the CC,
which selects the CDF and sends the RTSP SETURRtGDF.

Step 6:  The CDF returns an RTSP 200 OK to CC, which retar84P 200 OK to CDNC, which returns the 200 OK
to the IPTV Control via the ASM.
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Step 7:

Step 8:
Step 9:
Step 10:
Step 11:
Step 12:

The IPTV Control returns the SDP Answer in the 230to the IG via the ASM. The ASM instructs the
“Resource and Admission Control” FE to commit thearved resources.

The IG returns the SDP Answer to the OITF in an RT2D0 OK response.
The IPTV Control sends a SIP INFO to the IG via A8Mh the Bookmark list.
The IG returns the Bookmark list in an HTTP 200 @Kponse.

The IG returns 2000K to the IPTV Control via ASM.

The OITF displays the bookmark list to the used #ire user selects the bookmark from which sheegish
to start viewing the content.

4.1.10.4 Content Bookmark Update (DAE-Based)

Content Bookmark Update (e.g. for deleting a stdr@okmark) is essentially achieved through XMlwnéting of the

IPTV user Service Profile content bookmarks. [Hudes three steps; first all the content bookmarksretrieved from
the IPTV Service Profile; next the end user perfothe necessary update; and finally the updatettnbhookmark(s)
is saved in the IPTV Service Profile.

Figure 25 shows a call flow for a updating a cohterokmark. Below is a brief description of thel dlaiw:

Step 1:
Step 2:

Step 3.
Step 4:
Step 5:
Step 6:

Step 7:

Step 8:
Step 9:

The OITF sends an HTTP GET to the bookmark IPTV l&sation to retrieve the IPTV content bookmarks

The bookmark IPTV Application validates and authes the request. Upon successful completion of the
above, it sends an XCAP GET request to the IPTVWiSeiProfile to fetch the end user stored content
bookmarks.

The response is returned by the IPTV Service Rrofian HTTP 200 OK response
The bookmark IPTV Application in turn returns ttesponse to the OITF in an HTTP 200 OK response.
The user performs the necessary updates

The OITF sends an HTTP PUT to the bookmark IPTV lispgion to update the IPTV user content
bookmarks

The bookmark IPTV Application validates and authes the request. Upon successful completion of the
above, it sends an XCAP PUT request to the IPTWiBeProfile to store the updated content bookmarks

The IPTV Service Profile returns an HTTP 200 OBp@nse
The bookmark IPTV Application in turn returnsttee OITF an HTTP 200 OK response
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1. HTTP GET (Content Bookmark)

>

2. XCAP Get (Content Bookmark)
—

3. HTTP 200 OK (data)
PR

4. HTTP 200 OK (data)

5. Update XML
Page to delete
Bookmark

6. HTTP PUT (Content Bookmark)

7. XCAP PUT (Content Bookmark)
+-—
8. HTTP 200 OK ()
5

9, HTTP 200 OK ()

A

Figure 25: Content Bookmark Update

4.1.11 Personalised Channel

4.1.11.1 PCh Profile Configuration

Figure 26 depicts the call flow for configuratiofitbe Personalised Channel where the IPTV Applicatienerates the
personalised content guide at the user’s requssithan the user profile and content metadata.

The user can update the personalised content guideheir own preferences as well.
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User reqyest
’ 1. HTTP GET (UserID)
"| 2a. XCAP GET (UserID)
>
2b. 200 OK (UserProfile)
<
3. Metadata Searching/Filtering
4. Personalised Cgntent
Guide Generation
5. 200 OK (PCh information)
User request
—>
6. HTTP PUT (UserID, Modifieq
PCHmformation) >
6a. XCAP PUT (Modified
7,200 OK <Peirinformation) >
dl
l
Tteall 8. Necessary LPVR fpr DAE
~~, option
-~

Figure 26: Signaling flow of PCh Configuration

The following is a brief description of the steps:

Step 1:

Step 2:

Step 3.

Step 4:

Step 5:

Step 6:

Step 7:
Step 8:

Upon user request for creating a new PCh prdfile OITF sends an HTTP GET carrying the user |héo
IPTV Application to request configuration of the T he request is sent through the UNIS-6 reference
point.

The IPTV Application sends an XCAP GET via the NIFIreference point to the IPTV Service Profilehwit
the user ID. The IPTV Service Profile responds with00 OK including the user’s IPTV service prafile

The IPTV Application checks the user’s rights tlee PCh service and interacts with the IPTV Metadat
Control via NPI-33 to generate a personalised curgaide based upon user preference, etc., antksrea
related information, e.g. PCh ID.

The IPTV Application applies local policy or ingats with other entities to generate the persoedliz
content guide conforming to the user profile, @ser preference or watching habits.

The IPTV Application sends a 200 OK to the OITRhwthe PCh content guide containing PCh ID, setecte
content IDs and related time schedule and othata@linformation.

Upon user request to update their PCh profileXA& in the OITF sends an HTTP PUT to the IPTV
Application to update the PCh content guide. THEMRpplication stores the PCh information in the'\P
Service Profile via NPI-17 reference point.

The IPTV Application sends HTTP 200 OK back to @& F

If supported by the OITF, the DAE may be usedetoup any necessary local PVR.

4.1.11.2 PCh Service Provision

The figure below depicts the call flow for PCh seevprovision, where a single unicast session betvtbe ITF and the
network is established for multiple items providgdthe network, regardless of the content typelsg@aled content
item or content-on-demand item).
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1. HTTP POST(<HTTP
gaders>)
2. Validgte request
3a. SIP INVITE
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TOnitast SDP)
6b. SIP INVITE (SIP Headgrs, Unicast SDP)
Pc. SIP INVITE (SIP
Headers;tnicas®SDP)
7. RTSP SETU
—>
8. Content Preparati
9. 200 OK (Sesq
+—
10b. SIP 200 OK (Unicast SDP, RTSP SessionID)‘ém (Unicast
P ; sionID)
10c. SIP 200|0K (Unicast
SDP, RTSPP3essionID)
10d. SIP 200 OK (Unicast
DPRTSPSgssionID)
10e. SIP 200|OK (Unicast
lession|D)
11. HTTP 200 OK(<HTTP
caters><StPHeaders>)
12.|RTSP PLAY (RTSP SessionID)
3. RTSP PLAY
14.|Unicast PCh content delivery pPChiterTiDy™
<
> 15. PCh Cgntent Switch event
16. Sending PCh content switch control message
7. RTSP PLAY]
18.|Unicast PCh content delivery pCiTitenT oy
<
> 19. PCh Oyerlap Detected
> 20. Determfine NPVR or LPVR
21. Procedures for NPVR or LPVR

ionID)

Figure 27: Signaling flow of PCh Service Setup

The following is a brief description of the steps:

Step 1.

Step 2:

Upon user request for viewing their Personaliskdr®el, the OITF sends an HTTP POST to the IG,
carrying the required HTTP headers, the SIP heaB€k ID and unicast SDP Offer for PCh session

initiation;

The IG validates the request coming from the OITF.
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Step 3:

Step 4:

Step 5:

Step 6:

Step 7:

Step 8:

Step 9:

Step 10:

Step 11:

Step 12:

Step 13:
Step 14:
Step 15:

Step 16:

Step 17:

Step 18:

Step 19:

Step 20:

Step 21

The IG constructs the out-going SIP INVITE usihg SIP headers from the received HTTP POST, and
sends it to the IPTV Control via ASM. The requesiudes the PCh ID and corresponding unicast SDP
offer.

The IPTV Control validates the request.

The IPTV Control retrieves the related PCh infation (e.g. list of content to be played with thee
schedule of each item) from the IPTV Application.

The IPTV Control terminates the incoming SIP IN¥I'&nd constructs the corresponding SIP INVITE as a
SIP B2BUA. The out-going SIP INVITE contains thentent ID (e.g. BC Channel ID or COD content ID)
to be played inside the PChld. Finally, the IPTVh€ol sends it to the CC via the ASM and the CDNC.

The CC sends the RTSP SETUP towards the apprefeaF for the upcoming PCh item.

The CDF prepares the delivery of the indicated Ré&h. If the requested PCh item is BC Programtaed
CDF doesn't cache the content, the CDF may fetetctimtent, e.g., join the associated multicastgrou

Following that, the CDF returns an RTSP 200 Okhe CC, carrying the RTSP session ID established
between CC and CDF.

The SIP 200 OK is sent from the CC to the ITFthim CDNC, IPTV Control and ASM. The response
includes the SDP answer for the PCh session ioitiaT he response also includes the RTSP session ID
generated by the CC, for the RTSP session estallisetween the OITF and CC.

The IG returns a HTTP 200 OK to the OITF, carryihg unicast SDP answer and RTSP session ID.

The OITF issues a RTSP PLAY to the CC for the enntontrol of PCh. The request includes the reckiv
session ID.

The CC sends the RTSP PLAY to the CDF upon regetf RTSP PLAY from OITF.
The content is delivered from the CDF to the Oftfifough a unicast delivery channel.

When the time comes for a PCh content switch,d=termined by the IPTV Application, IPTV Contrel i
informed of such event.

The IPTV Control initiates a unicast session modtfon procedure for content switch control messan
the ASM, CDNC and CC, to request that the CDF switcthe new content using the next content ID.(e.g
BC Channel ID or CoD Content ID) and related patanse e.g. the switch time.

After the session is modified, the CC sends a RPBRY to the CDF to begin delivery of the next PCh
content.

The new content is delivered to the OITF usings&me content delivery channel which was estatdighe
the PCh session initiation phase.

NOTE: No RTSP PAUSE is needed during the periodnvthe PCh content switch is being enforced.
Delivery of on-going PCh content will not be stodpentil the RTSP PLAY in step 17 is successfully
accepted by the CDF, after which the CDF replaseoh-going PCh content with the upcoming PCh
content and continues the delivery.

When there is overlap between the current comtedtthe upcoming one, e.g. detected by the IPTV
Application, the IPTV Control is informed of suchest.

NOTE: Overlap handling is for further study. Thetirod described here is provided as an examplaef o
possible way to perform overlap handling.

The IPTV Application determines the location of fAVR (Local PVR or nPVR) to be used for recording
the overlapped contents.

The IPTV Applications triggers the initiation dfet procedure to start an nPVR or a Local PVR, based
the user’s choice, or SP policy, or ITF capability.

Note that in the case of scheduled content, tteetieel possibility that an end of program cue siggambedded in the
content. Generally this is use for advertisingyéeer, it can also be used to detect the end afrpros that run long or
short of their scheduled time (for instance, awafttsvs or sporting events).

Copyright 2010 © Open IPTV Forum e.V.



Page 51 (85)

4.1.12 Local PVR

4.1.12.1 Local Request for Service Provider Controlled Local PVR Recording

Based on the EPG, the user decides to set-uptbedirg of a program (immediate or scheduled). fBwerding is
performed on Local Storage, under the control efl[ENTV Service Provider.

It is also possible to achieve this procedure thhoai DAE application interacting with an IPTV Apgation directly,
but this is not described in this subsection.

Figure 28 shows a call flow for a local PVR recaglsession.

Resource Authentication IPTV .
OITF IG TPF ‘ Admission ‘ and Session Control ‘ MCe(;?l(tjre(;tIa ‘ ‘ 'PTgrgglreV'C““ ‘
Control Management (PVR)
The user selects the content to

record based on EPG

——0.- HTTP Pending IG(IPVR)—jm-

1. HTTP POST .
_(PVR Service Capture Request)> 2. SIP: MESSAGE

\/

(PVR Service Capture Request)
3. Service Profile Request————
-«f—— 4. Service Profile Response—————

5. Validate request, according PVR User
Profile Settings

~ff————— 6. 200 OK (PVR Service Capture
7. HTTP 200 OK _
PVR Service Capture Response)

3 )

™

-l 8. SIP: MESSAGE
il (Record Request)

———9. 2000k

10.- Pending IG (}——»

10. 200 OK (Record

11- Servioe Profie Updat

A J

- - 12. PVR-Profile
Time to Order Recording of a Status Update to “Order captured”
Program on a Channel

~
B

| 13. SCHEDULED CONTENT SESSION SET-UP |

15. [PVR] OITF

Starts recording

16 [PVR] OITF
Finishes recording

| 17. SCHEDULED CONTENT SESSION TEAR-DOWN |

14. Join channel (F—————»

-
N

18. Metadata Update—im

19. PVR-Profile »
Status Update to “Program Recorded”

Figure 28: Call flow for a local PVR recording sess  ion
The following is a brief description of the stepghe flow:

The user, based on information provided by the EBR®@ers the recording of an available scheduledectritem
scheduled for future multicast delivery.

Note: Immediate recording is analogous to scheduledrdaug with the timer set to 0.

Step 1:  The OITF makes a request to the I1G to capturgdntcular Scheduled content item selected by Hee.u
During this step, the OITF gives appropriate patanseto the 1G to identify the Request Type as
“SetUpRecordingOrder”, the BCService Id, the Progih and relevant timing information as
ProgramStartTime, ProgramDuration, etc. The OIIEB andicates the TargetDevicelD. The
TargetDevicelD identifies the OITF on behalf of winthe request is made. The request shall inclwste al
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the storage recording mode (local) and if it ische®luled Recording (“SR” as used in this exampid, raot
an immediate recording request, “IR”).

Note: The Request Type can be of several types: setrepoading order, cancel a recording order, dedatecorded

Step 2:

Step 3:

Step 4:
Step 5:

Step 6:
Step 7:
Step 8:

Step 9:

Step 10:

Step 11:

Step 12:

Step 13:

Step 14:
Step 15:
Step 16:
Step 17:

Step 18:
Step 19:

content, edit a recording order, and view a recgydirder.

The IG transforms the HTTP POST request from &taypio a SIP MESSAGE request with appropriate
parameters defined by step 1, and sends it taXh¥ IControl via the ASM in the IMS core network.€T'h
IPTV Control receives the request, acting as a Tratimg SIP UA.

The IPTV Control queries the IPTV Service ProFIE to retrieve the IPTV Service and User Profites,
fetch the user related PVR settings.

The IPTV Service Profile FE returns the IPTV UBeofile to the IPTV Control.

The IPTV Control verifies that the user is sulised to the service. The IPTV Control verifies tthere is
no active Capture Order for the same Program. PA&/{Control verifies that the user is allowed to e a
Scheduled Recording order in the Local mode. Wherdcal mode is initiated, the IPTV Control vezi
the recording capabilities of the target local PafRl its settings (spare limits in time and volume).

Then, the IPTV Control confirms the Capture Retjte¢he IG via the ASM.
The IG transforms the SIP 200 OK into HTTP 200 & sends it to OITF.

The IPTV Control sends a SIP MESSAGE to the IGth@ASM with BC Service Id, the Program Id, and
relevant timing information as ProgramStartTimegdgPamDuration, etc.

A HTTP 200 OK in sent to the OITF in responsehim HTTP Pending IG Request.

A new HTTP Pending IG request is sent by the QMR a SIP 200 OK response in the HTTP message
body. The IG sends the SIP 200 OK, in responskdadceived SIP MESSAGE, to the IPTV Control via
the ASM.

Upon reception of the confirmation response, BHEM Control updates the IPTV User Profile status fo
PVR to “Order Captured”, meaning that the ordgraading execution.

The IPTV Service Profile FE updates the PVR St&tag to “Order_Captured” together with relatedinf
Program and BCServiceld.

The OITF starts a counting down timer up to thpeeted time the program is scheduled to starthéstart
time of the scheduled program, the OITF sets ughaduled content session.

The OITF joins the multicast channel.
The OITF starts recording when it receives théd®.
When the program is over, the OITF stops the dingr

When the recording finishes, the OITF leaves thenoel and tears down the scheduled content session
Within this tear down process, the OITF reportskitache IPTV Control the result of the recording,
together with the “spare_limit_in_volume” and “spalimit_in_time” values for the specific user (the
UserlD is also provided).

The IPTV Control updates the metadata recordsifapéar PVR.

The IPTV Control updates the IPTV User Profile PSftus Flag to “ProgramRecorded”, together related
info: Program ID and BCld.

At this point, since the content is stored in tH& ) no further interaction is necessary between@fiT F and other
network entities to either access or play the medicontent

4.1.12.2 Remote Request for Service Provider Controlled Local PVR Recording

Remote requests for recording allow an authorizent to perform PVR requests from an OITF diffetéian the one
used for recording.
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Figure 29 shows a call flow for a remote requesgftocal PVR recording session.

Resource Authentication IPTV
OITF2 TPF g uthenticatio IPTV Control Metadata ;
OITF (LPVR) IG Admission and Session (PVR) el Service
Control Management Profile
The user selects the content to record based on EPG.
OITF knows OITF 2 can be used for L-PVR e.g. Get the
OITF 2 presence status
0.-HTTP
“Pending IG(”
L 1.HTTP POST
(PVR Service Capture Request)> 2. S]P: MESSAGE >
(PVR Service Capture Request) 3. Service Profile Request————Ji»|
ff—— 4. Service Profile Response————
5. Validate request, according PVR User
Profile Settings.
Validate that User 1 can record on behalf
of User 2.
-———F—6.
e 7 HTTP 200 OK | 6. 200 OK (PVR Service Capture
(PVR Service Capture Response)
. 8. SIP: MESSAGE
- (Record Request)
9. 200 OK(y—+
10.-HTTP
“PendinglG(™"

11. 200 OK (Record

Y

12. Service Profile Update——————fm

Timer UP "
13. PVR-Profile
Status Update to “Order captured”
Time to Order Recording of a
Program on a Channel

& 0

| 14 SCHEDULED CONTENT SESSION SET-UP |

15. Join channel (}——

16. [PVR] OITF

Starts recording

17. [PVR] OITF
Finishes recording

| 18. SCHEDULED CONTENT SESSION TEAR-DOWN |

19. Metadata Update—Jm|

20. PVR-Profile
Status Update to “Program Recorded” >

Figure 29: Call flow for a remote request foraloc  al PVR recording session

The following is a brief description of the stepshe flow:

The user, based on information provided by the E®®@ers the recording of an available scheduledectmprogram
scheduled for future multicast delivery on OITF 2.

Step 1:  The OITF makes a request to the I1G to capturgdnicular scheduled content item selected by see.u
During this step, the OITF gives appropriate patanseto the IG to identify the Request Type as
“SetUpRecordingOrder”, the BCService Id, the Pragh and relevant timing information such as
ProgramStartTime, ProgramDuration, etc. The OIIEB andicates the TargetDevicelD. The
TargetDevicelD identifies the Local PVR (OITF) oehalf of whom the request is made, in this case
OITF2. The request shall include also the storagending mode (local) and if it is a Scheduled Reéitg
(“SR”, as in this example, and not an immediat@reing request, “IR").

Step 2:  The IG transforms the HTTP POST request from &tapio a SIP MESSAGE with appropriate parameters
defined by step 1, and sends it to the IPTV Contiamkhe ASM in the IMS core network. The IPTV Cant
receives the request, acting as Terminating SIP UA.

Step 3:  The IPTV-Control queries the IPTV Service Profile to retrieve the IPTV User Profile of User 2ptatain
the user-related PVR settings.

Step4: The IPTV Service Profile FE returns the IPTV UBeofile to the IPTV Control.

Step 5:  The IPTV Control verifies that User 2 is subscdlte the service. The IPTV Control verifies thagris no
active Capture Order for the same Program. The IB®¥trol verifies that the user is allowed to getu
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Step 6:
Step 7:
Step 8:

Step 9:

Step 10:
Step 11:
Step 12

Step 13:

Step 14:

Step 15:
Step 16:
Step 17:
Step 18:

Step 19:
Step 20:

Scheduled Recording order in the Local mode. Wherldcal mode is initiated, the IPTV Control ves#i
the recording capabilities of the target local PARI its settings (spare limits in time and volunidje
IPTV Control verifies that User 1 can record ondébf User 2.

Then, the IPTV Control confirms the Capture Regjte¢he I1G via the ASM.
The IG transforms the SIP 200 OK into an HTTP @00and sends it to the OITF.

The IPTV Control sends a SIP MESSAGE to the sananother IG via the ASM, with the TargetDevicelD,
BC Service Id, the Program Id, and relevant timirfgrmation such as ProgramStartTime,
ProgramDuration, etc .And also indicates the InitbelD. The InitDevicelD identifies the OITF who
initiates the Service capture request, in this €i3é¢- This message includes the storage requirestieriie
checked by OITF 2.

A HTTP 200 OK in sent in response to the HTTP RendlG request.
A new HTTP Pending IG is sent by OITF 2 with a 80® OK response in the HTTP message body.
The IG sends the SIP 200 OK to the IPTV Contralthie ASM

Upon reception of a confirmation response, theMEbntrol updates the IPTV User Profile status eelJ2
for PVR to “Order Captured”, meaning that the ordguending execution.

The IPTV Service Profile FE updates PVR Statug Fte‘Order_Captured” together with related info:
Program and BCServiceld.

OITF 2 starts a counting down timer up to the expe time the program is scheduled to start. Asthe of
the time of the scheduled program, OITF 2 sets sghaduled content session.

OITF2 joins the multicast channel.
OITF 2 starts recording when it receives the ¢l
When the program is over, OITF 2 stops the reoordi

When the recording finishes, OITF 2 leaves thennkhand tears down the scheduled content session.
Within this tear down procedure, OITF 2 reportskocthe IPTV Control the result of the recording,
together the “spare_limit_in_volume” and “spare ifinm_time” values for the specific user (the Ugeris
also provided).

The IPTV Control updates the metadata recordsifapéar the PVR.

The IPTV Service Profile FE updates the PVR St&tag to “ProgramRecorded”, together with the edat
info: Program ID and BCld.

Note that if the OITF is using a DAE applicationtétk to the IPTV Application, then steps 8 throigyban be replaced
by a HTTP 200 OK sent in response to a HTTP Pend@ngquest from the OITF.

4.1.13 Network PVR (nPVR) (managed model)

4.1.13.1 OITF-initiated nPVR Recording — Synchronous Method

Based on the EPG, the user decides to set-uptbedirg of a program (immediate or scheduled). fBwerding is
performed on Network Storage, under the contreheflPTV Service Provider.

Figure 30 shows a call flow for the synchronoushudtof setting up a nPVR recording session.
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Ch Resource Authentication IPTV. IPTV
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Figure 30: Call flow for network PVR recording sess  ion - Synchronous

The following is a brief description of the stepshe flow:

Step O:

Step 1.

Step 2:

Step 3.
Steps 4-5:

Step 6:

The user, based on information provided by the Fd?@ers the recording of an available Program
scheduled for multicast delivery in the future. |edvate recording is analogous to scheduled reogrdin
with the timer set to O.

The OITF makes a request to the IG to captur@éntcular Scheduled Content item selected by Hee.u
During this step, the OITF gives appropriate patanseto the 1G to identify the Request Type as
“SetUpRecordingOrder”, the BCService Id, the Pragh and relevant timing information such as
ProgramStartTime, ProgramDuration, etc. The reggles! include also the storage recording mode
(“network”, in this example). The Request Type barof several types: set up recording order, caamcel
recording order, or delete a recorded content.

The IG transforms the HTTP POST request from &taypio a SIP MESSAGE request with appropriate
parameters defined by step 1 and sends it to thé ikShe IMS core network.

The IPTV Control receives the request, actingasninating SIP UA.

The IPTV Control queries the IPTV Service ProFlE to retrieve the IPTV User Profile, to obtain tiser
related PVR settings.

The IPTV Control verifies that the user is sulised to the service. The IPTV Control verifies ttrere is
no active Capture Order for the same Program feruber. The IPTV Control verifies that the newrite
be recorded does not exceed the user’s storage.giw IPTV Control verifies that the signalled riage
mode is according the User settings. Optionaligdda on Service Provider determined criteria, Bié/
Control could override the PVR Storage mode siguially the OITF.
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Step 7:

Step 7a:

Step 8:

Step 9:
Step 10:
Step 11:

The IPTV Control confirms the Capture Request®®ITF via the ASM and the 1G, and starts timing
management procedures, that would include a tilm@rdounts down to the expected time the program is
scheduled to start.

The IPTV Control issues a SIP MESSAGE with the oase of NPVR request (Order Captured) to the
OITF via ASM and IG.

The IPTV Control updates the IPTV User Profilewssafor PVR to “Order Captured”, meaning that a
recording order is pending execution.

The IPTV Service Profile FE updates PVR Statug Ete'‘Order_Captured”.
The IPTV Control answers back to the user with @ @& response.

At the start of the time of the scheduled progamwhen the timer to order the recording of a Paagon a
channel expires), the IPTV Control issues an Orfdecord_Request, of type “Start”, to the selectedt@ut
Delivery Network Function. The request includesdpgropriate parameters such as BCServicelD,
ProgramiD, etc.

Note: Upon reception of more than one request for #mesnetwork PVR recording session (BCSevicelD, Rmng

Step 12:
Step 13:
Step 14:
Step 15:
Step 16:
Step 17:
Step 18:
Step 19:
Step 20:
Step 21

ID), the IPTV Control, based on local policy, mague only one Order_Record_Request of type “Stiart”.
this case, the CRID will be updated for each ofrdmuestor’s service profile and metadata.

The CDNC assigns the CC function that will harttile INVITE for nPVR.

The CDN selects a CDF with PVR capabilities.

The CC sends an RTSP ANNOUNCE to deliver reletramisport parameters: IP Multicast for the channel.
The CDF answers back with an RTSP 200 OK.

The set up of the RTSP session is performed amIT&P Session ID is established.

The CDF joins the Multicast Channel.

The CDF answers back with a RTSP 200 OK.

The CDF send an order record command against TisPPRSession Id.

The CDF with PVR Recording capabilities startsréneording.

The confirmation of the recording is sent backl|uding the Content Reference Identifier (CRID)azsated
with the content being recorded.

Step 22-23:  The message, including the CRID, is sent backeéddDNC and then to the IPTV Control, via the ASM.

Step 24:

Step 25:
Step 26:
Step 27:
Step 28:
Step 29:

Step 30:
Step 31:
Step 32:

The IPTV Control updates the metadata recordsifspéar PVR. One parameter is the new Content
Reference Identifier assigned to the new conter@oB session establishment to start streamingdhtent
could optionally be possible at this point.

The Metadata Control acknowledges with a 200 OK.

The IPTV Control updates the IPTV User ProfildRTV Service Profile FE.
The PVR Status in the IPTV User Profile is set@oder_Recording”.

The IPTV Service Profile FE acknowledges with 8 ZIK.

When the recording finishes, and before the Cakds the channel, the CDF reports back to the IPTV
Control the result of the recording (it includesrgominimum information like CRID and result code,).

The RTSP ANNOUNCE is sent to the CC.
The CC updates the information before sending the CDNC in a SIP UPDATE message.

The SIP UPDATE message is progressed to the IPGirGl FE, which uses the Session ID to verify the
pending ACK for the recording order.
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Step 33:  The IPTV Control acknowledges the UPDATE message.

Step 34-35: The acknowledgement is sent to the CDNC, and ¢imém the CC.

Step 36: The CC sends an acknowledgement of the RTSP ANNCE/t the CDF.
Step 37:  The SIP session is terminated.

Step 38: The SIP BYE is progressed to the CC.

Step 39:  In the CC, the RTSP session is torn down.

Step 40:  The CDF leaves the channel.

Step 41:  The IPTV Control updates the metadata records fpéai PVR.

Step 42:  The IPTV User Profile FE updates the PVR Statag Fb “ProgramRecorded” together with the related
info: ProgramID and BCServicelD.

Step 43  The PVR Status in the IPTV User Profile is set‘@rder_Recorded”. At this point, in order to pldne
recorded content, a Content-on-Demand sessiorpse¢eds to be initiated by the OITF.
4.1.13.2 OITF-initiated nPVR Recording — Asynchronous Method

Based on the EPG, the user decides to set-uptbedieg of a program (immediate or scheduled). fBoarding is
performed in the CDN, under the control of the IP$&tvice Provider.

Figure B.X.2 shows a call flow for the asynchronmethod of setting up a nPVR recording session.

Cll? Re=oice Authentication PTV PTV
G TPF Admission jnd Session Control Metadata Service CDNC cc CDF
Control BRI [PVR] Control Profile
The user selects the content to
record based on EPG

1.- HTTP POST 2.- SIP: MESSAGE 3- SIP: MESSAGE (N-PVR
(N-PVR Service Capture Request)™ (N-PVR Service Capture Request) Service Capture Request) 4. Service Profile Requ

~«————5.- Service Profile Response————————

[ 6a- Validate request, according to PVR User Profile Settings |

[ 6b.- Register Recording Order information and context |

7.- SIP: MESSAGE
& (Record Reques!)

8- SIP: MESSAGE B SIP:MESSAGE
(Record Request) bl (Record Request)
- 10.- SIP: 200 OK 9. SIP: 200 0K
- (Order Confirmed) & Order Confimed)
11- SIP: 200 0K
(Order Confimed) ™
11-b.- Update Recourding Order information and context ]
(RTSP Recording signalling flows are the same as in the
12- Service Profile Update—————Ji e method)
13.- PVR-Profile
Status Update to “Order captured” 17- Recording Starts:
RTSP Announce/Setup/Record
16.- HTTP 200 OK ' 15 SIP: 200 OK < 14- Profile
(Record Order Confirmed) il (Order Confirmed) -~ v
- 17b.- SIP: MESSAGE, . 173~ SIP: Message
- (Recording Satrted) W (Recording Satrted )
17c- SIP: MESSAGE.
(Recording Satrted)
[ 176-- Update Recording Order information and context |
176.- SIP: 200 OK,
- —
171.- $IP:200 Ok —17g.- SIP: 200 Ok~
18- Recording Ends
RTSP Announce / Teardown
- 20.- SIP: MESSAGE . 19 SIP: Message
- (Recording Ready) ~%¥(Recording Ready )
21 SIP: MESSAGE.
(Recording Reacy) 7
[ 21bis-- Update Recording Order information and context |
22 SIP: 200 OK
-

1.- SIP:200 Ok jg——23.- SIP: 200 OK—-
€—24.- Metadata Update—»

25.- PVR-Profile
- Status Update to “Program Recorded” »

26 - Natification of Profile Update with recording ready information ‘

Figure 31: Call flow for Network PVR recording — As  ynchronous

The following is a brief description of the stepshe flow:
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Step 0:  The user, based on information provided by the E#t@ers the recording of an available Program dicleel
for future multicast delivery. Immediate recordisganalogous to scheduled recording, with the tisegito O.

Step 1:  The OITF makes a request to the IG to captur@éngcular Scheduled Content item selected by #ee.u
During this step, the OITF provides appropriateap@eters to the IG to identify the Request Type as
“SetUpRecordingOrder”, the BCService Id, the Pragh and relevant timing information such as
ProgramStartTime, ProgramEndTime, ProgramDuragam,

Note: The Request Type can be of several types: setagrding order, cancel a recording order, deletcarded
content.

Step 2:  The IG transforms the HTTP POST request from &tapio a SIP MESSAGE with appropriate parameters
defined by step 1 and sends it to the ASM in th& lddre network.

Step 3:  The IPTV Control receives the request, acting @siinating SIP UA.

Step 4-5: The IPTV Control queries the IPTV Service ProHlE to retrieve the IPTV Service and User Profites]
to obtain the user-related PVR settings.

Step 6a:  The IPTV Control verifies that the user is suldsed to the service. The IPTV Control verifies tthagre is
no active Capture Order for the same Program. Ph&/IControl verifies that the user is allowed tb e a
Scheduled Recording order in the “Network” mode hasd enough storage space in the quota allocated to
his subscription.

Step 6b:  The IPTV Control creates a context for the ordet gegisters relevant information to keep trackheforder
status.

Step7:  The IPTV Control sends a SIP MESSAGE to the ASkhwhie BCServicelD, the ProgramlID, and relevant
timing information such as the ProgramStartTimegPamDuration, etc.

Step 8:  The SIP MESSAGE is progressed to the CDNC, andl tin¢he appropriate CC.
Step 9-11a:  The CC confirms the recording order with a SIP 20Q
Step 11b: The IPTV Control updates the context of the omtet registers the order status information.

Step 12:  Upon reception of confirmation response, the IRJantrol updates the IPTV User Profile status folRPid
“Order Captured”, meaning that the order is pendirgcution.

Step 13-14:  The IPTV User Profiles updates PVR Status Fldtpiaer Captured” together the related info,
ProgramID and BCServicelD, and confirms that update IPTV Control.

Step 15-16:  The IPTV Control confirms the Capture Requesh®®ITF via the ASM and the IG.

The Recording Process between the CC and the CIDE Eame as in the synchronous method (see steps3b
regarding RTSP and IGMP in Section B.X.1).

Step 17a-g:  When the recording starts, the CC informs the IRJohtrol of that event using a SIP MESSAGE. The
IPTV Control acknowledges the message with a 200 OK

Step 18-23:  When the recording is completed, the CC sends MHABSAGE to the IPTV Control. The IPTV
Control acknowledges with a SIP 200 OK, after ujppdgthe context of the order and registering thdeor
status information.

Step 24:  The IPTV Control updates the metadata recordsifspéar PVR.

Step 25:  The IPTV User Profile FE updates the PVR Statag Fb “ProgramRecorded” together related info:
ProgramID and BCServicelD.

Step 26  When the user profile is updated, a notificati®sent to the OITF.

4.1.13.3 Remote request from a non-OITF device for a PVR Recording

For the scheduling of network recordings, the sataps 1 through 9 for order capture as defineceotién 4.1.12.1,
“Local Request for Service Provider Controlled Llode®¥R Recording” applies. Recording Control by tR&V
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Control will follow steps 7 through 21 as descrilbe®ection 4.1.12.2, “Remote Request for Serviavider

Controlled Local PVR Recording”.
4.1.14 Personalised Channel

4.1.14.1 OITF-Centric Personalised Channel
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IPTV Other
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IPTV
service
Profile

Metadata
Control

Personalised Channel Setup

HTTP Request for Content Guide

0. Content guide
retrieval

HTTP Response (Content Guide as XML data)

1. HTTP request
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, (s erd|d) ettt e et piFoacs s i i

4. HTTP Response (User Preference)

-

2. Request User preference
»

43. Response User preference

Rl

5. Generating personalised
Content Guide based on user
preference

6. Decide the location of PVR for

overlapped contents based on the

capability or policy( ex, status of
storage or network bandwidth)

7.1.1 HTTP Pending,
IG

7.1.2 HTTP POST
(LPVR Service Capture Riguest)

7.1.3 SIP :MESSAGE
((LPVR Service Capture Request)
Pesreresesserrrrsaeeaen PO

7.1.5 HTTP 200 OK 7.1.4. SIP:200 OK
S . Iaasiasamaoisaerianooriiion

i.1.6 SIP:MESSAGE
7.1.7. HTTP 200 OK (Record Request)

(Record Request)

7.1.8 LPVR Recording|

7.2.1 HTTP POST
((NPVR Service Capture Request)

_— >
7.2.2 SIP : MESSAGE
((NPVR Service Capture Request)

e
7.2.3 nPVR
Recording

7.2.4. SIP:200 OK
(Capture Request
Confirmed, nPVR

7.2.5. HTTP 200
OK
(Capture Request
Confirmed, nPVR
address)

8. Update the Pch Content Guide with
changed content access information

Viewing Personalised Channel

9. View |
Pch

c. Play Content
form LPVR

d. Play Content
from other Home
\__ LNetwork Devices
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The fo

Figure 32: OITF-Centric Personalised Channel

llowing is a brief description of the steps:

Step 0:  The OITF obtains the basic Content Guide as desdrirom Service Provider.

Step 1:  The OITF sends an HTTP GET carrying the user IbnéolPTV Application to request user preferenae fo
configuration of the PCh. The request is sent thhailhe UNIS-6 reference point.

Step2:  The IPTV Application sends an XCAP GET via the NFIreference point to the IPTV Service Profilehwit
the user ID.

Step 3:  The IPTV Service Profile responds with a 200 OBluding the user’s IPTV service profile.

Step 4. The IPTV Application response to OITF with usdPgV service profile.

Step 5:  The OITF generates the content guide for a PelisedaChannel based on the user’s preferenceswing
habits which is stored inside of the OITF or wakveeed from Service Provider at step 4.

Step 6:  The OITF detects overlapping content items anddésaon the location (LPVR or nPVR) for recordihg t
overlapped contents based on the status of storagetwork bandwidth for transferring overlappedtent
items at the same time.

Step 7:  If the OITF decides at Step 6 to record using BNR, then Steps 7.1.1 — 7.1.8 will be performedhdf
OITF decides at Step 6 to record at an nPVR, thepsSr.2.1 — 7.2.5 will be followed.

Step 7.1:

Step 7.1.1: The OITF sends HTTP pending message to |G fordéng request message from IPTV control FE.

Step 7.1.2: The OITF sends a LPVR Service Capture Requestageds the |G to capture the overlapped
content item at LPVR.

Step 7.1.3: The IG transforms the HTTP POST request from gt&® into a SIP MESSAGE with appropriate
parameters defined by step 7.1.2 and sends iettPfhV Control FE.

Step 7.1.4:The IPTV Control IPTV Control confirms the CaptiRequest to the IG via the ASM.
Step 7.1.5:The IG transforms the SIP 200 OK into HTTP 200 Oid aends it to OITF.

Step 7.1.6: The IPTV Control sends a SIP MESSAGE to the IGtheiaASM with BC Service Id, the Program
Id, and relevant timing information as ProgramStane, ProgramDuration, etc.

Step 7.1.7:AHTTP 200 OK in sent to the OITF in responseh® HTTP Pending IG Request
Step 7.1.8: When the time is up, LPVR Scheduled Recordingised

Step 7.2:

Step 8:
Step 9:

Step 7.2.1: The OITF makes a request to the IG to capturequdatt content item at nPVR selected by the user

Step 7.2.2: The IG transforms the HTTP POST request from gt@gl into a SIP MESSAGE with appropriate
parameters defined by step 7-2-1 and sends iettRthV Control

Step 7.2.3: The overlapped content items are recorded at ®RnP

Step 7.2.4: After finishing to record the overlapped conteaahis at an nPVR, Service Provider send recording
information to OITF. The IPTV Control sends CaptRequest Confirm SIP 200 OK message
including the address of nPVR which contain theteohitem to IG.

Step 7.2.5: The IG sends Capture Request Confirm HTTP 200 @Ksage including the address of nPVR
which store the content item to OITF

The OITF updates the Personalised content guittetine recording information of overlapped confiesrn.

The OITF sets up the proper session for contdivtetyg or plays the content locally. Dependingtba
content item in the personalised content guideapipropriate session is set up, the content ispi@ted
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and the session finally torn down. This step wélgerformed repeatedly for each content item in the
personalised Content Guide. One of the steps asulgbe performed.

a. For broadcast content, a multicast sessiort igpsand torn down.

b. For content from an nPVR or a CoD item, a uriisassion is setup and torn down.

c. The content items from an LPVR is played withoettwork intervention.

d. The content items from a home network devigaaged without network intervention.

Note that Steps 6~8 can be occurred whenever aowerap among content items is detected.
4.1.15 Notification Service

4.1.15.1 Emergency Notification service

Emergency notification is a type of notificationoaib critical events, which the network initiateslasends to the OITF.
Emergency notifications are discovered and obtawigitbut user intervention.

Figure 33 shows the call flow for retrieving emargg notification.

IPTV SP Transport Notification

OITF MCDF

Discovery Processing Services

1. Discover the access of
emergency notification service

2. IGMP JOIN

[
>

43. Emergency Message

4. Emergency Message

5. Emergency Message

Figure 33: Retrieving Emergency notifications

The following is a brief description of the stepghe flow:

Step 1:  The OITF discovers the access information (i.etquol and IP addresses) of the emergency noiificat
service. This is done in the SP discovery flow.

Note: The discovery typically occurs during the powprprocedure.

Step 2:  The OITF joins the multicast channel of the emaagenotification service using an IGMP JOIN. Thas i
done by the terminal directly after the SP discg\w, without user interaction.

Step 3:  When necessary, the natification service genemiemmergency message and sends it to the Multicast
Content Delivery Function. The emergency messagk abintain the reason for notification and the
notification content. The generation of emergenatification message may be triggered by anotheatyent

Step 4. The Multicast Content Delivery Function (MCDF) derthe notification message to the Transport
Processing Function.

The Multicast Content Delivery Function delivers thotification to the specific notification multstagroup which may
be pre-configured on the Multicast Content DelivEonction.

Step 5: The OITF receives the emergency notification mgssad processes it properly.

4.1.15.2 Network Generated Notification Service

Network generated naotifications can be providedheynetwork to the user about events related theduled content
service, i.e. the notification service should dpéyconsumed together with the related schedulebservice. To
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allow the independent purchase of such notificatitie notification service is described as a st¢paervice from the
related scheduled content. In this case, an exterisithe scheduled content service mechanismuyghrthe inclusion
of a “Network Generated Notification” indicator,used to identify such a notification service.

A network-generated notification message is a madtlia message consisting of text, picture and/dioavideo clips.
Multicast delivery is used for delivering such neti#generated notifications to multiple users atsame time.

To access to the scheduled content as well aglhted notification service in one procedure, ttteedluled content
session initialization procedure is extended, asvshin Figure 34.

1. Serwce discovery procedures as defined in 6.2.2

2. HTTP POST

3. INVITE (BC_sgrvice_ID,
Notification_seryice_ID)

| 4. Resource Reservation Phase |

5. INVITE
6. 200 OK i
—_
7. Resource Admit Phase |
9. HTTP 200 OK 8. 200 OK
10. IGMP JOIN For both scheduled
content and related notification service
11. Media data|for Scheduled Content
< 12. Notification message

13. Notification megsage
14. Notification message

Figure 34: Procedure for network-generated Notifica  tions

The following is a brief description of the steps:
Step 1:  The OITF discovers the scheduled content sereilegéad notifications via the service discovery pahare.

Step2:  The OITF sends an HTTP POST message to the IGsdaiwicelD for the Scheduled Content and the rdlate
notification service are both included in the SDP.

Step 3:  The IG issues a SIP INVITE message.

Step 4. The ASM uses the services of the RAC to perforsouece reservation for both the Scheduled Contaaht a
the related Notification service.

Step 5: The ASM proxies the SIP INVITE message to the IRJohtrol FE.

Step 6:  The IPTV Control verifies that the user is suldsed to the scheduled content as well as the related
notification service, and acknowledges the sessiuap request with a 200 OK.

Step 7:  The ASM instructs the RACS to commit the resemasburce.
Step 8:  The ASM proxies the 200 OK to the IG.
Step 9:  The IG returns to the OITF an HTTP 200 OK.

Step 10:  The OITF issues an IGMP JOIN to join the multiogtups for each of the scheduled content and the
related notification service.

Step 11:  The OITF receives the media for the scheduledestiint

Step 12-13: At some point in time, the IPTV Application seralgotification message to the Transport Processing
Function via the MCDF;

Step 14:  The OITF receives the notification message reltdate scheduled content.Session Transfer

Copyright 2010 © Open IPTV Forum e.V.



Page 63 (85)

4.1.15.3 Example — Push Mode

Figure 35 shows the overall high-level call flow osession transfer in push mode. Below is higalldescription for
the main steps in the call flow:

Step 1:

Step 2:

Step 3:

Step 4.

Step 5:
Step 6:

The transferor OITF1 is watching a CoD session,FOlTwants to transfer the session to another delate
belongs to the same subscription. OITF1 perfortdgaliscovery to obtains a list of all potential dms.

OITF1 selects the device OITF2 to be the transfditghen issues a transfer request to OITF2. QITF
accepts the incoming request and returns the resgorOITF1.

OITF2 then initiates a new session to handlerduasferred session.

IG receives the request, performs the necessapepsing in case OITF1 and OITF2 are behind thesam
household putting the media on hold at both enulis raleasing unwanted resources. The IG then falsvar
the request to the IPTV Control FE.

IPTV Control FE releases the session associatddiTF1

Once OITF2 completes the session setup to hahelgansferred session, it reports the outcomdi¢-Q
and, in case of a successful session setup, stavigg the content from the bookmark.

High-Level Solution - Push Model (terminal Centric)

P

1.Transferor OITF1 requests a list of all OITFs and other devices under the same IPTV subscription

2. OITF1 selects OITF2 and issues a Transfer Request to
transferee OITF2. OITF2 accepts the transfer

3. OITF2 initiates a
session request to
handle the transfer

4. 1G detects selected session belong to a device
in household, it puts media on hold at both ends,
release unneeded resources, then forwards the
request to the IPTV Control FE

5. The old session in OITF1 is released

6. OITF2 uses the bookmark (received in step 1 or fetched) to resume
viewing at the desired offset

Figure 35: High Level Session procedure

4.1.15.4 Generic Procedures

4.1.15.4.1 Target Device (Transferee OITF) initiating a new Session associated with Session

Transfer

Figure 36 shows a typical call flow for a transgemeitiating a session. Below is a brief descaptof the call flow:

Step 1.

It is assumed that target OITF (transferee) acdeptgession transfer from a transferor, and isyréad
initiate a new session to stream the content oteattget OITF. The transferee OITF issues an HTTBPO
request to the IG to request the service.
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Step 2:  The IG performs the necessary procedure as pem#[PROT] to take the appropriate action in case
both OITFs involved in a session transfer are kliie same 1G. Following that, IG performs the 1sseey
validation then issues a SIP INVITE to the ASM.

Step 3: The ASM performs the initial resource reservatioen issues a SIP INVITE to the IPTV Control FE

Step 4. The IPTV Control FE authorizes the session transfed then undertakes one of several actions diépgn
on the SDP in the incoming INVITE. If the IPTV Cooit FE can re-use the existing CDF from the old
session, it issues a SIP Re-INVITE towards the CA¥€bciated with the original session. If the IPTV
Control FE cannot re-use the old CDF, it tears dtvenSIP leg associated with the delivery conthalrmel
and establishes a new SIP leg based on the incddfidiy This is the case in this example.

Steps5-15: These steps are then identical to a regular Cofi@eset up procedure. The only exception beiag th
before the IPTV Control FE forwards a SIP 200 Okhe transferee OITF via the ASM; it tears down the
old SIP leg associated with the transferor.

Step 16: At the end of this procedure, the I1G returngtransferee OITF an HTTP 200 OK that includesStie
200 OK to the session initiation. The RTSP seswlentifier is also included

1. HTTP POST (<HTTP Heedersz <SIP Headers>, INVITE)

IG performs the necessary
actions if OITF2 is behind
the same household as
OITF1

2. INVITE ()

—>

Resources Reservation Phase

__3.INVITE

IG performs the necessary
actions if OITF2 is behind
the same household as
OITF1

4 INVITE
5. INVITE

» 6. INVITE >

7. RTSP setup (

8.200 OK (RTSP id")
f—————

9. SIP 200 OK for INVITI
R E——
;1. SIP 200 OK 10. SIP 200 OK
L| =
12. SIP 200 OK

If same CDF is used, then steps 4 onwards can use
Re-INVITE

| 13. Tear down the session towards OITF1 for a replace |

‘ 14. SIP 200 OK

Resource Commit Phase |
15. SIP 200 OK

16. HTTP 300 OK ( Session id + RTSP session ID)

Figure 36: Target Device Initiating a COD Sessioni  n relation to Session Transfer

4.1.15.4.2 1G handling of Session Initiation Requests Associated with Session Transfers

Figure 37 shows a typical call flow for the procealfollowed by the IG during CoD session initiat@ssociated with a
session transfer. In particular, if the transfemd the transferee are behind the same IG, theu& malease the
resources associated with the old IMS session beigrto the transferor, prior to establishing tleawrlMS session
associated with the transferee. This avoids dooiking for the resources on the access leg. Bel@brief
description of the call flow:
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Step 1:

Step 2:

Step 3:

Step 4-7:

Step 8:

Step 9:

1. HTTP Post (<HTTP headers>, <SIP Headers>, INVITE with REPLACE)
_

IG verifies if session to be
replaced belongs to same
household

2. HTTP Pending N

3. HTTP 200 OK (<HTTP Headers>, <SIP headers>, re-INVITE ).

_______________________________________________________________________________ >

If the content is
already paused
hen the request is
ignored

4. RTSP Pause (RTSP id)

5. RTSP P RTSP id"
5. RTSP Pause (RTSP id)

8. HTTP Pending 200 OK (SIP 200 OK)

9. HTTP 200 OK (ACK).

10. SIP UPDATE ()

Release Resources Phase

11. SIP UPDATE ()
Ty
12. SIP 200 OK.

13. SIP 200 OK

Figure 37: IG Handling Of CoD initiated Sessions As  sociated with Session transfers

The transferee OITF after accepting a session toansferred is ready to initiate new sessionteesh the
content on the target (transferee) OITF. The tenesf OITF issues an HTTP POST request to the IG to
initiate a new session to handle the transferrediae.

If the IG determines that no session transfesg®eaiated with the request, it terminates the mhoee

If the new session request is associated withsisegsransfer, the IG verifies if the dialog iddieti
included in the request and that has to be repla@dhes any of the SIP session states held itGthié
there is no match implying that the transferor hgkto another IG, the procedure terminates. Hetie
match, implying that the transferor and the tramesfeare behind the same IG, the procedure continues
through the remaining steps.

It is assumed that the transferor OITF has an HPERDING _IG request in anticipation of any incoming
messages

The IG returns to the transferor OITF an HTTP 200response that includes a SIP re-INVITE to pet th
media on hold.

These steps are optional and are performed b®KRE in case the transferor OITF did not pause the
stream.

Once the above steps are successfully complédtedransferor OITF issues an HTTP POST PENDING_IG
request that includes the SIP 200 OK response.

The IG returns an HTTP 200 OK response that iredutie ACK.

Step 10-13:  The IG then issues a SIP UPDATE (or a SIP re-INSjITo the IPTV Control FE to release the resources

associated with the IMS session associated wittsfeaor OITF

The procedure is completed with the reception efSIP response to the SIP UPDATE message.
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4.1.155 Session Transfer — Push Mode

4.1.15.5.1 Transferor initiating a transfer Request to a Transferee (Target Device)

Figure 38 shows a typical call flow for a transfe@ TF initiating a transfer request to a transéer8elow is a brief
description of the call flow:

<,

<
User selects push option
—

1.User
selects to
transfer the 2.HTTP POST (<HTTP Headers>, Pending Request )
session to _—

OITF2

Step 1:

Step 2:

Step 3:
Step 4:
Step 5:
Step 6:

Step 7:
Step 8:

Step 9:

Step 10:
Step 11:
Step 12:

3. HTTP POST ( <HTTP headers>, <S|PJ-19aders>, REFER)

4. SIP REFER ()

5.HTTP POST (<HTTP Headers>, Pending Request )

e 6. SIP REFER ()

7. HTTP 200 OK (<HTTP Headers>, <SIP Headers>, SIP REFER)
—

8. HTTP POST (<HTTP Headers>, <SIP Headzrs> SIP 202 OK )
_

9. SIP 202 OK

< 10 SIP 202 QK

11. 200 HTTP OK (<HTTP Headers>, <SIP Headers>>, SIP 202 OK)

12. HTTP POST (<HTTP Headers>, Flending Request )

Figure 38: Transferor imitating a session transfer

Request to a transferee in Push Mode

It is assumed that transferor OITF has an estadli€?oD session, has selected a target OITF2,e theb

transferee.

The transferee OITF2 issues an HTTP POST PENDINGetfaest to the IG in anticipation of incoming

requests

The transferor OITF1 issues an HTTP POST requebietdG.

The IG validates the request, and then issues &HFER to the IPTV Control FE.

The transferor OITF1 issues an HTTP PENDING_IG esu

The IPTV Control FE validates and authorizes tlssism transfer then issues a SIP REFER to the IG

associated with the transferee OITF2.

The IG returns an HTTP 200 OK response to the tea@s OITF2 that includes the REFER request 1G.

The transferee OITF2 issues an HTTP POST PENDINGetfBest to the IG that includes the SIP 202 OK

response (transferee accepting the transfer).

The IG returns the SIP 202 OK response to the IEDYtrol FE via the ASM.

The IPTV control FE generates a SIP 202 OK thathrea the IG of the transferor OITF1 via the ASM.

The IG returns an HTTP 200 OK response to the teamisOITF1 that includes the SIP 202 OK response

The transferor OITF 1 issues an HTTP PENDING_|Guest in anticipation of the incoming SIP NOTIFY

confirming the outcome of the transfer.

4.1.15.5.2 Handling of Post Session Initiation setup by Target Device (Transferee OITF)

Figure 39 shows a typical call post successfulisessstablishment by the transferee OITF2. Below lisief
description of the call flow:
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Step 1.

Step 2:

Step 3:

Step 4:
Step 5:

Step 6:

Step 7:

Step 8:

1. HTTP POST (<HTTP Headers, <SIP Headers>, NOTIFY)
-

2. SIP NOTIFY

3. SIP NOTIFY

4. HTTP 200 OK (<HTTP Headers, SIP <Headers>, NOTIFY))
<«

5. HTTP POST (SIP 200 0K)

6. SIP 200 OK

7. SIP 200 OK

8. HTTP 200 OK (200 OK)
—

9. OITF2 fetches
lbookmarks for the
content if not
received in step 30)

10. RTSP PLAY (RTSP id, position)

—>

11. RTSP PLAY (positjon)

12,200 OK ()
13. 200 OK ()

-3

Figure 39: Post Successful Session establishment by the transferee

It is assumed that the transferee OITF2 has suttigsastablished a new CoD for session transfer
purposes. The transferee OITF2 issues an HTTP R@giest to the IG to report the outcome of the
session transfer to the transferor OITF1.

The IG validates the request and then issues &SMFY to the IPTV Control FE.

The IPTV Control FE validates the request thendssuSIP NOTIFY to the IG associated with the
transferee OITF1.

The IG returns an HTTP 200 OK response to the teamsOITF1 that include the NOTIFY request.

The transferor OITF1 issues an HTTP POST PENDINGréedest to the IG that includes the SIP 200 OK
response to the transferee OITF2.

The IG returns validates the response then iss@&B 200 OK response to the IPTV Control FE via the
ASM.

The IPTV control FE generates a SIP 200 OK thathrea the IG associated with the transferee OIT&2 vi
the ASM.

The IG returns an HTTP 200 OK response to the tea@s OITF2 that includes the SIP 200 OK response

Note that steps 1 to 8 are performed regardlgd$TiF2 was successful or unsuccessful in establistiia new session
to handle the transferred session. The remaingpss®-13 in the call flow, are performed in cassuzcessful session
establishment by OITF2. In the event of unsuccéssiiablishment of the session by OITF2, OITF1thasoption to
resume the original session, or tear down the aesEiOITF1 decides to resume the original sesdtamust acquire
the necessary resources if it has released theimgdiie course of the session transfer procedure.

Step 9:

The transferee OITF 2 locates the content bookntgitkhas received it in the incoming SIP REFER
request, proceeds to the next step. If it did aokive it, it fetches the bookmark associated thighcontent
and locates the appropriate bookmark.

Step 10-13:  The transferee OITF2 issues an RTSP play to stedrsing the content from the bookmark location.
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4.2  Service Access and Control Function Protocol Sequences

4.2.1  Authentication
4.2.1.1 User Registration and Authentication in a Managed Model

4.2.1.1.1 Default User Identities Registration

The default user IMS Public Identity (IMPU) alloedtto the subscription will be automatically regisd in the
provider network whenever the OITF is turned on.

Figure 40 shows a typical call flow for a defaulbfic identity registering in a provider networkh following is a
brief description of the steps:

Step 1:  The procedure is triggered automatically withawg aser intervention.
* The OITF issues an HTTP POST request.
Step 2:  The IG validates that the request.

Step 3:  The IG performs the normal IMS registration praged If the IG does not perform IMS registratiorciese
the default identity is already registered (anof®EFF is activated), the IG still maintains a binglibetween
the IMPU, the OITF from which the registration éceived and the new contact information includhmg t
sip instance feature tag which provides an easytwgyarantee uniqueness within the Address of Rleco

(AOR).
L]
User IPTV
OITF IG ASM Application
OITE Power on ,,

1. HTTP Post (<HTTP Headers>, <SIP
headers>) >

»

>2. Validate Request

3. Perform IMS Registration as per 3GPP
TS 24.229

| 4.200 OK ()

5. Create a Registration State

6. Indication to User
—

Figure 40: Default IMS Public identity Registratio  n procedure in a managed model

Step 4:  The IG returns the outcome of the registratiorcpss to the OITF.

Step 5:  If the result of the registration procedure iscassful, a registration state is created and miagdan the 1G
which is stateful to the registration process whiith time as a de-registration occurs.

Step 6:  Anindication is sent to the user that includesalitcome of the registration process.
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4.2.1.1.2 IPTV End User Registration

Figure 41 shows a typical call flow for an IPTV emger registering a specific IMPU in a providernwatk. The
following is a brief description of the steps:

Step 1:  The procedure can be triggered by the user watdinggister himself (a specific IMPU associatethwi
him) in the provider network. Other options (eCgnfiguration) can also trigger the procedure.

Step 2:  The IG validates the HTTP POST request.

Step 3:  The IG performs the normal IMS registration praged The IG does not perform an IMS registratiothii
IMPU is already registered (i.e. another OITF igvated with the same IMPU registered), the |G raimts
a binding between the IMPU, the OITF device fronichithe registration is received and the new cdntac
information including the sip instance feature wagch provides an easy way to guarantee uniqueness
within the Address of Record (AOR).

Step 4:  The IG returns the outcome of the registratiorcpss to the OITF.

Step 5:  If the result of the registration procedure iscassful, a registration state is created and niagdan the 1G
which is stateful to the registration process whith time as a de-registration occurs.

Steps 6-7: An indication is sent to the user that includesalitcome of the registration process.

User IPTV
OITF IG ASM Application

1. User Reques},

2. HTTP Post (<HTTP Headers>, <SIP
headers>)

> 3. Validate Request

4 Perform IMS Registration as per 3GPP
TS 24.229

5. Create a Registration State
for the End user for a
successful registration

6. 200 OK ()

7. Indication to User
+—

Figure 41: IPTV end-user IMPU Registration procedur e in a managed model

4.2.1.1.3 IPTV End User De-registration
User de-registration is similar to user registnatio

The call flow for the de-registration process iswh in Figure 42.
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User IPTV
Ollb e 2 Database Application
1. User Reques,
2. HTTP Post (<HTTP Headers>, <SIP
headers>)
> 3. Validate Request
4. Perform IMS De-registration as per
3GPP TS 24.229

5. 200 OK ()

A

7. Indication to User
+—

6. Delete the registration record

Figure 42: IPTV end-user De-registration procedure

4.2.1.1.4 IPTV Default User De-registration

The call flow for the de-registration process iswh in Figure 43.

in a managed model

User IPTV
Database Application

OITF IG ASM
OITE_Power dowp
1. HTTP Post (<HTTP Headers>, <SIP
headers>) >
>2. Validate Request
3. Perform IMS De-registration as per
3GPP TS 24.229
4. 200 OK ()

A

6. Indication to User
—

Figure 43:; IPTV Default Identity De-registration pr

5. Delete the registration record i
this is the last active OITF active
in the residence

ocedure in a managed model
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4.2.1.1.5 Subscription to the registration-state event package

Following the completion of a successful registmatifor a default public identity or the IMPU assted with a
specific IPTV end-user, the registration applicateHALL subscribe to the Registration event. Thisnandatory in
order to notify the OITF of any event concerningisération (e.g., a registration timeout). Thi®alé the application to
take appropriate action, such as re-registering, et

Figure 44 shows a typical call flow for subscriptim the registration event. The following is aglbdescription of the

steps:

OITF

IG ASM

User
Database

1. Registration Procedure successfully completed

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP SUSCRIBE Request)

>3. Validate Request

4. SIP SUSCRIBE (event = Registration Event)

6. HTTP 200 OK (<HTTP Headers>, <SIP q— 2200 OK (

Step 1.

Step 2:

Step 3.
Step 4:
Step 5:
Step 6:

Steps 7-11:

headeArs>— SIP Response)

<«

7. HTTP Post (<HTTP Headers>, Pending

Request )

»

o 8- SIP NOTIFY

9. 200 OK (<SIP headers> - SIP NOTIFY Request)

10. HTTP Post (<HTTP Headers>, <SIP

headers>- SIP Response)

11. 200 OK ()

A 4

Figure 44: Call flow for subscription to the regist

ration event

The OITF concludes a successful registration foefault identity or a specific IMPU associatedhaain

IPTV user.

Immediately following a successful registratidme OITF issues an HTTP POST request for subscnipptio
the Registration event.

The IG validates that the request.

The IG performs the normal IMS Subscription praces

The 200 OK is received from the network.

The IG returns an HTTP 200 OK response to the HPOST that includes the SIP 200 OK response to the
SIP SUBSCRIBE.

The mechanism for receiving and acknowledging3leNOTIFY from the network are covered in Steps

7to 11.
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4.2.2

IPTV Service Profile Manipulation through XCAP

This Section shows an example flow for Service iRrdflanagement based on XCAP for IPTV Service Rrafccess
and manipulation.

o IPTV Metadata IPTV Application IPTV Service
2 Control FE FE Profile FE
R UNIS6 =|= = = = = e e e e e e e e e e e = ] - - — — — — —| NP7 — — — — — — — —p|
1.- HTTP GET(Request for ion App. )

2.- Request for user’s profile————m»|

6.- Per user data [«——————3.- User’s profile—————
profile
manipulation
(subsc. to
Seviceld)

4.- Presentation layer
adapation according
user’s profile

[«}——  5.- HTTP Response (xHTML + ECMA Script for XCAP’s based User data manipulationj——————

DAE Funcion in case of t— — — — — — — — — = —UNPl— — e— —— — —_— — — — — —

ECMA Script. 7.- 3 XL i -

Optionally, User Profile .- HTTP PUT:/[[RootURIJ/[AUID]/user: )) Ll

Mangment function in case 8.- Policy Control

native XCAP client ECAP Request (Validation)
FFS

Step 1.

Step 2-3:

Step 4:
Step 5:

Step 6- 7:

ECAP Respose Service profile
update

9. - 200 OK ()

10.- Metadata Update Request (ServicelD)—————m»|

(«4——11.- Metadata Update Response (ServicelD)y—————

Figure 45: Service Profile Management Based on XCAP

After OITF start up, registration and authenticatithe DAE client in the OITF automatically reqisethe
service related presentation layer through the Uligerface. The User is identified via a HTTP dheraor
specific parameters in the URI.

The IPTV Application FE retrieves the IPTV ServRmfile associated with this user from the IPT\"8®
Profile FE.

The IPTV Application FE customises the pages atingrto the IPTV Service Profile.

The personalised presentation pages are downldadkd OITF. If the IPTV Service Profile expligit
indicates permission for service profile manipwaatian ECMA script supporting XCAP as defined in
RFC 4829 XCAP] is also downloaded.

When the user decides to add or update a spseifiGce, an XCAP request is sent. The XUl parameile
carry the IMPU of the User.

Note. Optionally, an embedded XCAP client couldsbpported.

Note that the UNIP-1 reference point is used by BECMA script/DAE application.

Step 8:
Step 9:
Step 10:

Step 11:

IPTV Service Profile FE shall validate the requéstalidated, the subscription profile data is apet.
A HTTP 200 OK is returned as successful answéndaequest.

If required, the Metadata Client in the OITF witlquest from the Metadata Control FE the metaddaded
to the service the user has subscribed to. Thessgeén Pull mode, but does not preclude accessing
Metadata in a multicast mode.

Carries a response back from the Metadata CoRrEalia the Metadata client to the DAE Application.
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4.2.3 Setup of RTSP/RTCP performance monitoring for CoD Session in
Managed Networks over UNIT-18

In this example, it is assume that the OITF hasenetd the SDP information via SIP OPTIONS andRASP
DESCRIBE between CC and CDF as per VolunjfPROT]. Specifically, the SDP information consists of tVas"
lines each describing the cumulative and samplertieyy metrics the Service Provider wants to reedor the media,
and optionally a b=RR: line specifying the receiwdrandwidth for RTCP reporting. e.g.:

a=0IPF-QoS-Metrics:cumul-metrics=OIPF-BasicPerfMantiISubsetl;rate=2;
a=rtcp-xr:OIPF-BasicPerfMonSampleSubsetl
b=RR:1000

The CoD session is initiated via SIP and the CiuStentroller triggers an RTSP SETUP to the Conkltvery
Function (CDF). The request contains the QoS Meiricluded in the request by the OITF; these magXaetly the
same as the values in the RTSP SDP or the OITHetest to change some values due to reasonssuiEndwidth
limitations. Assuming the change is acceptablé¢oGDF, the CDF acknowledges the request by eclibin@o0S
Metrics Header and its content in the response.d®dorwards the response downstream in the foren SiP
response message.

In the example below, the OITF has agreed to rapertumulative QoS metrics as proposed by theesefhis set of
metrics is only an example.

Note that by selecting and setting up a particsie@am, the OITF is also accepting the requesippat sample
metrics reporting. This is standard RTSP behaviour.

In the call flow below, only the RTSP messages betwCC and CDF are included (not all headers anersin the
examples):

CC->CDF:

SETUP rtsp://fexample.com/foo/bar/baz.rm RTSP/1.0
CSeq: 1
OIPF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";
cumul-metrics=OIPF-BasicPerfMonCumulSubset1;rate=2

CDF>CC:

RTSP/1.0 200 OK
CSeq: 1
OIPF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";
cumul-metrics=OIPF-BasicPerfMonCumulSubset1;rate=2

After the time in seconds specified by the “ratepatameter, the OITF will send its first reportngsa
SET_PARAMATER request with the OIPF-QoS-Feedbackdée and the parameters belonging to the metridinse
this case reduced for clarity).

OITF>CDF:

SET_PARAMETER rtsp://example.com/foo/bar/baz.rm RTSP/1.0
CSeq: 3
OIPF-QoS-Feedback: url:"rtsp://fexample.com/foo/bar/baz.rm"; //
PacketsDiscarded={15};PacketsOutOFSequence={2}; //
PacketsRecieved={151}

In order to enable the server to request QoS metrics on-demand, the GET_PARAMETER method is used.

CDF>OITF:

GET_PARAMETER rtsp://example.com/foo/bar/baz.rm RTSP/1.0
CSeq: 15
Session: 13320
OIF-QoS-Feedback: url:"rtsp://lexample.com/foo/bar/baz.rm"; //
OIF-BasicPerfMonCumulSubsetl
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OITF>CDF:

RTSP/1.0 200 OK
CSeq: 15
Session: 13320
OIF-QoS-Feedback: url:"rtsp://fexample.com/foo/bar/baz.rm";//
PacketsDiscarded={125};PacketsOutOfSequence={20};//
PacketsReceived={2651};PacketsLost={7};DecodedFrames={1034}; //
LostFrames={2};DecodingErrors={25}

4.2.4 Specifying metrics for RTSP/RTCP performance monitoring

For illustrative purposes, the metrics set is na@#e--BasicPerfMonCumulSubsetl. The following cuamtive
metrics values from TR-139 R135] have been selected:

« from the .STBService.{i}.ServiceMonitoring.MainStm.{i}. Total. RTPStats. object:
o PacketsDiscarded, or late packets
o PacketsOutOfSequence, or reordered packets

o PacketsReceived and,

o PacketsLost, which is equal to the value of “curivéanumber of packets lost” in the RTCP Receivep®&t.

« from the .STBService.{i}.ServiceMonitoring.MainStmn.{i}. Total.VideoDecoderStats. object:
o DecodedFrames and,
0 LostFrames

+ from the .STBService.{i}.ServiceMonitoring.MainS&m.{i}. Total. AudioDecoderStats. object:

o DecodingErrors

As specified in Volume #PROT], these metrics are set up using the OIPF-QoS-t4eititader and reported using
OIPF-QoS-Feedback header, e.g., a CC indicating s#tthe OIPF-BasicPerfMonCumulSubsetl set of ic®trould

send:

CC->CDF:

SETUP rtsp://fexample.com/foo/bar/baz.rm RTSP/1.0
CSeq: 1
OIF-QoS-Metrics: url:"rtsp://example.com/foo/bar/baz.rm";//
cumul-metrics=OIF-BasicPerfMonCumulSubsetl;rate=2

The OITF would send the following message as aorespto a GET_PARAMETER request:
OITF>CDF:

RTSP/1.0 200 OK
CSeq: 15
Session: 13320
OIF-QoS-Feedback: url:"rtsp://fexample.com/foo/bar/baz.rm";//
PacketsDiscarded={125};PacketsOutOfSequence={20};//
PacketsReceived={2651};PacketsLost={7};DecodedFrames={1034}; //
LostFrames={2};DecodingErrors={25}

Open IPTV Forum specific sample metrics are replouting Extended Report blocks (XR) as per RFC 3611

[RTCP-XR]. These blocks are appended to the RTCP Receiymri2eand may contain transport layer as well as

application layer sample metrics. The RTCP RecedRegort including a XR extended report block woolok as
follows:
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0 1 2 3
01234567890123456789012345678901
s S S e i i i e L s T T s S S S
header | V=2|P| RC | PT=RR=201 | | ength |
s S S e i i i e L s T T s S S S
| SSRC of packet sender |
R e e e e e R o R B B o e = A A A e e R T
SSRC 1 (SSRC of first source) |
B S i i o T S I Tl a i Sk ST S S S S S S
fraction lost | cunul ative nunber of packets | ost |
T S I T i i S il s T ST S S I S S S

report
bl ock

|

\

| ext ended hi ghest sequence nunber received |
i S T i i S e  h ik i SR SR S S
| interarrival jitter |
i I R i i T S s ik ik NI SR SR S S
| | ast SR (LSR) |
B T aT T o S o S S S it m T ot i STEI S U S S S S SO SO S S i S 3
| del ay since last SR (DLSR) |
i R i i T S T sk ik i SR SR S S
| V=2| P| reserved | PT=XR=207 | | ength |

XR +- - -+

report |

bl ock +

L

i I S i o i T R T ol S S SR Y S
SSRC |

B S i i i e R S S S R o o o
BT | type-specific | bl ock | ength |
e i s S S e i s S I S S S S S S S i s

type-specific block contents
R R e i S i o e e S S S T S R R e R o ks O ik i S S e

The following basic metrics are selected from TR-IBR135] as OIPF-BasicPerfMonSampleSubsetl (metrics are
same as for cumulative reporting but from differ€Rt135 objects):

» from the .STBService.{i}.ServiceMonitoring.MainS&m.{i}. Sample.RTPStats object:

o PacketsDiscarded, or late packets

o PacketsOutOfSequence, or reordered packets

0 PacketsReceived and,

o PacketsLost, which is equal to the value of “curivéanumber of packets lost” in the RTCP Receivep®&t.
» from the .STBService.{i}.ServiceMonitoring.MainSam.{i}. Sample.VideoDecoderStats object:

0o DecodedFrames and,

0 LostFrames
« from the .STBService.{i}.ServiceMonitoring.MainStm.{i}. Sample.AudioDecoderStats:

o DecodingErrors

The RTCP XR packet will be:
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0 1 2 3
01234567890123456789012345678901
I s Sl S S s Sl I S i e
| V=2| P| reserved | PT=XR=207 | | ength |
T S S s S s Sl N SR S S
| SSRC |
B T aT e o e S e S S S it a T ot STEE S S S S S S S i i
| BT=x | reserved | bl ock | ength |
I s S S T Sl I S S A SU N DU g
SSRC of source |
T T ST S e i S I il ai s o S o S S S S S T
Packet sDi scar ded | Packet sQut OF Sequence |
T S s T S s i S i s S SN S
Packet sRecei ved | DecodedFr anes |
T S s S S s S S S T i M S
Lost Fr anes | Decodi ngErrors |
B T aT e o e S e S S S it a T ot STEE S S S S S S S i i

where

-+ +— +

» block length: 16 bits
The length of this report block, including the hegdn 32-bit words minus one. If the block typafidition
permits, zero is an acceptable value, signifyitdpak that consists of only the BT, type-speciéind block length
fields, with a null type-specific block contentsl.

* SSRC of the source:
The SSRC of the RTP data packet source being egpagon by this report block.

Note: The value of the Block Type (BT) is currerdgbt to undefined, or “x”. This value is to be aetording to the
value allocated by IANA for each set of metricsafied.

4.25 Non-native HNI-IGI

The following figure illustrates the startup/initation phase. The steps are outlined in detddwéehe figure.
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OITF native code

’ 1G ‘ MS IPTV AS

DAE application

| |
i i
| |

Provisioning (User IDs etc), Startup (DHCP etc) } }
| |
| |
|

|
1‘. SIP: REGISTER, default user IG performs user registration and
2 subscribe when turned on.
SIP: 200 OK | instance points to the IG

SIP: SUBSCRIBE
1

SIP: 200 OK

SIP: NOTIFY (list of all SPs)
SIP: 200 OK

Startup of OITF
|

|G saves SD&S record from Notify ﬁ
2 DHCP 124 to get SP Discovery entry point
|

|
Entry point is IG (IP address or FQDN)

3. HTTP to get list of all SPs
[l
r T

XML containing SP disci)vew record with Portal URL and push URLS to other SD records (e.g. BDR)
N

T

|
|
|
l

|

\’\ |G provides saved SD&S record

|

|

Ve N [T/ /N7 T/N T

|
|
|
1 |

| | |

| | |
User selects SP i i }
4 HTTP requests to get SD&S records (e.g. BDR, BCG etc)
| |

U

| |
XML containing service discovery records (e.g. BDR, BCG etc)

5. Launch HTTP;/[URL(s) obtained in SFL’ discovery step] |
| ! |
—

i

|

| |
HTTP requests to DAE application(s)

|
|
|
|
|
|
|
.
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
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|
|
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|
|
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Figure 46: Registration for non-native HNI-IGI

As an initial condition of this example, it is assed that the IG has been provisioned with appragpiidormation, e.g.
User IDs, DHCP options have been carried out, etc.

Step 1:  First, the I1G performs SIP REGISTER for the defaskr. The instance 1D used points to the IGhabit is
clear that this has no binding to OITFs. No appi@es are registered. After the registration, Beperforms
SUBSCRIBE to get Service Provider Discovery infotim These SD&S records are delivered in the SIP
NOTIFY. The IG saves these records for later dejive OITF.

Step2:  When the OITF is turned on it performs the norstattup procedure for an unmanaged device. P#nisof
startup is to perform DCHP option 124 in order ¢b §ervice Providers Discovery Entry points. Theal®s
as a DHCP server and returns its own IP addres$iHCP option 125 response.

Step 3:  The OITF takes this IP address and makes an H&g#est to retrieve Service Providers Discovery
information. The IG returns the XML structure iepiously stored from the SIP NOTIFY.

Step 4: The XML structure obtained in the previous steptams information where to get Service Discovery
information. This can be Web applications, HTTR/ees, or multicast channels. In this flow http $samed
but this is not a limitation. The OITF retrievesernant discovery records, e.g. BDR (Broadcast Discp
Records). The unmanaged device support only OlFhande BCG is optional. If the OITF supports BCG it
SHALL fetch it (likely using multicast).

Step 5:  When all the discovery records have been obtaihedDITF launches the discovered DAE applications.

Step 6: At least one of the DAE applications supports HBI-in Javascript. This DAE application sends adieg
IG request in order to receive unsolicited mességes IG/IMS. XMLHTTPRequest is used for HNI-IGI
communication.

Step 7:  The DAE application performs the normal HNI-IGbpedures as defined in the protocol specificafidms
includes registering users and applications, sig$icheduled content service, VoD etc. This isouiné
DAE application.
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Note that in the above call flow there are no clesmgquired for the OITF, it acts just as an unrgadaDITF would
normally do. There are some minor additions in ptdesupport non-native HNI-IGI applications. Primhathese are
methods in DAE to retrieve or set information ie BITF from DAE. In the protocol specification stalready defined
that most applications can be DAE applications, thod most of the methods required for non-natitd-Hsl is
required independent of the non-native HNI-IGI.

4.3 Communication Services

4.3.1 Instant Messaging

4.3.1.1 Originating Instant Messages
Instant messaging uses paging mode, thereforguitres a session to be established between ther&.pe

Figure 47 shows a call flow for an IPTV end-use#oiking the Instant Messaging service. Below isiafttescription
for the call flow:

Step 1:  The user invokes the instant messaging optiomeri TF.

Step2:  The OITF issues a message request to the IG.

Step 3:  The IG validates the request.

Step4:  The IG issues a SIP MESSAGE to the messaging sever

Step 5:  The server accepts the request with a SIP 200e3pg0onse.

Step 6:  The IG returns an HTTP 200 OK response to the HPDOST that includes the SIP 200 OK response to the

SIP MESSAGE
— P2P
Authentication Communication
OITF - and Session Enabler
Management (Messaging Enabler

1. User Invoke Messaging Option
_—

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP MESSAGE Request)

>3. Validate Request

4. SIP MESSAGE

v

SIP: MESSAGE () al

_5.200 OK
200 OK <

<

6. HTTP 200 OK (<HTTP Headers>, <SIP
headers>- SIP Response)

<

Figure 47: Instant Message Origination Call Flow
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4.3.1.2 Incoming Instant Messages to IPTV end-users

Figure 48, shows a call flow for an incoming ingtaressage to an IPTV end- user. Below is a bristdjgtion for the
call flow:

P2P
Communication

Authentication

OITF IG and Session
Management

Enabler
(Messaging)

1. SIP: MESSAGE ()

<«

SIP: MESSAGE ()

<
«

2. Notification mechanism (<SIP headers> - SIP
MESSAGE Reguest)

3. HTTP Post (<HTTP Headers>, <SIP
headers>)

[
Ll

4. 202 Accepted

y

»

202 Accepted

v

Display Page showing
received message

Figure 48: Incoming Message Call Flow

Step 1:  The IG receives an incoming SIP MESSAGE
Steps 2-4: The IG forwards the SIP MESSAGE to the OITF.

4.3.2 Caller ID

4.3.2.1 Caller ID as a DAE or Embedded Application
Caller ID is identical to an incoming message tdRiRV end user.

Figure 49 shows a call flow for Caller ID
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P2P
Communication

Authentication

OITF IG and Session
Management

Enabler
(Messaging)

1. SIP: MESSAGE ()

<«

SIP: MESSAGE ()

<
«

2. Notification mechanism (<SIP headers> - SIP
MESSAGE Reguest)

3. HTTP Post (<HTTP Headers>, <SIP
headers>)

[
Ll

4. 202 Accepted

y

»

202 Accepted

Display Page showing
received message

v

Figure 49: Caller identification Call Flow

4.3.2.2 Communication Services — Telephony service (Caller identification) for an
incoming IMS voice call.

The IPTV solution provides a mechanism to enat#eptiesentation of information on incoming IMS voazdls.

The managed networks, such as IMS, provide capatwliconnect multiple end-user terminals to comitation
services such as telephony service. The IMS Gatewlaie registered to the IMS network, may alsceiee incoming
SIP voice sessions and indicate the related infoom#o the end-user.

The following figure shows a call flow with a callielentification based on the regular SIP INVITEuest that is
forwarded in parallel to the IMS Gateway and tmi&e capable SIP/IMS UE. The IG gateway forwaldsrequest
towards the OITF, and also responds to the requiéisiproper SIP response messages. The OITF gigsa#dable
indication to the end-user and the end-user cawerrthe incoming voice session using any of theice capable
clients connected to the IMS network.
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UE

P2pP
OITF IMS Authentication Communication Originating
Gateway and Session Enabler Network
Manaaement (Telephony)
_L.INVITE
2. INVITE
5a. Notify OITF 3. INVITE —>
about an incoming .
call 4a. INVITE <
< 4b, INVITE
6a. Not supported | 7a.415
7b. 200 OK >
8. 2000K
9.200 0K
_ 10.2000K .

Figure 50: IMS telephony service based caller ident ification

The following procedure is supported in the OITFdaller identification

Step 1:
Step 2:

Step 3.
Step 4:

Step 5a:

The incoming voice session is forwarded to the esel’'s IMS provider.

Based on the initial filter criteria evaluatiohetrequest is routed to the P2P communication enabl
(Telephony service) in order to inform the P2P camimation enabler of the incoming call.

The request is routed back to the IMS network.

Based on the user’s terminal(s)” registrationnmiation, configuration and terminal(s) capabilitidee
session is routed to one or more user end devitdisis example, the end user has a voice capdBI\ES
UE and the IMS Gateway registered with the samédipuber identity. A parallel forking is used arnbt
INVITE is routed to both:

4a. the IMS gateway
4b. the voice capable SIP UE

The IMS Gateway sends a notification of the inawgriall to the OITF. The following information che
presented to the OITF user:

» Session Originator: extracted from the P-Asserteity header

e Called party information: indicates the called paeixtracted from the P-Called-Party-ID header

The above parameters are based on SIP/SDP headeesSIP INVITE request based RFC 3261P] and RFC 3455

[RFC3455].

Step 6a:  The OITF answers and replies with an indicaticat thvoice call is not supported.

Step 7a:  Response to the session setup is sent from thedWSo the IMS network (e.g. 415 Unsupported Media
Type). The IMS network does not continue the djalgth the OITF but waits for the response from $iE
UE.

Step 7b:  Parallel to the request 7a, the voice capabldEHRNnswers the call and sends a 200 OK reply toMise
network. Note that the normal session setup maludie other SIP responses such as 183 SessioreBspgr
however, these are not shown here.

Step 8:  The 200 OK is routed to the P2P communication kemab

Step 9: The 200 OK is routed back to the IMS network.
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Step 10:  The 200 OK is routed back to the originating netwo

4.3.3 Presence

4.3.3.1 End User Presence Services

The following is a list of Presence related serviaeailable to an IPTV end user:
e Subscription to Presence for one or multiple target

» Cancellation of Presence subscription for one dtiple targets

» Publishing presence information related to an IRRd user

4.3.3.2  Subscription to Presence

Figure 51 shows a call flow for an IPTV end- usdvscription to Presence. Below is a brief desariptf the call
flow:

Step 1:  The procedure can be triggered by the user, tiraugenu selection, invoking the Presence option.
Step 2:  The OITF issues a request to subscribe to Presence

Step 3:  The IG validates that the request includes alintia@datory SIP headers for the subscription prodédss |G
rejects a request that does not include all mang&id® headers.

Step4:  The IG issues a SIP SUBSCRIBE to the Presence.seve
Step 5:  The server accepts the request with a SIP 200e3pg0onse.

Step 6:  The IG returns an HTTP 200 OK response to the HPOST (step 2) that includes the SIP 200 OK
response to the SIP SUBSCRIBE.

Steps 7-10:  These steps show the mechanism for OITF to recke/&lOTIFY message.

Step 11:  The IG forwards the SIP 200 OK to the network. Ampsequent notification messages incoming to the
OITF shall be included in a HTTP 200 OK responsth&éHTTP POST in step 10.
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— P2P
Authentlca_tlon Communication
oITE G- and Session Enabler

Management

(Presence Enabler)

1. User Invoke Presence Option
_—

2. HTTP Post (<HTTP Headers>, <SIP
headers>-SIP SUSCRIBE Reqtiest)

>3. Validate Request

4. SIP SUBSCRIBE

»

SIP: SUBSCRIBE () N

_5.200 OK
200 OK <

<

6. HTTP 200 OK (<HTTP Headers>, <SIP
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Figure 51: Subscription to Presence

4.3.3.3  Cancellation of Presence Subscription

Figure 52 shows a call flow for an IPTV end- usanazllation to an existing subscription to PreseBedow is a brief
description of the call flow:

Step 1:  The procedure can be triggered by the user, tiraugenu selection, invoking the Presence option.
e The OITF issues to cancel the presence subscription

Step 2:  The IG validates that the request includes alintia@datory SIP headers for the subscription prodéss |G
rejects a request that does not include all mang&Ht> headers.

Step 3: The IG issues a SIP SUBSCRIBE with an Expiry tohé to the Presence sever.
Step 4. The server accepts the request with a SIP 200e639p0onse.

Step 5: The IG returns an HTTP 200 OK response to the HPDOST that includes the SIP 200 OK response to the
SIP SUBSCRIBE
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Figure 52: Cancellation of Presence Subscription

4.3.3.4  Publishing Presence Information

Figure 53 shows a call flow for an OITF publishméresence event to a server. Below is a briefig¢isn of the call
flow:

Step 1:  The OITF publishes presence information to the IG.

Step 2 The IG validates that the request includes alilamdatory SIP headers for the publication procEss.IG
rejects a request that does not include all mang&id® headers.

Step 3:  The IG issues a SIP PUBLISH to the Presence sever.
Step 4. The server accepts the request with a SIP 200e3p0onse.

Step 5: The IG returns an HTTP 200 OK response to the HPOST (from step 1) that includes the SIP 200 OK
response to the SIP PUBLISH
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Figure 53: Publishing a Presence Event

Copyright 2010 © Open IPTV Forum e.V.





